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MynbsTneaH n mapwpytusaumsa Ha Mikrotik RouterOS

Bubnmnorteka CuctemHoro AaMUHUCTRATORA (TONbKO KHWUMM, MaHyanbl)

BBeneHue

B3sTbcs 3a cTaThio, MOMUMO TLLECNaBMs, Nobyamna ygpy4arLlas YacTtoTa BO3HUKHOBEHWUS] BOMPOCOB MO 3TOW
TeMe B NpodunIibHbIX Fpynnax pycckosidbl4HOMO Tenerpam-cooduwectsa. CtaTtbd OpMEHTUPOBAHA Ha HaYMHAKOLLNX
agmuHuctpaTtopoB Mikrotik RouterOS (ganee ROS). B Helt paccmaTtpumBaeTcs TOMbKO MYSbTUBAH, C aKLEHTOM Ha
MapLUpyTM3auuo. BoHycoM NpUcyTCTBYHOT MUHUMAaIbHO AOCTATOYHbIE HACTPONKM Ansa obecneveHus 6esonacHom u
yAoGHoM paboThbl. Te, KTO ULWET pacKkpbITsS TeM ovepenen, 6banaHCUpPOBKM Harpy3ku, BNaHoB, Opuaxen,
MHOrOCTyneH4aToro rnybokoro aHanm3sa CoCTOsIHWUS KaHarna v ToMy NoA0OHOr0 — MOryT He TPaTUTbL BPEMEHU U
CWN Ha NpoYTeHue.

UcxoaHble gaHHbIe

B kauecTBe nogonbITHOrO, BbibpaH nNsaTunopToBkin MappyTmdatop Mikrotik ¢ ROS Bepcun 6.45+. OH Byget
MapLUpyTM3NpOBaTh Tpadumk Mmexay AByms nokansHbiMu cetamm (LAN1 n LAN2) n Tpemsa nposangepamu (ISP1,

ISP2, ISP3). Kanan k ISP1 nmeet ctatndeckmii “cepbin”’ agpec, ISP2 — “6enbin”, nonyyaemsin no DHCP, ISP3 —
“6enbii” ¢ PPPOE aBTopusaumein. Cxema NogknioyeHns npeactaBneHa Ha pUCcyHke:
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3apgava HacTpouTb poyTep “MTK” Ha OCHOBe CxeMmbl Tak, YTOObI:

1. ObecneunTb aBTOMaTUYECKOE NEPEKNIOYEHME Ha pe3epBHOro nposanaepa. OcHoBHOM nNpoBangep — ISP2,
nepebi pesepe — ISP1, BTopon peseps — ISP3.

2. OpraHusoBartb Bbixog cetn LAN1 B IHTepHET Tonbko vepes ISP1.

3. NpeaycmoTpeTb BO3MOXHOCTb MapLUPYTU3NMPOBaTh Tpaduk U3 NoKanbHbIX ceTen B VIHTepHeT Yepes
BbIOpaHHOro npoBaraepa Ha ocHoBe address-list.

4. MNpenycmMoTpeTb BO3MOXHOCTb Nybrnvkaumm cepucoB 13 nokansHon cetn B HTepHeT (DSTNAT)

5. Hactpoutb counkTp dhariepeonna ansg obecnevyeHns MMHUManbHO AOCTaTOMHOW 6€30MacHOCTUN CO CTOPOHDI
NHTepHeT.

6. PoyTep mor BbinyckaTb COBCTBEHHbIV Tpadhuk Yepes Nboro 13 Tpex NnpoBangepos B 3aBUCMMOCTU OT
BbIOpaHHOro agpeca MCTOYHNMKA.

7. O6ecneunTb MapLIpyTU3aLMIO OTBETHBIX MAKETOB B KaHas, C KOTOPOro oHu npuwnu (Bkrtodasi LAN).

3ameyvaHue. Hacmpausamb poymep 6ydem “c 4ucmoeo nucma”, dabbi capaHmuposams omcymcmeue
CIOprpuU308 8 MEHSOWUXCS OM 8epcuU K 8epcuu cmapmosbix KOHgbuaypayusix “u3 kopobku”. B kasecmee
UHCcmpymeHma Hacmpolku ebibpaH Winbox, 2de 6ydym HazanisasdHo omobpaxkambcsi usmeHeHuUs1. Camu HacmpouKku
b6ydym 3adasambcsi KomaHOamu 8 mepmuHane Winbox. ®u3udeckoe nodknodeHue 0 HacmpouUKu
ocyuwecmernsiemcs npsMbiM coeOQUHeHUeM ¢ uHmepgbeticom Etherb.



HemHoro paccy)Kp,eHMﬁ O TOM, YTO TaKoe MyJibTUBaH, npoGnema JIN 3TO UNKN XUTPbIe YMHUKN BOKPYT
nneTyT ceTun 3aroBopos

MbITAMBBLIN U BHUMATENBHBLIN aaMWH, CAMOCTOSITENBLHO HAcTpamBas Takyr U NogoOHY0 Cxemy, BAPYr
HEeOoXnaaHHO OCO3HAET, YTO OHO U Tak HopMarbHO paboTaeT. [la-aa, 6e3 aTux BalUMx NoNb3oBaTeNbCKNX Tabnui
MapLLpyTM3auumn 1 Npodmx route rules, kommu necTpAaT 60MbLIMHCTBO cTaTen Ha 3Ty Temy. [Mposepnm?
Agpecauuto Ha nHTepdericax u LW3bl N0 YMOMYaHUIO HacTpouTb Moxem? [la:

Ha ISP1 nponncanu agpec u wnto3 ¢ distance=2 n check-gateway=ping.

Ha ISP2 HacTpolika dhcp knneHTa no ymornyaHmi — COOTBETCTBEHHO distance Byner paBeH eauHuLe.

Ha ISP3 B HacTpoWikax pppoe knueHTta npu add-default-route=yes crasum default-route-distance=3.

NAT Ha BbIxog nponucaTb He 3abbiBaeM:

lip firewall nat add action=masquerade chain=srcnat out-interface-list=WAN

Mo nTory, y nonb3oBaTenen NoKanok KOTUKN BECENO rpy3ATCsl Yepe3 OCHOBHOIO npoeangepa ISP2 u ectb
pesepBupoOBaHNE kaHana npu nomowm mexaHnama check gateway.

MyHKT 1 3agaym peanusoBaH. [4e e MynbTUBaH Co CBOMMM MeTkamn? Her...

Hanbuwe. HyXHO BbINYyCTUTb KOHKPETHbIX KnneHToB 13 LAN uyepes ISP1:

lip firewall mangle add action=route chain=prerouting dst-address-list=IBOGONS \
passthrough=yes route-dst=100.66.66.1 src-address-list=Via_ISP1

lip firewall mangle add action=route chain=prerouting dst-address-list=IBOGONS \
passthrough=no route-dst=100.66.66.1 src-address=192.168.88.0/24

MyHKTbI 2 1 3 3agayvm peanu3oBaHbl. MeTku, Mapku, route rules, roe Bbl?!

HyxHo gatb goctyn k ntoéumomy OpenVPN cepsepy ¢ agpecom 172.17.17.17 onsa KNeHToB N3 VIHTepHeT?
MoxanywncTa:

lip cloud set ddns-enabled=yes

KnveHTam B kavecTBe nNupa gaem pesynorat BeiBoga: “:put [ip cloud get dns-name]”

MponuckiBaem Npobpoc nopTa M3 MHeTa:

lip firewall nat add action=dst-nat chain=dstnat dst-port=1194\
in-interface-list=WAN protocol=udp to-addresses=172.17.17.17

IMyHKT 4 roTos.

HacTpaviBaem gaepBorn v npoyyto 6e3onacHOCTb ANs MyHKTa 5, napannenbHo pagyemcst TOMy, YTo Yy
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nonb3oBaTernen yxe Bce paboTaer U TAHEMCS K EMKOCTU € NIOOMMbIM HaMUTKOM. ..
Al TyHHenu xe elle 3abbinu.

|2tp-KNWEHT, HaCTPOEHHbIV NO HaryrneHHon cTaTbe, A0 Nbumoro ronnanackoro VDS nogHsanca? Oa.
I2tp-cepBep c IPsec nogHsanca u knneHTtbl no AHC-nvenn 3 IP Cloud(cm Bbiwe.) uennstotca? da.
OTKMHYBLUUCB Ha CMMHKY CTyna, npuxnebbiBas HaNnUTOK, MEHNBO paccmaTpuBaem NyHKTbl 6 1 7 3agaun. Jymaem
— a OHO HaMm Hago? Bce X n Tak paboTaeT (c)... Tak BOT ecinv OHO Taku He Hafdo, TO Ha 3Tom Bce. MynbTmBaH
peanu3oBaH.

Y10 Takoe MynbTUBaH? 3TO NOAKNOYEeHUE HECKONbKUX KaHanoB MHTepHeT K 0og4HOMY poyTepy.

[anblue cTaTblo MOXHO HE YMTaTb, MOCKOMbKY YTO TaM KPOME BbiNeHApeKa COMHUTENbHON NPUMEHUMOCTI MOXET
ObITb?

C Temn, KTO ocTancs, KTo 3anHTepecoBaH NyHKTamu 6 1 7 3agjadu, a Takke owyulaet 3yq nepdekumonnsma,
norpyaemcs rnyoxe.

BaxHelwen sagayen peanvsaumm MynsTUBaH SBNAETCS KOPPEKTHas MapLupyTmsauma Tpaduka. A UMEHHO:
HEe3aBUCMMO OT TOro, B Kakow (unu B mxwe)ﬂiw KaHan(bl) npoBangepa CMOTPUT MapLLPYT NO YMONYaHUIO
Ha HalleMm poyTepe, OH JOSPKEH BO3BpaLlaTb OTBET MMEHHO B TOT KaHar, C KOTOPOro nakeT npuvwen. 3agada
noHsiTHa. MNMpobnema-to rae? Beab B NpoCTON NOKanNbHOM CETU 3a4aya Ta Xe, HO HUKTO JOMNOMHUTENBHbIMU
HaCTponKaMu He 3aMopadmnBaeTcsa 1 deapbl He owylaeT. OTnuYMe B TOM, YTO OO0 MapLUPYTU3NPYEMbI y3en B
VHTepHET JOCTYNEH Yepes Kaxabli U3 HalMX KaHarnoB, a He Yepes CTPOro KOHKPETHbIN, Kak B NPOCTOM fnokarnke. A
“Gena” 3akntoyaeTcs B TOM, YTO eCnu K Ham npuwen 3anpoc Ha IP-agpec ISP3, To B Hawem cnyyae oTBeT ynaer
yepes kaHan ISP2, nockonbKy Tyaa HanpasneH W03 No yMonyaHuio. Yaet u 6yaet oTbpolueH npoBangepom,
Kak HekoppekTHbI. C npobnemon onpegenunuck. Kak ee pewartb?

PeweHue pasgenum Ha Tpu stana:

1. MpeaBapuTenbHaa HacTpounka. Ha atom atane 6yayT 3agaHbl 6a3oBble HACTPOMKM MapLLpyTM3aTopa:
nokanbHas ceTb, paepson, address lists, hairpin NAT u np.

2. MynbTtuBaH. Ha atom atane 6yayT npomMapKMpoBaHbl M paccopTMpOBaHbl No Tabnuuam MapLipyTnsaumm
HY>XHble COeANHEHMS.

3. NMopknioveHue K ISP. Ha atom atane 6yayT HacTpoeHbl MHTEpPdENCHI, 0becnevmBatoLLmMe NOAKMIOYEHNE K
WHTepHeT, 3agercTBoBaHa MapLUpyTU3aLmsa U MeXaHN3M pe3epBrMpoBaHns KaHanoB VHTepHeT.

3ameyvaHue. Tpu pasHbix muna nodknodeHus K ISP ebibpaHbl crieyuarnsHO 07151 mo2o, Ymobbl nokasamps —
HUYe20 HepaspewumMoeo 8 HacmpoliKke MyfbmueaH ¢ QUHaMu4YecKuMu adpecamu Hem U rMpodeMoHCcmpuUposams
00UH U3 8apuaHmMo8 peLleHUsl.

BaxHo! [1ns1 nepekntoMeHms KaHanos no anropuTmy 3agaHHOMY Npy NOMOLLX CTOMMOCTHU

mapLpyToB distance ncnonb3yetcs mexaHuam check gateway.

CKpVII'ITbI, npmBeaeHHbIE B CTaTbe, K pe3epBnpoBaHMo KaHanoB OTHOLLEHNA HE UMEIOT.

1. NpepBapuTenbHas HacTpomka
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1.1. Oumnwaem KoHdUrypaLmo poytepa KomaHaon:

/system reset-configuration skip-backup=yes no-defaults=yes
cornawaemcs ¢ “Dangerous! Reset anyway? [y/N]:” n, nocne nepesarpy3sku, nogkniodaemcs Winbox-om no
MAC. Ha paHHoM aTane koHdurypaumsi u 6asa nonb3oBaTenen O4MLLEHBDI.

1.2. Co3gaemM HOBOIoO Norb3oBaTens:

/user add group=full name=knight password=ultrasecret comment="Not horse"

JTOTMHMMCA nNoa HUM 1 yaandem ,El,erOJ'ITHOFOI

/user remove admin
3ameyvaHue. VimeHHO ydaneHue a He omknYeHuUe 0eghornmHoO20 rnonb308ameris asmop cqyumaem 6ornee
6e3onacHbIM U peKoMeHAyem K pUMeHeHU!o.

1.3. Co3naem GasoBtle interface lists ons ynob6ctea onepupoBaHms B dhariepBonne, HacTporikax discovery u
npo4mx MAC cepsepax:

/interface list add name=WAN comment="For Internet" /interface list add name=LAN
comment="For Local Area"

lMoanucbiBaeM KOMMEHTapUAMU NHTEPGIENCHI

/interface ethernet set etherl comment="to ISP1" /interface ethernet set ether?2
comment="to ISP2" /interface ethernet set ether3 comment="to ISP3" /interface
ethernet set ether4 comment="to LAN1" /interface ethernet set ether5 comment="to
LAN2"

u 3anonHsewm interface lists:

/interface list member add interface=etherl 1ist=WAN comment=ISP1l /interface list
member add interface=ether2 1ist=WAN comment=ISP2 /interface list member add
interface=ether3 1list=WAN comment="to ISP3" /interface list member add
interface=ether4 1list=LAN comment=LAN]l /interface list member add interface=ether5
list=LAN comment=LAN2

3ameyaHue. Nucampb NOHAMHbIE KOMMeHmapuu cmoum rompa4eHHO20 Ha 3Imo 8peMeHU [/110C CUsfibHO
obriecuaem mpa6nwmeHe u rnNoHUMaHue KOHd)ueypauuu.

Aemop cyumaem HeobxodumbiM, 8 uensix besonacHocmu, dobasumes 8 interface list “WAN” uHmepagbelic ether3,
He cMompsi Ha Mo, Ymo o Hemy He bydem xodumb rPOMOKOI ip.

He 3abbieaem, ymo nocre mozo, kak Ha ether3 6ydem nodHam uHmepgbetic PPP, e2o moxe HyxHo bydem
dobasums 8 interface list “WAN”

1.4. CKkpbiBaeM poyTep oT 0BHapyXeHns1 COCeACcTBa v ynpasneHnsa u3 ceten nposarigepos no MAC:

/ip neighbor discovery-settings set discover-interface-list=!WAN /tool mac-server

set allowed-interface-1ist=LAN /tool mac-server mac-winbox set allowed-interface-



list=LAN

1.5. Co3paeM MUHMManbHO AOCTaTOMHbIM Habop NpaBun dunsTpa hanpeonna Ans 3awuTel poyTepa:

/ip firewall filter add action=accept chain=input \ comment="Related Established
Untracked Allow" \ connection-state=established, related,untracked

(npaBuno obecne4ynBaeT paspeLLeHne A4S YCTaHOBUBLUMXCSA M POACTBEHHbLIX COEANHEHNI, KOTOpbIE
MHULUMNPOBaHbI KaK 13 NMNOAKIMYEHHbIX CeTeVI, Tak U caMmuum poyTepOM)

/ip firewall filter add action=accept chain=input \ comment="ICMP from ALL"
protocol=icmp

(NWHF 1 He Tonbko NWHT. Pa3pelueH Becb icmp Ha Bxod. Becbma nonesHo ans HaxoxaeHus npodnem ¢ MTU)

/ip firewall filter add action=drop chain=input comment="All other WAN Drop" \ in-
interface-1ist=WAN

(3akpblBatoLLee Lienoyky input Npasuno 3anpeLlaeTt Bce ocTanbHOe, YTO Nnpunetaert U3 VIHTepHeT)

/ip firewall filter add action=accept chain=forward \ comment="Established, Related,
Untracked allow" \ connection-state=established, related,untracked

(npaBuno paspeluaeT yCTaHOBUBLLMECS M POACTBEHHbIE COEANHEHMS, KOTOPbIE MPOXOAAT CKBO3b POyTep)

/ip firewall filter add action=drop chain=forward comment="Invalid drop" \
connection-state=invalid

(npaBuno cbpacbiBaeT coeamHeHus, ¢ connection-state=invalid, npoxogswue ckBo3b poytep. OHO HacTOATENbLHO
pekomeHgoBaHo Mikrotik, HO B HEKOTOPLIX PEAKUX CUTYaLMAX MOXET Bbi3blBaTb ONOKMPOBKY MONE3HOro Tpaduka)

/ip firewall filter add action=drop chain=forward \ comment="Drop all from WAN not
DSTNATed" connection-nat-state=!dstnat \ connection-state=new in-interface-1list=WAN
(MpaBuno 3anpeLlaeT NPOXOANTb CKBO3b POYyTEP NakeTam, KoTopble nayT u3 MIHTepHET 1 He npoLwunu npoueaypy
dstnat. 310 ybepexeT nokanbHble CETU OT 3M0YMbILLITEHHUKOB, KOTOPbIE, HAX0ASCb B OOHOM LUMPOKOBELLATENbHOM
OOMeHe C HallnMn BHELWWHUMWM CETAMMU, NPOoNULLIYT B Ka4eCTBe WJio3a Hall BHeLWHKNe IP N, TaKum 06pa30M,
nonbITaKTCSA “UCCNefoBaTh” HALLM NTIOKarnbHbIE CETU. )

3ameyaHue. lNpumem 3a ycnosue, Ymo cemu LANT u LAN2 aenstomcsi 008epeHHbIMU U mpaghuk Mexoy HUMU U C
HUX He ghunbmpyemcs.

1.6. Co3gaem Cnmncok ¢ nepeyHem He MapLIpyTU3NPYEMbIX CETEN:

/ip firewall address-list add address=0.0.0.0/8 comment="\"This\" Network"
1ist=BOGONS add address=10.0.0.0/8 comment="Private-Use Networks" 1ist=BOGONS add
address=100.64.0.0/10 comment="Shared Address Space. RFC 6598" 1ist=BOGONS add
address=127.0.0.0/8 comment=Loopback 1ist=BOGONS add address=169.254.0.0/16
comment="Link Local" 1ist=BOGONS add address=172.16.0.0/12 comment="Private-Use
Networks" 1ist=BOGONS add address=192.0.0.0/24 comment="IETF Protocol Assignments"
1ist=BOGONS add address=192.0.2.0/24 comment=TEST-NET-1 1ist=BOGONS add
address=192.168.0.0/16 comment="Private-Use Networks" 1ist=BOGONS add
address=198.18.0.0/15 comment="Network Interconnect Device Benchmark Testing"\

11ist=BOGONS add address=198.51.100.0/24 comment=TEST-NET-2 1ist=BOGONS add



address=203.0.113.0/24 comment=TEST-NET-3 1ist=BOGONS add address=224.0.0.0/4
comment=Multicast 1ist=BOGONS add address=192.88.99.0/24 comment="6to4 Relay
Anycast" 1ist=BOGONS add address=240.0.0.0/4 comment="Reserved for Future Use"
1ist=BOGONS add address=255.255.255.255 comment="Limited Broadcast" 1ist=BOGONS
(3TO CMNCOK agpecoB n C6T6I7I, KOTOpPbl€ HE MapLUPYyTU3INPYHOTCA B MHTepHeT N, COOTBETCTBEHHO, Mbl TOXE 6yp,eM
3TOMY crnenoBath. )

3ameyvaHue. CriucoK MOxem U3MeHsIMbCH, noamomy coeemyro rnepuoduyecKku npoeepsims akmyalsibHoCmeb.

1.7. HactpanBaem DNS ansa camoro poytepa:

/ip dns set servers=1.1.1.1,8.8.8.8

3ameuaHue. B mekyuwieli sepcuu ROS cmamuyecku 3a0aHHble cepeepb! UMerom npuopumem rneped
OuHaMu4YecKuMU. 3arnpoc Ha pa3peuweHue UMeHU OMmMChIIaemcsi nepeomMy cepaepy ro rnopsioky criedosaHusi 8
criucke. Ha cnedyrowuli cepsep repexod ocywecmsrisiemcs rnpu HedocmyrnHocmu mekywezo. Tatimaym 6onbwol
— bonee 5 cek. Bosgpam obpamHo, ripu 80306HoerneHuU pabomel “yrnaguwezo cepsepa’”, agmomamu4ecKku He
npoucxodum. C y4emom amozo aneopumma U Hamudusi MysibmueaHa, asmop pekomeHAyem He UConb308amb
cepsepebl, 8bidagaembie nposatidepamul.

1.8. HacTpanBaem nokarbHyto ceTb.
1.8.1. KoHdumrypmpyem ctatudeckme IP-agpeca Ha nHTepdencax nokanbHbIX CETEN:

/ip address add interface=ether4 address=192.168.88.254/24 comment="LAN1l IP" /ip
address add interface=ether5 address=172.16.1.0/23 comment="LAN2 IP"

1.8.2. 3apgaem npasuna MapLUPYTOB K HALIMM JOKasribHbIM CETSM Yepes rMaBHy Tabnuuy MapLupyTu3aumu:

/ip route rule add dst-address=192.168.88.0/24 table=main comment="to LAN1" /ip
route rule add dst-address=172.16.0.0/23 table=main comment="to LAN2"

3ameyvaHue. 3mo 00uH U3 npocmeix U bbicmpbix criocobos rnoy4ums docmyrn K adpecam fioKarbHbIX cemel ¢
coypcamu eHewHux IP-adpecoe uHmepghelicoe poymepa, Hepes Komopble He udem Mapuwipym o yMOIHaHuro.

1.8.3. Ecnn HeoBxoamnmo Bkntodaem Hairpin NAT ana LAN1 n LAN2:

/ip firewall nat add action=src-nat chain=srcnat comment="Hairpin to LAN1" \ out-
interface=ether4 src-address=192.168.88.0/24 to-addresses=192.168.88.254 /ip
firewall nat add action=src-nat chain=srcnat comment="Hairpin to LAN2" \ out-
interface=ether5 src-address=172.16.0.0/23 to-addresses=172.16.1.0

3ameyaHue. 3mo roseonsiem nonb3oeamenam uz LANT u LAN2 nonyyame docmyn yepes gHewHul IP (dstnat) k
cepsepam, HaXOGFIluUMCFI C rnosib3ogamerisiMu 8 0OHOM ceaMeHme cemu.

2. CobCTBEHHO, peanu3auus Toro Camoro KOppPeKTHOro MynbTUBaH

Ans peleHns 3agadm “oTBevath Tyaa oTkyaa cnpocunun” Oygem ncnonb3oBath ABa UHCTPYMEHTa

ROS: connection mark n routing mark. Connection mark no3sonsieT noMeTuTb Hy>XHOe COEUHEHNE 1 B
AanbHenweM paboTtaTb C 3TON METKOW, Kak YCoBUEM Ans npuMmeHeHus routing mark. A yxe c routing
mark Bo3moxHO paboTtaTs B ip route v route rules. C nHCTpyMeHTaMu paszobpanuck, Tenepb HYXXHO peLLnTb



Kakne coegunHeHna MeTtnTtb — paas, rge MMeHHO MeTUTb — ABa.

C nepBbIM BCe NPOCTO — Mbl A0MKHbI MOMETUTL BCE COeANHEHNS, KOTopble NPUXOAAT B poyTep U3 VIHTepHeT no
COOTBETCTBYIOLLEMY KaHany. B Hawem cnyyae 310 OyayT Tpu MeTKM (MO KONMYeCTBY KaHanos): “conn_isp1”,
“conn_isp2” n “conn_isp3”.

HioaHc co BTOpLIM 3aKknioyaeTcs B TOM, YTO BXoAsLLme coeamHeHus 6yayT AByX BUAOB: TPAH3UTHbIE U Te, KOTOpbIe
npegHasHadYeHsl camomy poytepy. MexaHnam connection mark pabotaet B Tabnuue mangle. PaccmoTpmm
ABWXEHWe nakeTa Ha ynpoLleHHon anarpamme, niobesHo cobpaHHom cneuuannctamm pecypca mikrotik-
trainings.com (He peknama):
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Cnegys no cTpenkam, Mbl BUAMM, YTO NakeT, npuxoaawmn B “input interface”, npoxogut no uenouyke “Prerouting”
N TONbKO MOTOM pa3fensieTcs Ha TPaH3UTHBIN U flokanbHbIA B 6rioke “Routing Decision”. MoaTtomy, anst yomerus
AByX 3anLeB, 3agenctesyem Connection Mark B Tabnuue Mangle Prerouting Lenouyku Prerouting.

3ameuaHue. B ROS memku “Routing mark” yka3aHbi 8 pasdene Ip/Routes/Rules kak “Table”, a @ ocmarsibHbIX
pasdenax, kak “Routing Mark”. Cue mMoxem eHecmu HeKyro nymaHuuy 8 MoOHUMaHue, Ho, o cymu, 3mo 0OHO U mo

XXe, u sensiemcs aHanozom rt_tables e iproute2 Ha linux.

2.1. MeTum BxogsLume coeqmMHEHNsT OT KaXKaoro U3 npoBangepos:

/ip firewall mangle add action=mark-connection chain=prerouting \ comment="Connmark

in from ISP1l" connection-mark=no-mark in-interface=etherl \ new-connection-



mark=conn ispl passthrough=no /ip firewall mangle add action=mark-connection
chain=prerouting \ comment="Connmark in from ISP2" connection-mark=no-mark in-
interface=ether2 \ new-connection-mark=conn isp2 passthrough=no /ip firewall mangle
add action=mark-connection chain=prerouting \ comment="Connmark in from ISP3"
connection-mark=no-mark in-interface=pppoe-isp3 \ new-connection-mark=conn isp3
passthrough=no

3ameyvaHue. Te yumamersu, Kmo rnpobyem 6ykeasnbHO U 8 MOPSIOKe YMmeHUs 1o8mopums HacmpouUKy
rpednoxeHHy0 8 cmamse, rpu 8eode mpemsbeli KoMaHObl CMOSIKHymcsi ¢ owubkou: «input does not match any
value of interface». 3mo cesizaHO ¢ omcymcmeuemM 8 daHHbIl MOMeHM UHMepdgelica «pppoe-isp3», Komopbil
b6ydem ckoHebueypupoesaH 6 n. 3.3.2. Ha daHHOM amarie MOXHO eMecmo «pppoe-isp3» esecmu «ether3». lNocrne
8bironHeHus n. 3.3.2 cnedyem geepHymbCs U MOCMagumb akmyarsnbHoe uMsi uHmepdgbelca.

Lns moeo, Ymobbl He Memumb yxe noMe4YeHHble COeOUHEeHUS S UCOosb3yto ycrosue connection-mark=no-mark
emMecmo connection-state=new.

passthrough=no — nomomy, 4mo & amom criocobe peasnusayuu nepemapKuposka UCKToYeHa U O71s1 yCKOPeHUs
MOXHO rpepsams rnepebop rpasus rnocse nepeozo xe cosnadeHus.

CrnieqyeT UMeTb BBMAY, YTO Mbl NMOKa HMKaK HE BMeLLMBaemcsi B MapLupyTusaumio. Ceityac nayT TonbKo aTanbl
noarotoBku. Crneayowmm atanom peanusaumm byaet obpaboTka TpaH3UTHOro Tpaduka, KOTOpbIi BO3BpaLlaeTcs
Mo YCTAHOBUBLLEMYCS COEIMHEHMIO OT aipecaTta B rokanbHoW ceTu. T.e. TeX NaKeToB, KOTopble (CM Anarpammy)
NPOLLINN Yepes poyTep MNo NyTu:

“Input Interface”=>"Prerouting”=>"Routing Decision”=>"Forward”=>"Post Routing”=>"Output Interface” un
nonanu K CBoemy afpecary B JIOKanbHOW ceTu.

BaxHo! B ROS HeT norm4eckoro geneHus Ha BHELHUA U BHYTPEHHUI nHTepdencel. Ecnv npocnegute NyTh
ABWKEHUS OTBETHOrO NakeTa no npueedeHHoW avarpaMmme, To OH NPONAET NO TOMY e NOrMYeckoMy MyTu, Y4To U1
3anpoc:

“Input Interface”=>"Prerouting”’=>"Routing Decision”’=>"Forward”=>"Post Routing”=>"Output
Interface” npocto ansa 3anpoca “Input Interface” 6bin nHTepdenc ISP, a ans oteeta — LAN

2.2. Hanpaensiem OTBETHbIN TPaH3WUTHbIN Tpadhuk N0 COOTBETCTBYOLMM Tabnuuam mMapLupytusaumu:

/ip firewall mangle add action=mark-routing chain=prerouting \ comment="Routemark
transit out via ISP1" connection-mark=conn ispl \ dst-address-type=!local in-
interface-list=!WAN new-routing-mark=to ispl passthrough=no /ip firewall mangle add
action=mark-routing chain=prerouting \ comment="Routemark transit out via ISP2"
connection-mark=conn isp2 \ dst-address-type=!local in-interface-list=!WAN new-
routing-mark=to isp2 passthrough=no /ip firewall mangle add action=mark-routing
chain=prerouting \ comment="Routemark transit out wvia ISP3" connection-

mark=conn isp3 \ dst-address-type=!local in-interface-1list=!WAN new-routing-
mark=to isp3 passthrough=no

3ameyvaHue. in-interface-list=!IWAN — mbI pabomaemM mosibko ¢ mpaghukom u3 JsiIoKasnbHol cemu u dst-
address-type=!local He umerouwjum adpec Ha3Ha4YeHuUs1 adpeca uHmepgeticoe caMo20 poymepa.



To e camoe Ans nokKarnbHbIX NakeTos, KOTOpbIE NpULLIIn B poyTep no nyTu:

“Input Interface”=>"Prerouting”’=>"Routing Decision”=>"Input”’=>"Local Process”

BaxHo! OTBeT noviget no criegytoLemy nyTu:

”Local Process”=>"Routing Decision”=>"0Qutput”’=>"Post Routing”=>"Output Interface”

2.3. HanpaBnsiem OTBETHbIV NOKanbHbIA Tpadmk N0 COOTBETCTBYIOLUM Tabnvuam mapLupyTmsauun:

/ip firewall mangle add action=mark-routing chain=output \ comment="Routemark local
out via ISP1" connection-mark=conn ispl \ dst-address-type=!local new-routing-
mark=to ispl passthrough=no /ip firewall mangle add action=mark-routing chain=output
\ comment="Routemark local out via ISP2" connection-mark=conn isp2 \ dst-address-
type=!local new-routing-mark=to isp2 passthrough=no /ip firewall mangle add
action=mark-routing chain=output \ comment="Routemark local out via ISP3"
connection-mark=conn isp3 \ dst-address-type=!local new-routing-mark=to isp3
passthrough=no

Ha atom atane 3agadvy noarotoBKM K OTnpaBKe OTBETa B TOT KaHan VlHTepHeT, C KOTOpOro npuwien 3anpoc MOXHO
CYHNTATb peLLISHHOl7I. Bce nomMme4yeHo, NpomMmapknpoBaHO U rOTOBO MapLUpyTU3npoBaTbCA.

OTnNNYHBIM “NOGOYHBIM” 3H(PEKTOM TaKON HACTPOWKUN SBMSIETCS BO3MOXHOCTb paboTkl npobpoca noptoB DSNAT ¢
obowux (ISP2, ISP3) npoBangepos ogHoBpemMeHHO. He Ha Bcex, Tak kKak Ha ISP1 y Hac He MapLipyTu3MpyeMbIn
agpec. JT10T ahbdekT BaxKeH, Hanpumep, s NoYTOBOro cepeepa ¢ AByMsa MX, KOTOpble CMOTPAT B pasHble
KaHanbl VlHTepHeT.

[ns ycTpaHeHus HIoaHCOB paboTbl NoKanbHbIX ceTen ¢ BHelHMMM IP poyTepa ucnonb3yem petuennst us nn. 1.8.2
n3.1.2.6.

Kpome TOro, MOXHO 3alEeNCTBOBATb MHCTPYMEHT C MapKNpoBKaMun n Ona peweHna nyHKTa 3 3apgauw. PeanmayeM

TakK:

2.4. HanpasnsieM Tpaduk OT foKanbHbIX KITMEHTOB U3 CMIMCKOB MapLUpyTM3aLMn B COOTBETCTBYOLLME TabnuLbI:

/ip firewall mangle add action=mark-routing chain=prerouting \ comment="Address List
via ISP1" dst-address-1list=!BOGONS new-routing-mark=to ispl \ passthrough=no src-
address-1list=Via ISPl /ip firewall mangle add action=mark-routing chain=prerouting \
comment="Address List via ISP3" dst-address-1list=!BOGONS new-routing-mark=to isp3 \
passthrough=no src-address-list=Via ISP3

3amevaHue. 3mom Habop ripasun d0aH 05 npumepa. CHumaro HyXXHbIM 06pamumb 8HUMaHuUe Ha criedyrulee:
— lpu ecezo d8yx kaHanax uHmMepHem pasymMHo 3adamb moJsibKO OOHO rpasusio. [ pe3epeHo20 KaHarna.

— [pu HeckonbKUX KaHarax mak xe He umeem cMbicria dename rpasusio 0515 OCHOBHOZ0 rposatdepa.

— HyxHo noMHUMBb, 4mo npasusna obpabamsigaromcsi nocredosamesibHO, 8 NopsiOKe HanucaHus. 3mo 8axHo,
ecrnu pa3sHble address-list coOepxxam nepecekaroujuecs adpeca/cemu. bes passthrough cpabomaem nepsoe
gcmpeveHHoe npasurno, ¢ passthrough — nocnedHee. Yaumsigalime 3mo rpu yka3aHuu rnepeKpbi8arouyuxcs
Ouara3oHos cemel 8 pasHbix address-list.



Mo utory, 310 BLIMAANT NPUONN3MTENBHO Tak (KAapTUHKa KNnkabenbsHa):
Firewall Eﬂ

Filter Rules NAT Mangle Raw Serice Ports Connections Address Lists Layer7 Protocols
+ T Reset Counters || €@ Reset All Counters all ¥
# Action Chain In_Interface In. Interface List|Src. Address List Dst. Address List | Dst. Address Type/Address Type  Dst. Address Type/lnvert |Passthrough Comment v
0 # mark connection prerouting  ether1 no Connmark in from ISP1
1 # mark connection  prerouting  ether2 no Connmark in from ISP2
2 # mark connection prerouting  ether3 no Connmark in from ISP3
3 # mark routing prerouting IWAN local yes no Routemark transit out via ISP1
4 # mark routing prerouting IWAN local yes no Routemark transit out via ISP2
5 # mark routing prerouting IWAN local yes no Routemark transit out via ISP3
6 # mark routing output local yes no Routemark local out via ISP1
7 # mark routing output local yes no Routemark local out via ISP2
8 # mark routing output local yes no Routemark local out via ISP3
9 # mark routing prerouting Via_ISP1 IBOGONS no Address List via ISP1
10 # mark routing prerouting Via_ISP3 IBOGONS no Address List via ISP3
11items

3. HactpanBaem nogkntoyeHue K ISP 1 3agencTByem mapLupyTusanmio no Mapkam

3.1. HactpamBaem nogkntoyeHune Kk ISP1:
3.1.1. KoHpurypupyem ctatndeckun IP-agpec:

/ip address add interface=etherl address=100.66.66.2/30 comment="ISP1 IP"
3.1.2. HacTpanBaem cTaTU4ecKkyto MapLUpyTU3aLmto;

~ 9

3.1.2.1. Jobaensiem “aBapMnHbIN” MapLUpyT N0 YMOSYAHWIO:

/interface bridge add name=br-lo comment="Loopback interface" /ip route add
distance=254 gateway=br-lo comment="Emergency route"

3amevaHue. 3mom mapwpym no3seonssem mpaghuky om sioKasnbHbIX fpoueccos rnpoxodums aman Route Decision
He3asuCUMO Om COCMOSIHUSI KaHarnos 1rboeo u3 npoeaaaepoe. HroaHc UCXOC)FILL(GBO J10Kas/ibHO20 mpad)uKa
3aKr4aemcs 8 mom, 4mo 4mobbi nakem xomb Kyda-mo d8UHYIICS, 8 OCHOBHOU mabruye Mapuwpymu3ayuu
O0ormKeH npucymemeogams akmugHbIl Mapuwpym 00 wiio3a o ymondaHuo. Eciu e2o Hem, mo nakem rpocmo
bydem yHUYMOXEH.

B kauectBe pacwupenus nHctpymeHta check gateway ana 6onee rmy6okoro aHanmsa COCTOSiHUS KaHana
npegnaral 1cnonb30BaTb METOS PEKYPCUMBHBIX MapLupyToB. CyTb METOAA 3aKIO4aeTCa B TOM, YTO Mbl YKa3blBaeMm
MapLLpyTMU3aTOPy NCKaTb NyTb K CBOEMY LLFO3Y HE HaMPSAMYI0, @ Yepes NPOMEXYTOYHbIN LWo3. B kayecTse Takmx
“NpoBepoyHbIX” W030B ByayT BolOpaHbl 4.2.2.1, 4.2.2.2 n 4.2.2.3 (310 nybnnyHble agpeca Level3DNS)
cooTBeTcTBEHHO aAns ISP 1, ISP2 n ISP3. MoxeTe BbibpaTh ntobble Apyrne 4OCTYNHbIE agpeca, Ucxoas u3
COBCTBEHHbIX NPEANOYTEHNIA.

3.1.2.2. MapwpyT 8o “npoBepoyHoro” agpeca:

/ip route add check-gateway=ping comment="For recursion via ISP1" \ distance=1 dst-
address=4.2.2.1 gateway=100.66.66.1 scope=10

3ameyvaHue. 3Ha4yeHue scope noHuxaem do OeghorimHoezo 8 ROS target scope, Ymobbi ucrnonb308ame 8
OanbHetiwem 4.2.2.1 8 ka4yecmee peKypcusHo20 winto3a. loduepkusaro: scope mapwpyma 00 “rpoeepoyHoz0”
adpeca 0o/mkHO bbimb MeHbLE UMU pasHo target scope mozo mapuipyma, komopbilt 6ydem ccblnambcs Ha
rPOBEPOYHbILI.

3.1.2.3. Pekypcu1BHbIN MapLUpyT No ymonyaHuio anga Tpaduka 6es routing mark:
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/ip route add check-gateway=ping comment="Unmarked via ISP1" \ distance=2
gateway=4.2.2.1

3ameyvaHue. 3HavyeHue distance=2 ucrionb3yemcsi nomomy, Ymo ISP1 o ycrnosusiv 3adaqu 3asienieH Kak rnepebil
pe3epsHnbil.

3.1.2.4. PeKypCuBHbIN MapLLPYT No yMon4yaHuio ans Tpadwmka c routing mark “to_isp1”:

/ip route add comment="Marked via ISPl Main" distance=1 gateway=4.2.2.1 \ routing-
mark=to ispl

3amevaHue. CobcmeeHHO, 30eChb Mbl HAKOHEU-IMO Ha4YUHAeM rorb308ameCs niodamu moti nod2omosumeribHoU
pabomni, 4mo bbiia rnposedeHa 8 ryHkme 2.

Mo amomy mapwpymy eecb mpaghuk, Komopbil umeem mark route “to_isp1”, 6ydem HanpaeneH Ha W03 rnepsozo
rnposatidepa He 3a8UCUMO OM MO20, Kakol 8 OaHHbIU MOMEHM aKmueeH Wiito3 ro ymondaHuro 051 mabnuybl

main.

3.1.2.5. TepBbl pe3epBHbIN PEKYPCUBHBLIN MapLLPYT NO YMOYaHUIO AN MapKMpoBaHHOro Tpadvka nposangepos
ISP2 un ISP3:

/ip route add comment="Marked via ISP2 Backupl" distance=2 gateway=4.2.2.1 \
routing-mark=to isp2 /ip route add comment="Marked via ISP3 Backupl" distance=2
gateway=4.2.2.1 \ routing-mark=to isp3

3amevaHue. 3mu Mapuwipymbl HyXXHbIl, 8 MOM qucsie, 0515 pe3epsuposaHusi mpaghuka c riokanbHbIx cemed,

%777

Komopble cocmosim YneHamu address list “to_isp

3.1.2.6. NponucbiBaem MapLUpyT ANd fokanbHoro Tpadmka poytepa B MHTEPHET vepes ISP1:

/ip route rule add comment="From ISPl IP to Inet" src-address=100.66.66.2

table=to ispl

3ameyaHue. B covemaHuu ¢ npasunamu u3 riyHkma 1.8.2, obecriequsaemcsi 8bix00 8 HyXXHbIl KaHas ¢ 3a0aHHbIM
coypcom. Omo sensiemcst Kpumud4HbiM 07151 TOCMpPOeHUst myHHered, 8 Komopbix 3adaemcs IP-adpec rokarnbHoU
cmopoHbI(EolP, IP-IP. GRE). NockonbKy nipasuna 8 ip route rules ebinonHamcsi ceepxy 6HU3, 00 rnepeozo
coenadeHus ycrosul, mo daHHoe npasusio AomKkHO bbimb focse npasus u3 nyHkma 1.8.2.

3.1.3. lNponuckiBaem npasuno NAT ans ucxogswlero Tpaduka:

/ip firewall nat add action=src-nat chain=srcnat comment="NAT via ISP1" \ ipsec-
policy=out,none out-interface=etherl to-addresses=100.66.66.2

3ameyaHue. NATum sce ebixodsiuee, Kpome moeo, Ymo riornadaem 8 rnonumuku IPsec. 5 cmaparoch He
ucrionib3o8ame action=masquerade 6e3 kpatiHeli HeobxoOumocmu. OHo pabomaem medneHHee u bonee
pecypcoemMKo, YeM Src-nat, rnockosbKy 0ris Kaxdo20 H08020 COeOUHEHUSs 8biducrisiem adpec 0ns NAT.

3.1.4. OTnpaBngeM KNMEeHTOB M3 CNNUCKa, KOTOPbIM 3anpeLleH BbIX04 Yepes3 OCTarnbHbIX MPOBanaepoB cpasy Ha
w03 nposangepa ISP1.

/ip firewall mangle add action=route chain=prerouting \ comment="Address List via



ISP1 only" dst-address-1ist=!BOGONS passthrough=no \ route-dst=100.66.66.1 src-
address-list=Via only ISPl place-before=0

3ameuaHue. action=route umeem bosiee 8bICOKUL rpuopumem u rpuUMeHsIeEMCcs paHble 0CMarsibHbIX pasurl
Mapuwpymu3sayuu.

place-before=0 — rnomeuwaem Hauwle npasursio rnepebiM 8 CriLCKe.
3.2. HactpanBaem nogkntoveHme k ISP2.

Mockonbky npoBangep ISP2 Hactporkun Ham BbigaeT no DHCP, pasymHO Heobxoammble naMeHeHns genatb
CKPUMTOM, KOTOPbIV cTapTyeT npu cpabatsbiBaHum DHCP knueHTa:

/ip dhcp-client add add-default-route=no disabled=no interface=ether2 script=":if
(\$bound=1) do={\r\ \n /ip route remove [ find gateway=\"4.2.2.2\" ]; /ip route
remove \ [ find where dst-address ~\"4.2.2.2\" ]\r\ \n /ip route add check-
gateway=ping comment=\"For recursion via ISP2\" \ distance=1 dst-address=4.2.2.2/32
gateway=\$\"gateway-address\" scope=10\r\ \n /ip route add check-gateway=ping
comment=\"Unmarked via ISP2\" \ distance=1 gateway=4.2.2.2\r\ \n /ip route add
comment=\"Marked via ISP2 Main\" distance=1 gateway=4.2.2.2 \ routing-

mark=to isp2\r\ \n /ip route add comment=\"Marked via ISPl Backupl\" distance=2 \
gateway=4.2.2.2 routing-mark=to ispl\r\ \n /ip route add comment=\"Marked via ISP3
Backup2\" distance=3 \ gateway=4.2.2.2 routing-mark=to isp3\r\ \n /ip firewall nat
add action=src-nat chain=srcnat ipsec-policy=out,none \ out-
interface=\$\"interface\" to-addresses=\$\"lease-address\" \ comment=\"NAT via
ISP2\"\r\ \n /ip route rule add comment=\"From ISP2 IP to Inet\" \ src-
address=\$\"lease-address\" table=to isp2 \r\ \n} else={\r\ \n /ip route remove [
find gateway=\"4.2.2.2\" ]; /ip route remove \ [ find where dst-address ~\"4.2.2.2\"
I\r\ \n /ip firewall nat remove [find comment=\"NAT via ISP2\"]\r\ \n /ip route rule
remove [find comment=\"From ISP2 IP to Inet\"]\r\ \n}\r\ \n" use-peer-dns=no use-
peer-ntp=no

Cam ckpunt B okHe Winbox (knukabenbHo):

| DHCP Client <ether2>
DHCP Advanced | Status

e

/ip route add comment="Marked via ISP1 Backup1" distance=2 gateway=4.2.2.2 routing-mark=to_isp1
fip route add comment="Marked via ISP3 Backup2" distance=3 gateway=4.2.2.2 routing-mark=to_isp3
fip firewall nat add action=src-nat chain=srcnat ipsec-policy=out,none out-interface=$"interface" to-addresses=%"lease-address" comment="NAT via ISP2"
fip route rule add comment="From ISP2 IP to Inet" src-address=%"lease-address” table=to_isp2
} else={
fip route remove [ find gateway="4.2.2.2" ]; /ip route remove [ find where dst-address ~"4.2.2.2"]
fip firewall nat remove [find comment="NAT via ISP2"]
/ip route rule remove [find comment="From ISP2 IP to Inet"]

DHCP Options: [T * 4+ | | Cancel
(clentid % Apply
Default Route Distance: 1 Disable
Script: Comment
if ($bound=1) do={ " Copy
fip route remove [ find gateway="4.2.2.2" |; /ip route remove [ find where dst-address ~"4.2.2.2"]
fip route add check-gateway=ping comment="For recursion via ISP2" distance=1 dst-address=4.2.2.2/32 gateway=$"gateway-address" scope=10
fip route add check-gateway=ping comment="Unmarked via ISP2" distance=1 gateway=4.2.2.2
fip route add comment="Marked via ISP2 Main" distance=1 gateway=4.2 2 2 routing-mark=to_isp2

I

enabled  Status: bound

3ameyaHue. lNepsas yacmb ckpurnima cpabambieaem rpu ycriewHOM rosydeHuu apeHobl, emopasi — rocrie
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0ce060xdeHus apeHAb, IRUMEare 2

BaxHo! B oTaenbHbIX Criydasx LWo3 MOXeT He otBedatb Ha ICMP 3anpockl. C 3TMM MOXHO BCTPETUTLCA Ha lte
noaknoyeHnn B pexnme passthrough unu, ecnu nposangep cdounerpyet ICMP Ha wnto3. B Takon cutyauum, ang
mapLupyTa «For recursion via ISP(x)», BmecTo check-gateway=ping HyHoO yka3biBaTb check-gateway=arp.

3.3. HactpauBaem nogkntoueHue kK nposangepy ISP3.

MockonbKy NpoBaifep HAaCTPOWMKN HaM BblAaeT AUHaMUYECKMe, TO pa3yMHO HeobXxoauMble 3MEHEHUs AenaTb
CKpUNTamu, KOTopble CTapTYHOT NOCe NOAHATUSA U Nocne NageHus nHTepdenca ppp.

3ameyvaHue. Ihmepgbelic ppp moxem bbimb yKka3aH 8 kadecmee wino3a emecmo IP-adpeca. OdHako 8 makom
gapuaHme peKypcusHbIl Mapuwpym 3adelicmeogams He rosyqyumcs. llocemy mbi nosyvyaem 8 rnepemeHHyro IP-
adpec cmopoHbl rposatidepa u ucronbsyem ee Gasnblie MOYHO mak Xe, Kak U 0nsi ocmaribHbIX rpoesalidepos

3.3.1. CHavana koHdurypupyem npoguns:

/ppp profile add comment="for PPPoE to ISP3" interface-1list=WAN name=isp3 client \
on-down="/ip route remove [ find gateway=\"4.2.2.3\" ]\r\ \n/ip route remove [ find
where dst-address ~\"4.2.2.3\" ]\r\ \n/ip firewall nat remove [find comment=\"NAT
via ISP3\"]\r\ \n/ip route rule remove [find comment=\"From ISP3 IP to Inet\"]" \
on-up="/ip route remove [ find gateway=\"4.2.2.3\" ]; /ip route remove \ [ find
where dst-address ~\"4.2.2.3\" ]\r\ \n/ip route add check-gateway=ping comment=\"For
recursion via ISP3\" distance=1 \ dst-address=4.2.2.3/32 gateway=\S$\"remote-
address\" scope=10\r\ \n/ip route add check-gateway=ping comment=\"Unmarked via
ISP3\" distance=3 \ gateway=4.2.2.3\r\ \n/ip route add comment=\"Marked via ISP3
Main\" distance=1 gateway=4.2.2.3 \ routing-mark=to isp3\r\ \n/ip route add
comment=\"Marked via ISP1 Backup2\" distance=3 gateway=4.2.2.3 \ routing-

mark=to ispl\r\ \n/ip route add comment=\"Marked via ISP2 Backup2\" distance=3
gateway=4.2.2.3 \ routing-mark=to isp2\r\ \n/ip firewall mangle set [find
comment=\"Connmark in from ISP3\"] \ in-interface=\$\"interface\"\r\ \n/ip firewall
nat add action=src-nat chain=srcnat ipsec-policy=out,none \ out-
interface=\$\"interface\" to-addresses=\$\"local-address\" \ comment=\"NAT via
ISP3\"\r\ \n/ip route rule add comment=\"From ISP3 IP to Inet\" \ src-
address=\$\"local-address\" table=to isp3 "

Cam ckpunt B okHe Winbox(knnkabenbHo):
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PPP Profile <isp3_clent> [

General Protocols Limits Queue Scripts
On Up: Cancel

/ip route remove [ find gateway="4.2.2.3" |; fip route remove [ find where dst-address ™4.2.2.3" | Apply

/ip route add check-gateway=ping comment="For recursion via ISP3" distance=1 dst-address=4 2.2 3/32 gateway=$"remote-address" scope=10

/ip route add check-gateway=ping comment="Unmarked via ISP3" distance=3 gateway=42 2 3

/ip route add comment="Marked via ISP3 Main" distance=1 gateway=4.2.2 3 routing-mark=to_isp3

/ip route add comment="Marked via ISP1 Backup2" distance=3 gateway=4.2.2 3 routing-mark=to_isp1

/ip route add comment="Marked via ISP2 Backup2" distance=3 gateway=4.2.2.3 routing-mark=to_isp2

/ip firewall mangle set [find comment="Connmark in from ISP3"] in-interface=%$"interface” Remove
/ip firewall nat add action=src-nat chain=srcnat ipsec-policy=out,none out-interface=%"interface" to-addresses=$"local-address" comment="NAT via ISP3"
/ip route rule add comment="From ISP3 IP to Inet" src-address=$"local-address" table=to_isp3

On Down:

/ip route remove [ find gateway="4.2.2.3"]

/ip route remove [ find where dst-address ™4.2.2.3"]

/ip firewall nat remove [find comment="NAT via ISP3"]

lip route rule remove [find comment="From ISP3 IP to Inet"]

3ameyaHue. Cmpoka

/ip firewall mangle set [find comment=«Connmark in from ISP3»] in-interface=$«interface»;

rossosisiem KoppekmHo obpabambsieamb nepeuMeHosaHue uHmepagbelica, nockosrbKy pabomaem ¢ e2o0 KOOOM a
He omobpaxkaeMbIM UMEHEM.

3.3.2. Tenepsb, Ucnonb3ysa Npodunb, cosgaemM NoaKNoYeHne ppp:

/interface pppoe-client add allow=mschap2 comment="to ISP3" disabled=no \
interface=ether3 name=pppoe-isp3 password=isp3 pass profile=isp3 client \

user=isp3 client

3amevaHue. Hekomopsbie npoesatidepsbi «3abbigatom» omdasams napamemp «remote-address». B makom cnydae,
rpu nOOKMOYeHUU CKpunm HacmpoUku ompabomaem HEKOPPEKMHO, a 8 J102e 8bl yaudume makyto OWUbKYy:
pppoe,ppp,info pppoe-isp3: could not determine remote address, using Xxx.XXX.XXX.XXX

[ns peweHusi s3mol npobnieMb! Hy>XHO 8py4YHyro 3aBamb 8 ppp rpoghurie adpec(rnobol puKkmMuHbIl):

/ppp profile set isp3 client remote-address=169.254.69.96

Cmpoka

/ip firewall mangle set [find comment=«Connmark in from ISP3»] in-interface=$«interface»;

rossosisiem KoppekmHo obpabambsieame nepeumMeHosaHue uHmepagbelica, nockosbKy pabomaem ¢ e2o KOOOM a
He omobpaxkaeMbIM UMEHEM.

B kayecTBe nocnegHero LITPpUXa HaCTponM 4Hachbl.

/system ntp client set enabled=yes \ server-dns-

names=0.pool.ntp.org,l.pool.ntp.org,2.pool.ntp.org

[lns Tex, KTo AouynTan Ao KoHua

rlpeD,J'IO)KeHHbIVI cnocob peann3aumn MmynbtnBaH — €CTb JINHHOE npearno4vYTeHne aBTopa U He ABNAEeTCA
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€0MHCTBEHHO BO3MOXHbIM. MIHCTpymeHTapuin ROS obwmpeH u rmbok, YTo ¢ OQHON CTOPOHbI BbI3bIBAET CIIOXKHOCTH
ANs HAYUHAKLWKX, C APYron — MpU4MHa NonynspHoOCTU. MsyyariTte, npobyiiTe, OTKpbiBanTe Ansa cebs HoBble
WHCTPYMEHTbI 1 pelleHus. Hanpumep, B ka4ecTBe NpUMEHEHWS NOMyYEHHbIX 3HAaHWIA, MOXXHO B AAHHON
peanu3aunn MynsTUBaH 3aMmeHnTb MHCTPyMeHT Check-gateway ¢ pekypcusHbiMy Maplupytammn Ha Netwatch.

MpumeyvaHusn

1. Check-gateway — mexaHu3M, KOmophbIil r1o3gosiiem Oeakmuesuposams Mapuwpym rocrie d8yx noopsid He
ycrewHbIX rnpoeepok wWiio3a Ha docmyrnHocms. [posepka ocyuiecmernsemcsi pa3 8 10 cekyHd, nnoc
madimaym omeema. imoeo, chakmuyeckuli malmuHa nepeknodeHus nexum e duanasoHe 20-30 cekyHO.
Ecnu makol matliMuHe nepekrodeHusi He docmamo4yeH — ecmb 8apuaHm 80Cr10/1b308aMbCsl
uHcmpymeHmom Netwatch, 20e malivep nposepKu MOXHO 3adasamb 8PYYHYIO.

MexaHu3m Check-gateway He cpabambigaem rpu nepuoOUYECKUX Momepsix Nakemos 8 KaHarie.

BaxHo! [leakmusauyusi/akmusayusi Mapwpyma mexaHusmom Check-gateway snedem 3a cobol
Geakmueayuro/akmueayuro 8cex ocmaribHbIX Mapwpymos, Komopbkie udym 4epes3 mom e WIit3.
lMosmomy skntovame check-gateway 0ris 8cex cesisaHHbIX Mapwpymos Hem HeobxodumMocmu.

2. bbigaem, ymo e mexaHusme pabomsl DHCP nipoucxodum cbol, Komopbil 8bi2riadum, Kak KIueHm
nodsucwuti 8 cocmosiHUU renew. B makom crlydae emopasi Yacmb ckpurnma He ompabomaem, HO
KOpPEeKmMHo xo0umb mpaghuky He rnomewiaem, rOCKOMbKY COCMOSIHUE omcnexugaem coomeemcemeyrouwul
PEKYPCUBHBIU Mapwipym.

3. ECMP (Equal Cost Multi-Path) — e ROS ecmb 803MOXHOCMb 3a0amb Mapuwipym C HECKONIbKUMU
witro3amu U oOuHakosol distance. B makom criydae coeduHeHusi 6ydym pacripedensimbcs 1o KaHanam,
ucnonb3ys anzopumm round robin, NpornopyUOHanbHO KouYecmey yKasaHHbIX WIIo308.



