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BBeaeHue

Ba)XHOCTh SKCIEPUMEHTAIBHOTrO 00y4YeHHUs JaBHO MPU3HAHA U
MOAYEPKHYTA CPEIX Mearorn4eckux METOA0B. DTa KHUTa
npeHa3HaueHa [Tl O3HAKOMJICHUS YU TATENsI C DKCIIEPHUMEHTAMH 110
aTakaM M 3aIUTe CETEeBOH 0€30MacHOCTH C MCIOIb30BAHUEM ITPOCTOTO
MOIIArOBOTO M MPAKTUYECKOro Moaxoaa. Llens 3Toi KHUTH - HAyYHUTh
YHUTATENsl TOMY, KaK BBITOJHUTH HECKOJIBKO XOPOIIO U3BECTHBIX
CETEBBIX aTaK U PEan30BaTh COOTBETCTBYIOIINE MEPhI CETEBOM
0e30MmacHOCTH. DTa KHUTA ABJISAETCS KaTaJlM3aTOPOM IS IPEJICTABIICHHS
00pa3oBaTeIbHOr0 MOAX0/1A, KOTOPBIH OCHOBAH TOJIBKO HA 3aIIUTHBIX
MeTo/aX, YTOOBI MO3BOJIUTH CTYJ€HTAaM Jy4lle aHaTOMUPOBATh U
pa3BUBATh KaK HACTYNATEIbHbIE, TAK U 3alIUTHBIC METOIBI. B HEM
TaK)Xe OIMCaHbl THIIOBBIE CIIEHAPUH, KOTOPBIE IIPENOIaBATENN MOTYT
UCIIOJIb30BATh JIJIs pa3pabOTKU U pean3aliid HHHOBALMOHHBIX
IPAaKTUYECKUX YIPaKHEHUH 10 oOecredeHno 0€30MacHOCTH.

Kypcel no ceTeBoii 6€3011acHOCTH YacTO MPENOJAI0TCs KaK
KOHIIETILIUY Ha OTHOCUTENIbHO A0CTPAKTHBIX YPOBHAX. YueOHas
nporpamma, KOTopasi OXBaTbIBaeT KOHIICTIIIUN CETEBOW OE€30IacHOCTH
0e3 HaJJIeXKaIero 0XBaTa MPaKTHYECKON peann3alyeil, TMiaeT
YUEHHMKa BO3MOKHOCTH UCIBITATh TEXHOJIOTUU U METOJIbl, HEOOXOUMbIE
1t obecrieueHus 6e3omacHocTy. [IpakTHaeckuit moaxon K
pacIpoCTPaHEHUIO 3HAHUI O CETeBOH 0E30MacHOCTH MOATOTOBHUT
CTY/ICHTA K CIIO)KHOCTSIM ITPOBEICHUS HCCIIEJOBaHUI U pa3paboTOK B
310l oOnacty. Takoi MOAX0A peaKo BCTpeyaeTcs B OOIbIIMHCTBE
KypCOB JJIsl aCIUPAHTOB U CTYAEHTOB. J{axxe Koraa HeKoTopble
IpOIaraHIupyloT MPAKTHIECKUN TTOIX0]I, B HEM OOBIYHO MPe0dIaialoT
YIIPaKHEHHsI C HCIIOJb30BAHNEM 3aIUTHBIX TpueMoB. TeM He MeHee, B
HacToslee BpeMsl METO/Ibl HalaleH!s, U3Ha4albHO pa3paboTaHHbIE
XaKepaMmH, [0JIy4aroT Bceodlee onodpenue u narepec. Yacro
KPUTHUKYIOT, 4YTO OCKOPOUTEIbHBIEC METOIBI HE CIIEAYET PEnoaaBaTh
CTy/IEHTaM, ITOCKOJIbKY 3TO TOJIBKO YBEJIMYHUBAET MOIYJISILIHIO
«3JIOHAMEPEHHBIX XaKepoB». MHOTHE IpernofaBaTesn B 3TOH 00IacTi
CYMTAIOT, YTO MPAKTUIECKHE KYPCHI, B KOTOPBIX MIOAPOOHO
OIMCBIBAIOTCS ATaKK HAa OE30IaCHOCTH, HEATUYHBI U CO3JAI0T
MOTEHIIUAJ JJIs1 HEKOTOPBIX, YTOOBI MCIOIH30BaTh HHCTPYMEHTHI U
MeTozbl 6e30TBeTCTBEHHO. CoManbHOE 3HAYCHNE COCTOUT B TOM,
9TO0BI OrPAaHUYUTH BHEAPEHUE HOBBIX XaKepoB B 00miecTBO. Tem He



MeHee, Apyrue yTBepKIaloT, 4TO 00ydYeHrne METolaM HanaJeHus JaeT
JYYIIUX CIENHUAIMCTOB 0 0€30MacCHOCTH, YeM TeX, KTO 00yJdaeTcs
TOJILKO METO/IaM 3alUThI. 31€Ch BAYKHO OTMETHTH, YTO KOPIOPATHBHBIE
NPEANPUATUS HAHUMAIOT SKCIIEPTOB, KOTOPHIE HCIONB3YIOT
OCKOpPOUTENbHBIC METO/IbI JIJIsl TECTUPOBAHUS HA TPOHUKHOBEHHE,
4yTOOBI 00ECIeunTh CBOIO Oe3omacHoCTh. Mcnonbp3oBanue
OCKOpPOMTEIBHBIX METOIOB JIJIsi 00eCIedeHust 0€30MaCHBIX CpeIT s
KPYIHBIX KOPIOPATUBHBIX OPTaHU3AIUNA CO3/1aJI0 HOBBIN XKaHP XaKEepPOB,
«Trueckuit xakep!». O4eBHIHO, YTO OCKOPOUTEIbHBIC METObI UMEIOT
KITFOUEBOE 3HAUCHUE JIJISI JIYUIIero MOHUMaHUs HapYIIICHHIA
Oe3omacHoCTH M cO0eB cucTeMbl. OOydeHHe CeTeBBIM aTakaM C
MOMOILBIO MTPAKTHYECKUX IKCIEPUMEHTOB SIBJIIETCS HEOOXOAUMBIM
KOMITOHEHTOM OOy4eHHs ceTeBoil Oe3omacHocTu. bonee Toro, Mbl
CUMTAEM, YTO YHallIUeCsl, 3aHUMAIOIIHECS BOPOCaMU 0€301aCHOCTH,
JOJDKHBI 9KCIIEPUMEHTHPOBATh C METOAMU aTaK, YTOObI UMETh
BO3MO)KHOCTh BHEJIPSATH COOTBETCTBYIOIINE U 3 (PEKTUBHBIE PEIICHUS
Ui oOecriedeHus: 6e3onacHocT. Takol moaxoa K 00y4eHHUI0 O3BOJIUT
CTYAEHTY 00€CIeunuTh KOH (PUICHIINATbHOCTD, IEIOCTHOCTh U
JIOCTYITHOCTb KOMITBIOTEPHBIX CUCTEM, CETEH, peCYypCOB U JaHHBIX.
HukTO HE MOXET M1€aIbHO CITPOCKTHPOBAThH WJIHM IMMOCTPOUTH 3aILUTY
JUTS aTaK, KOTOPbIE Ha CAMOM JIeJIe HE UCIBITHIBAIIN U3 TIEPBBIX PYK.
HacrynarenpHbie 1 000pOHHUTEIBHBIC TIPUEMBI TOJIKHBI MTPEMOAABATHCS
C paBHOM BaXXHOCTBHIO Ha Kypcax Mo 0e30nmacHOCTH HH()OPMAITHOHHBIX
TEXHOJIOrnii (MHPOPMaLIMOHHBIX TeXHOIOrHi). Kpome Toro, kaxasiit
Kypc 1o HH(GOPMAITMOHHOW 0€30MaCHOCTH JIOJKEH COMPOBOXKIATHCS
00Cy>KJIeHUEeM MPaBOBBIX MOCIEACTBUN U OXBATHIBATH ATUYCCKUE
00513aHHOCTH CTYJ€HTOB 10 OTHOILIEHUIO K CBOEMY COOOIIECTBY U
00IIIECTBY B I1€JIOM.

B cereBoii 6€30MacHOCTH HEOCTATOYHO COBPEMEHHBIX YUCOHUKOB U
TEXHUYECKUX JJOKYMEHTOB, B KOTOPBIX MOJPOOHO OIMHMCHIBAIOTCS
yueOHbIC TPAKTHYECKUE YITPAXKHEHHUS, BKIFOYAIOIINE KaK
HACTyTaTeIbHbIC, TAK M 3aIUTHBIC MPHEMbl. UTOOBI BHECTH CBOM BKJIA]]
B 3aI0JIHEHHE 3TOT0 MpoOeia B 00y4eHUU O€30IMacCHOCTH, B 3TOM KHUTE
NpeIaracTcsl Psii KOMIUIEKCHBIX YITPaKHEHHI, KOTOPbIE HEOOXOIUMBI
CTY/ICHTaM I10 CETEeBOW OE30MaCHOCTH.

Dta KHUTA He IPETEeHAyeT Ha BKJIFOUEHUE BCEX METO/IOB HAaIeHHS U
3anMThl. B OTIIMYme OT qpyrux CBsA3aHHBIX YICOHUKORB 110
0€30macHOCTH, B 3TOM KHUTE 00CYKTAFOTCS KaK T'eHEepaIHsi HeCKOIbKHX
M3BECTHBIX CETEBBIX aTakK, TaK U METOJBI JIJIs Peai3aIiuu
COOTBETCTBYIOIIMX METOIOB 3aIUTHI. [IpakTHYeCcKre TPOIECCHI,



y4acTBYIOIIME B TEHEPAIMU aTaK, PACHPOCTPAHSIOTCS C 1IETbI0
O3HAaKOMHUTb YU TATENSI CO CIIOKHOCTBIO TOT'O 5K€ CaMoro, a He
npomnaranaupoBaTb UCIIOJIb30BAHUE 'OTOBBIX MHCTPYMCHTOB JJId aTaK U
NPOHUKHOBEHHS B CHCTeMy Oe3onacHocTi. KHura npeanasHadeHa s
COIIPOBOXKACHUA U NOMOJIHCHHA CYIICCTBYIOIINX TOProOBbIX HUJIN
AKaACMHNUYCCKUX MMCYATHBIX TCKCTOB U MOXCT OBITE OpCaI0KCHa
CTyAeHTaM, 00yyaroIuMcs Ha Kypcax CeTeBOoi 0€30MacHOCTH.

B kagecTBe npennochbUIKY I 3TOM KHUTH aBTOPBI MIPEAIOIararoT,
YTO YUTATENIh 00JIaaeT 3HAHUSIMU 00 OCHOBHBIX CETEBBIX MPOTOKOJIAX U
IpUHLMIIAX. AnInapaTHasi CeTh U yCTpoiicTBa 0€30MacHOCTH,
UCIIONIb3yEeMbI€ B YIPAKHEHUAX, IpuHaanexar Juniper Networks u
Cisco. TeMm He MeHee, J1JaOOpaTOPUU MOTYT OBITh JIETKO N1EPECTPOEHBI €
UCIOJIb30BAHUEM JIFOOBIX JOCTYIIHBIX CETEBBIX U 3aLUTHBIX YCTPONUCTB
WM IPOIPaMMHOT0 o0ecrieueHust OT APYTrUX MOCTABIIUKOB,
IpeAsararyuX aHalornyHble (PyHKIIMOHAIBHBIE BO3MOXXHOCTH.

KHura oprannzoBasa ciegyromum oopa3om:

B mage 1 onucana araka orpasienus Tadbauubsl CAM (Content
Addressable Memory) Ha ceTeBble KOMMYTaTOPbI. JTa aTaka
HaMepeBaeTcs MoBpeAuTh 3anucu B Tabmuiie CAM kommyTartopa,
TaK 4TO ceTeBOM Tpaduk OyaeT mepeHanpaBiieH, YTO MPUBEIET K
cutyanuu ataku DoS (oTka3 B 00ciry’)kuBaHun). JTa IiaBa
BKJIIOYAET B ce0sl MPaKTHUECKHE 3aHATHS [0 CO3JaHUI0 aTaKu
orpasnenus Tabmuneit CAM u GpyHKIMHM 6€30MaCHOCTH 15
npenoTBpalleHus orpasieHus tTabnuued CAM, nocrymnHsie Ha
COBPEMEHHBIX KOMMYTaTOpaX.

Inasa 2 mocsinieHa atake otpaBieHus kama ARP (Address
Resolution Protocol). OTa araka siBisieTCs 37I0HAMEPEHHBIM
neicTBUEM XocTa B JJokaimbHOU ceTH (LAN) 1o BBEICHHIO JIOKHOTO
IP-anpeca B coorBerctBe MAC-anpecy (Media Access Control) B
keuie ARP npyroro xocta. Otpasienue ARP-kema - nerkas araka,
OYEHb Bpe/lHas U MPEICTABIISIET O4€Hb CEPhE3HYIO YTPO3Yy.
Otpasnenue k31a ARP no3Bomnsier renepupoBats ataku DoS u
MiM (Man-in-the-Middle). DoS-araka cocrout B TOM, 4TOOBI HE
JIaTh XOCTY-)KEPTBE CBSI3aThCSI C OJHUM UJIM HECKOJIbKUMHU XOCTaMU
B JIOKalIbHOHU ceTH. Ataka MiM sBIsieTcss pacrpoCcTpaHESHHBIM
METOJIOM, HCIOJIb3YEMBIM JIJISI IepexBara CeTeBoro tpaduka B
KOMMYTHPYEMBIX JIOKaJbHBIX CETAX. DTa IJlaBa BKIOYAET



MPAKTHYCCKUE 3aHATHS 10 co3MaHuto atak DoS u MiM ¢
HCIIONB30BAaHUEM MeTOoAa OTpaBieHus Kima ARP.

Iaea 3 nocBsiieHa 0OHapYKEHUIO U TIPEJOTBPALICHUIO
HenopmaiibHoro Tpadguka ARP. OtpaBnenne k3mma ARP siBrisercs
MIPUMEPOM aTaK, KOTOPbIE HCIIONb3YIOT HEHOPMAIbHBINH TpaduK
ARP nns noBpexaenus kame ARP neneBoro xocra. Ataku,
OCHOBaHHbIE Ha aHoMabHOM Tpaduke ARP, npencrapustor
MHTEpEC, IOTOMY YTO OHH SIBJISIIOTCS PEAHAMEPEHHBIMU U OOBIYHO
JOJKHBI MHUITUUPOBATHCS, MOJACP)KUBATHCSA U KOHTPOIUPOBATHCS
JFOABMU. DTH aTaKyd MOTYT BBIOJHATHCS HOBUYKAMU HIIH
CLIEHapUCTAMH C MUCIOJIb30BAHUEM ILIHMPOKO JOCTYIHBIX U MIPOCTBIX
B UCIIOJIb30BAHUH WHCTPYMEHTOB, CIIEUATIBHO pa3pabOTaHHbIX AJIs
9TOi nenu. M3-3a BaXXHOCTH 3TO MPoOIeMbl B HECKOIBKHX TUIIAX
pelieHuii 0e301aCHOCTH MHTETPUPOBAHBI MEXaHU3MBI,
MIO3BOJISIOLIME CIIPABIATHCA ¢ HEHOpMalibHbIM Tpadukom ARP. B
9TOMl IN1aBe OLICHUBAIOTCS 00IIKE peleHus 0€30MacHOCTH C TOYKU
3peHHs UX CIOCOOHOCTH OOHAPYKHUBATh aHOMaNIbHbIN Tpaduk ARP
Y TIPOBOJMUTCS aHAJIN3, OCHOBAHHBIN Ha TSDKENBIX MPAKTUY €CKUX
JKCIepUMeHTax. [J1aBa BKIIIOUAET MPAKTUUECKUE YIPAKHEHUS 110
O00HapYXKEHUIO U PEIOTBPAIICHUIO aHOMabHOrO Tpaduka ARP.

B 2nase 4 obcyxaercs aHaIu3 ceTeBOro Tpaduka 1 oOHapy>KeHue
ceteBbIX nHTEepdeiicHpIx nar (NIC), paboTaromux B crydaiiHOM
pexxume. B okanbHBIX CETAX HIOXaTelbHas 1eATeIbHOCTh C
3JI0HAaMEPEHHBIMU 1IEJIIMU MOXKET OBITh OYEHb BPEIHOM.
OOHapyskeHHe CeTeBOro Tpaguka Mo3BOISIET 370YMBIIUICHHUKAM
JIETKO MOXUIIATh KOH(UIEHIIMANbHbIE JaHHbIE, TAPOJIU U
KOH (pUIeHIIMaJIbHO CTh JIoOoro auna. Vcnob3ys mpumepsl, 3ta
I71aBa OOBSCHSIET, Kak paboTaeT aHalu3 ceTeBoro Tpaduka. B atoii
IJ1aBe TaKyKe 00CYXk/1at0TCs KOHLENLUU alapaTHOro GuiIbTpa
CETEBBIX ILJIAT U IPOrpaMMHOr0 (PUIIBTpa CUCTEMHOTO sIpa, a
TaKXe OMMChIBaeTCs 001asi METOAUKA OOHAPYKEHHUS IUIAT CETEBBIX
KapT, paboTalomuX B cly4ailHoM pexxume. [71aBa BKIoyaeT
MIPaKTUYECKOE YIPaKHEHHE O TOM, KaK T€HEpUPOBATh U BPYyUHYIO
nepexBaThiBaTh MakeThl 3arpocoB ARP 1 oOHapyxeHus miat
NIC, paGoTaromux B cIy4aifHOM pexume. .

B 2nase 5 onuchIBalOTCA aTaKu TUIIA OTKa3 B 0OCITYKUBAHUN,
OCHOBaHHbIe Ha poTokoje MuTepueta (Ha ocHoBe IP). DoS-aTaka -
3TO aTaka, KOTopas MbITAETCS ClleaTh CUCTEMY HEMPUTOIHOM s
UCIOJIb30BAHMS UJIM CYIIECTBEHHO 3aMEJINTh pabOTy CUCTEMBI 1JIs
3aKOHHBIX MOJIb30BaTeNEl MMyTeM Meperpy3ku pecypcoB, YTOOBI
HUKTO APYroi HE MOT MOJY4YHUTh K HEl JOCTYI. DTa IJ1aBa BKIHOYAET



MPAaKTUYECKUE YIPAKHEHHUS [0 TeHepalluu 1 0OHapYKECHHUIO
yeThlpex U3BeCTHbIX DoS-arak, a MeHHO: Ha3eMHas aTaka, SYN-
araka, Teardrop-ataka u UDP-araka. Kpome Toro, B 3T0ii rmaBe
IpeACcTaBiIeHa MpaKTUYecKas paboTa Mo CO3AaHUIO U
IpeAOoTBpallleHUI0 HeHopMasibHOro IP-Tpaduka.

Inasa 6 obcyxnaer pazBeasiBaTeNbHbIi Tpaduk. [Ipexae uem
37I0YMBIIIJIEHHUK CMOXET 3aIlyCTUTh SKCIUIONT, OH JIOJDKEH MOHSATh
cpemy, Ha KOTopyro oH HarleseH. [Ipu aToM eMy HE0OXonuMO coOpaTh
MpeIBAPUTEIBHYIO HH(POPMAIIUIO O KOIIMYECTBE MAIllUH, TUIIAX
MallIiH, ONepallMoHHBIX cucTeMax U T. [{. Bes coOpannast
UH(OPMAIHS TOMOTaeT COCTABUTD MPEACTABICHUE 00 OKPYKatoIIen
cpene, koropas OyAeT oJABEpraTbCsi TECTUPOBAHMIO MIIU aTake. JTa
I71aBa BKJIIOYAET MPAKTHUECKUE YIPaKHEHUS 110 TeHepaly 1
00Hapy’KEHUIO YEThIPEX 0OIIMX pa3BebIBATEIbHbIX eI CTBHH, a
MMEHHO: ckaHnupoBanue [P-anpeca, ckanuposanue nopra TCP
(Transmission Control Protocol), uneatudukarus ynanennoit OC
(onepaunonHoi cucteMsl) u Traceroute.

B 2nase 7 paccmatpuBaeTcs GHIBTpaLUs U IPOBEPKa CETEBOro Tpaduka.
OunpTpanus u mpoBepka Tpaduka SIBISFOTCS CPEACTBOM KOHTPOIIS
noctymna K cersiM. KoHIenus 3akrouaercsi B onpeeeHn  Toro,
pa3peleHo Ju MaKkeTy BXOAUTh UM BBIXOAUTH U3 CETH OpPraHu3allly,
UCHONB3ys HAOOp MpaBui (PUIBTPALIUN, KOTOPBIE OTPAXKAIOT U
00eCIeurBaOT COOJTIONCHHE MTOJTMTUKNA OS30MaCHOCTH OpraHU3aIliH.
Texunonorus ¢unsTpanuu Tpaduka MoXeT ObITh HaliZieHa B
OTEpPALlMOHHBIX CHCTEMAX, MPOTPAMMHBIX M anmapaTHBIX
OpaHaMaydIpax, a TakKe B KauecTBe (DYHKIIHH O€30ITacHOCTH
OOJBIIMHCTBA MAPIIPYTU3aTOPOB H HEKOTOPHIX COBPEMEHHBIX
KOMMYTaTopoB. B 3Toli maBe npeacTasiieH paJ MPaKTUYECKUX
YIPaXHEHUU 110 BHEAPEHUIO MPaBIIT (PUIBTPALINH 1711 0a30BBIX
MOJIUTUK 0€30MaCHOCTH, QUIIBTPALIUH CITYXKO, padOTaOIIMX Ha
HectanaaptHeIX mopTax TCP u UDP (User Datagram Protocol),
IIPOBEPKE COITACOBAHHOCTU U 3(PPEKTUBHOCTHU MpaBUIl (PUIbTpALIUU
MEXKCETEBOT0 dKpaHa, COAEPKUMOT0 MaKeTOB. (PUIbTpaIus,
(bunbTpanus nmakeroB 0€3 yuera COCTOSHUS U COCTOSHUS, a TAaKKe
akTuBHbIN 1 naccuBHbI pexumsl FTP (File Transfer Protocol).

ITiasa 8 3HaKOMUT C HEKOTOPHIMHU OOIIIMMHU MEXaHU3MaMH,

WCIOJIB3YEeMBIMU JIsl 0OecedeHns 0€30MacHOCTH MapIIpyTH3aTopa
Y 3alIUTHl YCTPOHUCTB. MapIipyTu3aTop mpeacTaBiseT coOoi
€IMHYI0 TOUKY BXoJa JUIsl Kax10i cetu. CrenoBaTenbHO, 3aluTa
MOTPAaHUYHOTO MapLIPyTH3aTOPa ABJISETCS BAXKHOM YacThIO JH000T0



pelieHus ceTeBoii 6e3omacHocTH. B 3T0if IaBe npeacTaBieHbl
MIPAKTUYECKUE 3aHATHUS, 1EMOHCTPUPYIOLUE CleAyome GyHKINU
6e301aCHOCTH MaplIpyTU3aTOpa: MOAEIb ay TeHTU (DU KALIUH,
aBropu3anuu u aynuta (BA), 6e3onacHocTh A0CTyIA K
yIpaBIICHUIO, PUIIbTpaIus TpaduKa ¢ UCIOIb30BAHUEM CITHCKOB
koHTpoIst moctyna (ACL) 1 mpoBepka ¢ OTCIeKHBAaHUEM
cocrostHusi. MBI IpUMEHsieM Ha TpakTuke GpuibTpanuio Tpaduka Ha
ocHoBe cranaapTta IETF, yctanoBneHHoro 3amnpocom
komMenTapueB (RFC), u orpacneBbix ctanaapToB. MapipyTtuszarop
Cisco ucnosib3yercss IOTOMY, YTO OH sIBJIsI€TCs Haubosee
pacnpoCTpaHEHHBIM YCTPONCTBOM JUJISl IEPECHUIKU MAaKETOB MEXKY
pa3nuyHbIMU ceTsMU. OJHaKO OOJIBIIMHCTBO KOHILIETIIUN U METOI0B
0€3011aCHOCTH, ONMCAHHBIX 3/I€Ch, MOXKHO O€30I1aCHO MPUMEHSTH K
MPOAYKTaM JAPYTHUX MOCTaBIIUKOB.

B 2nase 9 n3n0xeHbl 0CHOBBI TPOTOKOJIOB, CTAHIAPTOB, TUIIOB U
pa3BepThIBAaHUH pelIeHui A1 6€30MacHOCTH BUPTYaJIbHON
yactHo cetu (IPsec VPN). IPsec VPN - 3T0 OTKpBITHII cTaHaapT,
onpenenennblii [IETF nns obecrnieuenus 6e30nacHOM CBSA3H MEXTY
JBYMsI KOHEUHBIMH TOYKAMHU B OOIIEIOCTYITHOW CETH C
UCIOJIb30BaHUEM TEXHOJIOIMI KOH(PUIEHIINATbHOCTH, 11€JI0CTHOCTH
u ayreHTuukanuu. [IPsec VPN cTaHOBUTCSI HEOThEMIIEMOM YaCThIO
moboi kopropatuBHO# cetn; OnHako peanmsanus [Psec VPN
MOXET OBITh O4€Hb YTOMUTEIBHON U CIIOKHOM 3aj1aueii, 0cOO0EHHO
JUIS HAYMHAIOLMX. DTa IJIaBa MPOBEACT YU TATEIs Uepe3 MPOCThie
MpaKkTUYeCcKue JabopaTOpHbIE 3aHATHUS IO pa3BepThiBanuio [Psec
VPN-pemennii «caiiT-caiiT» ¢ HCIIOJIb30BAaHUEM PA3JINIHBIX
WUTIOCTPALMi, CHUMKOB KpaHa U I1aroB HaCTPOUKH.

B enase 10 obcyxnaeTcst apxuTekTypa peuieHus: 6ezonacHoctu [Psec
VPN 1715 ynaneHHOro 10cTyna 1 OolMucChIBAIOTCS €r0 CTPYKTYpa,
KOMIIOHEHTBI, MPUIOKEHU U peasin3auun. VPN ¢ ynaneHHbIM
JIOCTYIIOM I103BOJISIET MOJIb30BATEIISIM M10JIy4aTh JOCTYN K YaCTHBIM
JTaHHBIM U 3allUILIEHHBIM CETEBBIM PECypcaM LIEHTPAIbHOIO caifTa
yepes 3amuueHHbid TyHHens [Psec VPN. M3-3a pacryniero yucina
NPWIOKEHUH yaaiaeHHoro qoctymna IPsec VPN 00abIIMHCTBO
MTOCTABILIMKOB OIEPALIMOHHBIX CUCTEM, OpaHaMay3pOB U
MapUIPYTU3aTOPOB BKIIFOUYAIOT NoAAepKKY VPN B CBOM ITPOIYKTBHI.
B 9T0i1 raBe npeacTaBiaeHb! MPAKTUYECKUE JTA0OpaTOPHEIE
peamm3anuu pemenus [IPsec VPN 11 ynajieHHOro 10ocTymna ot
JBYX JIN/IEPOB B 9TOH obmactu. Jlaboparopuu ciyxar asns
pacIIMpEeHUs 3HAaHUW YUTATeJIe O JIydInuX npaktukax VPN



Mnaea 1

ATtaka oTtpaBneHusa Tabnuubl CAM
KOMMYyTaTopa

1.1 BBepeHune

JlokanbHble cetu (LAN) HacTpoeHbI Ha HCIIOJIb30BaHUE KOMMYTAaTOPOB,
KOTOpBbIE MOAJEPKUBaIOT Tabuiyy, HazpiBaeMyto Content Addressable
Memory (CAM), koTopast HCTIOIAB3YETCsI 1711 CONTOCTABICHUS
otnenpHBIX MAC-anpecoB (Media Access Control) B ceTu ¢
¢buznueckuMu nopramu Ha kommyrarope. Tabnmuna CAM no3Bosiser
KOMMYTaTopy HaIllpaBJIsATh JaHHbIE U3 (PU3MYECKOTO MOPTa UMEHHO TY/Ia,
TJIe HaXOUTCS TIOTyJarelb, B OTIINYKE OT OECTIOPSIOYHON
IIMPOKOBELIATENFHON Nepeadnl TaHHBIX U3 BCEX MOPTOB, TAKUX KaK
KOHIIeHTpaTop. [IpenMyiiiecTBO 3TOro MeTo/1a 3aKIItouaeTcsl B TOM, 4TO
JAHHbBIE COEUHSIOTCS UCKITIOYUTENIbHO C CETMEHTOM CETH,
COJIEp>KaIIUM KOMITbIOTEP, 7151 KOTOPOTO ATH JaHHbIE CHEIHATBHO
npenHa3zHadeHbl. Ha cienyromem cHUMKE 3KpaHa IoKa3aH mpuMep
3anrceit B Tabnuiie CAM koMMyTaTopa, rjie 4eThblpe KOMMYyTaTopa
MOIKJIFOUEHBI K KoMMmyTaTopy. Harmpumep, nepsbiii xocT (ueit MAC-
aapec 00: OF: 1F: CO: EB: 49) noaknrouen k nopty Ne 1 (uaTepdetic:
Fast Ethernet 0/1) Ha kommyTaTope.
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= Managed Switch Port Mapping Tool 1.30: Switch =10/ x|

File Edit Connection View Accessibiity Help
HEHE 28 8 om 7N

Interface Description 5|  Interface Type | Operational Status. ~ Speed ] MAC Addiess =]~
FastEthemetD/1 ethemetCsmacd(6) g 100 Mbps  OO.OF1F.COEB 43
FastEthemet0/2 etheinelCsmacd(6) Upe 100 Mbps  00.08:74.04:8C.44
FastEthemnet/3 ethemetCsmacd(B) Up 100 Mbps  00:08:74:05:4D: 20
~ FastEthemet/4 ethemetCsmacd(6) Up 100 Mbps 00.03.0D:38.7357 .
<P \Swihch / | «l | _D_’—ll]

Switch data gathering complete. Press F1 For help,

Korna xommyTaTop mosiydaer nmakeT OT XOcTa, OH CHavaja u3Biekaer MAC-
ajipec Ha3HaueHMs U3 3aroyioBka kajapa Ethernet. Ucnons3ys ator MAC-anpec,
KOMMYTATOp MOJTy4aeT COOTBETCTBYIOMMI HOMep nopTa u3 Tabmuisl CAM.
3arem makeT OTHpaBIIsercs TOIBKO Ha XOCT, TOAKIIOYEHHBIA K 3TOMY TIOPTY.
Taxum 00pa3zom, aHAIH3 CETEBOTO TpadHKa KAXKETCS TPYIHBIM B
KOMMYTHPYEMOI#1 JIOKaIbHOI ceTr. TeM He MeHee, B IiiaBe 2 MoAPOOHO
paccMaTpUBAarOTCSl METOJIBI TIepeXBaTa CETEBOro TpadrKka B KOMMYTHPYEMBIX
JIOKAJBHBIX CETSIX.

Araka orpasieHus ta0aumneri CAM KoMMyTaTopa sSBJISIETCS
37I0HaMEPEHHBIM JIECTBHEM, TIPUBOISIIIMM K MOBPEXK/ICHHUIO 3aITHCEH B
tabmie CAM koMMyTaTopa, Tak 4To CETeBOi Tpaduk OyleT IepeHanpaBicH
OT TIPEATIOoNaraeMbIX XOCTOB. JTa 3II0HAMEPEHHAs JeITeTbHOCTh MOXKET
co3marh cuTyarnuio DoS (0Tka3 B 00CTy)KMBaHNH ), TAK KAK KOMMYTaTOp
CTaHOBHTCS HECTIOCOOHBIM ITEPECHIIATh MTAKETHI B X peaslbHbIE U 3aKOHHBIE
MeCTa Ha3HAYCHMS.

Orta 1i1aBa BKITIOYaeT B ce0s /1Ba MPAKTUIECKUX yrpakHeHws. [lepBorit
OITMCHIBAET, KaK BBIMIOIIHUTE aTaKy orpaeienus tadbmumeir CAM. Bropoit
KacaeTcs pealn3aliiyl JOCTYMHBIX (YHKIUHA 0€30ITacCHOCTH Ha KOMMYTaTopax
JUTS TIPEAOTBPAILeHHsI aTaku oTpaBiieHus Tadmuieir CAM.

B ympaxxHeHHAX HCTIONB3YIOTCS CIEAYIONTHE allllapaTHbIE YCTPOMCTBA U
MIPOrpaMMHBIE CPE/ICTBA!

* Cisco Catalyst 3650 Switch Series”

* CommView Visual Packet Builder: Graphical User
Interface (GUI) based packet generator

*http://www.cisco.com
+http://www.tamos.com



Amaka ompaeneHusi mabnuusi CAM kommymamopa

1.2 Na6opatopHoe ynpaxHeHue 1.1: OtpaBneHne CAM
Tabnuubl KOMMyTaTOpa

1.2.1 Pesynbmam

Lenb 3TOro MpakTU4YecKoro ynpakHEHHsI COCTOUT B TOM, YTOOBI yJaIuecs
y3HAJIM, KaK BBIONHUTH aTaKy oTpaBienus tadmuieir CAM koMmyTaropa.

1.2.2 OnucaHue

Araka orpasienus Taonuiel CAM koMMyTaTopa HamepeHa UCTIOPTUTH 3alucH
B TabnuIle, 94To0bI ceTeBOl Tpaduk ObLI IepeHanpasieH. PaccMorpum niBa
X0CTa, TMOIKITIOYCHHBIX K KOMMYTaTOpY, ONWH Ha MOPT a, a APYyroit Ha TopT b.
BpenonocHsIit XOCT (MOAKIIOYEHHBIN K TIOPTY a) OTHPABISAET MOACIIbHBIH
naketr ¢ MAC-anpecom rctounuka B 3aronoBke Ethernet makera, paBHbIM
MAC-aapecy 1eneBoro xocra (MoakIOUYeHHOro K nopty b). MAC-ampec
Ha3HAuYEHUS B 3aroJIOBKE ITaKeTa MOXKET OBITh M00siM MAC-anpecom. Kak
TOJTEKO KOMMYTATOp TTONTYYaeT MMaKeT, OH OOHOBIISIET CBOIO Tabmuiy CAM.
[TosTomy 3amuce Tadmuiel CAM miss MAC-ampeca 3TOTo MeiieBoro Xocra
Oyzner moBpexxaeHa. CienoBaTellbHO, IIEIEBON XOCT OyIeT CAUTATHCS XOCTOM,
TTONKITIOYCHHBIM K TIOPTY a. JIt000ii makeT, OTIpaBIICHHBINA [IEJICBOMY XOCTY
(MAC-anpec nasznavenus B 3arojoBke Ethernet makera paser MAC-anpecy
LIEIEBOTO XOCTa), OyAeT mepeHamnpasieHd Ha [lopT a, To ecTh Ha BPEIOHOCHBIH
XOCT.

B kauecTBe mpuMepa ataku ¢ orpaBieHueM Tabmuieit CAM Ha
MpeapIIyIIeM PUCYHKE TOKa3aHo, uTo B Tabmmiie CAM komMMmyTatopa
HMMEETCS YEThIPE X0CTa, MOAKIIOYEHHBIX K KOMMyTaTopy. XocT Ne 1,
3II0HaMEPEHHBIN XOCT, atakyeT Tadmumy CAM KoMMyTaTopa, HCIIONb3ys TPH
NOAJENbHBIX NaKeTa. [lakeTbl HOYTH OAMHAKOBBI, HO UMEIOT pa3Heie MAC-
azpeca uCTOYHMKa B 3aronoBkax Ethernet. Mudopmanus o makerax BHIIAOUT
CIIEIYIOLIM 00pa3oM:

1. IlepBoiit nogaensHbIN nakeT: MAC-anpec HCTOUHMKA B
3aronoBke Ethernet = 00: 08: 74: 04: BC: 4A (xoct Ne 2).
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2. Bropoii monnensublil naker: MAC-anpec HCTOYHHKA B 3aT0OJIOBKE
Ethernet = 00: 08: 74: 05: AD: 20 (xoct Ne 3).

3. Tperunii nognensHbIi nakeT: MAC-agpec UCTOUHUKA B 3ar0JIOBKE
Ethernet = 00: 03: 0D: 38: 79: 57 (xoct Ne 4).

[Tocne aToit ataku Tabnuia CAM KoMMyTaTopa CTaHOBUTCS
MOBPEXKICHHOM, KaK MTOKAa3aHO Ha CJICAYIONIEM CHUMKE 3KkpaHa. Taonuima CAM
ITOKa3bIBAET, YTO BCE YETHIPE XOCTa MOAKIIIOUYCHBI K TIOpTY 1 KOMMyTaTopa

(FastEthernet 0/1). ®uznvecku, omHaKo, TONBKO TOPT No 1 TIOAKIIOYEH K MOPTY
Ne 1.

= Managed Switch Port Mapping Tool 1.30: Switch ‘jmy
Fle E& Comecton View Accessbity Hebp
HEHE B & aa ?N
| Irtertace Description | _ Interface Type | . Speed | MACAddiess lj
FastEthernetD/ ethernetCemacd(b) 100 Mbps  00.03.00:38:79:57
00.08:74:04:BC: 44
00.08:74:05:40:20
00,0F1F COEB 49
3 FastEthermet/2 ethemetCsmacd(6) 100 Mbps
FastE thernet/3 ethernetCsmacd(B) 100 Mbps
FastE thernet0/4 ethernetCsmacd(5) g 100 Mbps -
nlbl\Swll:h/ I‘l 5
Switch data gathering complete. Press F1 for help. EF el

[Tocne ornpaBky maKkeTa Ha OUH U3 3TUX TPEX XOCTOB-3KEPTB (XocT Ne 2,
xocT Ne 3 mim xoct Ne 4) xomMmyTarop HampaBuT ero Ha mopT Ne 1, To ecTh Ha
xocT Ne 1. Ora cutyanus MOXKeT co3aTh cuTyaruio DoS, moromy dro
KOMMYTATOp HE MepeCchlIaeT IMaKeThl, IpeaHa3HaYeHHbIEC STHM TPEM XOCTaM,
WX 3aKOHHBIM afipecaram (cM. PucyHok Hike).

Corrupted CAM Table
MAC_1
Port #1 | MAC_2
Port #1 | MAC_3
Port #1 | MAC_4

To: Host 2
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1.2.3 3OkcnepumeHm

B cneayromieM SKCIEPUMEHTE OIMUCAHO, KaK IMPOCMOTPETh W TOBPEIAMTH
cogepxkumoe TaOmuiel CAM. ApXUTEKTypa CETH, HCIOIb30BaHHAS B
SKCIIEPUMEHTE, TI0Ka3aHa Ha CIEAYIOIEM pUCYHKE. Tpu xocTa MOAKIIOYSHBI K
kommyTaropy Cisco clenyrommmM 00pa3om:

1. Xoct A mokII04ueH K Mopty #2 KoMMyTaTopa.
2. Xoct B moakitodeH k mopry #4 komMmyTaropa.
3. Xoct C MoJKITIOUEH K MOpTy #6 KOMMYyTaTopa.

Cisco Switch 3560

=3 oS

Host A Host B Host C
IP=192.168. 1.4 IP=192.168.1.2 IP =192.168. 1.3
MAC =00:11:43:3D:EE:48 MAC = 00:1B:24:FE:B7:DD MAC = 00:1B:38:39:9E:4D

3KCHepI/IMeHT COCTOUT U3 CICAYIOUIUX OTAIlIOB:

ITar 1: Ha3znaubte cratnueckue [P-agpeca cereBbIM XO0CTaM.
[ar 2: [Tpocmotpute copepxkumoe Tadaumbl CAM.
[ar 3: Co3nmaiiTe BpemOHOCHBIH MakeT 11 moBpexaeHus tadmust CAM

1.2.3.1 Ilac 1. Haznauvme cmamuyueckue IP-
aopeca cemegbim XOCmam

[Taru, HeoOxomuMBbIe 1Tk HA3HAUYEHUS cTaTudeckux [P-ampecos xocram,
OYEHB ITOXOKHU B OOIBIIMHCTBE ONepanoHHbIX cucteM Windows u Linux.
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Hanpumep, B Windows XP, uro0s1 HazHauuTh [P-aapeca xocram, BEITOTHUTE
CIenyIue ASUCTBUS:
OtkpoliTe maHens ympasieHUss W BbiOepuTe «CeTeBOe TMOOKITIOUCHUE)
(Network Connection). JIBaxasl tienkuute 3Hadok «[lomkimroueHue 1Mo
nokanbHOM cerm» (Local Area Network connection). Beibepute
«[Iporoxon Hurepuera (TCP / IP)» (Internet Protocol (TCP/IP)) wu
HaxxmuTe KHONKY «CBoiicTBay (Properties).
Bribepure omunio «Hcmonp3oBath cienyromuit [P-aapec» (Use the
following IP address) u 3anonauTe 3amucu (cM. Craenyronmii CHUMOK

JKpaHa).
Internet Protocol (TCP/IP) Properties d |
General |
You can get IP settings assigned automatically if your
this capabity. Otherwise, you need to ask your network odmncnuov for
the appropriate P seltings.
" Obtan an IP address sutomatically
& Use the following IP address:
IP address: | 192 168 1 a
Subnet mask: | 255.255 .25 0
Default gateway: |
€ (ian DN ¢ oty
& Use the following DNS server add ;
Preferred DNS server: |
Alernate DNS server: |
Advanced.., I
oK | Concel |

3areMm Haxxmurte “OK.”

Uro0sI TpoBEepUTHh HA3HAYEHHBIN cTatndeckuit [P-aapec, BBemuTe
CIJIEYIOIIYI0 KOMaHIy B OKHe cmd:

C:\>ipconfig/all

1.2.3.2 lae 2: IIpocmomp codepacumozo mabauyvt CAM

Urto6b1 mpocMoTpeTs cofepxuMoe Tadauibl CAM, BHIONHUTE CIIEAYIOIINE
JEUCTBUA:
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[NoakmtounTe XOCT K KOHCOIBHOMY TOPTY Ha KOMMYTaTope.

* 3amycTuTe npuiokeHne TepmuHana (Hanpumep, HyperTerminal) Ha
XOCTe.

* Tlom ommmert «Connect Using:» BbIOEpUTE OAWH U3 COOTBETCTBYIOIIMX
KOMMYHHMKallMOHHBIX mopToB (COM1, COM2 u 1 n1.), K xoropomy
MOAKITIOUEH KOHCONBHBINA KaOelb.

* Beioepure «OK», n osiBuTcs okHO «HacTpoiiku mopta» (Port Settings),
MpeIararomiee BaM OMpeIeuTh CKOPOCTh Mepeadn JaHHBIX U MapaMeTphl
CBSI3M, KaK OIPEIEICHO MOCTABIIMKOM. (BOBITMHCTBO MOCTABIIMKOB
UMEIOT clienyromne HacTporku: 9600 OUT B cekyHay, 8 OUT JaHHBIX, HET
YEeTHOCTH, | CTOMOBBIN OUT M HET yIPaBIIEHUS TIOTOKOM. )

* Beioepure «OK». 310 moMecTuT Bac B OKHO TepMuHana. Haxxmure
KIaBuIy «ENter» HeckoNbKo pa3, MoKa B OKHE TEPMHHAIIA HE TIOSBUTCS
MEHIO C TIePEKITIOUaTes.

* Ecnu MOSIBUTCSI MEHIO, TO BbI TOTOBBI HACTPOUTH KOMMYTATOP T10 Mepe
HEOOXOMMOCTH.

* Beeute crneayronyo KOMaHIy, YTO0BI TPOCMOTPETH COIEPKUMOE
Tabmusl CAM:

Switch> enable//BBemmTe kKOMaHIOy enable nnsa
OOCTylla B HNPUBUIIETMPOBAHHBM pexmMm EXEC
Switch# show mac-address-table

* Conepxumoe Tadbmuisl CAM mokazaHo Ha CIEAYIOIMIEM CHUMKE
skpaHna. Tpu xocta, MAC-aapeca KOTOPBIX OTOOPaKaroTCs, TTOMKITIOYCHBI
K nopty Ne 2, mopty Ne 4 u mopty Ne 6 COOTBETCTBEHHO.

¢ Configuration - HyperTerminal XN A :JQJ!!

Fle Edt View Call Transfer Hep

0la] 513] ola) &
1 0011.433d.ee48  DYNAMIC Fab/2 4l
1 001b.24fe.b7dd  DYNAMIC Fab/4
1 001h.3839.9e4d  DYNAMIC Fab/6
Total Mac Addresses for this criterion: 23
Switchi_

Connected 0:00:4 Autodetect 9600 81 | (AP [N [Captur
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1.2.3.3 Ilae 3. Co30anue 8ped0OHOCHO20 nakema OJis
nogpexcoenuss maonuyvr CAM

Ucnonp3yliTe mo60ii reneparop nakeros, Hanpumep Comm View Visual Packet
Builder, s coznanus BpenoHocHoro nakera, ueit MAC-MCTOUHUK B Kajpe
Ethernet paBen MAC-aapecy xocta-xepTBbl. Hanpumep, Mbl ipenmnonaraem,
4T0 y3en A renepupyet oxubiit ICMP-3xo0-niaker, geit MAC-UCTOUHHK paBeH
MAC-anpecy xocta B. Ucnonbs3ys CommView Visual Packet Builder, na
CIIEYIOIEM CHUMKE 3KpaHa MPEICTaBIeH CHUMOK YKpaHa, MOKa3bIBAFOIIHI
conepxxkumoe toxkaoro ICMP-3xo-tiakera.

G Visual Packet Builder
File
Packet Type: [ICMP — MAC address of Host B
1B:24:FE:B7:DD - 00:1B:24:FE:87:DD] 2 -
Source MAC Destination MAC Protocol
00 18 24 FE 87 D0 |[B = 00800 : 1P -
1P [192.168.1.4 - 192.168.1.2) 2
Version Hdr. Length (nd bytes)
[4:2 ) 5 ¢
rce Address (IP) stination Address (IP) Total Length Identification
19216814 = | 19216812 = & 03054
Differentiated Services
¢ P address of Host A address of HostB
ode Point
0: Default (DF) - ECN-ECT ECN-CE
Fragmentation
OF MF Offset (8 bytes)
[0: May Fragment | [0:LastFragment ~ 0 2
m Checksum Protocel
128 g 0:7AL0 0:01:ICMP -
ICMP [Echo Request] 73
Type _ Code Checksum
[8:Echo Request o o 5 04D5A
oK Cancel

A cnenyrouyii CHUIMOK 3KpaHa - 3TO CHUMOK COAEPKUMOT0 OBPEXAECHHON
tabmuubl CAM nocine oTipaBKy NoAAenbHOro xo-nakera ICMP.

T o
Fle Edt View Cal Transfer Hep

0ls| (3] o8] & :

T O0IL.430d.celd  OVNANIC X Fall2 :
1 00b2ifebldd  DWWIC  Fa/2
1 00b%%9%ed  OWAHIC  Fal/6

Total Mac Addresses for this criterion: 23
Switcht_

R e G

N




Amaka ompaeneHusi mabnuusi CAM kommymamopa

OTOT 3KpaH MOKa3bIBaeT, yTo XocT B moaxmoueH k nmopty Ne 2. OgHako
¢usnuecku xoct B Bee eme mopkitoueH k mopty Ne 4, CieqoBaTelibHO,
korza xoct C oTmpaBiseT MakeThl XocTy B, kommyTaTop He Oyner
nepeckuIaTh UX XocTy B; oHM OyayT mepeHamnpasiieHbl Ha X0cT A. OT0
cutyanus araku DoS, Tak kak xocT C He MOKET MPaBUIIBHO CBSI3aThCA C
xocrtoM B

Baxxno yka3zaTb, 4T0, Kak TONBKO y3e1 B oTmpasisier maker agpecary,
KOMMYTaTOp aBTOMaTH4eCKH 0OHOBIseT cBOIO Tabmuiyy CAM.
CrnenoBareibHO, 3alKch, COOTBETCTBYOMIAs XocTy B B Tabmuiie CAM,
CTaHOBHTCS HEe OBpeXkIeHHOW. OHaKo, YTOOBI COXpaHuTh Tadbmauiy CAM
TIOBPEXKIEHHOM, 3JI0HAMEPEHHBIHN y3ell A JOIDKEH MPOA0KATh BBOAUTH
HoaaenbHbIH dXxo-1maker ICMP

1.2.3.4 Amaxa MAC Flood ons omcnexcusanus mpaguxa

Crapas TeXHUKa aTakH JyIs IepexBaTta Tpaduka B KoMmMyTupyemoit cetn LAN
ocHoBaHa Ha 3aToruieHud MAC. MAC-(nyauHr - 3T0 METO/I, HCIIOIb3yEeMbIi
IUIsl HapyllIeHHus 0e30I1aCHOCTH CETEBbIX KOMMYTAaTOpOB. B TunnuHOIl aTake ¢
MAC-anpecamu 370yMBIIIIIEHHUK HOTYYaeT OT KOMMYTaTopa MHOXKECTBO
¢dpetimor Ethernet, kaXxapiii U3 KOTOPBIX comepkuT cBoii MAC-ampec
nucroyHuka. HamMepeHue cocTouT B TOM, YTOOBI HCIIONb30BaTh OIPAaHUUCHHYIO
MaMsATh, BRIZIETICHHYIO B KOMMYyTaTope, s xpaneHnus tabiumsl CAM. To
€cTb, Korna HekoTopble Tadmnuubl CAM cTapbix MOIEne KOMMYTaTopoB
MEPEMONHAITCA, KOMMYTATOPbl BO3BPAILLAOTCS B IINPOKOBELIATEIbHBII
PEXUM (TaKKe U3BECTHBIN KaK PEKUM KOHLIEHTPATOPA WIIN PEKUM
aBapuitHoro orkpeitus). Kak cnencrsue, anaaus cereBoro rpauka MOXeT
OBITH JIerKo BbIoNHeH. ClenoBaTenpHO, MOCIe 3aIlycKa yCIeHON aTaku
MAC-HaBomHEHHS 3II0HAMEPEHHEBIH ITOTb30BATENIb MOXKET UCITONB30BATh
aHAIM3aTOp MMaKeTOB (aHAM3aTOp) sl cOOpa BaXKHBIX JaHHBIX,
NepenaBaeMblX MEXIy XOCTaMU APYTUX ceTell, KOTopble He OyayT JOCTYITHBI
[IpU HOPMaJIbHON paboTe KOMMYyTaTOpa.
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1.3 JlabopatopHoe ynpaxHeHue 1.2:
MNMpepoTBpalleHne aTaku oTpaBreHUs
Tabnuusl CAM

1.3.1 Pesynbmam

Lenb 3TOro MpakTU4YecKoro ynpakHEHHsI COCTOUT B TOM, YTOOBI yJaIuecs
y3HAIH, KaK PEIOTBPATUTh TIOBPEXKIEHHE CollepKUMOro Tadiuiiel CAM
KOMMYTaropa.

1.3.2 OnucaHue

UT0o0B!I IpenOTBPaTUTh OTpaBiieHue Tadmur CAM, aqMIHUCTPATOPHI
0e30MmacHOCTH OOBIYHO TONIATAIOTCS Ha HaTMaue (QYHKIUH «Oe30MacHOCTH
ImopTa» KOMMYTATOPOB. BonpmmnacTBO KOMMYTATOPOB MOXXHO HACTPOUTH JJId
orpannyeHns koinmdectBa MAC-anpecoB, KOTOpbIE MOXKHO Y3HATh Ha TIOPTax,
MTOIKITIOYEHHBIX K KOHEYHBIM CTaHIHSIM. MeHbIas Tadnuia «06e30macHbIX»
MAC-aapecoB nomaepKUBaeTcs B JONOIHEHHE (M B KAY€CTBE ITOAMHOKECTBA)
K TpamuimonHoi tadmuie CAM.

Hanpumep, kommyratopsl Cisco Catalyst cepun 3560 11o3BONISIFOT
OTPaHUYUTH KOTHIECTBO JomycTUMbIXx MAC-aapecoB Ha opty (WiH
nnTepdeiice) ¢ momomrpio GyHKIHMH 6e30macHocTH opra. Korma aTo wmcio
MIPEBBITICHO, HApyIIeHNE 0€30ITaCHOCTH OyJeT BBI3BAHO, U ACHCTBUE
HapylIeHus Oy/IeT BRIITOTHEHO Ha OCHOBE PEXIMa, HACTPOSHHOTO Ha ATOM
nopty. CrienoBaTensHO, 10001 HeaBTOpH3oBaHHBI MAC-aipec He CMOXKeT
MOMYYUTh TOCTYN | moBpenuTs Tabnuiy CAM kommyTtaropa. MaTepdetic
MOXET OBITh HACTPOEH JUIS OJJHOTO U3 TPEX PEKUMOB HAPYIICHUS B
3aBUCHMOCTH OT JAEUCTBUS, KOTOPOE IOJKHO OBITh BBHIITOTHEHO B CIIydae
HapyIIeHUs:

1. 3anmra. Korga umncno 3amumieHHbx MAC-anpecoB 1ocTUraeT
MaKCHMAJIBHO JIOIYCTUMOTO JUT WHTep(elica nmpeneia, MakeThl C
HEN3BECTHBIMH UCXOMHBIMU MAC-anpecaMu oTOpachIBAOTCS JI0 TEX 110D,
MIOKa aJIMUHUCTPATOp KOMMYTATOpa HE YIAIUT JOCTATOYHOE KOJTHMIECTBO
3amuieHHbIx MAC-anpecoB, 4TOOBI OMYCTUTHCS HIKE MAKCHUMAaIbHOTO
3HAUEHUS WIH YBEIUYUTH KOJIMYECTBO MAKCUMAIBHO JOIMYCTUMBIX
aJapecoB. AAMUHUCTPATOP KOMMYTAaTOpa HE YBEAOMIISIETCSL O HAPYILLIEHUHU
0e30MacHOCTH.
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2. OrpaHuYeHHe: 3TOT PSKUM aHAIOTMYEH MPEIBIAYIIEMY PEKUMY.
OnHako B 3TOM peXHUMe aJIMUHUCTPATOP KOMMYTaTopa yBEIOMIISETCS
0 HapyllIeHUHU OE30MaCHOCTH.

3. 3aBepiieHue paboOTHI: HAapyIIeHUE OS30MACHOCTH ITOpTa MPUBOIUT K
HEMEIUICHHOMY 3aBepILeHUI0 paboThl nHTEepdeiica. AIMUHHCTPATOP
KOMMYTATOpa MOXCT BBIBECTHU €TI0 U3 3TOI'0 COCTOAHUA U HACTPOUTDH
BpeMsI BOCCTAHOBJIEHHSI. DTO PEXKUM M0 YMOITYaHUIO".

1.3.3 3kcnepumeHm

B crienyromiem 3kcriepuMeHTe OMUCHIBAETCS, KaK HACTPOUTH U
MPOTECTUPOBATh PYHKIIMK OE30MaCHOCTH MOPTOB B KommyTaTopax Cisco
Catalyst cepun 3560, 4TOOBI IPENOTBPATUTH MOBPEKICHUE COIEPIKUMOTO
tabmuiel CAM. DKCIEpUMEHT UCTIONB3YET Ty KE CETEBYIO apXUTEKTYDPY,
KOTOpas OIlMCaHa B IpeabLayllel 1abopaTopHoil padoTe, U COCTOUT U3
CJIELYOIIHX I11ar0B:

IIar 1. Ha3znauste cTatuueckue [P-ampeca xocraM cetu

[IIar 2: HactpoiiTe mopt 6€30macHOCTH PEKUMa OTPAHUICHUS B
KOMMYTaTope

IIIar 3: Co3nmaiiTe BpemOHOCHBIH MaKeT TSl MoBpekaeHus Tabmumsl CAM
IIIar 4: HactpoiiTe mopT 6€30MacHOCTH PEKUMa BEIKIIOUYCHUS Ha
KOMMYTaTope

1.3.3.1 llae 1. Haznauvme cmamuueckue |P-adpeca
xocmam cemu

Ob6parturecs k mary 1 B mpesiaymiei 1abopaTopHoil padore.

1.3.3.2 Ilae 2. Hacmpoiime nopm 6e3onacrocmu
PENCUMA 02PAHUYEHUSL 8 KOMMYMaAmope

Y1oObI HAaCTPOUTH IIOPT 0e30IacCHOCTH PEeKHUMa OrpaHU4YCHUA:

* HO}_'[KJ'IIO‘II/ITG XOCT K KOHCOJIbHOMY IMOPTY HAa KOMMYTATOpPC

11
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* 3amycTuTe NpuiIoKeHe TepMUHaja Ha XocTe. Benure
CIIETYIOIINE KOMaHIbI:

Switch> enable//BBemure koMaHOy enable mmia
OOCTyla B NPUBUIIEIMPOBaHHBEN pexuMm EXEC

Switch# Configure terminal

Switch (config)# interface fastethernet
0/2//dynkumsa ©e30MacHOCTM I[IOpPTa [IpUMMEHSeTCs Ha
XocTe, MONKJIOUEeHHOM K Port #2

Switch (config-if)# switchport mode access

Switch (config-if)# switchport port-security
Switch (config-if)# switchport port-security
violation restrict

Switch (config-if) # end

Switch# copy running-config startup-config

* Y1oOBI 0TOOPA3UTh PEKUM 0€30IIACHOCTH IIOPTa, BBEAUTE
CIIEIYIOIIYI0 KOMaHy:

Switch# show port-security

Ha camMKe skpaHa HHKE TIOKa3aH PEXUM O€30MMaCHOCTH TOPTa 0 IMTOMBITKA
TTOBPEXKICHHS

<ol
Fle Edt View Cal Tronsfer Heb

Dle| 8| os| &
Swi tchishow port-security 4l
Secure Port MaxSecurefddr CurrentAddr SecurityViolation Security Rction
Count) {Count) (Count
Fa0/2 1 1 0 Restrict

Total Addresses in System (excluding one mac per port)
Max Addresses limit in System (excluding one mac per port) : 6272

LAXRY

commdo:oq:«? Auto detect 9600 8:N-1

1.3.3.3 Ilae 3. Co30aiime 6pedoHOCHbLIL nakem,
ymo6wl ucnopmums maoauyy CAM

HUcnonp3yiiTe moboii renepatop makeros, Hanpumep Comm View Visual Packet
Builder, st co3manust BpeqoHOCHOTO MakeTa, I KOToporo B kadectBe MAC-
nctouHuka B 3aronoBke Ethernet 3agan nognensupit MAC-anpec. Hanpuwmep,
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MOKHO MCIIOJIB30BaTh TOT XK€ MOICIbHBIN 3X0-nakeT ICMP,
CTCHEPUPOBAHHBIN B IPEABLAYIIEH J1abopaTopHOii padore.

* BBeMTE CIICAYIONIYIO KOMaHTy, YTOOBI TPOCMOTPETh CONEPKUMOE
Tabmiel CAM 1ocie MOMBITKU TOBPEKICHHUS

Switch# show mac-address-table.

Crnenyroiuii CKpUHILOT SICHO MOKa3biBaeT, 4yto Tabnuna CAM He Obuia
MOBPEXKJICHA.

& Configuration - HyperTerminal - a.lmﬁl

Flo Edt View Cal Tronsfer Heb

Dls| 51| om) &
1 0011.433d.eet8  STATIC Faf/2 Al
1  001b.24fe.b7dd  DYNAMIC Fa/4
1 001b.3839.9e4d  DYNAMIC Fa0/6
Total Mac Addresses for this criterion: 23
SwitchH_

IConnected 0:10:46 [Akodetect 960081 [SROLL  [GAFS [MB1 [Cagtwe  [Prrcesho

D

* BeeanTe ClemyIoyro KOMaHIy, 9TOObI CHOBAa OTOOPA3NUTh PEXKUM
0e30macHOCTH TopTa:

Switch# show port-security.

CHHMMOK SKpaHa HIKE SICHO ITOKA3bIBACT, YTO OBUIO ABAALATH CEMb MTAKETOB,
KOTOpBIE IBITAIUCH HAPYIIHUTH (PYyHKIHIO O€30IacCHOCTH, PEAIN30BaHHYIO Ha
nopty Ne 2 (Fa0 / 2). Ot nakers! nomnsltaiaucsk noppenuts Tadminy CAM;
OIHAKO KOMMYTATOp 3a0JI0KUPOBAJ HX.

Ll
Fa E Wiow, Col Tronsfer Heb

0| 2]8] 0| &

Switchiishow port-security y N ] Al

Secure Port MaxSecurefiddr CurrentAddr SecurityViolation Security Action

(Count) {Count) (Count)
Fa0/2 1 1 21 Restrict

Total Addresses in System (excluding one mac per port) 0 0

Max Addresses limit in System (excluding one mac per port) : 6272

Switchi_ :J
Comected0:09:55  Adodetect 9600644 (B0l [ces M [Cwiee [l e .
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1.3.3.4 Ilae 4: Hacmpotime nopm b6ezonachocmu
PedAHCUMA BbIKTIOUEHUSL HA KOMMYMAamope

BeenuTe cienyronme KOMaH bl U1 HACTPOMKH MOpTa 0€30MacHOCTH
peKUMa BBIKITIOUCHUS:

Switch (config)# interface fastethernet 0/2
Switch (config-if)# switchport mode access
Switch (config-if)# switchport port-security
Switch (config-if)# switchport port-security
violation shutdown

Switch (config-if) # end

Switch# ckomupyiite running-config startup-config

* [Tokazarh pexxuM 0€30MaCHOCTH MOPTA.

Ha cnenyrorem cHUMKe SKpaHa MoKa3aH PeXxuM 0e30IMacHOCTH IopTa JIo

ITONBITKHU IMMOBPEKACHUA.

Lloix
Fle Edt View Col Tronsfer Heb

SwitchHshow port-security . )

Secure Port MaxSecurefiddr CurrentAddr SecurityViolation Security Action

Count Count Count
Fa0/2 1 1 0 Shutdown

Total Addresses in Systenm (excluding one mac per port) 0 0

Max Addresses limit in System (excluding one mac per port) : 6272

Switchh_ :j
(Connacted 0:19:32 ko detect (9600 841 D)

* Crenepupyiire TOT e nomtenbHbii [CMP-1akeT u3 npeapiayIero

TeCTa, a 3aTeM 0TOOpa3nuTe PeKUM OE30MaCHOCTH TOPTa.

Crenyromuii CHUIMOK 9KpaHa SICHO MTOKa3bIBAET, YTO ObLI MAKET, KOTOPBIN
MBITaJICA HAPYIIUTH (PYyHKLHIO O€3011aCHOCTH, PEATH30BaHHYIO Ha MOpTy Ne

2. KommyTarop 3a6510KupoBal BPEOHOCHBIN MAaKeT U 3aKPbUI TIOPT.
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<l
Fla JE% DV M Trergdr. Heo
Dl =|3] 0ls| &

Switchishow port-security Al
Secure Port MaxSecureflddr CurrentAddr SecurityViolation Security Action
Count) (Count) Count)
Fad/2 1 0 1 Shutdown
Total Addresses in System (excluding one mac per port)
Max Addresses limit in System (excluding one mac per port) 6272
Switchi j
[Connacted 0:33:42 lAuto detect 9600 8:N-1 (ROl D\‘” B O T e P

Ha crenyroiieM CHHMKE 3KpaHa YETKO BHJHO, 4YTO y3el A MOTEpsit
coeMHeHne ¢ KoMMyTaTtopoM (nHTepdeiic 0/2 ObLI OTKIIIOUEH ), M HAa pabouem

CTONE y371a A TIOSIBUIIOCH IPEMYPEX/Iaoliee COO0IIeHHE.

uwn: mﬂwes\\DOM Mwu
me Wl 8 ASY W D

=R
0 e @

"1 Anetvork et rphoped

§ ok e omectn X

Use 6§06 * Jwo. B, [Fons. Qeim. | G5wt | DU UHNGATHY s

1.4 KpaTkoe copepXaHue rnaBbl

B 370i1 raBe onuchIBaeTCA CO3MaHIE U TPEIOTBPAIICHUE aTaKi OTPABIICHHS
tabmuteit CAM xoMMyTaTopa. ATaka 3aKITI09aeTcs B TOBPEKISHUH 3arrceil B

tabmne CAM mis co3nanust cutyannu DoS. [locne ataku neneBoi

KOMMYTAaTOp CTAHOBUTC HECITOCOOHBIM NEPEChUIATD MMAKEThI B X 3aKOHHBIC

MCCTa Ha3HAYCHMUA. HpaKTI/I‘ICCKI/IC YIIpa)XHEHUA IT1aBbI ITO3BOJIAIOT

IIOJIB30BaTEIAM y3HATh, KaK BBIIIOJIHUTL U MMIPEAOTBPATHUTDL aTaKy OTPAaBJICHUA

tabmuueit CAM xomMyTaTopa.



Mnaea 2

OTtpaBneHue ARP kawa Ha ocHoBe MiM
un DoS-aTak

2.1 BBepeHue

2.1.1 Address Resolution Protocol (ARP)

ARP ucnonesyercs g conocrasienus [P-aapeca ¢ 3agaaasivm MAC-
aapecom (Media Access Control), 4TOOBI ITAKeThl MOIJIN TIEPEAABATHCS 110
nokanbHOU cetn. Coobmiennust ARP oOMeHHMBaroTCs, KOrma OQuH XOCT
3raer [P-agpec (ampec WHTEpHET-MPOTOKONA) YIAIEHHOTO XOCTa M X04eT
onpenenutb MAC-aapec ynaneHHOro xocra. Hampumep, B JOKambHOM
cetu mis momydenus MAC-aapeca xocra 2 xocty 1 HeoOXomuMo cHagana
OTIIPaBUTH COOOIIEHHE 3anpoca MHpoKoBemareabHoro ARP Bcem xoctam
B CETH. 3aTeM y3eII 2 OTIPaBUT OTBETHOE COOOIIeHNEe omHoanpecHoir ARP
obpatHo y31y 1, conepxkamemy ero MAC-anpec. Coobmieane ARP B cetn
Ethernet / IP mmeer BoceMb mapaMeTpoB, a UMEHHO:

ARP Header

Operation code (1: for ARP request, 2: for ARP response)

Source IP address

Source MAC address

Destination IP address

Destination MAC address

Ethernet Header

Source MAC address

Destination MAC address

Ethernet Type (= 0x0806 for ARP message)

17
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ARP ne onpezensier HUKaKUX MIPaBHII IS TTIONACPKAHUSI COTIIaCOBAaHHOCTH
Mmexy 3aronoskoM ARP u 3aronoskom Ethernet. 91o 03Ha4aer, 4To MOXKHO
yKa3aTb HEKOPPEIUPOBAHHBIEC aIpeca MEKIY STHMU IBYMS 3ar0JIOBKaAMH.
Hanpumep, MAC-anpec nctounuka B 3aroioBke Ethernet MmoxkeT otnmvaThbes
ot MAC-anpeca ncrounuka B 3aronoBke ARP.

2.1.2 ARP kaw

Kaxxnprit xoct B cermenTe LAN nMeer Tabnuiry, koropas HazbiBaercs ARP-
Ket, KoTopasi cortoctasisieT [P-aapeca ¢ coorBercTByrormmmu uM MAC-
ajJipecaMu, KaK MMOKa3aHO Ha PHCYHKE HUXKeE.

< Host B’s ARP cache

1P address MAC address
IP_of host A | MAC address_of host A
IP_of host C | MAC address of host C

Host A’s ARP cache
IP address MAC address
IP_of host B | MAC address_of host B
IP_of host C | MAC_address of host C

W ¥
el

—

Host C

Host C’s ARP cache
IP address MAC address
IP of host A | MAC address of host A
IP of host B | MAC address of host B
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CymectByer qBa THma 3anuceii B ke ARP, a umenno: (1) cratuueckue
3aMyCcu: B 3aBUCUMOCTH OT onepainuonHoi cucteMsl (OC) 3amucu ocTaroTcs B
Ka1e ARP nocTostHHO uin 70 mepe3arpy3Ki CUCTEMBI; U (2) TMHaMHYecKue
3aMycu: 3alicH ocTaroTcs B kauie ARP B TeueHre HECKOMBKUX MUHYT (B
3aBucuMocTH oT OC), a 3aTeM yIaistoTCs, €CIM Ha HUX HEeT cChUToK. K
COKaJIEHUIO, MEXaHHU3M CTaTMUYECKUX 3aMKCEl UCIIONb3YETCs TONBKO B
HeOOMBIINX JIOKANTBHBIX ceTsaX. OMHaKo B OONBIINX CETSIX pa3BepThIBAHHE U
OOHOBJICHHE CTAaTHUYECKUX 3amuced B k3mmax ARP He sBistroTcst 00bIYHOM
HPAKTUKOM.

B npuHImIie, B 3aBUCMMOCTH OT OIIEPAIMOHHON CHCTEMBI, COOOIIICHHS
3ampoca win orBera ARP 1Mo3BONSIOT HaM CO3/1aBaTh HOBBIE 3aITMCH U
OOHOBIIITH CymIecTByromue 3amucu B k3me ARP. To ecTs, ecnm 3ammch He
cymiectByet B k31mre ARP, orBerHOE coobmienne ARP mo3Bossier HaMm co3maTth
3amuch B kd1e ARP. Kpome Toro, korjia XocT moixydaer coodIeHue ¢ 3arpocom
ARP, on monaraer, 4yto coemuHeHue OyaeT BeIMoMHEeHO. ClIenoBaTeIbHO, YTOORI
MHHUMH3UpOBaTh Tpaduk ARP, oH co3maer HOBYIO 3amuch B cBoeM k3mie ARP
JUTS aIPECOB, TIPEIOCTABIIEHHBIX B coobmieHnu 3ampoca ARP. Eciu 3amuce yxe
cymectByet B k31mre ARP, To coobmienus 3ampoca mim orBera ARP paspemator
ee obHoBIIeHHE 0 anpecaM (ucxogasiM MAC-aapecam u [P-ampecam),
yKa3aHHBIM B 3arojioBkax ARP.

B 3710i1 m1aBe paccMaTpyUBarOTCs TPU NPAKTUUECKUX ynpakHeHus. [lepBoiid
OIKCBIBAET TEXHUKY oTpaBieHus k31a ARP. JIpyrue nocBsiieHsl peain3anuu

atak DoS 1 MiM, coOTBETCTBEHHO, C HCIIOIb30BAHUEM METOIa OTPaBICHHS
xomra ARP.
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Hcnonp3yrores cnenyromye anmnapaTHble YCTPOHCTBa U IporpaMMHbIE
CpencTBa:

* Cisco switch”

* CommView tool': Network monitor and analyzer tool
(Sniffer)

* CommView Visual Packet Builder*: A Graphical User
Interface (GUI) based packet generator

2.2 JlabopaTtopHas paboTa 2.1: Ataka oTpaBrieHue
ARP kawa

2.2.1 Pe3ynbmam

Lenpb 3TOTrO YyIpaskHEHUsS] COCTOUT B TOM, YTOOBI y4aIuecs y3HaIU, KakK
oBpenuTh KA1 ARP XOCTOB B JIOKaIBbHOM CETH.

2.2.2 OnucaHue

Araxka c orpaBieHrneM ARP-kema sBisieTcst 310HaMepEeHHBIM AelicTBHEM (CO
CTOPOHBI XOCTa B JIOKAJTLHOM CETH) BBEAEHU JIokHOTO IP-anpeca B
comocraBiienne MAC-aapeca B ARP-xamie mpyroro xocra. 910 MOXeT OBITh
C/IeTaHO MyTEeM MPSAMOro MaHUITyaupoBaHus kameM ARP neneBoro xocra
He3aBHUCHUMO OT coobmennit ARP, oTripaBieHHBIX IEJIeBBIM X0CTOM. [yt 3TOTO
3IIOHaMEPEHHBIH XOCT MOXKET THO0 T00aBUTH HOBYIO MOACIBHYIO 3aITUCh B
o ARP meneBoro xocra, 1160 00HOBUTE yXKe CYIIECTBYIOIIYIO 3aIHCh
nogenbHbIME [P-anpecamu m MAC-agpecamu. OTH 1Ba MeToa O0OBSICHIIOTCS
CIIEAYIOLIIM 00pa3oM:

1. Co3naiiTe HOBYIO MOJIEJBHYIO 3aNIUCh: [|JI1 3TOTO IIEIEBOMY XOCTY
ornpasisiercs coobmienue 3anpoca ARP ¢ monnensasiMu [P-anpecamu
ucrounuka 1 MAC-anpecamu B 3aronoBke ARP. Korna nenesoit xoct

*http://www.cisco.net
+http://www.tamos.com
thttp://www.tamos.com
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nony4yaer cooOmeHue 3ampoca ARP, oH momaraer, 4ro coeguHEHHE
JIOJDKHO OBITh BBIMOJIHEHO, U 3aTEM CO3/1a€T HOBYIO 3aIlMCh B CBOEM K3IIIE
ARP, ucnons3ys nopnensubie aapeca ucrounuka (IP u / umu MAC),
npefgocTabieHHble B ARP coo0meHus. 3aronoBok.

2. O0HOBMTE 3aIUCH C MOAIeJIbHBIMU aipecaMu: [Ijist 3Toro
LIeJIEBOMY XOCTY oTnpasisiercs 3anpoc ARP uin orBeTHoe coobuieHue
¢ mogienbHbiMu [P-aapecamu u MAC-anpecamu. Takum oOpaszom,
JIa’Ke ecJlu 3aIllch yXKe cyllecTByeT B kauie ARP neneBoro xocra, oHa
Oyner oOHOBJIEHA C UCTIONB30BaHUeM noenbHBIX [P / MAC-anpecoB.

2.2.3 O6HoesnneHue cmamu4ecko2o ARP kawa

OddexTuBHEI criocob 3ammTs! Kama ARP ot atak oTpaBiieHHs COCTOUT B
WCTIONTb30BaHUU CTaTUYeCKUX 3anuceid B kame ARP. 3anmcu He MoryT ObITh
OOHOBJIEHBI TTAKETaMH 3arpocoB 1 0TBeToB ARP 1 He nMeroT cpoka AercTBus,
€CJIM OHU CTAaTUYHBI. O}IHaKO 3TO MOJKET 00ECITEYNTE JIOKHOE YYBCTBO
6e3omacHocTr B HEKOTOpEIX OC. DakTrudecku, cymecTByoT OC, KOTophIe
OTMEUAIOT CTaTUYECKHE 3aMKcH B cBOMX Kamax ARP, HO aBTOpu3yIoT cBOU
OOHOBJICHHS C TIOMOIITLIO ITAKETOB 3arpocoB U oTBeToB ARP. CiienoBarensHo,
TaKHe 3alCH HeMb3sl pacCMaTpuBaTh KaK CTAaTHYECKHUE 3aIHCH, a CKOpee KaKk
rocTosHHEIE 3anmrc B Kammax ARP. Heckombko pacnpoctpaneHHBIX OC ObLTH
MIPOTECTHPOBAHEI Ha MTPEAMET TOBPEXK/ICHIS HX CTATUYECKHUX 3aITHCeH C
romottsio ARP-3ampocoB 1 oTBETHBIX cOOOIICHM. B kauecTBe mpuMepoB
HIDKE TTOKa3aHo, 4To ysA3BUMBI TONEKO ARP-xamr Windows 2000 u SunOS
Solaris 5.9. Cnegosarensao, Windows 2000 1 SunOS Solaris 5.9 ne
3aIUIIAIOT 37I0YMBIIUIEHHUKA OT TIOBPEXICHUS CTATHYECKHUX 3aITHUCEH.
OcraBuuecs nporectupoBanuble OC MpenoTBpaTUIIN MOBPEXKICHUE U
oOHoBNeHHe cTaTndeckuX 3amnceil B kemax ARP. [Toatomy B atnx OC
CTaTHYECKasl 3aI¥Ch ABISETCS MOCTOSTHHON 1 HE MOXKET OBITh OOHOBIIEHA C
roMo1bio ARP-3an1pocoB 1 OTBETHBIX COOOIIIEHH.
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OOHoOBMNeHUe ctaTnyeckux sanucewn B kawax ARP ¢

Mcnonb3oBaHMeM cooblleHun 3anpocoB u otBeToB ARP

Can an ARP Carn an ARP
request response
update a static | update a static
entry in the entry in the | Status of the
ARP cache? ARP cache? entry
Windows 7 Home [] Mo Permament
Premium and static
Windows Vista NO Mo Permanent
and static
Windows XP Mo Mo Permanent
and static
Windows Server Mo Mo Permanent
2003 Enterprise and static
Edition
Windows 2000 Yos Yos Permanment
but not static
Ubuntu 810, Mo Mo Permanent
Kernel 2.6.27-7 and static
generic
Red Hat Mo Mo Permanent
Enterprise 7.2, and static
Kernel 2.4.9-e.12
Free BSD 5.0 MO Mo Permanent
and static
SunO5 Solaris 5.9 Yos Yas Permanment

but not static

B npunnmme, uto661 moBpenuTh 3anvcu B kare ARP neneBoro xocra,
BPEIOHOCHBIN XOCT TeHEpPHUPYyeT CooOIIeHns 3amnpoca win orsera ARP,
BKiItouas nopaensueie [P u MAC-anpeca.
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OnHako Ha MpaKTHKE yCIeX 3TOH BPeJOHOCHONH aKTHBHOCTH 3aBUCHT OT
OIlEpallHOHHON CHCTEMBI LIETIEBOr0 X0CTa. BpenOHOCHBIN y3€1 MOXET
MOMBITATHCSL OTTIIPABUTh MONACIBHBIE OTBETHEIE cooOmieHust ARP nenesomy
Y311y, 1aXKe eCIIM 3JIOHAMEPEHHBIN y3el He TOMy4Yr HUKaKoro COOOIIeHuUs
3anpoca ARP ot neneBoro y3na. Ecou OC 1ieneBoro xocra mpuHUMAET
noanensHoe oTBeTHoe coobuieHne ARP ot BpenoHocHoro xocra, He
MpoBepsisi, ObLIO JIK paHee CreHepupoBaHo coodiieHue 3ampoca ARP, To
noiy4deHHoe orBetHoe coobmenne ARP nospeaut xam ARP nenesoro
xocta. Ogaako HoBbIe OC Oosiee yCTOMYUBBI U HE MOJIBEPKEHBI 3TON aTake.
AJIbTepHATHBHO, 3IOHAMEPEHHBINH XOCT MOXET TIONBITATHCS OTIIPABHUTH
coobmenwust 3arpoca ARP Bmecto coobmienuit orsera ARP. B cnenyromeit
TaOIHIIe TPUBEACHBI PE3YJIBTATHI SKCIIEPUMEHTA, TIPOBEACHHOTO Ha
Heckonbkux pacrnpocrpaHeHHbIX OC. Llenbio sKkcriepuMenTa ObLIO BBISIBUTD,
kakue OC ¢ TuHAMIYECKUMU 3anmucsiMH B Kemax ARP ObuTH ysS3BUMBI 1715
aTaku orpaBiieHus kermamu ARP.

O6HoBneHue 3anucen kawa ARP c ncnonbsoBaHuem
coobuweHun 3anpocoB n otBetoB ARP

Windows
Windows Server 2003
Operating | Windows | 7 Home | Windows | Enterprise | Windows
Systems Vista Premium XP Edition 2000
Doesthe | Yes | No | Yes | No | Yes | No | Yes | No | Yes | No
entry
existin
the ARP
cache?
ARP v v v v v v v v v v
request
ARPreply | v | X | v | X | vV | X v X v v
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Update of ARP Cache Entries Using ARP Request and
Response Messages

Red Hat | Ubuntu
Enterprise 8.10,
Mac OS X 7.2, Kernel

Operating | Version Kernel 2.6.27-7 | Free BSD SunOS
Systems 10.7.3 2.4.9-e.12 | generic 5.0 Solaris 5.9
Doesthe | Yes | No | Yes | No | Yes | No | Yes | No | Yes | No
entry
exist in
the ARP
cache?
ARP v v v v v v v v v v
request
ARP ilv | v | v |v|v]| V¥ v | v | v
response

lMpumeyaHue: v = 3anpoc unmn oteeTHoe coobuieHne ARP npuHumaetcs
CUCTEMOW W, crieaoBaTernbHO, NO3BOMSeT OOHOBUTL UMK co3AaTh 3anuchk; n X
= 3anpoc unu oTBeTHoe coobuieHmne ARP OTKITOHEHO CMCTEMOM U,
cnenosaTernibHO, He NO3BONAET OOHOBNATL U CO34aBaTb 3amnuch.

[Ipenpinymmas Tabnuiia 9eTKo yKa3bpIBaeT HA TO, UTO:

* Ecnu 3amich yke cymectByeT B ka1re ARP, Bce mporecTiupoBaHHbIe
OC pazpermmaror ee ooHOBiIeHHE 0 0TBEeTY ARP (7ake mpu oTcyTCTBHI
3arpoca ARP) uim coobmeHusm 3ampoca.

* Ecnu 3amuch He cymiecTByeT B ka1me ARP, MHoOrHe mporecTnpoBaHHbIE
OC He NO3BOJIAIOT CO31aBaTh HOBYIO 3aIKCh C IOMOIIbIO OTBETHOTIO
coobmernst ARP. Oqnako Bce nmporectupoBanHable OC OITyCKaloT
CO3/IaHKE HOBOM 3alKCH € IIOMOLIBI0 coodmeHns 3ampoca ARP.

[ToaToMy, KOTIa MCTIONB3YIOTCS TONBKO OTBETHBIE cooOmmennst ARP, ataky
¢ oTpaBieHHeM Kd31a ARP ctaHOBUTCA TPyAHO peann3oBaTh A
Heckonbkux OC, Kak MoKa3aHo B MpeAblIyLied Tabnuie.
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Tem He MeHEe, OCTaeTCs BO3MOXHOCTh IIPH UCIIONB30BAHUU COOOIICHUH
3anpoca ARP. B 3aknrouenue, Hanbonee pactipocrpanenubie OC mo-
MPSKHEMY YS3BUMBI JJIs aTaku orpasieHus kdieM ARP. BpenonocHbie
MOJIb30BATEIM MOTYT UCIIOIB30BaTh cO0O0IIeHus 3anmpoca ARP mis cozmanus
niu ooHosienns nomuenbaeix 3anuceid MAC / IP B k3max ARP cBoux
neneBbix xocToB. Kpome Toro, ARP-3amnpoc i oTBeTHBIE COOOIIEHUS MOTYT
KCIIOJIB30BAThLCS JUIS MOISPIKaHMSI CYIIECTBOBAHMUS TOIJICIIbHBIX 3aITUCEH
MAC / IP B xomrax ARP 1eneBbIxX XOCTOB.

2.2.4 JkcnepumeHm

Crenyromuii SKCIIEPUMEHT OIKACHIBACT, KaK MoBpenuTh k3 ARP 1emneBoro
X0CTa. DKCIIEPUMEHT COCTOUT U3 CICAYIOIINX JTAIOB:

IIar 1: Ha3znaubte cratnueckue [P-agpeca xoctam cerw.

IIar 2: ITpocmorp ARP-ka11€# XOCTOB.

IIar 3: Co3nmaiiTe BpemoHOCHBIH makeT 3ampoca ARP, 9To0bI mOBpeaUTh KA1
ARP nieneBoro xocra.

2.2.4.1 Apxumexmypa cemu

ApXHTEKTypa CeTH, UCII0Ib30BaHHAs B SKCIIEPUMEHTE, II0Ka3aHa Ha
CIIEYIOIEM PUCYHKE; TPU XOCTa MOAKIIIOUEHBI K KoMMyTaTopy Cisco.

Cisco Switch

Host A Host C
[ g
.g/’ 5 o B,

IP: 192.168.1.2 IP: 192.168.1.3 IP: 192.168.1.4

MAC: 00-11-43-3B-11-9D  MAC: 00-23-18-50-E9-8A  MAC: 00-26-9E-ED-A8-84
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2.2.4.2 Ilae 1. Haznauvme cmamuueckue IP-aopeca
xocmam cemu.

Oo6patutecs k [ase 1.
2.2.4.3 Ulae 2: I[Ipocmomp ARP-kauetl xocmog

UroObl oT0Opa3uTh comepxkumoe ki3ma ARP xocra, BBemuTe OHJIAWH
komaHgy: «C:> arp —a». Hampumep, Ha CHUMKe dKpaHa HIKE TOKa3aHO
conepxxkumoe kdrma ARP xocta A (192.168.1.2).

cv C\WINDOWS\system32\cmd.exe =10] x|
\Jarp -a :l
Interface: 192.168.1.2 —-- 8x3

Internet Address Physical Address Type

192.168.1.3 #B-23-18-50-e9-8a dynamic

N ¥
<« | 4 7

2.2.4.4 Cosoaiime spedorocHwili nakem ARP-3anpocos, umooul
nogpedumu k2w ARP yenesoco xocma

Mpr1 nipenamnonaraeM, 9to xoct C xoder orpaBuTh K311 ARP xocta A, BcTaBuB
CIIEAYIOLIYIO0 HEIOMyCTUMYHO 3anmuck: IP-anpec xocra B <-> MAC-ampec
xocta C. CnenoBarenbHO, XocT C JOIDKEH OTIIPABUTH XOCTY A CIeNyIOMni
TTOIIENBHBIN omHOanpecHbIt ARP-3ampoc

ARP Header

Operation code

1 (for ARP request)

Source |P address

IP address of Host B

Source MAC address

MAC address of Host C

Destination IP address

Any IP address

Destination MAC address

00:00:00:00-00:00

Ethernet Header

Source MAC address

Any MAC address

Destination MAC address

MAC address of Host A

Ethernet Type

0x0806 for ARP message
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Hcnonb3ys 1000 HHCTPYMEHT IMOCTPOCHUS MTAKETOB, BhINICYKa3aHHBIH
noanensHb ARP-3anpoc Moker ObITH Jerko co3nadn. CommView Visual
Packet Builder mpenocrasnsier oueHb ynoOHbIH Tpadudeckuii uHTEpdeiic as
co3nanus nmakeroB ARP. Ha crnenyroriem cHUMKe 9KpaHa TOKa3aHO
CoIep KUMOe MaKeTa MoAIeIbHOro oqHoaapecHoro ARP-3ampoca, co3qanHoro
JUTst oBpexeHus kama ARP y3na A.

Packet Type: IuM‘}P S —— - :j
Ethernet II [00:26:9E:ED:A8:84 - 00:11:43:38:11:9D) =1~
Source MAC Destination MAC Protocol
00:26:9E:ED:A8:84 m00:11:43:38:119D ws  0x0806 : ARP -
ARP [ARP Request] \ .
/BN MAC address of Host A
Type Address Length
00001 : Ethernet - 6 =)
Sender Address (MAC) Target Address (MAC)
00:26:9:ED:A3:84 \ = 00:00:00:00:00:00 | £
Nidhork oot MAC address of Host C
Type Address Length
00800 : IP = N -
Sender Address (IP) Target Address (IP)
19216813 \!l 19216812 w
Operati
peter IP address of Host B
[1: ARP Request - -

ok ][ concet |

Ilocne ornpaBku BhILIEyKa3aHHOTO noAaenpHoro nmakera ARP Ha xoct
A, x3m1 ARP xocra A Oyner nmoBpexieH U3-3a HEBEpPHOU 3alKcH, KaKk
MIOKA3aHO HIDKE.

_loix
i\>arp —a

Interface: 192.168.1.2 —— 3x3
Internet Address Physical Address Type
192.168.1.3 00-26-9e-ed-a8-84 dynanic —
2NV -

| 2V

CrenoBarenbHoO, 10 Tex Mop, noka ARP-k3m y3ma A ocraercs
MOBPEXAEHHBIM, BECh TpadUK, OTIpaBIsieMblid y3710M A Ha y3en B, Oyner
nepeHanpasiATees Ha y3en C. Cnenyromuye Ba yIpaKHEHHS ONMHUCHIBAIOT
araku DoS 1 MiM, ocHOBaHHbIEe Ha oTpaBieHnH k3ma ARP.
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2.3 JlabopatopHas paboTa 2.2: DoS-
aTaka Ha OCHOBe OTpaBJieHUA
ARP ka3wa

2.3.1 Pe3ynbmam

HCJIB OTOT'0 MPAKTHYCCKOT'O YIIPAXKHCHUA - HAYYUTHb CTYACHTOB BBIIIOJIHATH
DoS-araky, ocHOoBaHHYIO Ha MeTojie oTpaBiieHus k3ma ARP, B cetu LAN.

2.3.2 DoS-amaka Ha ocHoge ompaesnieHusi ARP kawa

DoS-araka, ocHOBaHHasI Ha OTpaBiieHHH K311a ARP, COCTOMT B TOM, 4TOOBI HE
aTb XOCTY-XKEPTBE CBA3ATHCA C OTHUM HJIM HECKOJIBKMMU XOCTaMU B
JIOKAJTBHOMN ceTH. Bo-TiepBhIX, BPEIOHOCHBIH XOCT MOBpekaaeT ko ARP
XOCTa-KepTBBI, UCIIONB3Ys MeTof] oTpasieHns kema ARP (omwcanHbIi B
naboparopHoit padore 2.1). Takum obpaszom, ka1t ARP xocTa sxepTBbI
0o0HOBIIsIETCs oAAeabHBIMU 3anucsamu (IP-aapecom 1 MAC-aapecom), 4To
COOTBETCTBYET HeBepHOU accommaruu [P-aapecoB u HecymecTByromux MAC-
aapecos. [1o3xe, Korma XoCT-KepTBa MBITAETCS OTIPABUTH MAKETHl Ha XOCT,
maker OyJIeT OTIPaBJICH Ha HECYIECTBYIOIIMIA XOCT, BBI3BIBASI CUTYAIIUIO aTaKu
DoS. CrnenoBarenbHO, XOCT-)K€pPTBA HE CMOXET OTTIPABIATH MAKETHl 3aKOHHOMY
XOCTY-TIONY4aTelTto.

Ha cnenyrommem pucynke mokazan ARP-kam1 xocta A KepTBHI TIeper
aTakoir orpaBiieHus1 ARP-kemem.

Victim Host A Host B

Host A's ARP cache
| 1P address MAC address |
I IP_of_host_B MAC_address_of_host_B I
I IP_of_host C MAC_address_of host_C I

Malicious Host C

A Ha cnenyromeM pucyHke nokasaH ARP-xam1 xocta A mocie araku
orpasieHns ARP-kemem.
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Victim Host A Host B

Host A’s ARP cache

IP address MAC address s
IP_of host_ B | Nonexistent MAC address
IP_of host_C MAC _address_of _host_C

Malicious Host C

Ks1r conepuT noaaenbHyro 3alnuch, COOTBETCTBYOILYIO COIIOCTaBIeHHIO [P -
azpeca xocra B ¢ HecymectByromuM MAC-aapecom. CrenoBaTenbHO, JTHO00MH
TTaKeT, OTIPaBIICHHBIN XOCTy B X0ocTOM A, Oyer rnmepeHamnpasieH Ha
HECYIIECTBYIONUH XOCT. ITO cuTyanusi DoS, Tak Kak makeTsl XocTta A He
MOTyT JOCTUTHYTH XocTa B. CnenoBatensHo, xocT A 1 xocT B HE MoryT
O0OMEHUBATHCS JIAHHBIMHU JIOJDKHBIM 00pa3oM, IOoKa He Oy/eT yiaieHa
noanensHast 3anuck B ARP-xo1ie xocta A. 9T0 MOXKET OBITH CIIENaHo0, KOrua
y3enn A 00HOBJISIET CBOE comepkuMoe ka1ira ARP uiu oGHOBIISIET ero, Korja
TTONTyYeH 3aKOHHBIH 3anpoc ARP wimm maker orBera. OmHako 310HaAMEp SHHBII
xocT C MOXKET ITPOIOIDKATh OTIIPABIIATE MOAMEIbHEIHN 3anmpoc ARP Ha xocT A,
W, CIIeIOBATENbHO, MOIeNbHAS 3aIHCh ocTaercs B kamne ARP, u cutyanus ¢
DoS coxpanwuTcs.

Uro0sr orpaButh K311 ARP xocta A, aTakyrommii xoct C gomxeH
OTIPaBUTh Ha XOCT XKEPTBBI A CIIEAYIOIINI MONAEIBHBIN MaKeT
ogHoaapecHoro ARP-3ampoca:

ARP Header

Operation code

1 (for ARP request)

Source IP address

IP address of Host B

Source MAC address

Nonexistent MAC address

Destination IP address

Any IP address

Destination MAC address

00:00:00:00:00:00
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Ethernet Header
Source MAC address Any MAC address
Destination MAC address MAC address of Host A
Ethernet Type 0x0806 for ARP message

2.3.3 JdkcnepumeHm

DTOT IKCTIEPUMEHT OIMUCHIBALT, KaK MPAKTUUYECKHU BHITIONHATH DOS-
aTaky Ha OCHOBE MeTojia oTpasiieHus kdma ARP. B skcniepumente
HCIIONB3YETCS Ta K€ CeTeBasi apXUTEKTypa, KOTOpast ONMCaHA B
nmabopatopHoii padore 2.1. Kpome Toro, Mmbl npeamnonaraem, uto xoct C
SIBJISICTCS] BPEJIOHOCHBIM XOCTOM U TIJIAHUPYET 3alPETUTh XOCTY A
(>xkepTBE) OOMEHHMBATHCS TAHHBIMU € XOCTOM B. UTOOBI BBITOTHATH 3Ty
DoS-araky, xocty C HEoOX0auMo TioBpeauTh K31 ARP xocta A,
BcTaBuB (pasbmuBbii (aiti. 3amuck B ARP-kamie xocra A. TlognensHas
3anuchk - 310 [P-agpec xocra B, cBsi3anHbIN ¢ HecymecTByromuM MAC-
aZipecoM. DKCIIEPUMEHT COCTOUT U3 CIEAYIOLIUX ITAIOB:

[IIar 1: Haznaubte cratnueckue [P-anpeca xocram certu.
[Iar 2. [Tpocmotp ARP-k3mm1a xocra A.

[IIar 3: Co3naiite BpenoHocHslil maket ARP-3anpoca.
[IIar 4: TIposepbre DoS-araxy.

2.3.3.1 Ilac 1. Haznaubme cmamuueckue IP-
aopeca xocmam cemu

O6paturecs k [nase 1.

2.3.3.2 llae 2. Ilpocmomp ARP-kswa xocma A

Ha cnenyromeM cHUMKeE 3KpaHa MOKa3aHo coaepkuMoe kama ARP
y31a A 1o araku orpasiieHus kameMm ARP.
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ov CA\WINDOWS\system32\cmd.exe

\Darp -a
Interface: 192.168.1.2 ——— Bx3

Internet Address
192.168.1.3

31
=10J X
Al
Physical Address Type
#B-23-18-50-e9-8a dynamic
v
| 4

2.3.3.3 2. llae 3. Coz0atime nakem 3anpoca

gpedornocrhozo ARP

Bpenonocusrii maker ARP, BeimymienssIi ¢ xocta C, HaMmepeH UCTIOPTUTH K31
ARP xocra A. Ilomst 3aroioBKOB BpEIOHOCHOTO TTakeTa 3ampoca ARP
YCTaHaBJIUBAIOTCA CIIELYIOLIUM 00pa3oM:

ARP Header

Operation code

1 (for ARP request)

Source IP address

IP address of Host B

Source MAC address

AA:AA:AACAACAACAA
(Nonexistent fake MAC address)

Destination IP address

Any IP address

Destination MAC address

00:00:00:00:00:00

Ethernet Header

Source MAC address

Any MAC address

Destination MAC address

MAC address of Host A

Ethernet Type

0x0806 for ARP message

CommView Visual Packet Builder ucrionesyercs st co3nanus
BPENOHOCHOTO NakeTa ogHoaapecHoro ARP-3ampoca i noBpexxaeHus
xoma ARP y3na A. Ha cienyroniem CHUMKeE 9KpaHa MOKa3aHo

COACPIKUMOC BPECAOHOCHOT'O

nakera ogHoaapecHoro ARP-3ampoca.
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Q Visual Packet A | g
File
Packet Type: |ARP -
Ethernet II [00:26:9E:ED:A8:84 - 00:11:43:38:11:9D} B’ ~
Source MAC Destination MAC Protocol
D0:26:9E:ED:ABR4 = 00:11:43:38:1190 w  (x0B806: ARP -
ARP [ARP Request] \MAC address of Host A 5
Hardware
Type Address Length |
0x0001 : Ethernet - 6
Sender Address (MAC) Target Address (MAC)
ALALALAAAALAA ®  00:00:00:00:00:00 ® E
\ A nonexistent MAC address
Network Pretecel
Type Address Length
00800 : 1P - 4 &
Sender Address (IP) Target Address (IP)
19216813 \ = 19216812 -
Operation IP address of Host B
|1: ARP Request - 3
ok [ conca ]

Ha crnenyrommem cHUMKe 9KpaHa MOKa3aHO HOBPEKACHHOE COAEPKUMOE K1

ARP y3na A mocine ataku.

e\ CAWINDOWS\system32\cmd.exe
\Darp -a

Interface: 192.168.1.2 ——— Bx3

Internet Address
192.168.1.3

Physical Address
aa-aa—aa—aa—aa-aa

Type
dynamic

2.3.3.4 llaz 4: Ilposeoume DoS-amaxky

YroOsl mpoBectn DoS-araky, xocT A nuHryeT Xoct B u3 KomanHOrO
okaa MS-DOS (C: \> ping 192.168.1.3). Ha cineayromem CHUMKe
9KpaHa YeTKO BUITHO, YTO y3el A He MOoJTydaeT HUKAaKoro oTBeTa Ping ot
y31a B. D70 He moTomy, 4TO y3en B He MOJKIIIOYEH K CETH WU
OTKJIOHSIET 3anpockl Ping ot y3ma A ¢ momomsto 6panamayspa. Ckopee,
3TO CBsI3aHO C TeM, uTo K311 ARP xocta A nmoBpexaeH, u 3amnpoc Ping
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(axo-nmaketr ICMP) ne noctur xocra B s renepauuu otBera Ping
(maket orBera ICMP). 3anpoc Ping Obu1 oTripaBnen Ha
HecyuiecTByomul xoct, uet MAC-azpec sBisieTcs «aa-aa-aa-aa-aa-
aa». CnenoBarenbHo, y3ei B He renepupyer orBetHblil maker ICMP.

o% C:\WINDOWS\system32\cmd.exe - ping 12:11 =101 %]
*\Dping 12.168.1.3 :J

inging 12.168.1.3 with 32 hytes of data:

equest timed out.
equest timed out.
equest timed out.

«| | 47

2.4 JlabopatopHas paboTa 2.3: MiM-aTtaka Ha
ocHoBe oTpaBneHust ARP Cache

2.4.1 Pesynbmam

Lenb 3TOro mpakTH4ecKoro yrnpaxHEHUsI COCTOUT B TOM, YTOOBI CTYACHTHI
Hay4YHJIMCh BRITOMHATh MiM-aTaky B JIOKaJLHOW CETH Ha OCHOBE METOIA
orpasieHus k3mra ARP.

2.4.2 MiM-amaka Ha ocHoge ompaeJsieHusi ARP-k3wa

Araka MiM sBnsiercs pacnpoCcTpaHEHHBIM METOJIOM, UCTIONb3yEMBIM IS
MIPOCITYIIMBAHUS CETEBOr0 TpauKka B KOMMYTHPYEMBIX JIOKAIbHBIX CETSIX, U
OCHOBaHa Ha NoxAelbHbIX coodmennax ARP. Ora araka cocrout B
TepeHanpasieHnH (TiepeHanpaBiIeHN ) CETEBOro Tpadrka MeX Ty IBYyMs
LIETEBBIMU Y3JIaMH Ha BPEOHOCHBIN y3eil. 3aTeM 3JI0HAMEPEHHBINA XOCT
MIEPEHAIIPABUT MOMY4YCHHBIE ITAKETHl B ICXOAHOE MECTO Ha3HAYEHHUS, TaK YTO
CBSI3b ME&XKIY ABYMS LIEJIEBBIMH XOCTaMHU He OyleT pepBaHa, 1 M0Ib30BaTeNn
JIBYX XOCTOB HE 3aMETAT, YTO UX TpauK MPOCITYILINBAETCS
37I0YMBIIIJIEHHUKOM.

IIpu Takoro pona aTaxkax 3JI0HaAMEPEHHBIN MOJIB30BATENb CHAYAIA
BKJIIOYaeT Mapipytusanuio [P-nakeTtoB cBoero xocra, 4ToObl JeiCTBOBATH B
KauecTBe MapUIpyTH3aTOpa U UMETh BO3MOXXHOCTH IIE€PEChIIaTh
MepEeHaNpPaBICHHBIE TAKEThl, KaK IOKAa3aHO Ha CIEAYIOIEM PUCYHKE.
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MiM attack

Host A Host B
@) - ——— == -
== b); — ©,
IP packet
& routing enabled
Host C

(Attacker host)

3aTeM, UCTIONB3Ys TEXHUKY oTpaBicHus k31ma ARP, 3monamepeHHbIi
TIOJTh30BaTeNb TIOBpekaaeT K ARP ByX 11€/1€BBIX XOCTOB, YTOOBI
3aCTaBHUTH JBa XOCTa MEpeciaTh BCE CBOM MAKETHl BPEIOHOCHOMY XOCTY. DTO
Ype3BhIYaitHO 3 (HEKTUBHO, €CIIH YUECTh, YTO MOTYT OBITh OTPABJICHBI HE
TOJIBKO XOCTBI, HO M MapIIPyTH3aTOPhl / 1IUTI03bL. Bech uHTEpHET-TpaduK 11t
X0CTa MOXKET OBITh MEPEXBAYEH C MOMOIIBI0 aTaku MiM Ha XOCT U
MapIIpyTU3ATOP JOKAJIbHOU CETH.

Ba)kHO OTMETHUTH, UTO €CIIM 3JIOHAMEPEHHBIN XOCT MmoBpekaaer kamm ARP
JIBYX 1I€JIEBBIX XOCTOB, HE BKIIFOUHMB CBOK MaplpyTu3anuto IP-nakeroB, To 3T
JIBa XOCTa HE CMOT'YT OOMEHUBATHCS TIAKETAMH, B 3TO OY/IET CUTYaIHsl aTaKu
DoS, kak nmokasaHo B cieayromias iudpa B aToM ciiydae 3710HaMEPEHHBIH XOCT
HE NIEPEChUIACT MOITYUYCHHBIE MTAKEThl UX 3aKOHHBIM aJipecaraM.

ack

D :
(@t — — K- — — —>‘i@',,, Host B
— ﬁ) 3 L%

IP packet
routing disabled

Host C
(Attacker host)

Artaka MiM, Kak 1MoKa3aHo BBIIIE (TO €CTh BTOPOU MpeIbI Iyt
PHUCYHOK), Tae XocT C sIBIIsieTCs] BpEIOHOCHBIM XOCTOM, a XOCThl A u B
SIBJISIFOTCSL ABYMS 11€IEBBIMH XOCTAMH, BBIITOIHSIETCS CISTYIOLIMM 00Pa30M.
Bo-nepBeix, Host C BritoaeT mapipytusanuio cBoux [P-nakeros,
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a 3areM paspymaeT k31 ARP xoctoB A u B, ncnonb3yst MeToa OTpaBiIeHUS
xoma ARP. Ha pucyHke HuKe MOKa3aHbl Ha9albHBIC 3aiCcH B K31max ARP
xocToB A u B 1o araku orpasnenust kemem ARP.

ARP cache of Host A ARP cache of Host B

IP address MAC address 1P address MAC address
IP_of Host_B MAC _of Host B
IP_of Host C MAC _of Host C

1P_of Host A MAC_of Host A
1P _of Host C MAC _of Host_C

(Attacker Host)

[Mocne aTaku Ha cIEAYIOIIEM PUCYHKE TIOKa3aHbI HEJOYCTUMBIE 3aITHCH B
xomax ARP xoctoB A u B.

Invalid entries
ARP cache of Host A ARP cache of Host B

IP address MAC address

IP address MAC address
1P of Host B MAC of Host C
IP_of Host_C MAC_of Host C

IP_of Host A | MAC of Host C
IP_of Host C MAC _of Host C

~

- ®
Host C
(Attacker Host)

To ectpb xoct A cBs3pBaet [P-anpec xocta B ¢ MAC-agpecom xocta C, a Xxoct
B cBaseiBaer [P-anpec xocta A ¢ MAC-aapecom xocta C. CienoBarensHo,
BCE MaKeThl, OTIPAaBIEHHBIE XOCTOM A Ha XocT B, cHauana OyayT oTnpaBiieHbl
Ha xoct C. 3atem xocT C nepeHanpaBuT X Ha XocT B, Tak kak
MapmpyTtuzanus [P-nakeroB Ha xocte C BKiItodeHa. TOYHO Tak ke BCe
MAKeThl, OTIPaBIEHHbBIE XOCTOM B XocTy A, cHavyana OyayT OTIIPaBIIEHBI XOCTY
C; 3atem y3en C nepeHamnpasisieT UX Ha y3enl A.
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Cy1miecTByer MHOKECTBO MPOCTHIX B UCIONB30BAHUN HHCTPYMEHTOB,
KOTOpBIE MO3BOJISIOT MPOBOAUTE ataky MiM, Hcronb3ys B OCHOBHOM
OITMCAHHYIO BHIIIE TeXHUKY. [I[puMepamMu Takux HHCTPYMEHTOB siBisitorcst ARP
Spoof Tool, Winarp_mim, SwitchSniffer, WinArpSpoof, WinArpAttacker u Cain
& Abel. Onnako, HCTIONB3YsI ATH TOTOBBIE K UCIIONIB30BAHUIO HHCTPYMEHTHI,
CTYAEHTHI HE CMOTYT y3HAaTh, KAK IPAKTHYECKH BBIMONMHsETCS ataka MiM.
Takum 00pa3oM, TOJIBKO JUIsi 00pa30BaTENIbHBIX IE/IeH B IPUBEICHHOM HUXKE
SKCIIEPUMEHTE ONUCHIBAIOTCS JICHCTBHUS O BBITIOTHEHUIO aTaku MiM.

B kauecTBe mpuMepa Ha CIeqyIONIeM CHUMKE SKpaHa IpeCTaBIeH CHUMOK
9KpaHa ¢ rpaduyeckum uHTepdericom nHcTpymMenTa SwitchSniffer.
[Monw3oBarens cHauana ckanupyer LAN, 94TOOBI ONpeeuTh MOAKIIOUCHHBIC
Y3JIBI, & 3aTE€M MPOCTO BHIOUPAET IIENEBbIC Y3IIbl. 3aT€M HHCTPYMEHT TIOBPEIUT
K31 ARP BBIOpaHHBIX IIEJIEBBIX XOCTOB, YTO MO3BOJIUT ITOJB30BATENIO
MPOCIYIINBATH X TPA(UK.

SwitchSniffer v1.4,0 - Freeware B

| Network  View Settings  Help

B[] & [¢]
Sean | Option Definition | Homepoge LiveUp  Help

Start Stop

=10) x|

| LocalHostslnfo(49) | RemoteHostsInfo(0) | SessionsInfo(0) |

10.70.72102
& 107072109 1070724 1070724 Ur
l 107072113 1070725 1070725 ur
1070.72116 10707212 esho Ur
10707218 10707215 jcoexp200101797. aa uaeu ac.ae Ur
% 10707212 10707216 Cohgp200503052 aa uaeu ac. se Ur
:gggg 10707218 colgp200309191.28 Usew 5¢.06 Ur
107072129 10707220 cctbp200101598 a2 uaeu ac.ae Ur
107072131 10707221 corgp200303438 aa uaeu ac. s Ur
107072137 10707223 meos200501860. a2 useu ac ae Ur

0 107 79 1% | 10707225 icbelpkghoudin aa uaeu ac.ae Uv'

—g Local I@ Remole—l& SeMcesl Mm% rommrnmm AN N AN I'ly

X 102/26/07 11:17:02] wowwnse={ SwitchSritfet 1 4.0 - Fraoware e
[02/26/07 11:17:28] Scan stans
(02/26/07 11:17:50) Scan completed

@ Output |§7 Alcrll

Ready B0 4 00) (O00:00:0 | T—Wml

2.4.3 OkcnepumeHm

B crenyromiem 3kcriepuMeHTE OMUCBIBAETCS, KaK MPAKTHUECKU BBITIOIHUTH
araky MiM c ucnonb3oBaHrEM MeToza oTpaieHus kama ARP. B
9KCIIEPUMEHTE UCIIONB3YETCsI TA JKE CETEBasi apXUTEKTypa KOTopas OlrcaHa
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B nabopatopHoii padore 2.1. Kpome Toro, Ml penmonaraem, 4ro xoct C
SIBJISICTCSI BPEIOHOCHBIM XOCTOM U HAMEPEBACTCs MIEPEXBATUTD Tpa(UK,
KOTOPBIM 0OMEHHUBAIOTCS XOCT A U XOCT B, ncnone3sys araky MiM. UtoOst
BBITIOJIHUTD ATy aTaKy ¢ MPOCIyIIuBaHueM, XocTy C HeoOX0IUMO MOBPEIUTh
1 ARP xoctoB A u B, BcTaBuB noielIbHEIC 3anucH B uX k311 ARP.

3KCHepI/IM€HT COCTOMUT U3 CJICAYIOUIUX OTAIlOB!:

[Iar 1: Ha3zunaubTe cratnueckue [P-aapeca xoctam cerw.

[lar 2. Bxitounte [P-mapmpytuzanuro Ha xocte C.

[ar 3: [Tpocmotrp ARP-kamreit xoctoB A u B.

[Tar 4: Co3naiiTe 1Ba BpeAOHOCHBIX MakeTa 3anpoca ARP.

[ar 5: IpoBepsTe ataky MiM.

[ar 6: Canddum u ananuzupyem Tpaduk Mexy xoctramu A u B.

2.4.3.1 Ilae 1. Hasnauvme cmamuuecxkue IP-adpeca xocmam
cemu

Oo6parurech k [ase 1.

2.4.3.2 Ilae 2. Bxarouume |P-mapwpymuzayuio na xocme C

[lo ymomuanuto [P-mapmpyruzanus ortkirodeHa. BpemonocHbri yzem C
JIODKEH BKITIOYMTH MapuipyTuianuio [P-makeroB, d9ToOBI [I€HiCTBOBATH B
KauecTBe  MapLIpyTH3aTopa M  HMETh  BO3MOXHOCTb  II€pEChUIAaTh
nepeHanpasiicHHbIe [P-1makeThl, KOTOPbIE OH MOITYYaeT.

Komanma «C:>ipconfig/ally mo3Bonsier mpoBeputh, BKIIOYeHA Jid IP-
MapuipyTh3anus Ha xocte. Ha cnenyromeM CHUMKE 3KpaHa Ioka3aHo, uto [P-
MapLpyTH3alus oTKIodeHa Ha xocre C.

8 Cedmormiznses W T o

C:\>ipconfig 7all
Mindows IP Configuration

Host Mam8 . « ¢ ¢« ¢ s s s o s« « =« 2 CIT-PC
Primary Dns Suffix . . . . . . . =
nd;ﬁiyr Ble sia sie bisiaie ol s l't‘zbrld IP Routing is not
uting abled. « ¢« ¢« ¢« « + « 3
VINS Proxy Enabled. . . . . . . . : Mo enabled '

DNS Suffix Search List. . . . . . : WAG325N
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Mp! npeanonaraem, uto xoct C paboraer non ynpasienuem Windows XP
i Windows 7. UtoObl BrirOUMTH [P-MapipyTusammto, Heo0X0IumMo
HW3MEHUTH 3HAYEHUE CUCTEMHOM pErucTpauuu, cesizanHou c IP-
MapIIpyTH3alKEH, CIeayIoImUM 00pa3oM:

1. B mento «Ilyck» (Start) Beibepute «Boimomauth» (Run).
2. Beenure regedt32.exe nnm regedit.exe u Haxkmute kHOTIKYy OK.
3. B penakrope peectpa nepenaure K:

HKEY LOCAL MACHINE \SYSTEM\CurrentControlSet\
Services\Tcpip \Parameters

4. Bribepure 3amuch «|PEnableRouter» (cm. Cremyromuii CHUMOK SKpaHa JUist
Bkiouenus [P-mapmpyruzanum B Windows XP wim Windows 7).

2 Registry Editor
File Edit View Favorites Help
a | Tepip * || Name Type Data

St 4 ForwardBroadcasts REG_DWORD 0x00000000 (0)
¥, $csa 44 Hostname REG_S2Z arm-pc
. Adapters . REG_SZ nshomenet
DNSRegisteredAdapters C ?" REG_DWORD 4
. Interfaces il REG_SZ El
| PersistentRoutes 4¥/NV Hostname REG_SZ Cm-pC
Winsock W4 QualifyingDestinationThreshold REG_DWORD 000000003 (3)
Dadtnrmanre T || #¥|SearchList REG SZ Y
< " I « [0 ’
Computer\HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\services\Tcpip\P: ) l
- )

5. UtoOs1 BKItounTh [P-MapmmpyTuzamuio, mprucBonTe 3HaAYCHNE
1 3ammucu «IPEnableRouter».
6. 3akpoiiTe pemakTop peecTpa.

Heob6xoaumo nepesarpy3uts XocT C, 4TOOBI 3TO H3MEHEHHNE BCTYIIHUIIO B CHILY.
Crenyromuii CHUIMOK 9KpaHa IoKa3bIBaeT, uTo [P-mapmpyTusanus BKiIrodeHa
Ha xocrte C.

C:\>ipconfig sall
WVindows IP Configuration

Primary Dns Suffix
Node Type

IP Routing Enabled
WINS Proxy Enabled
DNS Suffix Search List
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2.4.3.3 Ilae 3. IIpocmomp ARP-xsweti xocma A
u xocma B

C xocra A, muHr XocTa B m Haoboport; 3areM mpocMmorpute ux k3mu ARP.
Hanmpumep, Ha ciemyromemM CHUMKe 9KpaHa MoKa3aHo cofepkumoe ARP-kama
xocTa A.

oy CA\WINDOWS)system32\cmd.exe

:\)arp -a
Interface: 192.168.1.2 ——— 0x3
Internet Address Physical Address Type
192.168.1.3 00-23-18-58-e9-8a dynamic
N\ Y
4| | M

2.4.3.4 I[llae 4: Co30atime 06a 8pedoHoCHbIX nakema 3anpoca ARP

UroOsl orpaButh K311 ARP xocta A u xocra B, ¢ momomisio CommView
Visual Packet Builder co3marorcs 1Ba MoIe/IbHBIX MAKETa OIHOAIPECHBIX
ARP-3anpocoB. CHauana y3en C oTmpaBiser noaaensHblii maker ARP-
3arpoca OgHOAPECHO! Mepeaadyn Ha y3eia A, 9ToObl MOBpeaAnuTh ero kot ARP
(kKax TTOKa3aHO Ha CIEAYIONIEM CHUMKE dKpaHa).

Packet Type: [{\!{P i ___vJ I
Ethernet IT [00:26:9E:ED:A8:84 - 00:11:43:3B:11:9D] =y~
Source MAC Destination MAC
00:26:9€:ED:A8:84 W 00:11:43:38:11:9D "
ARP [ARP Request] \ 2
MAC address of
Hardw:
T HostA
Type Address Length
0x0001 : Ethernet v 6 %
Sender Address (MAC) Target Address (MAC)
00:26:9E:ED:A8:84 uw 00:00:00:00:00:00 E
MAC address
Network Protocol of Host C
Type Address Length
00800 : IP - 4 $
Sender Address (IP) Target Address (IP)
192168.13 o w 192168.1.2
Operation IP address of Host B
1: ARP Request -

(i) ()
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3atem y3en C oTmpasisieT Ipyrod MoaAeNbHbIN nakeT 3ampoca ARP
OITHOAPECHOM mepenayn y3i1y B, uro0sl moBpeauts ero karr ARP (cm.
CHHMOK 3KpaHa HIXE).

@ Visual Packet Builder. _i
File '
| —_——————— .,
Packet Type: [ARP B
Ethernet Il [00:26:9E:ED:A8:84 - 00:23:18:50:E9:8A] 2l ~
Source MAC Destination MAC
00:26:9E:ED:A8:84 u00:23:18:50:£9:8A L]
MAC address
ARP [ARP Request] of HostB #
Hardware
Type Address Length
0x0001 : Ethernet v 6 2
Sender Address (MAC) Target Address (MAC)
00:26:9E:ED:A8:84 u00:00:00:00:00:00 E
MAC address
Network Protocol of Host C
Type Address Length
0x0800: IP - 4 %
Sender Address (IP) Target Address (IP)
192168.1.2 W 1921681.3
. \ IP address of Host A
Operation
(1 ARP Request z -
oK | cancel

Ha crnemyronmmx cHEMKax 3KpaHa MOKa3aHbI MOBpexaeHHbIe K ARP xocToB
A (BepxHwuii 3xpaH) u B (HIKHUI 5KpaH), COOTBETCTBEHHO, TIOCIE OTIIPABKU
JBYX BBILICYIIOMSHYTBIX ITOJJIENIBHBIX TAKETOB ofHOaxpecHoro ARP-3ampoca.

cv C\WINDOWS\ system32\cmd.exe -IDI 5[
\Darp -a :I
Interface: 192.168.1.2 —— Bx3

Internet Address Physical Address Type
192.168.1.3 B0-26-%e-ed-a8-84 dynamic

Interface: 192.168.1.3 ——— Oxe
| Internet Address Physical Address Type =
192.168.1.2 #0-26-9e—ed—-a8-84 dynamic '
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2.4.3.5 Ilposeoume amaxy MiM

Ecmn NPpEAbIAYIINE HIarv BhIMMOJIHEHBI IIPaBUJIbLHO, TO, KOIIa XOCT A IMUHTYCT
X0CT B, XocT A 00BIYHO MOTyYaeT OTBET 3X0-3arpoca oT xocTa B (oTBeTHOE
coodmerne ICMP). Ongnako TpaduK, KOTOPhIM 00MEHHBAIOTCS XOCTH A U B,
CHauaJia nepeHarnpasisiercs Ha XocT C, a 3aTeM OTIPABISACTCS B €r0 3aKOHHBIH
ITyHKT HAa3HAYCHUs, U BCE 3TO 0€3 UX BeAoMa. DTO CBA3aHO C TEM, UTO K3IIU
ARP xoctoB A 1 B moBpexIeHEbI.

2.4.3.6 Cuugpdum u ananuzupyem mpagux mexncoy
xocmamu A u B

OO0bI4HO, KOTIIA y3€1 A IpOoBepsIeT CBI3b ¢ y3ioM B, axo-maker ICMP
oTIpaBiseTcs y3iioM A Ha y3en B. 3arem y3en B orBeuaer, ornpabisis y3imy A
orBerHbIN nakeT ICMP. CienoBaTenbHo, JiBa akera oOMeHuBaroTcs. OqHako
B arake MiM, onucaHHO B 3TOM MPAKTHYECKOM YIIPaXKHEHUH, TPOUCXOIUT
00MeEH JeThIphbMS TTakeTaMu. To ecTh MePBBIA MmakeT - 3To dxo-nakeT ICMP,
oTIpaBieHHBIN Xo0cToM A Ha XocT C. BTopoi maker - 310 3x0-mmaker ICMP,
niepecmanabiid xoctoM C Ha XocT B. TpeTuit makeT - 3T0 OTBETHBIN ITAKET
ICMP, ornipaBnennsiil xoctoM B Ha xocT C UeTBepTHIi MaKeT - 3TO OTBETHHIN
maketr ICMP, mepecbutaemsiii xoctoM C X0CTy A, Kak TIOKa3aHO Ha
CIIEAYIOIIEM PUCYHKE.

Host A Host B

@) @)

"'{’s’.’\, (3) ICMP Reply 7 »
Packet

(4) ICMP Reply
Packet

(2) ICMP Echo
Packet

(1) ICMP Echo
Packet

Malicious host C
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Ha xocte C cuuddep CommView ucnonp3yercs st 3aXBaTa YeTbIpex
oOMeHeHHBIX TlakeToB. AHann3 MAC-aJapecoB UCTOYHNKA W Ha3HAYCHUS
YeThIpeX 3aXBaUCHHBIX MTAKETOB SICHO MIOKa3bIBAET, YTO OOMEHEHHBIH Tpaduk
ping Mexxay xoctoM A 1 xocToM B Ob11 nepenanpasie Ha xocT C.

Ha cnexyrorem cHUMKe 9KpaHa moKasaHo, 9to sxo-naker ICMP (Packet
# 1) 611 oTnpaBieH xocToM A Ha xocT C, xots [P-aapecom nakera
seisiercsa [P-anpec xocra B.

File Search View Tools Settings Rules Help
'F | Local Area Connection vy
v g R %

%o Latest P Connctions | @ Packets | [ Logging | §p Rules [ B Alems |

4 Ethernett No Protocol  Src MAC Dest MAC Src 1P Dest IP
Destination MAC: 00:26:9E ED:A5:84 —— e B 10246842 G
Source MAC: 00:11:43:36:11:90 2 WICMP  00:269EED A5:ad 00.2316.50.6984 © 19216842 7 19216513 |
Ethertype; 0x0800 (2048) - P 3 PACMP  00/26.9E ED AS:34 004142 38:08 ? 19216814 ? 19216812 |
Direction: fn PACME  00:23:18:50:69:84 00269EED:AS., 7 19216813 7 19216812 |
Date: 10.Jun.2011 5 wacwe 00:26 9EED A5:84 &5 B4 7 19216814 7 18216813 -

6 IPACMP 00:26.9E ED 48:34

4
5

6 ? 192168103 7 19216312
7 IPACMP  00:11:4338:11:90

8

9

? 19216812 T 19216313
? 19246814 7 19216312

Time: 10:05:24.356633
Delta: 0,000000

¢ %9 A
Frame size: 74 bytes wPACMP 00 269E ED-AS34

PACMP 00:26:96.ED.28:84

Frame number: 1 10 IPACMP  00:23:18:50:€9:84 ? 192.168.1,2
- P 11 Pacme 00:26 9L ED.AS:B4 00:23:18:50.£034 * 19216813
1P version: 0x04 (4] 12 Pacme 0026 9EED 4584 0011433841 ? 192 192.163.1
Header length. 0x05 (5) - 20 bytes E 13 IPACMP 00:11:43:38:11.30 00;26:9€:E0:A8: ? ? 19216813
Differentiated Services Field: 0x00 1) 14 IBICMP  002696ED-A534 00:11:43:36:11 » ? 192168.4.2

Total length: 0x003C 160) 15 PAcMe 00.269F ED A8 54 T 19216813 -
10: Ox4740 (15240) 4 .o ;
:::;m S ok 26 9% ED AB 84 00 11-43 3B 11 9D 08 00 45 00

00 30 47 40 00 00 80 01<70 2B 20 A% 01 02 CO A
Time 10 Iive- 0430 126) S5-AL € 0219999 08 L 92:Co &
Protocol: 0301 (1) - ICMP
Checksum: 0x702B (2871%) - correct
Source IP 192.165.1.2
Destination IP: 192.168.1 3
P Options: None

4 v
Type: 0408 @) - Echo
Code: 000 ) -

W&plurc Off  Phts:1din/61 out/4 pass Auto-saving: Off Rules: 1 On Alarms:Off 1% CPU Usage

Ha crenyroriiem cHEMKe KpaHa mmokasano, uto sxo-maker ICMP (Packet #
2) 6s11 mepenamnpasier xoctoM C Ha xocT B, xota [P-agpec ncrounmka nakera
sersiercst [P-agpecom xocra A.
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File Search View Tools Settings Rules Help

V] |[ Local Area Connection |

B AdUneE S

| % Latest IP Connections | 73 Packets | ] | Logging | 4 Rules | U Alarms

4 Hnametdl | No  Protocol  Stc MAC Dest MAC SecIp DestIP .

Destination MAC: 00:23115:50 €984 |

1 PACMP__00:14336:119D _ 00269EEDAS. 7 19216812 7 19216313
Source MAC: 00:26 9E:E0:A834 | T T T -

0025850690 KF 19216602 KM 19016813

Ethertype: 00800 (2048 - IP 3 IPACMP  00.269EED:ASB4 00:11:43:3810 1., 7 19216514 7 10216812
Ditection: Out | 4 IPACMP  00:23:16:50:E9:84 00.269EED:AS.,. ? 19216813 2 19216812
Date: 10-jun-2011 S IPACMP  00:26 9E ED-A5:84 00:2518.50:6984 7 19246814 7 192168013 ©
Time: 10:05:24.357599 § IPICMP  00:269EEDAB54 00:11:4338:11 7 19216843 ? 19216812 |
Delta: 0.000966 7 IPACMP  00:11:43:38:4190 00:269EEDAS.,. 7 19218812 7 19216813
Frame size: 74 bytes 8 IPACMP  00:269E ED:A5:84 00:11:4338:11 7 19216814 ? 10216812
v 9 IPACMP  00:269EED:45:34 002318506984 7 19216612 7 19216813
Frame number.2 10 IPACMP  00:2318:50/E9:84 00:269EED48:.. * 19216813 7 19216812
ar 11 PACMP  00:269EED A3:34 002313508984 7 19216514 7 19216813
1P version: 0x04 (4) 12 PACMP  00:260EEDABE4 00:11:43:38101;,., 7 19216813 7 192.168.1.2
Header length: 0605 (5] - 20 bytes & 13 IPACMP  00:11:43:38:11:50 00:269EE0:48:.,. * 19216812 ? 19216313
Differentisted Services Field; 0x00 (0] 14 IPACMP  00:269E £045:84 0011433800 7 19216814 > 19216812
Toallngih D003 €0 A ey I el TR
10: 0x4740 118240} ‘ ] '
Flags |
Fragment offset: 030000 0) ey
0x0010
Time to live. Ox7F (127) 0x0020
Protocol 0x01 {1) - ICMP DXE'OJC'
Checksum: 0x712B (28971) « correct %0040
Source IP 192.165.1.2 Ehia
Destination [P 192.168.1.3
IP Options: None
PR
Type: 0508 @) - Echo
Code: 000 0) -
L HERERERE
Capture: Off Phts: 14.in / 61 out / 4 pass Auto-saving: Off Rules: 1 On Alarms: Off 3% CPU Usage

U na cnemyromem CHIMKE SKpaHa IMoKa3aHo, 4To oTBeTHBIH maker ICMP
(Packet # 4) 6wt oTrIpaBieH xoctoM B Ha xocT C, xots1 [P-ampecom nmakera
sersiercst [P-aapec xocra A.

File Search View Tools Settings Rules Help

B |[tecslareaConnection ]

W E Y- @

g=2 e

L
| % Latest IP Connections | 3 Packets | 1] Logging | 4 Rules | &p Alarms |

a'Bheloet§ 2 No « Protocol Sre MAC Dest MAC Srcip DestIP -
Destigation WA OURRIEEDARRS | 1 PACMP  0011:43:38:1190 00:269EED:AB:... 7 19216812  ? 19216313 |
Soproe MAC: DZHABH0E05A 2 PACMP  DO-26:9EED-ASB4 00:2315S0:E9RA 7 19218512 7 19216513
Ethertype: 010800 (2043] - 1P 3 PACMP 00 00:11:433B:11. 62.
Direction: in 2 PO 00:23: - 3
Date: 10-Jun-2011 S 1PACMP 00:26:9E-ED:AS:B4 63.] b K b
Time: 10:05:24.358635 & PACMP DO:269E-ED-A3 34 ? 19216813 ? 19216812 ‘
Delta: 0001018 7 IPACMP  00:114338:119D ? 19216802 7 19216813
Frame size: 78 bytes 8 IPACMP 00:26 9E ED-AS B4 00:11:433B:11,.. 7 19216814 ? 15216812 ‘

2 WPACMP D0:269EED-AS 34 00:23:18:50: 8984 7 19216812 7 19216813

Eraage numben 4 10 IPACMP  00:23:18:50,€9:84 00:269EED:48:... 7 19216813 7 19216812

PR 11 PACMP  00269EED-ASE4 00:2318:50E984 7 19216814 7 19216813
1P version: 0x04 ) 12 wACaP 00:26:9EED-A854 00:11:43:38:1 1 ? 19216813 7. 19218312
Header length: 0305 [5) - 20 bytes = | 00:11:43:38:11:90 2 s 2 19216813
Ditterentiated Services Field: 0200 ©) z 2 19216312
Total length: 0x003C 60} ? 8- 13 -
10- 0x5599 (22681} |« »
Flags =
Fragment offset: 0x0000 10} i 3%
Time to live: 0x0 (125) ||t 55 &
Protocol: 001 (1 - ICMP Gthash o
Checksum: OXSED2 (24274) - correct i

Source [P 192.168.13
Destination IP: 192.168.1.2
1P Options: None o
- ICMP
Type: 0400 [0} - Echo reply
Code: 0300 ) =

==

Capture: OFf Pkts: 18 in / 61 out / 4 pass Auto-saving: OFf Rules:10n Alarms: Off 1% CPU Usage
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Huxe npuBeneH CHUMOK 3KpaHa, MOKa3bIBAIOIIUN, YTO OTBETHBIN MaKeT
ICMP (Packet#6) 6611 epecian xoctoM C Ha XOCT A, XOTS HCXOAHBIH IP-
azpec nakera sipnserca [P-agpecom xocra B.

File Search View Tools Settings Rules Help

W |[ocat e Comecton —

Al R ALY )

@ Latest IP Connections | @ Packets 1.l Logging [ Rules | 5 Alarms

4 Ethernet 1l & No - Protocol  Sre MAC Dest MAC Src 1P Dest P :
Deitineioh MAC 0L A BLLS0 | | IPACMP  00:11:433B:1190  O00:69EED:AS.. 7 19216812 7 19216813
Source MAC: 00-26:9E:€0:AB:34 2 IPACMP  00:26.9EED:ABE4 002313508984 7 19216602 7 19216843
Ethertype: Ox0500 (2048) - IP 3 WACMP  00:26 9EED;AB:B4 00:11:43:36:11 7 19216814 7 19218812
Direction: Out 4 IPACMP  00:23:18:50:69.84 O0:269EEDAS.. 7 19216313 7 19216812 |
Date: 10-Jun-2011 ‘ 5 _[PICMP  00:26:9E:ED:A8:84 00:23:18:;50:6984 7 19216814 7 10216813
Time: 10:05:24 358721 | 5 00:09E ED:ABEA 00LLAIZBAL.

Detta1 0000023 7 PACMP 0011114336119 00.269EED:AB,.. 7 19216802 7 19216813
Frame:stae 74 bytas ‘ 8 IPACMP  00:269EED:ABS4 00114336015, 7 19216844 7 1921681,

9 IPACMP  00.269EED:ABSA 002343508984 7 19216612 7 19216843
Frame number 8 10 [PACMP  00:23:18:50:E9:84 00:269EED:AR:. 7 19216813 7 19216812

a 11 PICMP  00-269E-ED:ABB 0231850984 7 19216814 7 19246813
1P version: 0x04 (4) 12 PACMP  00:269E:ED-AB:3A 0011433641, 7 19216843 7 19216843
Header length: 0405 (5) - 20 bytes £l 13 IPICMP  00:41:43:36:1190 00:269CED:AB:.. 7 19216812 7 19216813
Ditferentiated Services Feld: 000 @) | | 14 PACMP  00:26:9EED:AB84 OOAIAI3BAL., 7 19206314 7 19216812
Tt lngi 01003 60 ‘ 13 WIS ONSEDAMM  BIsoms ?mimil 7 isel)
10: 05899 (22681] L n +
Flags = 50 o
Fragment otk 0080 ) o0 103 COAE O teaen ey
Time to Ive: 0x7F [127) 020020 58t €8 ‘: 5 3 et
Protocol: 0x01 f1) - ICMP betaid PRI ey
Checksum: 0xSFD2 (24530} - correct | eooid VeI v
Source IP: 192.168.1.3 ZO
Destination P 192.168.1.2 }

P Options: None

« ICMP
Type: 0x00 [0) - Echo reply
Code: 0x00 0) -

[Re =)=
Capture: Off Pkts: 14 in /61 out / 4 pass Auto-saving: Off Rules: 1 On Alarms: Off 1% CPU Usage

2.5 Pe3rome rnasbl

B s710ii maBe obcyxnanock coznanue DoS- 1 MiM-aTak Ha OCHOBE MeTOza
orpasieHus kdma ARP. DoS-araka He mO3BOISET XOCTY-KepTBE 0OMEHUBATHCS
JaHHBIMU C OJHUM HJIM HECKOJIBKUMH XOCTaMH B JIOKaJbHOM ceru. Ataka MiM
WCHOB30Bajach JIs IIepexBaTa CeTeBOro Tpaduka MeXIy XOCTaMH B
KOMMYTHPYEMOI1 JTIOKaabHOU ceT. CTyAEHTHI y3HaNIM, KaK BBIIOIHITH aTaKu
DoS u MiM Ha ocHOBe TEXHOJIOIUU oTaaaKu K3ma ARP B koMMyTHpyeMbIix
JIOKAJIbHBIX CETSIX.



Mnaea 3

OOGHapyxeHue n
npenoTBpaLleHne aHoOMasribHOro
Tpadumka ARP

3.1 BBeaeHue

[Takers! HeHOpMabHOro ARP (Address Resolution Protocol) 00bruHO BBOASATCS
B CETh Il MOBpekaeHUS Kammeit ARP meneBbIx XocToB. ATaka OTpaBIICHUS
ARP, ontrcanHas B riiaBe 2, SIBIAETCS MPUMEPOM aTaK, KOTOPBIE UCIIONB3YIOT
HeHopMalbHbIe TakeTsl ARP 1iist mpocirymmBaHus 1 MaHHUITYTHPOBAHUS
JTaHHBIMU, TPOXOAAIINME depe3 JokanbHyIo ceTh (Local Area Network).
AHoMabHBIC aTaK{ Ha OCHOBe TTakeToB ARP mpemcraBisror ocoObIit mHTEpEC,
TTOCKOITbKY OHU SIBJISIFOTCS BRICOKO HAMEPEHHBIMU M OOBIYHO HHULIUUPYIOTCA,
MTO[IEPKUBAIOTCS U KOHTPOIUPYIOTCS IIOABMHU. JTH aTaKd MOTYT BBIITOTHATHCS
HOBHYKAMH C HCIIOIb30BAHIEM IIMPOKO JOCTYITHBIX U MPOCTHIX B
WCIIOh30BAaHUY MHCTPYMEHTOB, CIIEIIHANBHO pa3paboTaHHBIX JJIS 3TOU IIEIH.
Bornee ombITHBIE TOTB30BATENH CO 3JIBIM YMBICIIOM MOTYT UCIIOIh30BATh
TeHepaTopHI MAKETOB ISl CO3JaHMs HEHOPMAaITbHbIX TakeToB ARP mis
BBITIONTHEHUS aTak. M3-3a BRICOKON aKTyaJIbHOCTH 3TOW MPOOIEMBI HECKOIBKO
penreHuit as odecriedeHus: 6e30MacHOCTH, HAYWHAS OT JIOPOTOCTOSIIIX
kommyTtaropoB JIBC, anmapaTHBIX ¥ MPOrpaMMHBIX CPEICTB OOHAPYKEHUS

45
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u npenotpauienus srop;xennit (IDS / IPS) u 3akanunBas ycrpoiictBaMu
Unified Threat Management (UTM *), koTopbie 00beIUHSIIOT MEXaHU3MBI
JUIsl YIpaBJIeHUs] HIMH ¢ HeHOpMaJbHBIM Tpadukom ARP.

Orta 11aBa cHavyalia OlCHUBAET OOIIME PEIICHUS 0e30MMacHOCTH
OTHOCHUTENBHO UX CIIOCOOHOCTH OOHAPYKUBAThH U PEIOTBPALIATh
HeHOpMalbHBIH Tpaguk ARP. 3aTeM B 171aBe ONMUCHIBAIOTCS TPH MPAKTHYECKUX
sanstus. [lepBas npakruyeckas nadopatopus (Lab 3.1) nocsiena
oOHapykeHHio aHoMalibHOroO Tpaduka ARP ¢ ucrnons3oBanuem XArp 2.
Bropas npakrudeckas nadoparopust (Lab 3.2) mocpsiiieHa npeoTBpalieHuio
aHomanbHOro ARP-Tpaduka ¢ ucronbp3zoBaHreM QyHKIHHA 0€30MaCHOCTH
Dynamic ARP Inspection (DAI). peanuzoBaHoro Ha kommytaTtope Cisco
Catalyst 3560 mst cpenst 6e3 DHCP. Tperbst npakruyeckas pabora
(;maboparopras padora 3.3) mocesiieHa IPeaOTBPAIICHHIO HEHOPMAJIbHOTO
tpaduka ARP c ucrons3oBanmem GyHkiumii 6ezomacHoctr Dynamic ARP
Inspection (DAI) u DHCP Snooping, peann3oBaHHbIX Ha kKomMmyTaTope Cisco
Catalyst 3560 ms cpenst DHCP.

B mpakTuveckux ynpaxHEeHUSX UCTIONB3YIOTCS CIEAYIONINE allapaTHbIC
YCTPONCTBA U MPOrpaMMHBIE CPEJICTBA!

* Cisco Catalyst 3650 Switch’

* XArp 2%: Abnormal ARP traffic detection tool

* CommView Visual Packet Builder®: A Graphical User
Interface (GUI) based packet generator

* DHCP Turbo: a DHCP server tool

3.2 AHomanbHble naketbl ARP

Cyl1ecTBYIOT pa3iIn4HbIe TUIIBI HeHOpManbHbIX akeToB ARP. Hekoropeie
MAKEeThl BPEIHbI U PEICTABISAIOT O4eHb CEPhE3HYI0 yrpo3y. pyrue He Tak
BPEIHBI, HO MOT'YT UMETb CKPBITHIH KOHTEHT, KOTOPBIN SIBIISIETCS YACTHIO
MOTEHLUANbHON BPEIOHOCHOH eITENbHOCTH. bbUTo HaeHTHPHUINPOBAaHHO

*UTM (Unified Threat Management): ucronbs3yeTcst AJsl OMHCAHUS YCTPOWCTBA OE30MaCHOCTH,
MMEIOIIEr0 MHOKECTBO QYHKIMIT B OXHOM O1OKe, BKIrouast Opanamayap, cucremy IDS win
IPS, dunbrpanuio cama B 3MEeKTPOHHOM MOYTE, AHTUBUPYCHYIO 3aIIUTY U (PUIBTPAIHIO
conepskumoro B World Wide Web.

thttp://www.cisco.com

ihttp ://www.chrismc.de s
http://www.tamos.com
thttp://www.weird-solutions.com
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YeThIPe BO3MOKHBIX THUIIA aHOMaJIbHBIX MMakeToB 3anmpoca ARP u mects
BO3MOYKHBIX TUIIOB aHOMaJIbHBIX ITakeroB orBera ARP. B tabmunax 3.1 u 3.2
MePEYHCIICHBI UACHTU(PHUIIMPOBAHHBIC TUITBI aHOMAJIBHBIX TTAKETOB 3aIlPOCOB U
orBeToB ARP coorBercTBeHHO. [leTanu 3aKIi09aroTCs B CICIYIOIIEM.

P#1, P#5, u P#7: YcrpoiicTBa 0€30TIaCHOCTH JIOJDKHBI
OTCJIeKUBATh comnocTapieHus aapecos [P-to-MAC (Internet
Protocol-to-Media Access Control). Kaxprit maker ARP
conepxut conocrasnenue aapeca [P-MAC. Ilaker 3anpoca ARP
conepxkut conoctaninenue [IP-MAC ornpasurens. [laker oTBera
ARP conepxut conocrasienue [P-MAC pa3pemniennoro
kommbroTepa. Kaxaoe otoOpakeHue BCTaBisIeTCsl B 0a3y TaHHBIX.
Ecmu oTcnexnBaeMoe cOmoCTaBlIeHHE HAapyIaeT TEKyIInue
COTIOCTABIICHHSI, JOJDKHO OBITh CTEHEPUPOBAHO TPEIYTIPEKICHNUE.
baza nannbix conocrasiennii [IP-MAC-anpecoB MoxeT ObITH
3al10JIHEHAa aBTOMATHUYECKU WU BPYYHYIO.

P#2, P#6, u P#8: [1lakersr ARP mmeroT ocoOnie orpannueHus. B makere
3anpoca u orBera ARP MAC-aapec ucrtounnka FEthernet momken
cootBercTBOBaTE MAC-aapecy ucrounnka ARP. B orBere ARP MAC-
anpec HaszHaueHus FEthernet momken comagate ¢ MAC-ampecom
HazHaueHust ARP.

P#3: O0b1unbiit ARP-3ampoc gomkeH ObITh OTIIPABJICH Ha
mupokoBemarenbHsii MAC-anpec, a He Ha omHoanpecHbii MAC-anpec.
Takue maxkeTsl HCIONB3YIOTCS IPOrPaMMHBIM 00€CIIEYEHNUEM OTPABICHUS
ARP 11 aTaxku TONBKO HA KOHKPETHYIO MAIlIHY, @ HE Ha BCE MAIIKMHBI B
JIOKaJIbHON CETH.

P#9: O6prunsIil oTBeTHBIN akeT ARP momkeH OBITh OTTIpaBieH Ha
onHoanpecHbiii MAC-aapec, a He Ha MUpoKoBelarenbHblii MAC-
aapec. Takue makeTbl HCHOIB3YIOTCS! IPOIPAMMHBIM 00€cIIedeHHEM
orpasieHust ARP s araky Ha Bce MaIlIMHBI B JIOKAJIBHOW CETH.

P#4 u P#10: B nakere ARP ecTb nossi, KOTOpble UMEIOT OrPAHUYECHUS
OTHOCHUTEJIBHO 3HAYEHHH, KOTOPbIE OHU MOTYT NPUHSATH. DTH 3HAYCHUS
JOJDKHBI OBITH TPOBEPEHBI Ha paBUiIbHOCT. OToOpakenust ARP moryt
He coneprkaTh onpeznenennslie [IP-agpeca. K Hum otHocATCcs
LIMPOKOBEIIATENbHAS U MHOI0AIpeCHas pacchliika, & TAKXKe HYJIEBbIE
azapeca.
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Tabnuua 3.1 Cnucok BO3MOXHbIX HEHOPMaribHbIX NaKeToB
3anpocoB ARP
P& P#4 (Unexpected
(Unicast| IP or MAC address
Packet ARP in ARP request
Identifier PEl P2 request) packets)
ARP Header
ARP REequest Eequest Request | Request
Ciperation
Source IP | IP address of |IP address 0.0.0u0
d I'IC"S-t A, l::li-ﬂ. I'Ili:lﬁt.-!'l. 755,755 755, 755
pdulticast
Mot in the
network subnet
Source AT address | MAC OO0 (000
hAALC of a non- address of a -
existent host | host A )
pulticast
Drestimation 00,00
IP 755,255 755 755
pdulticast
Mot in the
network subnet
Drestimation
MAAIC
Ethernet Header
Source MMAC OO0 (0 -0
MAAC E|C|C| ress ﬂ[ a [F—fF—”—H—H—"
nonexistent I
hast Multicast MAC
Drestimation Unicast | 0000 -0a0-00-000-00
MAL Umicast or
Multicast
Does the s Pl i M
packet
corrupt the
ARP cache?




Ta6bnuua 3.2 Cnucok BO3MOXHbIX HeNMpaBuIbHbIX NakeTtoB oTBeTa ARP (npogomkeHue)
PHY
(Broadcast | P#10 (Unexpected
Packet Identifier Pi#is P#6 PH7 ] ARP reply) | IP or MAC address)
ARP Header
Operation Reply Reply Reply Reply Reply Reply
Source IP IP address of a  [IP address 0.0.0.0
Multicast
Mot in the
network subnet
Source MAC MAC address of [ MAC 0000 000000
a nonexistent  |address of a R F-fF
host host A _
Multicast
Destination IP IF_E IF_B (000D
255255255255
Multicast
Mot in the

network subnet




Tabnuua 3.2

Cnucok BO3MOXHbIX HenpaBuIbHbIX NakeToB otBeTa ARP (npoaonxeHue)

PHa
{Broadcast | P#10 (Unexpected
Packet Identifier PES PEG PET PEE ARP reply) |IP or MAC address)
ARP Header
Destination MAC MMAC address | MAC (M01-CH0 00 D000
of a address of a IR
nonexistent | host B Hicas
- Multicast
Ethernet Header
Source MAC M A (-0 000000060
address of a - F-FE-FE-fF
nonexistent Hicas
host Multicast
Destination MAC MaAC - Fi-FT-Ff-FF-1F | O0-00-00- D0-00-00
address of a Fi-fF- -7
nonexistent e
host Multicast
Does the packet corrupt | Yes Mo Mo M Mo Mo

the ARP cache?
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Hekoroprie MAC-anpeca B makerax ARP oueHb mog03puTenbHBL.
Hampumep, nukakoe comocrapienue [IP-MAC He 10KHO UMETh
Ha3HauYE€HHOTO MIMPOKOBENIATEIEHOI0, MHOT0AJPECHOT0 WU HYJIEBOTO
anpeca MAC. [P-anpeca kaxxgoro nakera ARP nomxHbsI HAXOIUTHCS B
onnoit noxaceru. [lakerst ARP ¢ IP-anpecamu, koTopble He IpUHAATIEKAT
MOJICETH CETEBBIX MHTEP(EHCOB, SBJISIOTCS MOAO3PUTEIBLHBIMU U
JIOJDKHBI OBITH TIPEAYIIPEHKICHBI,

TaOnuiet 3.1 1 3.2 OKA3BIBAIOT, YTO TOJILKO HEHOPMAJIbHBIC TTAKEThHI
P# 1 uP#5 moryr noBpexxaars kammu ARP 11eneBbIx XocToB ¢
nonnenbabpiMy 3amucsiMu [P-MAC. OcraBimecst HCHOpMaJTbHbBIS
makeTbl ARP He moBpexatoT ko ARP. OnHako oHE BCeE e11e MOTyT
OBITH BPEIHBIMHU U CKPBIBATH MTOTEHIIHAIBHYIO aTaKy, Takyro kak DoS
(otka3 B 00ciy:kuBaHuu). CiienoBare/ibHO, HEOOXOAUMOCTh
peanu3aiyu d3PGEKTUBHBIX pEIICHUI 0€30I1aCHOCTH, CIIOCOOHBIX
00HapYyXUBaTh BCE BUJIBI HEHOPMaILHBIX MTakeToB ARP, cranoBHTCS
HEOOXOIAMMOCTHIO.

3.3 JKcnepuMeHT

JKCTepUMEHTHI OBLIH MPOBECHBI IIUPOKO, YTOOBI OLIEHUTH

3¢ hekTHBHOCTH 00X pelIeHni 6e30MacHOCTH B O0OHAPYKEHUHU U
MIPEIOTBPAIICHNN aHOMalIbHOTO Tpaduka ARP. BeiOpanHsie pereHus
0€30macHOCTH TIOAPA3IEISIOTCS Ha YeThIPe KaTeropri, a MMEHHO:

* KoMMyTaTopbl JIOKaJIbHOW CETH
— Cisco Switch 3560 Series
— Juniper Switches EX3200

* Cepus mporpammuoro obecnieuenus IDS / IPS
— Snort IDS

— XArp 2
— Sax2 NIDS
* Anmnapathslie cpenctsa DS / IPS
— Cisco IPS 4255 Series
— TopLayer Model 5000
— IBM ISS Proventia Model GX4004C

— SourceFire
— TippingPoint 50
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* YerpoiicTBa yHU(DUIIMPOBAHHOTO YIIPABICHUS YT PO3aMH
(UTM)
—— Juniper Netscreen 50
Tabnuma 3.3 moka3eiBaeT penieHus: 6€30MacHOCTH, KOTOPbIe BKIFOYAIOT
MeXaHH3MBbI TpoBepku ARP, He3aBUCHMO OT THIIA TPOBEPKH.

B nocnenyromux skcnepuMenTax ycrpoicto «IPS TippingPoint
50» uckirouaercs, MOCKOIbKY OHO BKIIodaeT mpoBepky ARP, koropas
HE CBsi3aHa C OOHAPY)KEHHEM JISHCTBUIA 110 OTpaBiIeHuUIO K31ia ARP.
YerpoiicTtBo ucnonb3yet Tpu noamnucu ARP, uToOsr mpoBepuTs,
conepkar i nonst «Tun obopynoBanus» u «THIT TPOTOKONA» B
3aronoBke Ethernet qonmyctumeie 3HaYeHUsI.

Cpenu perieHnii 6€30MaCHOCTH, KOTOPHIE BKIIFOYAIOT MEXaHU3MBI
npoBepku ARP (tabmuma 3.3), B Tabnure 3.4 mokazaHbl T€, KOTOpPBIE
MOT'YT ITOJTHOCTBIO MJTH YaCTHYHO OOHAPYKUTh HEHOPMAIIbHBIE MAKEThI
ARP, nepeuniciennsie B Tabmmmax 3.1 u 3.2. cnons3ys naHHbIE,
npencTaBiieHHbIC B TabmwIe 3.4, CTAHOBUTCSI OYCBUIAHBIM, UYTO HU OTHA
cHCTeMa He MpeJyIaraeT WaeaqbHOro PEIIeHns Ui 00HAPYKEHHS
orpasieaus ARP. M3 mporecTrpoBaHHBIX cucTeM XArp 2 sSBIsSETCS
WJealbHbIM C TOUYKH 3PEHUS KOINYecTBa OOHAPYKEHHBIX
HeHOpMaJbHEIX MakeToB ARP. Snort IDS siBiisiercst Xoportei
aIBTEPHATHBOMN, HO 002 OHM BBITIOIHAIOT TOIBKO OOHApY)KEHHE U HE
cocoOHbI mpenorBpaTuTh ARI-aTaku. CuctemMbl TpeqoTBpaIIeH s T
OIOKUPOBKH, Takue kKak koMMyTatopsl Cisco cepun 3560 nmu Juniper
Switch cepun EX3200, siBisroTcst Hanboiree aMOUITHO3HBIMHE, HO
OOBIYHO TPEOYIOT CIIOKHBIX MPOLIEAYP YCTaHOBKU. Kpome Toro,
BBICOKAsI CTOMMOCTD 3THX KOMMYTATOPOB JIETAET 3TO pEIIeHne
HEIOCTYITHBIM Ut MHOTUX Kommnauuit. Cisco [PS sBnsercs cucremoit
MIPEIOTBPAIIEHHS U SIBIISICTCS OrPAaHUYEHHBIM aJIbTEPHATHBHBIM
pelIeHueM, MOCKOIBKY OH MOXKET padoTaTh C HECKOIBKUMH TUTIAMH
HeHopManbHBIX TakeToB ARP (P # 1 u P # 5). Tem He MeHee, BayKHO
IIOMHUTH, uTO nakeTel P # 1 u P # 5 asasarorcs nauboiee
rcnonb3yeMbiMy ntakeramu ARP Bo BpeMst araku oTpaBieHHs K3IIeM
ARP, mocKonbKy OHU SBISIOTCS €IMHCTBEHHBIMH ITAKETaMU, KOTOPHIE
MOTYT MOBpennTh K31 ARP 1ieneBbIx xocToB.

Sax2 NIDS He MoxeT 00HapyXHUTh KaKOH-THO0 HEHOpMabHbIN
MaKer, OmMcaHHbIi B Tabimnax 3.1 u 3.2. OQHaKo OH MOXKET
oOHapyxuBaTh ITOpMOBOH Tpaduk ARP-3ampocoB u Tpaduk
ckaaupoBanust ARP. Dtor Tun Tpaduka aTaku UCTIONb3YyeT OOBIYHbIE
naxerbl ARP.
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Tanuua 3.3 PelueHusa 6e3onacHocTu, BbinonHsowmne ARP
Inspection
Performing | Detection
ARP or
Inspection? | Prevention
Type {Yes or No) | Solution?
Cisco 3560 Switch Switch Yes Prevention
Series
Juniper Switchas Switch Yes Prevention
EX3200 Series
Snort IDS IDS software tool | Yes Detection
XArp 2 D5 software tool | Yes Detection
Sax2 NIDS IS software tool | Yes Detection
Cisco IP5 4425 IPS appliance Yas Detection
Series
Toplayer Model IPS appliance No Detection
5000
IBM 155 Proventia
Model GX4004C IP5 appliance Mo Detection
SourceFire IPS appliance Mo Detection
TippingPoint 50 IPS appliance Yas Detection
Juniper Metscreen LT Mo Detection
50

B rabmure 3.4 «gacTHuHO 0OHAPYKEHHBII» 03HAYAET, 4YTO YCTPOMCTBO
00Hapy)XHBaeT BCE MM HEKOTOPBIE MaKeThI 3anpoca win orsera ARP,
KOTOpBIe UMEIOT Heoxxuaanneie [P-anpeca u / unmu MAC-anpeca
WCTOYHMKA WM Ha3HAYCHUS.



Ta6nuua 3.4 O6GHapyxeHue HenpaBuUnbHbIX NakeToB ARP 3anpocoB n otBeTOoB
P& PE2 2] P PES P P&T P&8 PHA PE10

Cisco Detected | Detected | Mot Mot Detected | Detected | Detected | Detected | Mot Mot
3560 detected |detected detected |detected
Switch
Series
Juniper |Detected | Detected | Mot Not Detected | Detected | Detected | Detected | Not Not
Switches detected |detected detected |detected
EX3200
Series
Snort Detected | Detected | Detected | Not Detected | Detected | Detected | Detected | Mot Mot
D5 detected detected |detected
XArp2 |Detected | Detected | Detected |Partially | Detected | Detected | Detected | Detected | Detected | Partially
tool detected detected
Sax2 Mot Mot Mot Mot Mot Mot Mot Mot Mot Mot
MIDS detected |detected | detected |detected | detected | detected |detected | detected | detected |detected
Cisco IPS | Detected | Not Not Partially |Detected |Not Detected | Not Mot Partially
Series detected | detected |detected detected detected | detected |detected
4255
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3.3.1 MexypoeHegasi nposepka ARP

Jiis oOHapy»keHHsI HeHOpMaIbHBIX TTakeToB ARP P#2, P#6 u P#8,
ONUCaHHbIX B Tabnmuuax 3.1 u 3.2, mexanu3m nposepku ARP nomken
HMMETh BO3MO)KHOCTb BBITIOJIHATh MEXKYPOBHEBYIO ITPOBepKy ARP
Mexy 3aronoBkamu Ethernet u ARP. B makerax 3anpocoB u OTBETOB
ARP MAC-anpec ucrounnka Ethernet nomken conagars ¢ MAC-
anpecom ucrounnka ARP. Omnako B orBerHoM nakere ARP MAC-aapec
HaszHaueHus: Ethernet nomken coBmagats ¢ MAC-anpecoM Ha3HAuSHUS
ARP. B tabnuiie 3.5 nepedynciieHbl penieHus 0e30MaCHOCTH, KOTOPhIS
BKJTIOUAIOT MEXKYPOBHEBBIE MEXaHU3MEI TpoBepKu ARP.

3.3.2 [lIpoeepka cocmosiHusi ARP

OtBetsr ARP momkaBI 00BIYHO clieoBath 3a 3ampocamu ARP. Ipormece
06Hapy7KeHI/I$I C ITOJIHBIM COCTOSTHHUEM JOJIPKCH 3alIOMHUHATH BCE 3aIIPOChI
ARP u conoctaBmsith ux ¢ orBetamMu ARP. MHorne mHCTpyMEHTHI
orpasieans ARP ornpasnsror orBersl ARP, koTopsie He
3ampammBaoTcs. B Tabnmie 3.6 mpuBeIeH CIIUCOK PEIICHUN
0e30macHOCTH, KOTOpPbIE BBITIONHSIOT TTPOBEpKH cocTOsTHUS ARP mist
3arpocoB ARP Ha orBeTbl ARP. Mexanm3mel nmpoBepku ARP mMoryT
BBIIaBATh JIOXKHBIE OTYETHI 00 00HAPYKEHIH B HEKOTOPBIX CIydasiX, TaK
KaK MalllMHbBI XOTAT PacIpOCTPaHsITh cBoe comocrapicHue IP-MAC-

aJlpecoB Ha Jpyrue MaIlluHEbL
Tabnuua 3.5 PelueHns 6e3onacHOCTH, BbINONMHAOWMNE MEXYPOBHEBYIO
npoBepky ARP

Performing Cross-Layers ARP
Inspections?

Cisco Catalyst 3560 Switch Series Yes
Juniper Switches EX3200 Series Yes
Snort IDS Yes
XArp 2 Yes
Sax2 NIDS No

Cisco IPS 4425 Series No
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Ta6bnuua 3.6 PelueHnsa 6e3onacHOCTU, BbIMOJHAKOLWME NPOBEPKY
ARP

Performing ARP Stateful
Inspections?
Cisco Catalyst 3560 Switch Series No
Juniper Switches EX3200 Series No
Snort IDS No
XArp2 Yes
Sax2 NIDS Yes
Cisco IP5 4425 Series No

Cpenu BBIIIEYTIOMSHYTBIX MPOBEPEHHBIX PElICHUI Oe30MacHOCTH
nHCTpyMeHT XArp 2 u Sax2 IDS sBiSIOTCS €TMHCTBEHHBIMA
PEIIeHUSIMU, KOTOPhIE BHIMOTHSIOT TIPOBEPKY cocTostaust ARP.
3.3.3 Wmypm ARP 3anpocamu u ARP
CKaHupoegaHue

3.3.3.1 IlImypm ARP 3anpocamu

Juaammdeckue 3anncu ARP ocrarorcs B kamie ARP B Teuenne
HECKOJIBKUX MUHYT, a 3aT€M YIAJSIFOTCSI, €CJIA Ha HUX HET CCHUIOK.
CrnenoBarenbHO, 4TOOBI coxpaHuTh K311 ARP meneBoro xocra
MTOBPEXKICHHBIM MOJICTHHBIMU 3aITACSIMH, 3JI0HAMEPEHHBIC
MOTB30BATENH MOTYT HITYPMOBATH IENIEBOM XOCT ITaKeTaMH 3aIpOCOB
ARP. [lpyrumu cioBaMu, 3710HAMEPEHHBIH XOCT MPOJOKAET
HENPEepBIBHO OTIIPABIIATH MAKETHI ¢ moyiebHbIMUu ARP-3anpocamu Ha
ueneBoi xocT. Ecnu konnuecTBo nakeToB 3anpoca ARP B cekyHy
npeBbITIaeT nopor 3ampoca ARP, 3To yka3siBaeT Ha TO, 9TO TPOUCXOAUT
wtopm 3anpoca ARP.

3.3.3.2 ARP cranuposanue

Bo3moxxnast npuunHa ckaHupoBanusi ARP B JTOKanbHBIX ceTsX - U3-3a
AKTUBHOTO TIPOTPaMMHOr0 o0ecrieueHus /iy HaOIoAeHUs UK BUpYca,
BBINIONHSIIOIIEro ckanuposanue ARP.
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Tabnuua 3.7 PelueHnsa no o6ecneyeHUto 6esonacHoOCTH, BKIo4as
ARP Request Storm un / unn mexaHnsmbl o6HapyxeHusa ARP-
CKaHUpPOBaHUs

Detect ARP Detect
Request Storm? | ARP Scan?
Cisco Catalyst 3560 Switch Series No No
Juniper Switches EX3200 Series No No
Snort IDS No No
XArp2 No No
Sax2 NID5 Yes Yes
Cisco IP5 4425 Series No No

B tabnure 3.7 mokazaHsl penieHus 0€30IMacHOCTH, KOTOPHIE
BKITIOUAIOT MEXaHU3MBI JIJIsi OOHAPYXKEHUS ITOPMOB 3anpocoB ARP n
/ uin ckanupoBanust ARP. Cpeau npoTecTHpOBaHHBIX PEIICHUH
oe3omacaocTr Sax2 NIDS sBisiercst eTHHCTBEHHBIM PEIICHUEM,
KOTOpOE CITOCOOHO O0HAPYXUBATh MTOPMEI 3artpocoB ARP u
ckaaupoBanue ARP.

3.3.4 AHanu3 akcnepuMeHmMarsnbHbIX pe3yJibmamoe

[IpuBeneHHble BBIIIE AIKCIIEPUMEHTAJbHBIE PE3YNIBTATHl  SICHO
MMOKA3BIBAIOT, YTO aHOMalbHBIH Tpaduk ARP He mnomHOCTBIO
OOHapy)XeH W TPEeJOTBpAlLICH MNPOTECTUPOBAHHBIMU PELICHUIMHI
OezomacHocTH. OUYEBUAHO, YTO B JTHUX PEHICHUSX OTCYTCTBYIOT
3¢ exTHBHBIE MEXaHN3MBbI OOHAPYKEHUS U TPEIOTBPAIICHHUS.

B nomonmuenue k 6a30BbIM (DYHKITHSM ITPOBEPKH HEHOPMATHHOTO
ARP, mist perienns 6e30MacHOCTH:

* BeImonmHnTE MEXYpOBHEBYIO IpoBepKy ARP mexmy
3aronoBkamu Ethernet 1 ARP. Cpenn nporectTupoBaHHBIX
peeHnii 6e30MacHOCTH TOIBKO MEKCeTeBOr KOHTpoinb ARP
BBINIONHSIOT KoMMmyTatopsl Cisco cepun 3560, Juniper Switch
EX3200, Snort IDS u XArp 2.



58 Network Attacks and Defenses: A Hands-on Approach

* BpIMOTHHUTE MIPOBEPKY cocTossHUS ARP, 4TOOBI 3alIOMHUTH
3anpockl ARP u conoctaButh ux ¢ orBeramu ARP. XArp 2 u Sax2
NIDS sBAsifoTCSl €AMHCTBEHHBIMU PEIIEHUSIMHU 6€30IacHOCTH,
KOTOpBI€ BBIMOIHAIOT POBepKy cocTossHUS ARP.

* CnpaButhesa ¢ ARP-3anpocom mropmoBoro Tpaduka u ARP-
ckanupoBaHueM Tpaduka. Sax2 NIDS sBisiercs eMHCTBEHHBIM
petieHreM 0e30MacHOCTH, CIIOCOOHBIM 00OHAPYKUBATH IITOPMBI
3arpocoB ARP u ckanupoBanue ARP.

Hcxons u3 pe3ynbTaToB BRILEYTOMSHYTHIX AKCIIEPUMEHTOB, «XArp
2y siBnsiercst Hanbonee 2((HEKTHBHBIM U3 JOCTYITHBIX PeleHUN
6e30macHOCTH, 9TOOBI CIIPABUTHCS C HEHOPMAIBHBIM TpadgukoMm ARP.
OnHako, 0 CPaBHEHUIO C IPYTUMHU TPOTECTUPOBAHHBIMU PEIICHUAMHU
0€30macHOCTH, YITy4YIIEHUsI MOT'YT OBITh C/IENaHbI ITyTeM J00aBIEeHUS
MEXaHMU3MOB 0€30MacHOCTH I O0OHAPYKEHHS ITOPMOB 3arpocoB ARP
u ckaaupoBanus ARP. C npyroii ctoponsl, kommyTtatop Cisco Catalyst
3560 u kommyTaTops! Juniper cepur EX3200 sBstoTCS TpIMEpaMH
JOPOrOCTOAIIMX KOMMYTAaTOPOB, KOTOPBIE HCITOIBb3YIOT (P PEKTUBHYIO
pacimmpeHHyio GyHKITHI0 0€30I1aCHOCTH, Ha3hIBAEMYIO JMHAMUICCKOM
npoepkoit ARP (DAI), mst mpenoTBparieHnsi HCHOpMaJIbHOTO Tpaduka
ARP.

3.4 JlabopaTtopHas paboTa 3.1: oGHapyxeHue
aHomanbHoro Tpacgpuka ARP

3.4.1 Pe3ynbmam

Lenb 3TOro NpakTU4ecKoro ynpaxHEHHS - HAyIUTh CTYIECHTOB
TeHEepUPOBaTh U OOHAPYKUBATh aHOMANBHBIH Tpaguk ARP ¢
rcrnonb3oBaHueM XArp 2 B JIOKaIbHOU CETH.

3.4.2 UHcmpymeHm obHapyxeHusi XArp 2

XArp 2 - 310 3¢ heKTUBHBIA UHCTPYMEHT, KOTOPBIA 00€CIIeYNBaET
perenre 0e30MacHOCTH 115l OOHAPYKEHHsI HEHOPMAJIbHOTO Tpaduka
ARP. XArp 2 orcnexxuBaer neiicteus Ethernet, Bener 60a3y naHHBIX map
MAC-anpecos Ethernet / [P-anpecoB n oOHapyXHBaeT HEOXKHIaHHbIE
nsmenenus accouuaunu MAC / IP u apyroii HeHOpManbHBIH Tpaduk
ARP.
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XArp 2 maccuBHO MPOBEPSIET CETEBOM TpadUK B TOMCKAX MPU3HAKOB aTak
ARP. XArp 2 npearnonaraer, 4To XOCT, Ha KOTOpoM paboraer XArp 2, uMeer
JOCTYH K MOPTY MOHUTOPHUHTA Ha KOMMYyTatope (OOBIYHO Ha3bIBAEMOM
noproM SPAN min OpTOM 3epKabHOTO OTOOpaKeHHs).

Cy1ecTBYIOT U Ipyrue HHCTPYMEHTHI, KOTOPbI€ BKJIIOYAIOT MEXaHU3MBI
oOHapykeHus aHomanbHoro Tpaduka ARP. Hanpumep, Snort - 310 cucrema
O0OHapYXEHHS BTOPKEHUH B CETh C OTKPBITHIM UCXOHBIM KOJIOM, CIIOCOOHAST
00HapyXHBaTh HEKOTOPBIE TUIIBI HEHOPMabHBIX TTakeToB ARP. [Togo6H0
XArp 2, Snort - 3T0 1aTYUK, KOTOPBIH JOIKEH UMETh JIOCTYII K IOPTY
MOHMTOPHHTA MUJIM HAXOAUTHCS B MECTE, TJI€ OH MOXET BHJIETh BECh CETEBOU
tpaduk. Kopoue ropops, Takue penieHus, kak XArp 2 u Snort, meItaroTcs
O0HapPYKUTh BPELOHOCHOE TOBENEHNE, a HE MPEIOTBPATHUTH €T0.

3.4.3 JkcnepumeHm

B crenyromiem sxcriepuMeHTe OMUCHIBAETCS, KAK OOHAPY)KUTh HEHOPMAJIbHBIE
makeThl ARP ¢ ncrons3oBanneM XArp 2 B JOKaIbHOM ceTr. B akciepuMenTe
TIPUBOIATCS IPUMEPHI TIPETYIIPEKAAOIHMX COOOTIeHI XArp 2,
TeHEPUPYEMBIX TI0CJIE BBE/ICHHS PA3IMYHBIX THIIOB HEHOPMAIbHBIX ITAKETOB
ARP.

3KCHepI/IMeHT COCTOUT M3 CICAYONIUX 3TAIlOB!:

Ilar 1: Haznauste cratudeckue IP-aapeca xoctam cerw.

Lar 2: YcranoBute HHCTpyMEHT XArp 2.

Lar 3: Hacrpoiite mopt SPAN B xommyTaTope Cisco.

Lar 4: I'enepanus 1 oOHapyXKeHNE HEHOPMAbHBIX makeToB ARP

3.4.3.1 Apxumexmypa cemu

ApXHTEKTYpa CeTH, UCIIONb30BaHHAs B SKCIIEPUMEHTE, II0Ka3aHa Ha PHUCYHKE
Huxke. Tpu xocta noakiodeHsl K kommyTaropy Cisco. XArp 2 ycTaHOBJIEH Ha

xocte C, a mopT KOMMYyTaTopa, K KOTOpoMy TokitoueH xoct C, sBisercs
noprom SPAN (Fa0/9).
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Switch

Fa0/3 Fa0/9 (SPAN port)

Host A Host C

y ; _(running XArp 2 tool)
:@. » 'S

IP: 192.168.1.124 IP: 192.168.1.125 IP: 192.168.1.121
MAC: 58-76-0F-00-6E-72 MAC: 00-27-10-59-C8-10  MAC: 00-26-82-56-47-F0

3.4.3.2 Ilae 1. Haznauvme cmamuueckue IP-adpeca xocmam
cemu

Oobpaturecs k [ase 1.

3.4.3.3 Ilae 2: Yemanosume uncmpymenm XArp 2

DTOT mar coCTOUT U3 ycTaHOBKU XArp 2 Ha xocte C U MocIeqyoIero Bpioopa
arpeccHBHOTO ypOBHs 0€30MaCHOCTH, KaK ITOKAa3aHO Ha CIEAYIONIEM CHUMKE
9KpaHa, Ul 0OHapYKeHHUs OONBIIMHCTBA THITOB HEHOPMAJIbHBIX 1akeToB ARP.

I Xrp - unregistered version oo s r () e
File XAwpProfessionsl Help -  —
Status: ARP attacks detected! Security level setto: aggressive
o View detected attacks The aggressive security level enables
® Reod the Handing ARP . o ARP packet inspection modules
and sends out dscovery packets in
o ViewXArp afie high high frequency, Using this level might
pive false attack alerts as it operates
on a highly aggressive packet
’ basc Inspection phiosophy.
Get XArp Professional now! I
Reister XAro Professional minmal
[ [ [ [ [ [ [
[ P [ MAC I Host ] Vendor I Interface I Online l Cache I First seen
¥ 192168121 00-26-82-56-47-10 CIT-PCWAG3,.. Gemtek Techn.. 0 - Microsoft  yes no 10/21/2011 114
W 1921681124 58-76-01-00-6¢-72 1921681124 unknown 0« - Microsoft  yes yes 10/21/2011 1124
W 1921681.125 00-27-10-59-¢8-10 FIT-TOSH Intel Corporate  Oxf - Microsoft  yes yes 10/2172011 11
¢ | m | L}
XArp 221 - S mappings - 3 interfaces - 2 alerts 4
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3.4.3.4 I[lae 3: Hacmpovime nopm SPAN ¢ kommymamope Cisco

Crenyromue mard moKa3blBaloT, Kak HacTpouTh nopT Fal / 9 na
KoMMyTaTope kak nopt SPAN:

* TTonkmrounTte XxocT C K KOHCONBHOMY MOPTY Ha KOMMYTAaTOpE.

* 3amycTuTe HaCTPOWKy ¢ moMolnsio nHerpyMmenta HyperTerminal.
(O6parutech k ['maBe 1 ajst monmyyeHus! TOMOIHUTEIBHON HHPOPMAIUK 00
nHcrpymente HyperTerminal.)

* BBeaMTe CIICAYIONIYIO KOMaHIy JJisi HacTpouKH rmopra SPAN:

Switch> enable//BBemure xoMaHmy enable misa
OOCTyIla K NPUBUMIIETUMPOBAHHOMY pexumy EXEC.
Switch (conf) #monitor session 1 source interface
fastethernet 0/3 both

Switch (conf) #monitor session 1 source interface
fastethernet 0/7 both

Switch (conf) #monitor session 1 destination
interface fastethernet 0/9

Switch (conf) #exit

Switch# copy running-config startup-config

IMocne BBONA BhINICYyKa3aHHBIX KOMaH/] BeCh TpadHK, HCXOIAIINI OT XocTa A
(Fa0 /3) m xocra B (Fa/07), 6yner mpocmymuBarscst xoctoMm C (Fa0/9).

3.4.3.5 Ilae 4. Coz0anue u oonapysicernue aHomaivHolx nakemos ARP

[TakeT, BBITYIEHHBIN OT XOCTa A, TOKEH UCTIOIB30BaThCA [UI TEHEPALHH
HeHopManbHBIX TTakeToB ARP. Ilockonmbky XArp 2 orcnexnBaer Tpaduk
xocTa A u xocta B, oxumaercs, 4To creHepupoBaHHbIE HEHOPMaJlbHbIE
makeTsl ARP OynyT mpoBepenst XArp 2. B 3ToM skcriepuMeHTe ¢ TIOMOIIBIO
CommView Visual Packet Builder cozgarorcst uerbipe Tva HEHOpMaJIbHBIX
nakeroB ARP:
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* Packet#1: XocT A oTmpaBiisier IMPOKOBEIIATEIBHBIA aKeT 3anpoca

ARP. ITaker HapymaeT aeiictBUTeNbHOE conoctasnenue IP / MAC-
ajzpeca, ockonbky napa [P-aapec ncrounuka / MAC-anpec B

3aronoBke ARP siBisieTcst HemomycTuMoi, Kak MoKa3aHo 31€Ch:

ARP Header

Operation code

1 (for ARP request)

Source IP address

IP address of Host C

Source MAC address

MAC address of Host A

Destination IP address

Any IP address

Destination MAC address

00:00:00:00:00:00

Ethernet Header

Source MAC address

MAC address of Host A

Destination MAC address

Broadcast MAC address

Ethernet Type

0x0806 for ARP message

CommView Visual

Packet

Builder

MO3BOJISIET ~ TEHEPUPOBATH

BBHIIICYKAa3aHHbIM HeHopManbHBl maker ARP (Packet#1; cm. CHumok

JKpaHa HIKE).

& Visual Packet Builder

[ Fite

Packet Type: |ARP =)

|

‘ Ethernet I [58:76:0F:00:6E:72 - FR.FF:FF:FF:FF:FF]
Source MAC

‘ 5876:0F00:6E:72 w R

[

Sender Address (MAC)

58:76:0F00:6E:72 \ L
Metwerk Protocel

Type

00800 : 1P -

Sender Address (IP)

1521681421 \

Operation =
|1: ARP Request -

Destination MAC

FF:FF:FR:FFFF
ARP [ARP Request]
Hardware
Type Address Length
0001 : Ethernet - L] 3

Target Address (MAC)
00:00:00:00:00:00

Address Length
A .

Target Address (IP)

192.168.1.130|

Protocol
m  0»0806: ARP -

ok || cance
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[Tocne BBenenus HeHopManbHoro nakera ARP B cers XArp 2
creHepupoBa npenynpexaatomiee cooomenre ChangeFilter,
MOKa3aHHOE Ha CIIEAYIOIEM CHIUMKE dKpaHa.

oKk |

=

13:39:57

< I Alert 10 of 13
10/21/2011

ChangeFiiter: MAC address for IP 192,168.1.121
changed from 00-26-82-56-47-f0 to

58-76-0f-00-6e-72 \

Intexface : Oxf

[ethexrnec]

scource mac: 58-7&6-0£f-00-6e-72
dest mac s EE—Ef-Ef-Ef-EEf-£L
type : Ox806

(axrp]

direction : in

type : request

source ip : 192.168.1.121

dest ip : 192.1€8.1.130

scource mac: 58-76-0f£f-00-€6e-72
dest mac : 00-00-00-00-00-00

Ipenynpexaeane XArp 2 ChangeFilter ykassiBaeT Ha TO, YTO IMaKeT
HapyIIaeT TEKYIue COMOCTaBIeHUA. XArp 2 OTCICKUBAET
corrocrapienus [P-anpecoB 1 MAC-anpecos. 3anpocsl ARP comepkar
corrocrapienue IP-MAC ormpasurens. Oteersl ARP comepikar
corrocrapienre IP-MAC pa3zpenrenHoro xocra. Kakaplii IiHT KapTh
BCTaBJIsICTCS B 0a3y MaHHBIX. ECITU oTCexrBaeMoe CONOCTaBICHUE
HapyIIaeT TeKyIIHe COMOCTABICHUS, TCHEPUPYETCsl TPEIYIPEKICHHE.

* Packet #2: Xoct A oTmpaBisieT HIMPOKOBEIIATEIbHBIN TaKeT
3armpoca ARP. [Taker umeer MAC-anpec ncrounuka Ethernet,
KoTopbld He coorBercTBYeT MAC-aapecy ucrtounrka ARP, kak

IIOKa3aHO 34€Ch:
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ARP Header
Operation code 1 (for ARP request)
Source IP address IP address of Host B
Source MAC address MAC address of Host B
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ARP Header

Destination IP address

Any IP address

Destination MAC address 00:00:00:00:00:00
Ethernet Header
Source MAC address MAC address of Host A
Destination MAC address Broadcast MAC address
Ethernet Type 0x0806 for ARP message
CommView Visual Packet Builder mno3Bonsier reHeprpoBaThH

BBHIIICYIIOMSHYTHIM HeHopManbHBI maker ARP (Packet #2; cwm.

CHHUMOK 2KpaHa HUXKE).

@ Visual Packet Builder - ﬂg
e e . oo & WS & SENSBSRER e =
File

Packet Type: {ARP vj,
Ethernet II [58:76:0F:00:6:72 - FF:FF:FF:FF:FF:FF] A -
Source MAC Destination MAC Protocol
58:76:0F:00:6E:72 \ w  FRFFRFRFRFRFF w 0x0806: ARP -
ARP [ARP Request] 2
Hardware ‘
Type Address Lengt
0x0001 : Ethernet - Gl 3
Sender Address (MAC) Target Address (MAC)
00:27:10:59:C8:10 = 00:00:00:00:00:00 mx =
\ |
Network Protocol
Type Address Length
00800 : IP - 4 s
Sender Address (IP) Target Address (IP)
1921681125 m 1921681130 wx
Operation
1: ARP Request v}
, [ ok ][ conce

[Tocne BHENpeHNs yKa3aHHOIO BhIIIE HEHOpMallbHOro nakera ARP B
cerb XArp 2 creHepupoBal Npeaynpexaanee coooueHne
CorruptFilter, mokazaHHOe Ha cleqyIOIEM CHUMKE SKpaHa.




penynpexaeane XArp 2 CorruptFilter ykassiBaer, uro naker ARP
COIEPKUT HenpaBuiIbHbIE 3HaueHHs. To ecth MAC-aapec HCTOUHUKA
Ethernet ne cootBercTByeT MAC-anpecy ncrounmka ARP. XArp 2

Abnormal ARP Traffic Detection and Prevention

|

o |

=

10/21/2011

Interface
[etheznet]

dest mac
cype
[azp]

Type
source ip

desct ip

dest mac

CorruptFilter: ethernet sender mac does not

match arp sender mac \
: Ox£ l

scurce mac:

: Ox806&

direction :
: request

: 192.168.1.125

: 192.168.1.130

SgQurce mac:
: 00-00-00-00-00-00

Alert 23 of 23 |

13:53:38

58-76-0£-00-6e-72
s s P

in

00-27-10-59-c8-10

MIPOBEPACT OTHU 3HAYCHM Ha ITPABUJIIBHOCTb.

* Packet #3: V3en A oTmpasiser HEeHOPMAaITbHBIH ITaKeT 3ampoca
omHoanpecHoil ARP Ha y3en B. Ilaker 3anpoca ARP HeoOxoammo
OTIIPaBUTH Ha MmHpoKoBerarenbHbiii MAC-anpec. OqHako B 3TOM
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AKCIIEpUMEHTE CTeHEePUPOBAHHBIN MakeT 3armpoca ARP OblT oTIIpaBieH Ha
omHoanpecHbit MAC-anpec (MAC-ampec xocta B), kak 1moka3zaHO 31€Ch:

ARP Header

Operation code

1 (for ARP request)

Source IP address

IP address of Host A

Source MAC address

MAC address of Host A

Destination IP address

Any IP address

Destination MAC address

00:00:00:00:00:00

Ethernet Header

Source MAC address

MAC address of Host A

Destination MAC address

MAC address of Host B

Ethernet Type

0x0806 for ARP message
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CommView  Visual Packet Builder mo3Bomsier  reHepupoBath
BBIIICYITOMSAHYTHI HEHOPMAJBbHBIM TNakeT onHoaapecHod nepenaun ARP

(Packet #3), kak moka3aHO Ha CIEAYIOIIEM CHUMKE dKpaHa.

r =
@ Visual Packet Builder = ©
- e = - - s s .
| File
| Packet Type: “EP v
Ethernet I [58:76:0F:00:6E:72 - 00:27:10:59:8:10] B -
Source MAC Destination MAC Protocol
58:76:0F:00:6E:72 wr00:27:10:59:C8:10 w (0806 : ARP v
ARP [ARP Request] 2
Hardware
Type Address Length
0x0001 : Ethernet - 6 =
Sender Address (MAC) Target Address (MAC)
58:76:0F:00:6€:72 s 00:00:00:00:00:00 L] =
Network Protocol
Type Address Length
0x0800 : IP - 4 5
Sender Address (IP) Target Address (IP)
1921681124 = 1921681130 -
Opéation
1: ARP Request -

[Mocne BHEmpeHUs BBIIEYKa3aHHOTO HEHOPMAIILHOTO MTaKeTa 3arpoca

ARP B cerb XArp 2 creHeprpoBall MPEeTypekaaroIiee CoooneHne
DirectedRequestFilter uacTpymenTa crnemyromum o6pazom.

o l

Aert 3Sof 35 l
1025/2011 1%02:17

DrectadReguestiter: targeted reguesst
destinaton mac of 2p reguest not set to

broadcastrivald address \

Interface : Ox2
[eshernet]
source mac: §

dest mac

Type

[axp]

direction i=

type seguest
sousce ip 192 168.1.124
dant 1p 193.199.3.130

ouzoe mec: 58-T6~02+00«Ce~72
deat mac : 09-00-90-00~00~00
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B npenynpexnatoniem coobmennu XArp 2 DirectedRequestFilter
yKa3bIBaeTcs, 4To maker 3anpoca ARP ornpasnsercs Ha onHOaApeCHbIH
MAC-aapec. Omnako 3anpockl ARP nomKHBI OTIIPaBIATECS HA
mpokosemarensHeii MAC-aapec.

* Packet #4: Xoct A ornpassier maketr orBera ARP, kotopsrit He
3anparmBaercs, Ha XocT B. To ecTb XoCT A oTIpaBiisieT MakeT OTBETa
ARP Ha xocT B, HecMotpst Ha TOT (hakT, uyTo XoCcT B He ornpaBui HU
onHoro makera 3amnpoca ARP. Oteerst ARP nomxHbI 00BIYHO CII€IOBATh
3anpocam ARP. Cnenyrommii HeHOpManbHBIH TTakeT oTBeTa ARP,
KOTOPBII HE 3arpoliieH, ObUT OTIPaBIICH y3JI0oM A Ha y3el B:

ARP Header
Operation code 1 (for ARP reply)
Source IP address IP address of Host A
Source MAC address MAC address of Host A
Destination IP address IP address of Host B
Destination MAC address MAC address of Host B

Ethernet Header

Source MAC address MAC address of Host A
Destination MAC address MAC address of Host B
Ethernet Type 0x0806 for ARP message

CommView Visual Packet Builder mo3Bomnsier renepupoBath
BBIIIIEYIIOMSHYThIH HEHOPMaJIbHBIN oTBeTHBIN nakeT ARP (Packet #4;
cM. CKpUHILOT HUXE).
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r =
@ Visual Packet Builder [T
| File — —

‘ Packet Type: | ARP v !
Ethernet II [58:76:0F:00:6€:72 - 00:27:10:59:C8:10] he A
Source MAC Destination MAC Protocol
58:76:0F:00:6E:72 w00:27:10:59:C8:10 m (40806 : ARP -
ARP [ARP Reply] 2
Hardware
Type Address Length
00001 : Ethernet - 6 ¢
Sender Address (MAC) Target Address (MAC)
58:76:0F:00:6€:72 w00:27:10:59:C8:10 - E

Network Protocol

Type Address Length
0:0800: 1P - 4 3
Sender Address (IP) Target Address (IP)
1921681124 W 1921681125 w
Operation K
|2: ARP Reply =

oK [ Concel

& = —— /|

[Toce BHEMPEHMS BHIICYKa3aHHOTO HEHOPMAIBHOTO TTakeTa 3ampoca ARP B
ceThb XArp 2 creHepupoBal MpenynpekIaroniee CoOo0ImeHne
RequestedResponseFilter nHCTpyMeHTa, TOKa3aHHOE Ha CIICAYIOIIEM
CHUMKE JKpaHa.

o |
& Alert 51 of 51
10/21/2011 14:15:32

RequestedResponseFilter: no matching request
packet was sent out for this reply

-~

Intexface : 0Ox£
[echernet]
spurce mac: 5B8-7€-0£-00-€e-72

dest mac : 00-27-10-59-c8~10
Type : OxB0&

[azpl

direction : in

Type : reply

source ip : 122.168.1.124
dest ip : 1892.168.1.1235

source mac: S58-76-0£-00-€e-72
dest mac : 00-27-10-59-c8-10
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B mpenynpexnaromem coobmennn XArp 2 RequestedResponseFilter
yKa3bIBaeTCs, YTO OBLT CreHepupoBaH OoTBeTHBIHN maker ARP, kotoperit He
ObLT 3ampoleH. XArp 2 3alloMHUHAET Bce ucxopasmue 3anpockl ARP u
COIOCTAaBIACT UX ¢ orBeTaMu ARP.

3.5 JlabopaTtopHas paboTa 3.2. [lpepoTBpaLteHue
aHomanbHoro Tpadguka ARP ¢ ncnonbsosaHuem
npoBepkun aAuHamuyeckoro ARP ansa ceteBou cpeabl,
oTnnyHon ot DHCP

3.5.1 Pe3ynbmam

Lenps 1aHHOTO MPAKTUYECKOTO YIIPaKHEHUsI COCTOUT B TOM, YTOOBI ydaliuecs
y3HaJIH, KaK MPeJoTBPATUTh HEHOpMabHbIN Tpadhuk ARP, ¢ momorpio
¢yukuun 6e3onacHoctd Dynamic ARP Inspection st cpenst 6e3 DHCP B
JIOKJIBHOM CETH.

3.5.2 [uHamu4yeckasi nposepka ARP

YcoBepIeHCTBOBaHHbBIE KOMMYTATOPBI, TaKie Kak KoMMyTaTopsl Cisco
Catalyst 3560 1 kommyTatopsl cepun Juniper EX, ncmonb3yor GyHKIIHO
6e3onacHocTH, Ha3zpiBaeMyto Dynamic ARP Inspection, amst OTKIIOHEHHS
HEHOpMaJIbHBIX ITakeToB ARP, riaBHBIM 00pa3oM ¢ HEAOIYCTUMBIMU
npusszkamu IP-MAC-aapecos. [lunamudeckas rnposepka ARP obecrieurnBaer
PETPAHCIIAIIIO TOIBKO TEHCTBUTEIBHBIX 3apocoB B 0TBeTOB ARP. Ota
(yHKIMS TIOMOTa€eT MPeOTBPATUTh 3JI0HAMEPEHHbIE aTaKH, He IepeaBast
HegonycTumblie 3anpockl ARP 1 0TBETHI Ha Ipyrue nopTel B TOU ke JIOKaIbHOU
cern. JTa BO3MOKHOCTH 3aIlUIIAET CETeBbIe Y3JbI oT arak DoS u MiM,
HCIONB3YIOLIUX TEXHUKY OoTpaBieHus k3ma ARP. Jlunamuueckast npoBepka
ARP ommpaercst Ha ucmons30BaHue criucka KoHTpons goctyna ARP (ACL),
KOTOPBIN BKITIOYAET B ce0s meiictButenbHbIe puBs3ku [P-MAC-anpecos.
Cnucok ACL ARP cosnaercst Bpy4HYIO ISl CETEBOM Cpenbl, ONIMYHON OT
DHCP, u aBromaTudecku ais cereBoit cpenst DHCP.

Hanpumep, Mmb1 peanonaraem, uto yetsipe xocta (A, B, C u D)
MOAKITIOUEHBI K KoMMyTaTopy. B kommyTaTopax Cisco Catalyst 3560 mist
3alUTHI BBIIIEYKa3aHHBIX XOCTOB OT aTakH OTpaBieHus k3uem ARP
coznaercs cnenyromuii cnrucok ACL ARP:
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Permit 1p host Sender-IP-A mac host Sender-MAC-A
Permit 1p host Sender-IP-B mac host Sender-MAC-B
Permit ip host Sender-IP-C mac host Sender-MAC-C
Permit ip host Sender-IP-D mac host Sender-MAC-D Deny
ip any mac any log

Junamuueckas nposepka ARP Taxxe Moxer ObITh HacTpoeHa s
orOpaceiBanus nakeroB ARP, koraa [P-aapeca HeneliCTBUTEIbHBI HJTH KOTIA
MAC-anpeca B 3aronoske ARP He coBnaaaroT ¢ aapecamu, yKa3aHHBIMH B
3aronoBke Ethernet.

BaxxHO OTMETHTB, YTO OONBITMHCTBO KOMMYTATOPOB UCIIONB3YIOT CITUCKH
ACL ARP nns mpoBepky mpaBHIBHOCTH TONBKO Maps! [P-anpeca nerounuka u
MAC-anpeca B 3aronoeke ARP. Oy He HCTIONB3YIOTCS TSI IPOBEPKH
npaBmibHOCTH onpenenenus napsl [P u MAC B 3aronmoBke ARP. D10 cBs3aHo ¢
TeM, 4To HeBepHbIe napsl [P-anpecos HazHauenns 1 MAC-aapecoB B 3arolioBKe
ARP ne nmoBpexnaror ko ARP 1ieneBsIx XoCToB.

3.5.3 OkcnepumeHm

B cmemyromem  SKcliepuMeHTE — ONMMCHIBAeTCA, Kak  IMPEIOTBPATUTh
HeHOopMaJTbHEIE TTakeThl ARP ¢ moMomipio nmpoBepku auHamMudeckoro ARP mis
cpensl, ormrmaHoi or DHCP, B ToKanpHON CEeTH.

3.5.3.1 Apxumexmypa cemu

ApXI/ITCKTypa CE€TH, UCIIOJIb30BaHHAsA B OKCIICPUMEHTE, ITOKa3aHa Ha
cremyronieM pucyHke. Tpu xocTa mogKirodeHsl K kommyTtaTopy Cisco
Catalyst 3560.

9KCH€pI/IMeHT COCTOUT M3 CICAYIOUIUX OTAIlIOB:

[ar 1: Ha3znauste cratnueckue [P-agpeca xoctam cetu.

[ar 2. Hactpoiite npoBepky nuHamuueckoro ARP st cpenp,
ommnyHoit ot DHCP, B kommyTatope Cisco Catalyst 3560.

[ar 3: I'eHepanus 1 nperoTBpalleHue HEHOpMalbHbIX TakeToB ARP.
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Cisco Catalyst 3560 Switch

Host Aé 3 , HostC
. ) |."'i‘ »i’ﬁ'
=, E%'w }E}h
IP: 192.168.1.1 IP: 192.168.1.2 IP: 192.168.1.3

MAC: 00-1A-A0-B8-52-48 MAC: 00-1B-24-FE-B7-DD MAC: 00-1B-38-39-9E-4D

3.5.3.2 Ilae 1. Haznauvme cmamuueckue IP-adpeca xocmam cemu.

Oo0parutecs k [ase 1.

3. 5.3.3 Illaz 2. Hacmpoiime nposepky ounamuueckozo ARP
onst cpeowt 6e3 DHCP ¢ xommymamope Cisco Catalyst
3560

* [lomgkirrouuTe XOCT A K KOHCOJIBHOMY TTOPTY Ha KOMMYTATOPE.

* 3amycTuTe HACTPOUKY ¢ moMoIbio nHcTpymeHnTa HyperTerminal.
(O6parutech k I'maBe 1 s mosydeHus! TOTTOTHUTEITLHON
nHpopmaruu 06 ucronp3oBaHuu HHCTpyMeHTa HyperTerminal.)

* Beenure creayromue KoMaHbl, YTO0bI co3naTh cmiucok ACL
ARP mi1s1 ceTu, nmokazaHHOUW Ha MPEABIYIIIEM PUCYHKE:

Switch>enable //BBemmTe koMaHOy enable nnsa

OOCTylla B NPUBUIIETMPOBAHHBM pexuMm EXEC
Switch#configure terminal //BKIOUMTH PEXUM
TJi00aJIbHOM KOHGUI'ypaumm

Switch (config)# ip arp inspection vlan 1//BKJIOUUTH
OVHAMUUYECKMM KOHTpoJib ARP B VLAN 1

Switch (config)# ip arp inspection vlan 1 logging
acl-match matchlog //BkJouMTe IMHAMUUECKYI IPOBEPKY
ARP Ha vlan 1, u naketn ARP, paspelleHHBE WU
3anpemeHHele ACL, pPermMcTpUpyRTCH.

Switch (config) #arp access-1list
ZouhelrACL//onpenmemnTts ARP ACL M BOUTU B PEXUM
HACTPOMKM CIOMcka noctyna ARP.
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IJ1s sTOrO IpMMEepa MMs CIMCKa IOoCTyHa -
«ZouheirACL»

Switch (config-arp-nacl)# permit ip host
192.168.1.1 mac host 00-1A-A0-B8-52-48 log
Switch (config-arp-nacl)# permit ip host
192.168.1.2 mac host 00-1B-24-FE-B7-DD log
Switch (config-arp-nacl)# permit ip host
192.168.1.3 mac host 00-1B-38-39-9E-4D log
Switch (config-arp-nacl)# deny ip any log
Switch (config-arp-nacl) # exit Switch(config)# ip
arp inspection filter ZouheirACL vlan 1 static
//npumennTs ARP ACL (ZouheirACL) x VLAN 1
Switch (config)# exit

Switch# copy running-config startup-config//szTa
KOMaHIa I[O3BOJISET HaM COXPAHUTHL KOHOUITYpaLM

Baxxno yka3zatp, 94To koMMyTartop ucnonsidyer cnucok ACL ARP s mpoBepku
Tonbko [P-anpeca ncrounmka u MAC-agpeca XocTa OTIIPaBUTENS B ITAKETE
ARP. On e nposepsier [P-aapeca u MAC-anpeca Ha3HAYCHHS.

Uro0sl mpoBepHTh 3anucu cozganHoro criucka ACP ARP «ZouheirACLy,

BBEIIUTE CIICTYIONIYIO KOMaHIY:

Switch# show arp access-list

Ha crnenyrommem cHUMKe SKpaHa MMOKazaHo comepkumoe crircka ARP

ACL «ZouheirACL».

# iuui - Hyper Terminal
File Edit View Call Transfer Help

D& =3 0p &

Switchiishow arp access-list &
ARP access list ZouheirACL
permit ip host 192.168.1.1 mac host 00la.aBb8.5248
permit ip host 192.168.1.2 mac host 001b.24fe.b7dd
permit ip host 192.168.1.3 mac host 001b.3839.9%e4d
deny i1p any mac any log

Switchi_

< - - >

[Connected 0:40:40 Auto detect 9600 8-N-1 NUM
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Kpome Toro, 4To0bI HACTPOUTH KOMMYTATOP Ha BBITOJTHCHUE
JONOTHUTENBHBIX MpoBepok MAC-aapeca uctounuka, MAC-anpeca
Ha3HavyeHus, [P-anpeca ucrounuka u IP-anpeca HazHayeHMs, BBEOAUTE
CIIETYIOIINE KOMaHIbI:

Switch# configure terminal

Switch(config)# ip arp inspection validate src-mac
dst-mac ip

B npuBeeHHOI BBIIIE KOMaH/IE TapaMeTphl «src-mac», «dst-mac» u «ip»
MO3BOJISIIOT KOMMYTATOPY BBITOIHSTH JIOMOIHUTEBHbIC TIPOBEPKH, & HIMEHHO:

1. Onmus «src-macy mo3BosnseT ceepsATe MAC-anpec HCTOYHHKA B
3aronoBke Ethernet c MAC-aapecoM ncTouHuka B 3aronoBke ARP.
OTa mpoBepKa BBIMOMHAETCS Kak st 3anmpocoB ARP, tak u st
OTBETOB.

2. Onmust «dst-macy mo3Bosiet cBepsitb MAC-ajipec Ha3HaueHUs B
3aronoBke Ethernet c MAC-anpecom HasHadeHus B 3aroioBke ARP. Ota
MpoBepKa BhIMONHsAETCA /17151 0OTBETOB ARP.

3. Onmus «ip» MO3BOJSICT MPOBEPATH 3aronoBok ARP Ha Hamuune
HEJIENCTBUTENBHBIX U HEOXKUAAHHBIX [P-aipecoB. Afpeca BKIIOYaoT
0.0.0.0, 255.255.255.255 u Bce [P-aapeca MHOTOaAPECHON PaCCHIIKH.
IP-anpeca ncrounnka nposepsirorcs Bo Bcex ARP-3ampocax u oTBerax, a
IP-anpeca HazHAYEHUS IPOBEPSIOTCS TOIHKO B ARP-oTBeTax.

BBenure cienyronryro KoMaHIy, YTOObI YKa3aTh KOJIMYECTBO 3aIHCEH,
KOTOpBIE JOIDKHBI OBITH 3aPETHCTPUPOBAHHI B Oydepe:

Switch (config)# ip arp inspection log-buffer
entries 200

Uto0bl 0TOOpa3uTh KOH(HTypamuio M padodee COCTOSHUE IMPOBEPKH
nuHamuyeckoro ARP nnss VLAN 1, BBeauTe Cleayomyo KOMaHay:

Switch# show ip arp inspection vlan 1
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Ha npuBeneHHOM HUXE CHUMKE 9KpaHa MoKa3aHa KOH(PHUTYpaius |
pabouee cocrosuue Dynamic ARP Inspection ams VLAN 1.

& fuul - HyperTerminal

Fie Edt View Cal Transfer Help
D@ =3 05
Switch#show 1p arp inspection vlan 1 A
Source Mac Validation : Enabled
Destination Mac Validation : Enabled
IP Address Validation : Enabled
Vlan Configuration Operation ACL Match Static ACL
1 Enabled Active ZouheirfACL Yes
Vlan ACL Logging DHCP Logging
1 Acl-Match Deny
Switch#_
b 2 g
[Connected 0:46:05 Auto detect 9600 8-N-1 NUM
3. 5.3.4 Ilaz 3. Coz0anue u npedomepaujeHue HenpasuibHbIX
naxemos ARP

Msr mpenmonaraeM, 9To HpoBepka auHamudeckoro ARP BkmodeHa Ha
xommytarope Cisco. Ha xocTe A reHepupyroTcsl 4eThIpe THIa aHOMAalbHBIX

naketoB ARP:

* Packet #1: Xoct A oTnpaBisier ClIeayroniii IMPOKOBEIaTeNbHBII

makeT 3arpoca ARP. [laker Hapymaer qeliCTBUTENFHOE COMIOCTABIICHNE
IP / MAC-anpeca, mockonbky mapa [P-anpec ucrounuka / MAC-anpec B
3aronoBke ARP siBisieTcs HemomycTuMoH, Kak TIOKa3aHo 3/1eCh:

ARP Header

Operation code

1 (for ARP request)

Source IP address

IP address of Host C

Source MAC address

MAC address of Hos

tA

Destination IP address

Any IP address

Destination MAC address

00:00:00:00:00:00
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Ethernet Header

Source MAC address

MAC address of Host A

Destination MAC address

Broadcast MAC address

Ethernet Type

0x0806 for ARP message

Ha cnenytomem cHUMKe 3KpaHa IMOKa3aH CreHEPUPOBAHHBIIN BHIIIE

HeHopManbHbIH makeT ARP ¢ ucnons3zoBanrem CommView Visual Packet

Builder.

< Yisual Packet Builder
File

Packet Type: ARP v

Ethernet 11 [00:1A:AD:B8:52:48 - FEFRFEFFFRFF]

Sowrce MAC Destination MAC Protocol
00:1A:A0:68:52:48 = FF:FF:FF:FFFF.FF - 0x0806 : ARP
ARP [ARP Request] ES
Hardware
Type Address Length
0x0001 : Ethernat v 6 -

v

Sender Address (MAC) Target Addrass (MAC)

00:1A:A0:B8:52:48 = 00:00:00:00:00:00 -
Natwork Protocol
Type Address Length
0x0800 : 1P v 4 <
Sender Address (IP) Target Addrass (IP)
192.168.1.3 = 192.168.1.8 -
Operation
1 : ARP Regquast v v
o) [Ce ]

[Tocne BHEnpeHHs BBIICYTIOMSHYTOTO HEHOPMAJIBHOTO TTaKeTa 3armpoca
ARP B cerp koMmyTatop Cisco OTKIIOHWII TTakeT. UToObI 0ToOpa3uTh

CTaTUCTHUKY O NOTepsaHHBIX nakeTax ARP, BBeauTe cneayrouyio
KOMaHJy:

Switch# show ip arp inspection statistics vlan 1

Ha crenyromeM cHuMKe 5KpaHa IOKa3aHO, YTO CreHEPUPOBAHHBIN
BbIIE HEHOpMalibHBIA maker 3ampoca ARP Obu1  orOpomen
Mexaan3MoM «ACL Drop» kommyTaropa Cisco, OCKOIbKY OH
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conepKuT HeponycTuMyto [P-aapec nucrounnka / mapy MAC-
anpecos (192.168.1.3/00-11-43-3D-EE-48).

« iuui - Hyper Terminal Q@@

Fle EQt View Cal Transfer Heb
D 3 0B &
Switch#show ip arp inspection statistics vlan 1 ~
Vlan Forwarded Dropped DHCP Drops ACL Drops
1 0 1 8 1
Vlan DHCP Permits ACL Permits  Source MAC Failures
1 0 0 0
Vlan Dest MAC Failures IP Validation Failures Invalid Protocol Data
1 0 0 0
SwitchH_
P e — e —— 24 =
Cornected 2:05:54 Autodatect 9600 8-N-1 UM

* Packet #2: Y3en A oTmpaBiisier ClIeAYIONNH HEHOPMATBHBIN TTaKeT
3arpoca ARP Ha y3en B. Ilaker ARP umeer MAC-anpec ucTo4HIKa B
3aronoBke Ethernet, ormuunbiii or MAC-anpeca HCTOYHUKA B
3aronoBke ARP, kak 1oka3aHo HUXe:

ARP Header

Operation code

1 (for ARP request)

Source IP address

IP address of Host A

Source MAC address

MAC address of Host A

Destination IP address

Any IP address

Destination MAC address

00:00:00:00:00:00

EFthernet Header

Source MAC address MAC address of Host C
Destination MAC address Broadcast MAC address
Ethernet Type 0x0806 for ARP message
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Ha cnenylomeM CcHUMKE OJKpaHa TIIOKa3aH CreHEPHUPOBAHHBIA  BBIIIC
HeHopMmasbHBIH TlakeT ARP ¢ mcnonb3oBannmem CommView Visual Packet
Builder.

<% Visual Packet Builder
File

Packet Type: |ARP v

Ethernet II [00:1B:38:39:9E:4D - FF:FF:FF:FF:FF:FF]

Source MAC Destination MAC Protocol
00:16:38:39:9€:4D =% FF:FF:FF:FF:FFFF wr 0x0806 : ARP
ARP [ARP Request] 2
Hardware
Type Address Length
0x0001 : Ethernet v 6 -
Sender Address (MAC) Target Address (MAC) i
00:14:A0:68:52:48 4 00:00:00:00:00:00 o
Network Protocol
Type Address Length
0x0800 : IP v 4 v
Sender Address (IP) Target Address (IP)
192.168.1.1 x 192,168.1.5 L
Operation
1: ARP Request b v

[ox [ con ]

[Tocne BHEMpeHN BRIMICYTTOMSIHYTOTO HEHOPMAIIBHOTO TakeTa 3ampoca ARP
B ceTh KommyTaTop Cisco OTKIOHWII makeT. YToObI 0TOOpa3uTh CTATUCTHKY O
MoTepsIHHBIX akerax ARP, BBeauTe cremyroniyto kKoMaHdy:

Switch# show ip arp inspection statistics vlan 1

Ha npuBeneHHOM HMXe CHUMKE 9KpaHa MOKa3aHo, YTO CI'eHEpUPOBaHHBIN
HeHopMaibHBIN nTakeT ARP Ob11 oTOpomen Mexanuzmom «Source

MAC Failures”» kommytaropa Cisco, nockonbky MAC-anpec ornpaBuTens B
3aronoBke Ethernet He coorBercTByeT MAC-aapecy ornpaBuTens B
3aronoBke ARP.
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& fuul - HyperTerminal E'@
Fie Edt Vew Cal Transfer Hebp
0& S 0B
1 0 [
Switchlishow ip arp inspection statistics vlan 1
Vlan Forwarded Dropped DHCP Drops ACL Drops
1 0 1 0 9
Vlan DHCP Permits ACL Permits [Source MAC Failures
1 0 1 1
Vlan Dest MAC Failures IP Validation Failures Invalid Protocol Data
1 0 0 0
Switchi_
€ —— . —_ _ - 4 =
Connected 2:13:09 Auto detect 9600 8-N-1 M

* Packet #3: V3en A oTmpaBiisier ClIeAyroIuii HEHOPMaJIbHBIH OTBETHBIN
makeT ARP na y3en B. [laker ARP nmeer MAC-anpec Ha3HaueHUs B
3aronoBke Ethernet, orauunbiit or MAC-azpeca Ha3HAYCHHUS B 3arOJIOBKE
ARP, xak 1moka3aHo 3/1eCh:

ARP Header
Operation code 2 (for ARP reply)
Source IP address IP address of Host A
Source MAC address MAC address of Host A
Destination IP address IP address of Host B
Destination MAC address MAC address of Host B

Ethernet Header

Source MAC address MAC address of Host A
Destination MAC address MAC address of Host C
Ethernet Type 0x0806 for ARP message

Ha crnenyromiem cHUMKe 5KpaHa MOKAa3aH CrEHEPUPOBAHHBIN BBIIIE
HEHOpMallbHbI  OoTBeTHBIM maker ARP ¢ wucmonb3oBanuem
CommView Visual Packet Builder.
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£ Visual Packet Builder

Ethernet II [00:1A:A0:88:52:48 - 00:1B:38:39:9E:4D]
Source MAC Destination MAC Protocol
00:1A:A0:68:52:48 = :00 B:38:39:9E:4D | == 0x0806 : ARP
ARP [ARP Reply] 2
Hardware
Type Address Length
0x0001 : Ethernet v 6 -
Sender Address (MAC) Target Address (MAC)
00:1A:A0:88:52:48 wx \00:1B:24:FE:B7:0D -
Network Protocol
Type Address Length
0x0800 : IP v 4 —~
Sender Address (IP) Target Address (IP)
1192,168.1.1 ug 192.168.1.2 1]
Gperation
2 : ARP Reply v v
oK ] l Cancel ]

[Tocne BBemeHus BhINIEYKa3aHHOTO HEHOPMaJIbHOTO makeTa orBeTa ARP B
cerh kommyTarop Cisco orOpachiBaer naker. UToObl 0TOOPA3UTh CTATUCTHKY
0 TOTepsTHHBIX MakeTax ARP, BBenuTe ciemyromnryo KoMaHy:

Switch# show ip arp inspection statistics vlan 1

Hwuxe npuBeneH CHUMOK 3KpaHa, MOKa3bIBAIOIINN, YTO CTEHEPUPOBAHHBIN
BbIILIC HEHOPMaJIbHBIN OTBEeTHBIN nakeT ARP Obu1 oTOpomen MexaHu3MOM
«MAC MAC Failures» kommytatopa Cisco, mockonsky MAC-anpec
HaszHauyeHus B 3aronoBke Ethernet e coorBercTByer MAC-anpecy
Ha3Ha4eHus B 3aroioBke ARP.
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« {uul - Hyper Terminal r:@[ |
Fle Edt View Cal Trarsfer Help

D =3 D &

Sniul:hﬂshon ip arp inspection statistics vlan 1 L )
Vlan Forwarded Dropped DHCP Drops ACL Drops
L WY 0 T L AR 9 0
Vlan DHCP Permits ACL Permits Source MAC Failures
T L e L oA T 0
Vlan IP Validation Failures Invalid Protocol Data
Suitihﬂ g “
£ — e e = — lv
Connacted 2:27:00 Augodetect 9600 81 [

®Packet #4: XocT A ornpaBisieT CIeAyIOIMIA HeNPaBUIbHBIN ITaKeT
orBera ARP. [laker comepkut HemonycTuMbiid [P-anpec HazHaueHUs
(255.255.255.255) B 3aronoBke ARP, kak moka3zaHO HIDKE:

ARP Header
Operation code 2 (for ARP reply)
Source IP address IP address of Host A
Source MAC address MAC address of Host A
Destination IP address 255.255.255.255
Destination MAC address MAC address of Host C

Ethernet Header

Source MAC address MAC address of Host A
Destination MAC address MAC address of Host C
Ethernet Type (x0806 for ARP message

KommyTarop ucronszyer ACL ARP ans npoBepky MpaBHIBHOCTH TOJIBKO
naps! ucxonHoro [P u MAC B 3aronoBke nakera ARP. OH He npoBepsieT
neiicteurenbHOCTh [P-anpeca 1 MAC-anpeca Ha3HaUEHUS B 3aTOJIOBKE
nakera ARP. D10 cBs13aHO ¢ TeM, 4TO HEBEPHBIE MaphI
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napsl [P-anpecoB 1 MAC-anpecoB HazHaueHUs HE TOBpexAatoT k3mu ARP
HeneBbx xocToB. OnHako MexaHn3M «Ommoku Banuaanuu [Py mo3somnser
MpoBepATh 3aronoBok ARP Ha Hanmm4re HEAOMyCTUMBIX U HEOXKHAaHHBIX
IP-anpecos, Takux xak [P-ampec «255.255.255.255».

Ha cnenytomem cHUMKe SKpaHa MOKa3aH CreHEpUPOBaHHBIN BBIIIE

HEHOpMaJIbHBIN OTBeTHBIN maker ARP ¢ ncnonszoBannem CommView Visual
Packet Builder.

#. Visual Packet Builder - BIX
File
Packet Type: ARP v
Ethernet I [00:1A:A0:B8:52:48 - 00:1B:38:39:9E:4D]
Source MAC Destination MAC Protocol
00:1A:A0:68:52:48 = 00:1B:38:39:9E:4D #z  |0x0806 : ARP
ARP [ARP Reply] 2
Hardware
Type Address Length
0x0001 : Ethernet v 6 :
Sender Ar,ldress (MAC) quetrAddverss (MA»C)
00:1A:40:65:52:48 L4 00:18:38:39:9€:40] uy
Network Protocol
Type Address Length
0x0800 : IP v 4 — |
Sender Address (IP) Target Address (IP)
192.168.1.1 ] 255.255,255.255 L1
Operation
2 1 ARP Reply v v
ol st |

[Tocne BBemeHus BhINIEYKa3aHHOTO HEHOPMaJbHOTO makeTa orBeTa ARP B
cerb KommyTatop Cisco orOpacsiBaer naker. YToObl 0TOOpa3uTh CTATUCTHKY
0 norepsAHHbIX nakerax ARP, BBeaute ciaenyrouyro KOMaHay:

Switch# show ip arp inspection statistics vlan 1

Bor cHUMOK 3KpaHa, MOKa3bIBAIOIINMN, YTO CTEHEPUPOBAHHBIN
HEHOpMaJIbHBIN OTBeTHBIN naker ARP 611 orOpomen Mexanusmom Cisco

«IP Validation Failures», moromy 4to OH COAEP>KUT HENOycTUMBIH [P-
azipec Ha3HAYCHUSI.
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# iuui - HyperTerminal El@@

Fle Edt View Cal Transfer Help
D& =3 0B

Switchlshow ip arp inspection statistics vlan 1 A
Vlan Forwarded Dropped DHCP Drops ACL Drops
SE PN R N Tl B e s 0
Vlan DHCP Permits ACL Permits  Source MAC Failures
%" ST B S T L 0
Vlan Dest MAC Failures CP Validation Failurei Invalid Protocol Data
N e T e T 0
Switchi_
RIS = = ¥ .
Connected 3:44:04 Auto detect 9600 8-N-1 NUM

3.6 JlabopatopHas pabota 3.3. [lNpeporBpalueHue
aHomanbHoro Tpadwmka ARP ¢ ucnonb3oBaHuem
npoBepkn AMHamu4vyeckoro ARP u otcnexuBaHus
DHCP gnsa cpeabl DHCP

3.6.1 Pe3ynbmam

[ens TaHHOTO MPAKTUYECKOTO YIIPAXKHEHUS - HAYYUTh CTYJICHTOB
TeHEPUPOBATH U MPEIOTBPAIATh HEHOPMaBHEIH Tpaduk ARP ¢ momorsio
¢hynkumii mpoBepku Dynamic ARP Inspection 1 DHCP Snooping mst cpenst
DHCP B nokanbHOI ceTH.

3.6.2 DHCP Snooping (omcnexueaHue DHCP)

B cereoit cpene DHCP cepBepst DHCP aBromarnuecku HazHauarot [P-agpeca
y37aM, MOIKIIOYEHHBIM K CETH, U3 OIpeneneHHoro nuanasona [P-agpecos. 9to
OYEeHb YaCTO WCIONB3YeTCS B TPU3OBBIX CETAX I COKpPANICHUS YCHIIMH I10
HacTpoiiKe.

B cpene DHCP dynknus 6e3omacHocti Dynamic ARP Inspection B
koMMmyTaropax Cisco O3BONAET OMPE/ENATh JOCTOBEPHOCTh TakeToB ARP Ha
OCHOBE JIeHCTBUTENbHBIX MpUBA30K [IP-MAC-anpecos, xpaHsmuxcs B
JIOBEPEHHOI 0a3e JaHHBIX, 0a3e JaHHBIX MpUBs3KU orciexuBanus DHCP.

Orta 0a3a TaHHBIX IOCTPOCHA C TIOMOIIBIO MexaHu3Ma, HazeiBaemoro DHCP
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snooping (orcnexuBanne DHCP). Korna maker ARP nonydeH Ha 1oBepeHHOM
uHTepdeiice, KOMMyTaTop Mepenaer maker Oe3 Kakod-mmOo mpoBepku. Ha
HEHaJeKHBIX MHTep(eiicax KOMMYTaTOp MepechlUlaeT MaKeT, TOJIbKO eCI OH
JIeCTBUTEIIEH.

3.6.3 3JkcnepumeHm

B crienyroiiem SkcriepuMeHTe OMUCHIBAETCS, KaK MPEAOTBPATHTD
HeHopMmalibHBIe TakeThl ARP ¢ momompio Dynamic ARP Inspection u DHCP
snooping miist cpeasl DHCP B tokansHOM ceTH.

DKCTEPUMEHT COCTOUT M3 CICAYIOMINX JTAIOB!

[Iar 1. Bxirouute orcnexxusanne DHCP.
IIar 2: HactpoiiTe npoBepky auHamuueckoro ARP ms cpenst DHCP.
IIar 3: I'eneparust u mpenoTBpaIicHre HEHOpMaTbHEIX MTakeToB ARP.

3.6.3.1 Apxumexmypa cemu

ApPXUTEKTypa CeTH, HCIIOIh30BaHHAS B OKCIIEPUMEHTE, ITOKa3aHa Ha
CIIETyIOIIeM pUCyHKe. J[Ba xocTa mogkiodeHbl kK kommyTaTopy Cisco Catalyst
3560 gepes nBa HeHamEKHBIX TTopTa. Tpernii xoct pasmerniaer DHCP-cepsep.
[Tonp30BaTenb MOXKET UCIOIB30BATH JTF000E JOCTYITHOE TPOTPaMMHOE
obecnieuerne DHCP-cepBepa. B 3ToM skcriepiMeHTe HCTIONb3yeTCs
nactpyment DHCP Turbo Server.

DHC l’.scrvcr

P

Cisco Catalyst
3560 Switch

Fa0/1

Fa0/3 Fa0/2

Host A Host B
=X Untrusted ports 2
q ), ‘-
b g [
IP: 192.168.1.2 IP: 192.168.1.3

MAC: 00-1A-A0-B8-52-48 MAC: 00-26-9E-ED-A8-84
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3.6.3.2 Ilaz 1. Bknouume omcenescusanue DHCP

UroOsl BKIOUNTH oTciaekuBanne DHCP u Hactpouts nopt kommytaropa Cisco
Catalyst 3560, k koropomy nonkitoueH cepsep DHCP, B kauecTBe 10BEpEHHOIO
nopTa (1o yMOIYaHHUIO TOPThl KOMMYyTaTopa HEHaIeKHBI), HEOOXOAUMO
BBITIOJTHUTD CJICAYIOUINE ACHCTBHUS:

* TIogKTIOYUTE XOCT A K KOHCOJIBHOMY MOPTY Ha KOMMYTATOpeE.

* 3amycTuTe HaCTPOIMKY C OMOIIbIO HHCTPYMEHTA
HyperTerminal (nononaurensHyto nHpopmaruio oo
ucnonb3oBanuu nHcrpymenta HyperTerminal cm. B mmase 1).
* BeenuTe creayrommue KOMaH/Ibl:

Switch>enable//BBemure kOoMaHOy enable nmns

OOCTylla B NPUBUIIETMPOBaHHBEN pexuMm EXEC
Switch#configure terminal//BoMiTu B pexum
TJi00aJIbHOM KOHOUI'ypaumm

Switch (config)#ip dhcp snooping//BkjounTs DHCP,
OTCJIEXMBAKIMM IJIODAJIBHO

Switch (config) #ip dhcp snooping vlan 1//BKI0OUUTH
orciexmuBaHue DHCP nHa VLAN 1

Switch (config) #interface FastEthernet 0/1//BoviTu B
PEeXVM HACTPOMKM MHTepbeMrca nnsa mHTepberca
FastEthernet 0/1 (Port#1)

Switch (config-if) #ip dhcp snooping trust//
HAaCTPOUTHL MHTepdelVC KaK OOBEPEeHHBEM. [0 yMOJYaHMIO 3TO
HEeHaIeXHO .

Switch (config-if) #end

Switch#copy running-config startup-config//coxpaHurs
3anucu B Qanse KOHQUI'ypaLuMn

[lepesarpysure cepsep DHCP u xommyTarop Cisco, 9ToOBI pa3pemmTh
cosganue 0a3pl JaHHBIX cBs3bIBaHUs orciaexuBanusa DHCP. 3arem BBenuTe
CIIEAYIONTYI0 KOMaH/IY, YTOOBI OTOOPa3HUTh COIEPKIUMOE 0a3bl JAHHBIX
npusszku DHCP snooping:

Switch#show ip dhcp snooping binding
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Ha CJICAYIONIEM CHUMKC 3KpaHa MMOKa3aHO COACPIKUMOC 0a3nl JaHHBIX
DHCP Snooping.

. gl; - H;'per'ljerrv;i;tal Q@

File Edk View Call Transfer Help
D& 3 DO &

Switch#tshow ip dhcp snooping binding

MacAddress IpAddress Lease(sec) Type VLAN Interface

0?:19:90:88:52:48 192.168.12‘ 258791
e
00:26:9E:ED:R8:84 192.168,1.31 258793

dhcp-snooping ) 1 FastEthern
dhcp-snooping | 1 FastEthern

et0/2
Total number of bindings: 2
Switch#_
Connected 0:26:17 Auto detect 9600 8-N-1 NuM Print echo

<

3.6.3.3 Illae 2. Hacmpotixa nposepku ounamuueckoeo ARP ons
cpeovt DHCP

Uro0bl HACTPOUTH MPOBEPKY AuHamMuueckoro ARP, BBenute ciaemyromue

KOMAaH/IbI:

Switch>enable//BBemnTe kOMaHOy enable mng mocTyna B

IPUBUJIETUMPOBAHHEM pexuMm EXEC

Switch#configure terminal//BOUTH B pPexXuMm
ToBaJIbHOM KOHGUI'ypaumm

Switch (config) #ip arp inspection vlan 1//BxI0uUnTb
OVHAMUUYECKMUM KOHTpoJib ARP Ha VLAN 1

85

Switch (config) #end//BepHYyTbCS B NPUBUIIETHMPOBAHHLI PEXMM

EXEC

Switch#show ip arp inspection vlan 1//npoeeputsb
KOHOUTYypaLMio OMHaAMMUECKOT'O KOHTpOoJsa ARP
Switch#show ip arp inspection statistics vlan 1//
NPOBEPUTE CTATUCTUKY IIPOBEPKM IMHaMMUeCcKoro ARP
Switch#configure terminal

Switch (config) #ip arp inspection validate src-mac dst-mac
ip//BEIOJHUTEL ONPEeNeJIeHHYI POBEPKY BXONAWMX NakeToB ARP.

Obpaturech K JlaBopaTopum N 3.2 mja OOJIydyeHUS
OOINIOJIHUTEJIbEHOM MHQOPMAaLNM .

Switch (config) #ip arp inspection log-buffer entries
200//ykaxnre KOJIMUECTBO BalMCEN, KOTOPHE OymyT

3apernucTpUpoOBaHu B Oybepe. IOmanazon cocraejaseT oT 0 mo

1024.
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Switch (config)#ip arp inspection log-buffer logs 0
interval 1//3T0 03HauaeT, UTO 3aNMCh IoMemaeTca B Oybep
XypHaJia, HO CUCTEeMHOEe COOOleHME He TeHepupyeTcd.

3.6.3.4 Illaz 3: Cozoanue u npedomapaujenue HenpasuibHO20
nakema ARP

[ockonbky orcnexuBanue DHCP u nposepka nunamuaeckoro ARP
BKITIOUEHBI, KOMMYTaTOp JIOJDKEH 0TOpachIBaTh aHOMasbHbIe TakeThl ARP ¢
HeBepHbIM orobOpaxenueM IP / MAC-aapeca. B atom akcriepumenTe
MIOJIb30BATENb MOXKET MCIIONB30BATh T€ e YEThIpe HEHOPMAaJIbHBIX ITaKeTa
ARP u3 npenpiaymieit mabopaTtopHoii pabotel. Hampumep, MbI reHepupyemM
TONTBKO CIICAYIOIINIA HEHOpMaTbHEIN makeT ARP:

* Packet#1: Xoct A oTmpaBisieT CIeIyIOHiA IMPOKOBEIIATENbHBIH
maker 3ampoca ARP. Ilaker HapymiaeT nelCTBUTEIHHOE COMIOCTABICHHE
IP/MAC-anpeca, mockonbky mapa IP-anpec ncrounnka/MAC-ampec B
3aronoBke ARP sBisieTcst HEMOIMyCTUMO#, KaK IMTOKa3aHO 3/1€Ch.

ARP Header
Operation code 1 (for ARP request)
Source IP address IP address of Host B
Source MAC address MAC address of Host A
Destination IP address Any IP address
Destination MAC address 00:00:00:00:00:00

Ethernet Header

Source MAC address MAC address of Host A
Destination MAC address Broadcast MAC address
Ethernet Type 0x0806 for ARP message

Ha cnenyroniem cHUMKE 3KpaHa MOKa3aH BBILIECYITOMSHyThII
HeHopMaibHBIN nakeT ARP, crenepupoBanHblii ¢ momompsio CommView
Visual Packet Builder.
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2. Visual Packet Builder

Packet Type: ARP

Ethernet II [00:1A:A0:B8:52:48 - FR:FF:FF:FF:FF:FF]

Source MAC

Destination MAC
00:1A:A0:88:52:48

= |FF.FF.FF.FF:FF:FF

ARP [ARP Request] 2
Hardware
Type Address Length
0x0001 : Ethernet v 6 —
Sender Address (MAC) / Target Address (MAC)
00:1A:A0:88:52:48

00:00:00:00:00:00

Network Protocol

Type

Address Length
00800 : IP) v 4 A
Sender Address (IP) Target Address (IP)
192.168.1.3 - 192.168.1.10 x
Operation
1: ARP Request v

v

o) (o ]

[Tocne BHEMpeHN BRIMIEYTIOMSIHYTOTO HEHOPMAIBHOTO makeTa 3arnpoca ARP
B ceTh KomMyTatop Cisco OTKIOHHMI makeT. UToObl 0TOOpa3UTh CTATHCTUKY O
MoTepsHHbBIX makerax ARP, BBeanTe cremyronyto KoMaHIy:

Switch#show ip arp inspection statistics vlan 1

Ha cnenyromem cHUMKe 5KpaHa MOKa3aHo, YTO CreHEPHUPOBAHHBIN BBIILIE
HEHOpMaIbHBIH maker 3ampoca ARP Osu1 orbpornen mexannsmom «DHCP
Deny» kommyTtatopa Cisco, IOCKOJIBKY OH COAEPKUT HeloIycTuMyto napy IP-
anpec ucroannka/MAC-aapecos (192.168.1.3/00-1A-A0-B8-52-48).
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3.7 KpaTkoe coaepxaHue rnaBbl

B 37011 171aBe OBITH TPOaHATM3NUPOBAHBI M OLICHEHBI PelIeHus] O€30MaCHOCTH,
KOTOpBIC OOHAPYKUBAIOT U MPEIOTBPAIIAIOT aHOMaNIbHBIN Tpaduk ARP Ha
OCHOBE MPAKTUYECKMX IKCIIEPUMEHTOB. SICHO, YTO 00HAPYKEHHIO U
MPEIOTBpaIlleHHI0 aHOMalbHOTO Tpaduka ARP He yaensocs 10cTaTtoqHOro
BHUMaHUs OONBITMHCTBOM PacIpOCTPaHEHHBIX peleHHd 0e30MacHOCTH,
JlaKe ecli HEKOTOPbIi HeHOpMabHBIN Tpaduk ARP Moxer mpeacTaBisiTh
Cepbe3HbIE YTPO3BI.

B a7T0ii 11aBe onrcaHsl TpU NMpakTHYecKuX yrnpaxkHenus: (1) oOHapyxeHue
aHomanbHOro ARP-Tpaduka ¢ ucmonszosanuem XArp 2, (2) npemorBpaiieHue
aHomanbHOro ARP-Tpaduka ¢ ucronbp3zoBaHreM QyHKIHHA 0€30MaCHOCTH
Dynamic ARP Inspection (DAI) mis cpenst 6e3 DHCP. B kommyTaropax Cisco
Catalyst 3560 u (3) npenorBpalieHue HeHopManbHOro Tpaguka ARP ¢
ucnons3oBanueM QyHkui 6ezonacaoctn Dynamic ARP Inspection u DHCP
snooping jist cpenst DHCP B kommyTtartopax Cisco Catalyst 3560.



Mnaea 4

OOGHapyxeHue ceTeBoro Tpacpuka u
OOHapyXeHuMe Crny4yanHoro pexumma

4.1 BBepeHue

CHu¢dunr-araka ¢ uCoIH30BaHUEM aHATIN3ATOPa CPEIU PA3IUUHBIX
TUTIOB aTak Ha JokanbHbIe ceTH (JIBC) - 310 mpocras ataka, kotopas
MOXET ObITh OYeHB OmacHO. OOHapyKEeHHUE CETeBOTO Tpaduka
IMO3BOJIACT 3JIOYMBIIIJICHHUKAM JICTKO KpacCTb KOH(i)I/I}IeHI_H/IaJ'IBHI)Ie
JaHHbIE, TApOJIU U KOHPUACHIINAILHOCTh BeeX. [lockonbky MHOTHE
0a3oBbIe CiTyKObI, Takue kak FTP (mpoTtokon nepenaun daitios), Telnet
u anekrponHas moura (SMTP / POP3), ornipaBnsor mapoyiv U JaHHBIC B
BHJIE OTKPBITOTO TEKCTA, 3JI0YMBIIIJIEHHUKN MOTYT JIETKO IIMUOHUTH 32
0JIb30BATEISIMU CETH, AaHATTU3UPYS COJIEPKUMOE COOTBETCTBYIOIINX
MepexBayeHHbIX ceTeBOU Tpaduk. s Apyrux cepBUCOB MOKET
noTpebOoBaThCS Mporpamma e ppoBaHUs s U3BICUCHHS MapoJiel u3
MIOTOKOB JaHHBIX. Bech He3amMIIEHHBIN CeTeBOM TpapUK MOKET ObITH
YSI3BUM JISI IPOCITYLITUBAHUSI.

OOHapy)KeHHEe CETEBOT0 TpaprKa MOXKHO C/IEJIaTh, IPOCTO 3arpy3uB
OecruiaTHyI0 nporpammy-cHuddep u3 MHTepHeTa 1 ycTaHOBUB €€ Ha
kommbrorep. Kpome toro, B kommytupyemoii JIBC (He BemarenpHas
CeTh) aTaka C HCIoyb30BaHueM cHUu(GuHTa TpedyeT, 4ToObI XOCT-
cauddep ObL1 MO0 MoakitoueH K nopty SPAN (aHanmuzarop
KOMMYTHPYEMBIX MTOPTOB) Ha KOMMYTATOpE CETH, TNO0 MCTOIb30BAI
MeTo, Takoi kak MiM (Man In-the-Middle) araka, onucannas B rase 2,

89
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JUTS TIepeHanpaBIeHus 1efieBoro Tpaduka. OHAKO B IIHPOKOBEIIATETBLHBIX
JIOKABHBIX CETSIX HET HEOOXOMUMOCTH MepeHANpaBiIaTh TPapUK HA XOCT-
aHATN3aTOpP WM MOAKIIIOUATh X0CT-aHaau3atop K mopty SPAN, mockonbKy
CeTeBOil TpauK mepeaaeTcs Ha BCe XOCThI CETH.

AHanu3aropsl - 3TO MPOrpPaMMbL, KOTOPbIE TO3BOJISIFOT XOCTY
3aXBaThIBaTh U OTOOpAXKaTh COACPIKUMOE JTHOOO0TO MaKeTa, KOTOPHIiA
MPOXOJIUT uepes ceTeByto nHTepdelicHyto kapty (NIC) xocra, Takxke
M3BECTHYIO KaK CETEBOM aJamnTep, Jake €CIIM OH He NMpeIHa3HA4YeH IS
XOCTa. JTO MOXKET OBITh CJEJIaHO IyTEM II€peBO/ia CETEBOTO ajanTepa
XOCTa B PEXKUM, Ha3bIBAEMbIH «CMEIIaHHBIM PEXUMOM». ITOT PEKUM
MO3BOJIIET CETEBOMY aJaNTepy MoJIydyaTh BCIEIYIO JIF0O0H MakKeT, a He
TOJILKO Mpe/IHAa3HaYeHHbIe JUIsl Hero nakeTsl, B ceTu Ethernet 6e3
npoBepku MAC-anpeca HazHaueHusi (Media Access). KoHTpoiabHBIH
ajipec) U nepenarb ero sjapy cucreMsl. Clie0BaTeNbHO, TAKETHI,
KOTOpbIE HE JJOJDKHBI MOCTYNAaTh HAa XOCT-aHAJIN3aTop, OOJbIIe He
OJIOKUPYIOTCS CETEBBIM aAanTepoM xocrta. [1o ymonuanuto /i ceTeBbIX
KapT YCTAHOBJIEH PEKUM, HA3bIBAEMbIH «HOPMaJIbHBIN pexkum». Korma
CETEeBOM ajanTtep XocTa HaXOIUTCS B HOPMAJILHOM PEKUME, OH
3aXBaThIBAET TOJIHKO MAKETHI, PEAHAa3HAYCHHbIE ISl XOCTa, UCIOb3YS
MEXaHU3M (PUIBTpaIuy, H3BECTHBIN KaK armapaTHeI GUIBTP CETEBOM
kapThl. Takum o6pa3om, NIC XocTa IpUHUMAET TOJIBKO MAKETh, YbH
MAC-anpeca naznadenus ornpanisitorcs Ha MAC-aapec NIC xocra.
DakTHUECKH, CETEBbIE aIaliTephl MIPEICTABICHBI 6-0aliTOBBIM
anmmapartHbM aapecoM (MAC-anpec Ethernet). [IpousBoaurenu kapt
Ha3Ha4alT YHUKaIbHBI MAC-anpec 1 Kax10i KapThl, TaK 4TO
kax bl MAC-azpec sBisieTcsl yHUKaIbHBIM BO BceM Mupe. Bee
koMMmyHHKaruu B cetu Ethernet ocHoBaHbI Ha 3TOM anmapatHoM MAC-
aapece onHoaapecHo paccebuiki. Ogaako NIC MoxeT ycTaHOBUTh
JOTIOJIHUTENBHBIE alapaTHble (PUIBTPHI IS MprUeMa MaKeTOB Pa3HbIX
TumnoB. B o0sruHOM peknmMe NIC GunbTpyer nmakeTsl Ha OCHOBE
HACTPOEHHOTO amnmaparHoro ¢uiasTpa. Hike npuBeneHbl BO3MOXHbBIE
JIOTIOJIHUTENBHBIE alapaTHble PUIBTPHI:
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* Broadcast (wupoxogewamenvbHas paccoblika): STOT PUILTP
MO3BOJISICT CETEBON KapTe MPUHUMATD IIMPOKOBEUIATEIbHBIC TAKETHI,
1t kotopblx MAC-anpec Ha3HaueHHs YCTaHOBJIEH Ha
“FF:FF:FF:FF:FF:FF”.

* Multicast (mHo2oadpecHas paccolaka): 3TOT (GUIBETP MO3BOJSET CETEBOM

KapTe MPUHUMATh BCE MAKEThl, KOTOPBIE CIENAIbHO HACTPOEHBI IS
TIOTy4YeHHMsI aJIpecoB HEKOTOPBIX TPYIII MHOroaapecHoi pacchliku. NIC
MOXCT IMIPUHHUMATh TOJIBKO IMAKEThI C allllapaTHBIX aApeCOB
MHOT0AJIPECHOM PACCBUIKH, IPEABAPUTENBHO 3aPErNCTPUPOBAHHBIX B
CIIMCKE MHOT'0aJIPECHON pacChlIKU. [[akeTbl MHOr0apeCHON PacChlIKU
nMmetoT anpec MAC Ha3Ha4yeHUs!, yCTAaHOBJIEHHBIA Ha
“01:00:5E:Xx:XX:XX.

All Multicast: stor ¢punsrp nozsonsier NIC npuHUMAaTh BCe
MHOT'0aJIpE€CHBIC IMMAKEThI, JJIsI KOTOPBIX YCTaAHOBJICH prHHOBOﬁ
ouT “OLIXXIXXIXXIXXIXX”.

Crnenyromue TpU CHUMKA 9KpaHa SIBIISIOTCS TIPUMEpaMH TIPOCITYIINBAHUS
mmapons ceanca FTP. Anammzatop CommView HUCITONb3yeTcs TS 3aXBaTa
Tpaduka ceanca FTP. Ha mepBoM cHUMKe dKpaHa IToKa3aH rpaduaecKuii
unTepdeiic monp3oBaTens (rpa@uUecKuii MoNb30BaTeIbLCKUI HHTEPdEIc)
nactpymenta LeapFTP (kmuent FTP), monkmrogernoro k cepepy FTP
(ftp.crcpress.com) ¢ UCIOMB30BaAHMEM HMEHH TONIB30BATENS M ITAPOIS.
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Ha cnenyromem cHUMKe S5KpaHa TIOKa3aHO UMS TIOJIb30BATENS
(«9781466517943») ceanca FTP, 3axBauenHoro anansaropom CommView.

File Search Veew Took Settege Rules Help
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l.;Jl ] .J’-"q' o ¢ Is: =
g Latest P Connextions | 72 Pecets .b_‘,m"’l’“"l?“"“

L:mm L} Prot. Srelp Dezt 1P
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Adte-saving: Off  Rubes:10n

A Ha crenyrorieM CHUMKe dKpaHa IoKa3aH mapoib ceanca FTP, 3anucannasit
ananmzaropoM CommView.
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Cy1ecTByeT MHOXECTBO TOTOBBIX K UCIOJIB30BaHUIO IPOTPaMM IS
aHaJu3a Naposel, KOTOpbIe MOANEPKUBAOT MOHUTOPUHT naposnei uepe3 FTP,
POP3 (Post Office Protocol 3), SMTP (Simple Mail Transfer Protocol), HTTP
(HyperText Transfer Protocol) u Telnet. [Ilpumeps! mepexBaTYMKOB Mapoiei
BKiouarot Ace Password Sniffer (http://www.effetech.com/aps/), Password
Sniffer (htt://www.packet-sniffer.net/password-sniffer.htm), u SniffPass
(http://www.nirsoft.net/utils/password_sniffer.html). B o61iem, ananuzaTopst
naposieii - 3To HeOOoJIBIIIOEe MPOrPaMMHOE 00ECIICUCHUE J11 MOHUTOPHHTA,
KOTOpO€ MPOCIYIINBAET CETH, 3aXBaThIBAET MAPOJH, KOTOPBIE MTPOXOIAT Uepes
CeTeBbIC a/IaNTephl, U MTHOBEHHO 0TOOpa)kaeT Mx Ha skpaHe. Ha ciemyromiem
CHUMKE JKpaHa MoKa3aH MpuMep MPOCIyIIaHHBIX Tapojiel, CreHEepUPOBAHHBIX
nHcTpyMenToM Ace Password Sniffer.

s+ Ace Password Sniffer Q@@
File View Control Help
= By @27 4
Time Client Server Protocol  User Name Password OK? Info
Apr0S, 11:... 192.16* 194.69. 1 GID POP3 r S T oK +OK Maildr...
194. 60D POP3 tr - TN OK +OK Maildr...

Apr 0S, 11:... 192.16
. HTTP/1.13...
Apr0S, 11:... 192.165. WD 195.229E HTTP tr iy OK HTTP{1.13...

Ready Count: 4

ATaKy ¢ NUCTIONB30BAaHNEM CETEBOTO TpaduKka OOBIIHO TPYIHO
O00HApPYKUTH, IOTOMY YTO OHH BOOOIIE HE BIUSIOT Ha ceTeBoil Tpaduk. Ha
MIpaKTHKe 0OHAPY)KEHHE Y3JIOB CETH B CETH COCTOUT M3 OOHAPYKEHUS y3IIOB C
CETEeBBIMH KapTaMH, paboTAIOIINMHU B IIPOU3BOIBHOM PEKUME. Y3IIbI CETH C
CETEeBBIMH KapTaMH, paOOTAIOIIMMH B CITydalfHOM pEKHUMe, MO)KHO CUUTATh
MTOO3PUTENBHBIMA Y3JIaMH. BaXHO OTMETHTH, YTO HEKOTOPEIE MPOTPaMMBI,
OIHAXK]IBI yCTAHOBIICHHBIE HAa XOCTE, MOTYT YCTAHOBUTH CETEBOM aamnTep
X0CTa B OECIIOPSIIOYHBINA PEXKUM, HE UMes HAMEPEHHS BHITTONHATH KaKne-In0o
3II0OHaMepeHHbIE EHCTBHS 10 MpOoCTymuBanmuio. KpoMe Toro, momp3oBaTens
XOCTa HE 3HaeT O TOM, YTO YCTaHOBJIEHHAs ITporpaMMa yCTaHOBHIIA CETEBOM
ajiarTep ero XocTa B CIydyailHbIN pexkxuM. Takoii XocT Oyaer
UICHTU(UIMPOBAH KaK MOJ03PUTENBHBIN XOCT, TOCKOIBKY €r0 CETeBOM
aganrep paboraer B cirydailHOM pexxnMe. B TakoMm ciydae afMUHUCTPATOP
CEeTH JIOJDKEH TPEANIPUHATh COOTBETCTBYOIIUE IEHCTBUSI.
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B oT0if mnmaBe 00cyxmaeTcs NMPakTUYECKOEe YHPAKHEHHE O TOM, Kak
OOHApY)KUTh CETEBOM ajanTtep, pabOoTAIONIMii B CIy4aHOM pPEXHME.
Hcnonp3yrores cnenyronye nporpaMMHbIe HHCTPYMEHTHI:

* NetScanTools Pro *: ciy4aiiHblit ”HHCTpyMEHT OOHApYKEHUSI

* PromiScan {: cy4aiiHbIif HHCTpYMEHT 00OHApYKEHHUSI

* Muctpyment CommView {: HHCTPYMEHT JUIsi MOHUTOPHHTA M aHAIIH3a
ceru (ananuzatop)(sniffer)

* CommView Visual Packet Builder§: reneparop nakeToB Ha OCHOBe
rpaduueckoro uaTepdeiica monszosarens (GUI)

4.2 JlabopaTtopHas paboTta 4.1: OGHapyxeHue
Crny4yauHOro pexuma

4.2.1 Pe3ynbmam

Lenp 9TOTO YIpaXHEHHSI COCTOUT B TOM, YTOOBI yUaIrecs: y3HaIH, KakK
obuapyxuth NICb, paboTaromuii B 0eCIIOpSI0THOM PEKHUME.

4.2.2 OnucaHue

Korma cereBoit amanTep paboraer B 6€CIIOPSIOIHOM PEKUME, TTAKETHI,
KOTOpbIE JOJKHBI (PUIIBTPOBATHCS ANNAPATHBIM (PUIIBTPOM CETEBOro ajanrepa,
Terepb nepenarorcs apy cucrteMsl. [loaTomy, eciau Mbl HACTPOUM MakKeT
3armpoca ARP (Address Resolution Protocol) Takum o6pa3zom, 94T00BI OH HE
nmMen mupokoBemarensHoro MAC-aapeca B kauectee MAC-anpeca
HazHayeHus B 3aronoBke Ethernet makera, oTnpaBuM ero mono03pUTEIbLHOMY
Y31y B CETH U OOHapY>KUM, YTO XOCT OTBEYAET Ha ITO, 3aTEM XOCT paboraer B
0ecropsIIOYHOM PEXRHUME.

CrenoBarenbHO, 3TOT METO/I OOHAPY)KEHHSI COCTOUT B IPOBEPKE TOTO,
pearupyer M oAo3pUTENbHBINA XOCT Ha makeThl 3anpocoB ARP ¢ nepexsarom,
KOTOpbIE HE JOIKHBI 00padaThIBATHCS MOJO3PUTENBHBIM XOCTOM. I10CKONBKY

*http://www.netscantools.com
thttp://www.securityfriday.com
fhttp://www.tamos.comn

8§ http://www.tamos.com
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XOCT, MPUHUMAIOIINHN aHaJIN3, TIOy4YaeT MaKeThl, KOTOPbIE HE HalleIeHbl Ha
HEro, OH MOYKET COBEPIIATh OIIMOKH, TAKWE KaK OTBET Ha maker 3arpoca ARP,
KOTOPBIH MepBOHAYAIBHO JOJKEH OB QHIBTPOBATHCS allapaTHbIM (GHIBTPOM
cereBoro ajanrepa xocta. CienoBaTenbHO, 00HAPYKEHUE BBITOMHSIETCS ITyTeM
mpoBepkH makeToB orBera ARP, korna nakerst 3ampoca ARP ornpasisitorcest
MOAO3PUTENBEHOMY Y37y B CETH.

Hanpumep, MAC-aapec Ha3HadeHus nakera 3amnpoca npepbiBanus ARP
ycraHoBiieH Ha MAC-aapec, KOTOpbIi He cyliecTByert, Takoi kak «00-00-00-
00-00-01». Korna cereBoii amantep padoraer B 00BIYHOM PEKHUME, HaKeT
nipepsiBaHng ARP cunTaercs makeTom «iis Apyroro XocTa» M OTKIOHSETCS
anmapaTHbIM QUIBTpOM cereBoro agantepa. OHAKO, KOTJa CETeBOH aarnTep
paboraer B Clly4aifHOM peXHUMe, €ro anmapaTHbiii GUiIBTp OTKIIOYEeH. 3aTeM
MaKeT 3ampoca npepsiBanust ARP cMoxeT mepenars siapy cucTeMsl. Sapo
CHCTEMBI MPEIoJiaraeT, YTo MakeT NPUObLI, TIOTOMY YTO 3TO OBUIO pa3perieHo
anmmapatHeM ¢utsTpoM NIC, 1, criemoBaTeNbHO, TOIDKEH OBITH CTeHEPUPOBaH
oTBeTHEIN makeT. OHAKO 3TO HE TaK. B sipe CHCTEMBI CYIIECTBYET CBOETO
poJa IOMOMHUTEIBHBIN TPOrPaMMHBIN (QHIIBTP, Ha3bIBACMBbIH MPOrPaMMHBIM
¢wueTpom. [Tocne anmaparHoro GuUIBTpa MakeThl PaKTUIECKH CHOBA
(UIBTPYIOTCS TPOrPaMMHBIM (QHIIBTPOM sijipa cucTeMbl. [losToMy, Korma
cereBas KapTa padoTaeT B OOLIYHOM PEXUME, BKITIOUAIOTCS allllapaTHbIC U
nporpamMmusie GrtbTpel. OmMHAKO, KOT/Ia ceTeBas KapTa paboTaer B CiydaliHOM
peXrMe, ammapaTHeid (UIIBTP OTKITIOUEH, HO TIPOTPaMMHBIH (QHIIBTp sapa
CHCTEMBI OCTAeTCs BKIIFOYCHHBIM. THITHI (PUIIBTPOB, BBHITIONMHIEMBIX
MIPOTPaMMHBIM (PEFIIBETPOM, 3aBUCAT OT sapa onepanuonroi cuctemsl (OC).

4.2.3 Tecmsbi

Lenmbto  TecToB  sBMSAETCS  BBISIBIEHWE  MEXaHW3MOB  (DMIIBTpAIIVH,
WCIONB3YyEeMBIX  MPOrpaMMHBIMA ¢uneTpamMu  Amep  HECKOIBKHX
pacnpoctpanennsix OC. g xaxgoro sapa OC TecTbl COCTOAT U3
orpenenenus cnenuaibHbIx MAC-aapecoB, KOTOpBIE OYIyT HCIIOIB30BATHCS
makeramMu  ARP-moBymiek mis  oOHapyKeHHSI CETEBBIX  aJanTepoB,
paboraromux B ciryqaitHoM pexume. Ecimu orBer ARP monydeH B pesynbsrare
TectoBoro nakera 3amnpoca ARP, To cnienuansubii MAC-anpec Ha3HaYeHUS,
BKJIFOYCHHBI B maker 3ampoca ARP, Moxer ObITh WCHONB30BaH IS
UICHTU(UKAIIMY CETEBBIX aJallTepOB, paOOTAIONINX B CMEIIAHHOM PEXHUME.
B cunenyromem cnucke nepeuncineHnsl crneuuaneHbeie  MAC-anpeca,
HCIIONIb3yEMBIE B TECTaX.
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* FF:FF:FF:FF:FF:FF (Br): Dto mmupokoBemarenpubiii MAC-anpec,
KOTOPBIH TOMDKHBI TIONy4YaTh BCE XOCThI B JIOKAIBHOW CETH. JTOT ajpec He
¢unpTpyercs anmapaTHBIMH W TporpaMMHbIMHA  ¢uisTpamu.  OH
UCTONB3yeTCsT  JUIi  TPOBEPKHM  TOTO, TONACPKUBAET JIH  XOCT
mpoxoBemarensHeiii MAC-aapec Br.

* FF:FF:FF:FF:FF:FE (Br47), FF:FF:00:00:00:00 (Br16), u
FF:00:00:00:00:00 (Br8): 9T0 mojiensHbIe MUPOKOBEIIATEIBLHEIE
MAC-anpeca. OHM UCTIOIB3YIOTCS JJIs1 IPOBEPKU TOT'O, MPOBEPSIET JIH
MpOrpaMMHBIN GuUIETp Bee OUTHI TanHoro MAC-aapeca, 94To0b
KJIACCU(UIIMPOBATH €r0 KaK MIMpoKoBeaTeabHbiii MAC-aapec.
*01:00:00:00:00:00 rpymmoBoit out aapec (Gr): ato MAC-anapec, mis
KOTOPOT'0 YCTAHOBJIEH TOJIBKO TPYIOBOM OUT. OH UCTIONB3YeTCs IS
MPOBEPKH TOTO, CYUTALT JIM IporpaMMHbIil GunbTp MAC-aapec
MHOT0aIpECHOM PACCHUIKU.

*01:00:5E:00:00:00 agpec muoroaapecHoi paccsuiku 0 (MO0): Dror
MHoroaapecHbrit MAC-anpec 0O0bI9HO HE HcToNb3yercs. OH
WCIIONB3YETCs [UTS MPOBEPKU TOTO, CYUTAET JIU POTPAMMHBIN (QHUITBTP
MAC-aapec MHOrOaApeCHON PacChLIKH.

*01:00:5E:00:00:01 axpec maoroaapecHoi paccouiku 1 (M1): Oro MAC-
ajJipec MHOTOAJIPECHON PACCHIIKH, KOTOPBIH JTOJKHBI TIONYyYaTh BCE XOCTHI
B JIOKQJIBHOW CeTH. ODTOT ajJpec He QUIBTPYyeTcs anmapaTHBIMA U
nporpaMMHbBIMU  GuiibTpamMu. OH HCHONB3yeTcsl JUIsl TMPOBEPKU TOTO,
ronaepkuBaet i XxocT MAC-anpeca MHOTOaAPECHON PaCCHUIKH.

® 01:00:5E:00:00:02 axpec MHOroampecHoi paccouiku 2 (M2): Otor
MHoroaapecHbiii MAC-aapec Ha3bIBaeTCs aIpeCOM MHOT0aApECHOM
rpynnsl «Bce MapmpytuzaTops». OH agpecoBaH BCEM MapLIpyTH3aTopam
B OJJHOM cerMeHTe ceTH. ClenoBaTenbHo, 3TO MPUMEP MHOTOAAPECHBIX
MAC-anpecoB, KOTOpBIE HE 3apETUCTPUPOBAHBI B MHOTOAIPECHBIX
CIHCKaX CETeBbIX ajanTtepoB. OH MCHONb3YETCsl ISl IPOBEPKH TOTO,
CUMTaeT JIu nporpaMMHubIid punsTp MAC-anpec MHOroaapecHou
pacchUIKH.

*01:00:5E:00:00:03 anpec mHOTOaApecHoi pacceiku 3 (M3): Otor
MHoroaapecHslii MAC-aapec sBieTcss IpUMEpOM MHOT0aJpECHBIX
aJpecoB, KOTOpbIE HE HazHaueHbl. OH UCNONB3YyeTcs I TPOBEPKH TOTO,
CUUTAaeT JIu nporpaMMubiid punsTp MAC-anpec MHOroapecHoOM
PacCBUIKH.
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B tabmune 4.1 u tabnuiie 4.2 moka3aHbl pe3yJIbTaThl UCTIBITAHUN 115
Heckonbkux OC. Ilocne ornpaBku nmakera 3anpoca ARP, ecnu oTBeTHbIH nakeT
ARP He mony4eH, B cTonOIe ToMemaercs «-». Eciu moiydeH 1omycTUMBIH
otBeTHBIN nakeT ARP, B cronbie momemaercst 0yksa «Oy». OmHako, eciu
MOTy4eH HeAOMyCTUMBIN nakeT orBeTa ARP, B cTonb1ie momeraercss CHMBOI
«X». OtBer ARP cunTaercs HemOMyCTUMBIM, KOTZIa MPEANOIaraercs, 4To
COOTBETCTBYIOIIMI eMy makeT 3ampoca ARP 3abi1o0kupoBaH anmapaTHEIMUA WU
MPOrpaMMHBIMHU (PUITBETPaMHU, U, CIIEIOBATENBHO, MakeT oTBera ARP He nomken
npuHuMaThCs. OTHAKO, KOT/Ia CeTeBas KapTa padoTaeT B CIy4ailHOM PEXUME,
pe3yABTaThl TECTA MOKAa3bIBAIOT, YTO IPOTrpaMMHBIE (DHMIIBTPHI sipa
nporectrpoBanHoi OC HenpaBwIbHO GHIETpyIoT MAC-aipeca HECKOIBKUX
THIIOB, B OCHOBHOM ajpeca Br47 u Brl6.

MAC-aapec Br u muoroanpecusiii MAC-aapec M1, koraa cereBoit
azarnrep padoraer B 00bIYHOM pexkuMe. OHAKO, KOTIa CETeBOM ajanTep
paboraer B CllydaliHOM PEeXKHUME, PE3YJbTaThl TECTa BBITOIHSIIOTCS B
OTIEpaIIHOHHON cucTeMe. ITo,

* B cmygae Windows 7, Windows Vista, Mac OS 10.7.3, Ubuntu 8.10,
Red Hat Enterprise 7.2 1 FreeBSD 5.0 ux cucreMHsbIe sifjpa OTBEYaIH Ha
BCE MOAENbHBIC MpoKkoBemarebapie MAC-anpeca (Brd7, Br16 u Br8)
n Ha MAC ajpeca ¢ ycTaHOBJIEHHBIM rpynmnoBbiM Outom (Gr, MO, M2 u
M3). CnenoBatensHo, BbimeynomsiHyteie MAC-anpeca MoryT
WCIIOBH30BATHCS ISl HISHTH(DUKAIIMHA CETEBBIX aIallTEPOB, PAOOTAIOIIIX
B ciyqaitHoM pexknme. Llnpokosemarensasiit MAC-aapec Br u
MHoroaapecHsrii MAC-aapec M1 He paccMaTprBaroTCsl, TOCKOIBKY OHU
SIBIISTFOTCS IpECaMu, KOTOPBIE JTOJKHBI TTOTYYaTh BCE Y3IIbI B JJOKATHHON
cetu. J{ns BeiueynomsHyTeix OC Ha cleqyroeM pUCYyHKE MMOKA3aHo, YTO
noanenbHble mupokosemarensusie MAC-anpeca Br47, Brl16 u Br8

(bunsTpyIOTCSL.



Tabnuua 4.1. O6HapyxeHue crny4anHoro pexvma ansa onepaumoHHbix cuctem Windows

Operating| Windows 7 Home Windows Server 2003

Systems Premium Windows XP Enterprise Edition Windows Vista Windows 2000/NT
:{:diesses Normal | Promiscuous | Normal | Promiscuous | Normal | Promiscuous | Normal | Promiscuous | Normal | Promiscuous
FF:FF:FF:FF:FF:FF | Br O O O O O O O O O O
FF:FF:FF:FF:FF:FE [Brd7| — X — X — X — X - X
FF:FF:00:00:00:00 | Br1i6| — X — X — X — X X X
FF:00:00:00:00:00 | Brd — X — — — — — X - —
01:00:00:00:00:00 | Gr — X — — — — — X — —
01:00:5E:00:00:00 | MD — X — — — — — X — —
01:00:5E:00:00:01 | M1 O O O O O O O O O O
01:00:5E:00:00:02 | M2 — X — — - — — X — —
01:00:5E:00:00:03 | M3 — X — — — — — X — —

lNpumeyaHue: O: neranbHbIN OTBET, X: HemNeranbHbIN OTBET, —: HET OTBETA.




Ta6nuua 4.2 O6GHapyXeHue cry4amHoOro pexuma ansa Apyrux onepaymoHHbIX CUCTEM

Operating Ubuntu 8.0, Kernel Red Hat Enterprise 7.2,

Systems | Mac OS5 X Version 10.7.3 2.6.27-7 generic Kernel 2.49-e.12 FreeB5D 5.0
T; DE " Normal | Promiscuous | Normal | Promiscuous | Normal | Promiscuous | Normal | Promiscuous
FF:FF-FF:FF:FF:FF | Br O O O O O O O O
FF:FF:-FF:FF:FF-FE | Brd7 — X — X — X — X
FF:FF:00:00:00:00 | Bri6 — X — X — X — X
FF:00:00:00:00:00 | Br8 - X - X — X — X
01:00:00:00:00:00 | Gr — X — X — X — X
01:00:5E:00:00:00 | MO — X — X — X — X
01:00:5E:00:00:01 | M1 O O O O O O O O
01:00:5E:00:00:02 | M2 — X — X — X — X
01:00:5E:00:00:03 | M3 — X — X — X — X

lNpumeyaHue: O: neranbHbIN OTBET, X: HemNeranbHbIN OTBET, —: HET OTBETA.
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anmapaTHBIA (QUIBTP, KOTJa ceTeBasi KapTa padoTaeT B OOBIYHOM PEeXHME.

NIC running System’s
in normal mode kernel
Hardware filter Software filter

q
i
1
Y
]
L
i
.
:
¥
i

Fake ARP request packet
(with destination MAC address = Br47)

Fake ARP request packet
(with destination MAC address = Br16)

Fake ARP request packet
(with destination MAC address = Br8)

OnHako OHHM NPUHUMAIOTCSL M OTTIPABIISIOTCS SAPY CHCTEMBI, KOTZa CeTeBast
KapTa paboTaer B CIydaifHOM peXHMe, KaK I0OKa3aHO Ha PHCYHKE HUKE.

NIC running in System's
promiscuous mode kernel

Fake ARP request packet
(with destination
MAC address = Br47)

Fake ARP request packet
(with destination
MAC address = Br16)
Fake ARP request packet
{(with destination
MAC address = Br8)
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* B cnyqae Windows XP u Windows Server 2003 ux cuctemHble siapa
OTBEYAJIM TOJBKO Ha MOAJIeIbHBIC IIHpOoKoBemaTensasie MAC-anpeca
Br47 u Br16. CnienoBarenbHO, IPOrpaMMHBIC (DUIIBTPBI OMPEACIISTIOT
mupokoBemarenbHbiii MAC-aapec, mpoBepsist TOIBKO NepBhie 2 OaiiTa.
CrnenoBarenbHo, agpeca Br47 u Br16 MoryTt ncnonb3oBarbes A
UAeHTH(PHUKALINK TOTO, padoTaeT JI CETEBOH ajanTep B CIIydaiiHOM
pexuMe.

* B cnmyqae Windows 2000 / NT siapa cucTeMbl pearipoBalid TOJIbKO Ha
JIOXKHBIE mupokoBeriarensasie MAC-anpeca Br4d7 u Brl6.
CnenoBarenbHo, porpammubie Gpuitbrpel Windows 2000 / NT
UACHTU(OUIMPYIOT MHpOoKoBemaTensHeii MAC-anpec, mpoBepsisi TONBKO
nepBbie 2 Oaiita. BaxkHO OTMETHTB, YTO KOIJa CeTeBas KapTa padoTaer B
obbraHOM pexxume, Windows 2000 / NT Taxke oTBedana Ha JIOKHYIO
tpaucisiuio MAC Brl6. CnegoBarenbHO, TOTBKO ITOMICTHHBINA
mupoxoBemaTensHeiii MAC-aapec Br47 moxer ObITh MCIIONB30BAH IS
uneHTuduKanmu Toro, padboraer au NIC B ciaydaitHOM pexuMe.

4.2.4 Cpedcmea obHapyxeHusi cily4allHO20 pexxuma

JlocTyTieH psizt TOTOBBIX K MCIIOB30BAHIIO HHCTPYMEHTOB TSI OOHAPY>KEHHS
cinydaiiHbIxX omubok, Takux kak PMD (http://webteca.altervista.org/
index.htm), PromiScan (http://www.securityfriday.com),

Nmap (http://www.nmap.org), u NetScanTools Pro
(http://www.netscantools.com).. MTHCTpyMEHTBI HCIIOIB3YIOTCS LIS
OIIpeeNeHNs HAJTMYUs YCTPOMCTBA, TIPOCITYITUBAIOIIETO aKeThl, KOTOPOe He
JOJDKHO MPOCTYIINBAT MAKETHI. BOIBITMHCTBO M3 3TUX HHCTPYMEHTOB
OCHOBaHBI Ha BBIIICONMMCAHHON MeToInKe oOHapyxeHus. Hampumep, Ha
CIIEAYIONINX ABYX CHUMKaX dKpaHa MOKa3aHbl Pe3yIbTAThl CKAHUPOBAHHUS
CIIy4aifHOTO PEeXUMa IIEIEBOT0 XOCTa C HCIIONb30BaHIEM HHCTPYMEHTOB
NetScanTools Pro u PromiScan coorsercteenno. MAC-anpeca, nucnonszyemsie
STHMH JIBYMsI HHCTPYMEHTaMHU, Takxke mokasansl. B NetScanTools Pro
nonnenbHas Tpancisauua B31 coorBercTByer noanensHoN TpaHcsuu Brd7
(FF:FF:FF:FF:FF:FE).
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*Z - NetScanTools Pro 10.53 (TM) ==

Fle View Accessbiity Help
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=101 x|

Promiscuous Mode Scanner Use this tool to attemgt o identify local ethernet nodes running in

lkely capturing packets

¥ Brosdcast 31t ¥ Gioup Bit Address
¥ Brosdcast 16bt ¥ Mudicast Address 0
¥ Mubcas Address 1

¥ Brosdcant 8t

IP Address I!osmm

HCITFOZTRABULST\ X

192.168.0.2

{Irs:u |16 [ B8 [ crr [m0 Im‘l\
x X j

Welcome
Automated = “
'M OMISCUOUS MOde. MO
%) IP/MAC Address Management & | -
Jl Daimctior - Scan
D Name Server Lockup St
+8 Net Topography . =

& NetBIOS Info-Shares/System Bas

NetBIOS Info-Advanced
o ps Stat IP Address
Z§ Network Statistics 192182 0 2
&' 05 Fingerpeinting EndIP Address
~& Packet Generator
g Packet Vomer 192 168 0 2

LocalIP
12218803 =]

'« RFC Reference [ Resbve IPsto
“Pc RPC Info Hostnames
s, Sirgle Services

SMTP Emad Generator and Relay Packet Delay )
ST, glr =

< ) »
Optional Tools
Onine
Piogiam Inlo

For Help, press F1

PromiScan Ver.3.0 Trial mode E

File Setup View Help

Unknown

#Cyclic_Count 1
#Cyclic_Count 2
#Cyclic_Count 3
#Cyclic_Count 4

28/Feb/2012 8:36:18 AN

28/Feb/2012 8:36:34 AM
28/Feb/2012 8:36:50 AM
28/Feb/2012 8:37:06 AN

[RUN | Lstacydc

Scming | 3 |

5 | so |

CoptureOn

K| JLi|
28/Feb/2012 192.168.0.2 [00:1A:A0:B8:52:48) oN “Nethernet :_I‘
28/Feb/2012 192.168.0.2 (o0: :4 B47 oN krhernet

28/Feb/2012 192.168.0.2 (oo: Bl6 oN pchernet

28/Feb/2012 192.168.0.2 10o0: Rthernet

28/Feb/2012 192.168.0.2 (oo: PROMISC SUSPECT

Wc’ ap4.0.

OCHOBHOE OrpaHUYEHUE ITOrO METOAA OOHAPYKEHHUSI COCTOUT B TOM,
YTO, €CIIM Y3€JI IepexBara epecTaeT OTBeUaTh Ha COOOIIEHNS 3anpoca
ARP Bo Bpems nepexBata cereBoro Tpaduka, UCIOIb3ys, HAIPUMED,
JIOKaJIbHBIA MEXKCETEBON DKPaH, TOIAA METOl CTAHOBUTCS
Oecrone3HbIM, TOCKOIBKY OH ONupaercst Ha cooOuieHns orsera ARP,
Cr€HEpUpPOBaHHBIE aHAIN3aTOPOM XOCTa.
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4.2.5 OkcnepumeHm

[TockonbKy 3Ta KHMra HIMEET 00Pa30BaTEIbHYIO 1INTb, B CJCIYIOIIEM
AKCIIEPUMEHTE ONUCHIBACTCS, KaK BPYUHYIO T€HEPUPOBATh MAKEThI 3alIPOCOB
ARP-0ByI1IIEK /T ACHTU(UKALIUN CETEBBIX aJalTePOB, paOOTAIOIINX B
CIIy4aliHOM PEXHUME B JIOKAJILHOW CETH.

4.2.6 Apxumexkmypa cemu

ApXHTEKTypa CeTH, UCIIOIb30BaHHAs B SKCIIEPUMEHTE, TI0Ka3aHa Ha
clenyronieM pucyHke. /[Ba xocra, A u B, moaKitoueHsl K KOMMYTaTopy U
paboTaroT 1oj yIpaBieHHEM ollepaliioHHoN cucteMbl Windows 7.

Switch
Host A \ Host B
1™ (
g (% g (S
IP address: 192.168.1.2 IP address: 192.168.1.3

CommView sniffer
(NIC running in promiscuous mode)

4.2.7 OkcnepumMeHm

SKCHepI/IMCHT COCTOUT M3 CICAYIOUIUX OTAIlIOB:

ITar 1: Ha3znaubte cratnueckue [P-agpeca xoctam ceTu.
[Tar 2: 3anyctute NIC xocta B B citydyaliHOM pexume.
[Tar 3: Crenepupyiite nakersl 3anpoca ARP npepeiBaHus.
[Har 4: Ananu3s nakeroB orsera ARP.

4, 2.7.1 Llac 1. Haznausme cmamuueckue 1P-
aopeca xocmam cemu

Oo6patutech k [nase 1.
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4.2.7.2 llae 2: 3anycmume cemesyto kapmy xocma B 6 ciyuatinom
pedcume

Yeranosute cauddep CommView (niam 110001 AOCTYITHBIA HHCTPYMEHT
cauddepa) Ha xocte B, 4ToOBI €ro cereBoii amantep padoral B CIrydaiiHOM
pexHuMeE.

4.2.7.3 llae 3. Coz0anue naxemog 3anpocos ARP-nosyuiex

Ha xocte A mpoBOISTCS TECThI, YTOOBI OIPEICIUTh, pA0OTACT JI CETEBOM
amanTep xocta B B cinyuaiitnoM pexxume. CieqoBaTenbHO, XOCT A MPOTOIAKUT
OTIPaBKy HECKONBKHX MakeToB 3ampoca ARP ¢ mepexBaTom Ha xocT B,
HCIIONB3Ys TOAAeTbHEIE MupokoBemarenbasie MAC-aapeca Br47 u Br16 u
mHoroaapecHsie MAC-aapeca MO, M2 u M3. [lakeTsl 3anpoca npepbIBaHUs
ARP OyayT BBIISETH CIASAYIONIMM 00pa3oM:

ARP Header
Operation code 1 (for ARP request)
Source IP address IP address of Host A
Source MAC address MAC address of Host A
Destination IP address IP address of Host B
Destination MAC address 00:00:00:00:00:00

Ethernet Header

Source MAC address MAC address of Host A
Destination MAC address Br47, Bri6, M0, M2, M3
Ethernet type 0x0806 for ARP message

Hcnonb3ys 11000l HHCTPYMEHT NOCTPOEHHUS IAKETOB, BBHIIICYIOMSIHYTHIE
3anpocsl ARP MoryT ObITh s1erko cozganbl. CommView Visual Packet Builder
MPENOCTABISET OYEeHb YIOOHBIH rpaduuecKuil naTepdeiic A co3naHus
nakeToB ARP. Tpu cHMMKa 9KpaHa, KOTOpbIE CIETYIOT, TOKa3bIBAIOT
coziep>KaHMe MpUMepoB nakeToB 3anpoca ARP-npepriBannsa ¢ MAC-anpecamu
HaszHaueHus Br47, Br16 u MO cooTBeTCTBEHHO.
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Target Address (MAC)
00:00:00:00:00:00

Address Length
A i

Target Address (IP)
19216813
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Packet Type: | ARP v

Ethernet II (00:26:9E:ED:A8:84 - 01:00:5£:00:00:00] S

Source MAC Protocol

00:26:9E:E0:A8:34 L w 0x0806: ARP -
ARP [ARP Request] Muiticast address 0 2

Hardware (M0):
Type Address Length ‘
0x0001 : Ethernet v 6 :
Sender Address (MAC) Target Address (MAC)
00:26:9E:ED:A8:84 W 00:00:00:00:00:00 L

Network Protocol 1
Type Address Length
0x0800 : IP - 4 ¢

Sender Address (IP) Target Address (IP)
192168.1.2 W 19216813 L]

Operation
|1: ARP Request

4.2.7.4 Illac 4: Ananusz nakemos omeema ARP

VY3en A ucnioneiyer anamm3atop CommView it cOopa JIF0OBIX TTAKETOB OTBETA
ARP, crenepnpoBaHHBIX y370M B mocie momy4yenns maketoB 3anpocoB ARP
npepsiBaHuA. Ha ciemyromemM cHUMKe 3KkpaHa aHammzaTopa CommView
MTOKa3aHO COAEPKUMOE CTeHePUPOBaHHOTO makera 3ampoca ARP npepriBanus ¢
MAC-anpecom HazHaueHus Br47. U cnenyrommii CHUMOK SKpaHa SCHO
MOKa3bIBaeT, 4To maker oreera ARP Obi1 momyden ot xocta B mocne ornpaBku
BBILIEYNOMSAHYTOrO nakera 3anpoca ARP npepriBanusi.
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File Search View Tools Settings Rules Help

d | Realtek PCle GBE Family Controller v
)& = o~ 3
g M B “I - ¥
94 Latest P Connections | @ Packets || | Legging | 4 Rules | 5 Alarms
4 EthemetRl No Prot.. = SeclP Dest IP Sec Port  Dest Port
MAC: FF: s s

S e et T | OIS > EETTN U - NC TR S S
Source MAC: 00:269EED:AS:34 2 ARPRESP 7 19216313 3 WA NA
Ethertype: 0»0806 (2054) - ARP 3 ARPREQ 7 19218812 ? Ni& na
Direction: Out 4 ARPRESP 2 192183.13 ? 19216812 WA NA
Date: 23-Feb-2012 S ARPREQ 7 19216812 ? 18216813 Nia NA
Time 13:44:30.327624 6 ARPREQ 7 19218812 7 192168.13 NA Nia ‘
Delta: 60.772006 7 ARPREQ 7 19216512 ? 19216833 NA N/A
Frame size 42 bytes
Frame number 1

4 ARP
Hardware: 050001 (1) - Ethernet
Protocol. 00800 (2043 - IP
Hardware address length: 0x06 5]
Protocol address length: 0«04 (4)
Operation: 0x0001 (1) - ARP Request !
Sender MAC address: 00:26:9E.ED:A5:34 r 84 08 D6 0

Sender IP address: 192.168.1.2 ‘
Target MAC address: 00:00:00:00:00-00 0x002¢
Target IP address: 19216813

84 CO

S ®

Copture: Off  Pkts: 2in / 71 out / 183 pass Auto-saving: Off Rules: 1 On Alarms: Off 3% CPU Usage

File Search View Tools Settings Rules Help
] Realtek PCle GBE Family Controller
g > b w509 3 B
@4 Latest IP Connections | ' Packets | | Logging [ 4 Rules } b Alarms
4 Ethemetll No Prot.. = SrclP DestIP Src Port  Dest Port
Destination MAC: 00:26:9E-ED:A5:34 | ARPREQ 7 19216812 2 19236813 W WA
Source MAC: 00:14:40:83'52:48 "2 APPRESP Bl 19216513 sl = WA WA ]
Ethertype: 0x0806 (2054) - ARP 3 ARPREQ 7 19216812 > N NiA
Direction: In ARPRESP 7 19216813 2 NA N&
Date: 23-Feb-2012 ARPREQ 7 19218812 216813 N/A N/A

Time: 13:44:30.523569 ARP REQ 192.168.1.2 9 A nNa
Delta: 0.000045 7 ARPREQ 192.168.1.2 5. A N/&
Frame size: 60 bytes
Frame number: 2
4 ARP
Hardware: 0»0001 (1) - Ethernet
Protocol: 0x0800 (2048} - IP
Hardware address length: 0506 )
Protocol address length: 0x04 @)
Operation: 0x0002 (2) - ARP Response
Sender MAC address: 00:1A:A0:88:52:48
Sendet IP address: 192.168.1.3
Target MAC address: 00: 26 SE:ED:A384
Target [P address: 192.168.1.2

Plts: 2iin /71 out / 183 pass Auto-saving: Off Rules: 1 On Alarms: Off 4% CPU Usage

Ha cnenyroniem cHUMKE 3KpaHa MOKa3aHO COAEPKUMOE
creHepupoBaHHoro nakera 3anpoca ARP npepriBanus c MAC-
aapecoM HazHaueHus Brl6. U Ha cnenyrolemM CHUMKe dKpaHa
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MOKa3aHo, 4To oTBeTHBINA nmakeT ARP Obu1 monyden or xocra B nociie ornpaBku
BBIIIECYITOMSAHYTOT'O IaKkeTa 3anpoca npepeiBanus ARP.

File Search View Tools Settings Rufes Mep

vl Reakek PCle GBE Family Controller hd

[ v 7. _ L

| %o Lates B Comectoms 5 Faceets ] Loggng | & Fues | i Aloms

# Ethernet3 Ne Prot... Sec P DestIP SrcPort  DestPert
Destmalion MAT 77 FF00.00.00 00

. % | aerERQ 9216812 T 19216813 () Wi
SOMECR VS O MO SEECIEEN 2 ARPRESP Y 39218313 > 19216817 WA
Enectype 00806 2053 - ARP | 3 aapsec BESMSE12 KA I9216E3
Directior: Qut i ARPRESP 7 192 13 L)
Date: 5-Fed- 2000 S LFFRIC 7 i911e312 L
Time 134502127010 & ARPREC 19216819 LU
Drfta: 31.296441 7 ARPREQ 7 98812 s
Frame yce: 42 bytes
Frame number 3

a4 are

Hardware 0v0001 1) - Ethernet
Proto ool 0800 12048) - 1P
Hardware acdress length 006 &
Protocol adovess length: 0edd &)
Operation D001 (1) - ARP FEequest
Sencer MAC agdress 006 IEEDAS:5L N < ~ € 00 02

Sencer ¥ oddress: 19218312
Target MAC adcess 000000020000
Torge! 1P address 192.163.0 3

[Captyre: ON Phag 2in/ 71 out/ 183 pass Awto-sayang: O Rudes: 1 On Alarmg: OF 1% CPU Usage

Fie Seatch View Tools Settings Rudes Help ‘
> Meki(rlécﬁiflﬂ-h (}molw -

Sec Port Dest Peet

na (Y

fa WA
2h

Destoaticn MAC 00 26SEED 4304
‘ Source MAC OO A0ER 5243
|

Cihedype 00505 DO - 4RP
Diection In
Date. 23-Fen-2012
Time 134507127950
D=t 0000330
Trame 1Ce €0 Dytes
Frame numoer. &
4 :FP
‘ Hardware De00C1 (1) - Btheenet
|
|
|

Protecol: EO30D Q043 - 1P

Hardware address length 0606 51
Protecol addiess length. 0004 (&)
Ogerabior 02002 (D) - ARP Resporse
Sender MAC acldreas D08AA0 BE:5243
Sencer P oddiesy. 19716313

Targel MAC addicss: ) J6SF.EDAS 4
Torge! IP addresy 1924651 2

[JCaptur= O Pits: 2 / T1 out /133 pass Ao soang: Off Rubes1 On Alarms O 0% 